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Introduction to NetBackup
for NDMP

This chapter includes the following topics:

= About NetBackup for NDMP

= About Network Data Management Protocol (NDMP)
= Types of NDMP backup

= About NDMP policies in NetBackup

= About NetBackup storage units

= About assigning tape drives to different hosts
= About the NDMP backup process

= About the NDMP restore process

= About Direct Access Recovery (DAR)

= Snapshot Client assistance

= About NDMP multiplexing

= About NDMP support for Replication Director
» Limitations of Replication Director with NDMP

= About NDMP support for NetApp clustered Data ONTAP (cDOT)
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About NetBackup for NDMP

NetBackup for NDMP is an optional NetBackup application. It enables NetBackup
to use the Network Data Management Protocol (NDMP) to initiate and control
backups and restores of Network Attached Storage (NAS) systems.

NetBackup for NDMP features

The following table describes the NetBackup for NDMP features.

Table 1-1

NetBackup for NDMP features

Feature

Description

Support for NDMP protocol

Supports the NDMP protocol versions V2, V3, and V4.

Centralized backup policy

Scheduling, catalog management, and other backup tasks are managed from a

management NetBackup master server. NetBackup for NDMP can be installed on a NetBackup master
or media server.
Accelerator for NDMP NetBackup's Accelerator option makes NDMP backups for NetApp and Isilon filers run

faster than normal NDMP backups. NetBackup Accelerator increases the speed of full
backups by using the filer's change detection techniques to identify the modifications
that occurred since the last backup. More information about the feature is available:

See “About NetBackup Accelerator for NDMP” on page 76.

Support for NetApp cDOT
filers

NetBackup for NDMP supports NetApp clustered Data on Tap (cDOT) filers. More
information about configuring NetBackup to work with NetApp cDOT filers is available:

See “Using the Device Configuration Wizard to configure an NDMP filer” on page 43.

Support for wildcards in
NDMP backup policy
selections

Wildcard characters in regular expressions or directives are valid for streaming and
non-streaming NDMP backups.

Device and media
management

NetBackup software provides complete management and control of the devices and
media that are used for backups and restores of NDMP hosts. The NetBackup Device
Configuration Wizard discovers and configures the storage devices that are attached
to an NDMP host. (This function requires NDMP protocol V3 or V4.) Note that
wizard-based discovery depends upon a number of device-specific features, such as
SCSI inquiry and serialization, which some NAS vendors may not support.

High-speed local backup of
NDMP hosts

Backup data travels between the disk drives and tape drives that are directly attached
to the same NDMP host. This transfer provides high-speed backup but does not slow
network throughput.




Table 1-1

Introduction to NetBackup for NDMP | 10

About NetBackup for NDMP

NetBackup for NDMP features (continued)

Feature

Description

Backup of network-attached
NDMP hosts to a tape
device on another NDMP
host or to advanced tape
libraries with an embedded
NDMP server

Backup data travels across the network from a disk on an NDMP host to tape on another
NDMP host. This backup is referred to as a three-way backup. This data movement
option requires support from the NAS/NDMP host.

Backup of a
network-attached NDMP
host to a tape device on a
NetBackup media server

Backup data travels across the network from a disk on an NDMP host to tape on a
NetBackup media server. This backup is a form of three-way backup also known as
remote NDMP. This feature supports NDMP V2, V3, and V4 on the NDMP hosts.

Shared tape libraries

Tape libraries can be shared between NDMP hosts and NetBackup servers or between
multiple NDMP hosts. Robotic control can be on an NDMP host or on a NetBackup
server.

Shared tape drives with the
Shared Storage Option

Tape drives can be shared between servers (both NetBackup servers and NDMP hosts).
This setup requires the Shared Storage Option (SSO) license.

For a list of the features and software releases for each NAS vendor, for SSO support,
and for the NetBackup versions that support these vendors, see the NetBackup Master
Compatibility List.

Snapshots of data on NDMP
hosts

NetBackup can take point-in-time data snapshots on an NDMP (NAS) host without
interrupting client access to data, using the NDMP V4 snapshot extension. The snapshot
is stored on the same device that contains the NDMP client data. From the snapshot,
you can restore individual files or roll back a file system or volume by means of Snapshot
Client Instant Recovery. A NetBackup Snapshot Client license is required, in addition
to the NetBackup for NDMP license. This Snapshot Client feature uses the
NAS_Snapshot method and the NDMP method.

For more information about the Snapshot Client, refer to NetBackup Snapshot Client
Administrator’s Guide. For more information about the NDMP snapshot method, refer
to the NetBackup Replication Director Solutions Guide

NDMP DirectCopy

NetBackup can copy virtual tape library (VTL) images directly from the VTL to physical
tape or to another VTL. This function occurs without using media server |/O resources
or network bandwidth. NetBackup can copy NDMP backup images directly from one
NDMP-attached tape drive to another NDMP tape drive that is attached to the same
NDMP host. Note that the operation does not use media server I/O.

Note: The VTL must have an embedded NDMP tape server.

Direct Access Recovery
(DAR)

For NDMP hosts that support DAR, this feature greatly reduces the time to restore a
directory, a single file, or a small number of files.
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NetBackup for NDMP features (continued)

Feature

Description

Path-based file history

The NDMP server can send catalog information consisting of complete path names to
NetBackup. Some vendors do not support this feature. Up-to-date information is available
on the vendors that support path-based history. For a list of the features and software
releases for each NAS vendor, for SSO support, and for the NetBackup versions that
support these vendors, see the NetBackup Master Compatibility List.

Support for NetBackup for
NDMP servers in a
NetBackup-clustered
environment

The NetBackup for NDMP servers are supported in a NetBackup-clustered environment.

Enhanced ability to run
customized scripts during a
backup

The enhanced ability to run customized scripts during a backup, especially for relational
databases residing on NAS devices.

NDMP multiplexing

NDMP multiplexing enables NDMP backups to be multiplexed to Media Manager storage
units. Only remote NDMP multiplexing is supported.

NDMP to disk

NetBackup can write NDMP backups to disk storage units.

IPv6 support

NDMP supports 128-bit IPv6 address data connections in addition to the 32-bit IPv4
address data connections. NDMP data connections are made between filers or between
a NetBackup media server and a filer that is used to transfer the backup image. By
default the NetBackup media server is enabled for IPv6 data communication.

Consider the following general items when using NDMP IPv6 address data connections.

s The filer needs to be enabled for IPv6 data communication.
= The filer vendor must support connection address extension or full IPv6.

NDMP support for
Replication Director

NDMP support for Replication Director enables NetBackup to use NDMP for the following
functions: backup from snapshots, restore from snapshot backups, live browse snapshots,
and restore from snapshots (for copy back method).

For more information about Replication Director, refer to the NetBackup Replication
Director Solutions Guide.

NetBackup for NDMP terminology

The following table describes the NetBackup for NDMP terminology. For explanations

of other NetBackup terms, consult the NetBackup online glossary in NetBackup
Help.

1
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Table 1-2 Terminology

Term

Definition

DAR (Direct Access
Recovery)

DAR is an optional capability of NDMP data and tape services
where only relevant portions of the secondary media are
accessed during recovery operations. The NDMP host
positions the tape to the exact location of the requested file(s),
reading only the data that is needed for those files. Restore
times can be reduced from hours to minutes.

NDMP (Network Data
Management Protocol)

NDMP is a widely used protocol through which an
NDMP-conformant backup application can control the
backups and restores for an NDMP host.

NDMP client

An NDMP client is an NDMP-compliant backup application
(also known as a Data Management Application or DMA)
that is an NDMP server application client. An NDMP client
sends commands to the NDMP server application to control
the backups and restores on an NDMP host.

NetBackup for NDMP allows NetBackup to act as an NDMP
client.

NetBackup for NDMP server

A NetBackup for NDMP server is a NetBackup master or
media server on which NetBackup for NDMP software is
installed.

NDMP host

An NAS system that serves files to clients using HTTP, FTP,
CIFS, or NFS protocols. It also runs an NDMP server
application that communicates with NDMP client backup
software to configure and perform backup and restore tasks.
NAS systems provide fast, multi-protocol file access and cost
effective data storage to workstations and servers in the
network or across the Internet.

In a NetBackup configuration, the NDMP host is considered
a client of NetBackup. However, NetBackup client software
is never installed on an NDMP host.

NDMP multiplexing

NDMP multiplexing concurrently writes multiple backup
streams to the same Media Manager tape storage device
from the same client or different clients. NDMP multiplexing
improves overall NetBackup performance by more efficient
use of the storage unit drives. State of the art storage devices
can typically stream data faster than client agents can create
backup streams. Therefore, multiple data streams can be
sent to and effectively processed by a given storage unit.
Only remote NDMP multiplexing is supported.
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Table 1-2 Terminology (continued)

Term

Definition

NDMP server application

An NDMP server application runs on an NDMP host and runs
backup, restore, and device control commands that it receives
from an NDMP-conformant backup application. The backup
application (NetBackup) is considered an NDMP client. A

separate instance of an NDMP server process exists for each
connection to an NDMP client. That is, if two backups are in
progress, an NDMP server process exists for each backup.

NDMP storage unit

An NDMP storage unit stores the backup data for an NDMP
host. The tape drives in this storage unit attach directly to the
NDMP host or can be configured on a SAN. Note that NDMP
storage units cannot be used to store data for non-NDMP
hosts, and NetBackup disk storage units cannot be used for
NDMP tasks.

Redirected restore (to a
different client)

In a redirected restore, files are restored to a client other than
the one from which they were originally backed up. In
NetBackup for NDMP, the restore data travels from an NDMP
host (or NetBackup media server) with a locally attached
storage device to another NDMP host on the network.

Remote NDMP

A form of three-way backup and restore also known as NDMP
backup to Media Manager storage units. Data travels from
an NDMP host to a tape drive that is attached to a NetBackup
media server.

See “Configuring NDMP backup to Media Manager storage
units” on page 66.

Three-way backup and
restore

In a three-way backup or restore, data travels between an
NDMP host and a storage device that is attached to another
NDMP host or to a NetBackup media server. This backup
contrasts with local NDMP backup or restore where the data
travels between an NDMP host’s disk and a storage device
directly attached to the same NDMP host.

Virtual Tape Library (VTL)

A virtual tape library is a storage system that uses disk-based
technology to emulate a tape library and tape drives. For
secondary storage, NetBackup can copy VTL images directly
to a physical tape or to another VTL by means of NDMP
DirectCopy.

13
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About Network Data Management Protocol (NDMP)

NDMP is a widely used protocol through which an NDMP-conformant backup
application controls the backups and restores of any NDMP host that runs an NDMP
server application.

NDMP architecture follows the client and server model:

= The NetBackup master or media server where NetBackup for NDMP is installed
is called a NetBackup for NDMP server.

= The host where the NDMP server application resides is called an NDMP host.

= The NetBackup software is a client of the NDMP server application. NetBackup
for NDMP lets NetBackup act as an NDMP client. The NDMP hosts, on the other
hand, act as NetBackup clients.

The following figure shows an example of NDMP and NetBackup hosts as clients
of each other.

Figure 1-1 NDMP and NetBackup hosts as clients of each other

Network

NetBackup for NDMP server NDMP Host NDMP Host

A NetBackup master or media server

here NetBackup for NDMP is
wher Upor ! NDMP hosts act as NetBackup clients ...

installed.
The NetBackup for NDMP server acts as NOTE: NetBackup software is NOT installed
an NDMP client. on NDMP hosts.

Types of NDMP backup

The NDMP server application on the NDMP host performs backups and restores
of the NDMP host, directed by commands from an NDMP client (NetBackup).
Backups can be conducted in any of the following ways:

= NDMP local backup
See “NDMP local backup” on page 15.
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= NDMP three-way backup
See “NDMP three-way backup ” on page 15.

= Backup to a Media Manager storage unit on the NetBackup server
See “Backup to Media Manager storage units (remote NDMP)” on page 16.

NDMP local backup

If you use the NDMP local backup, the NetBackup for NDMP server initiates the
backup. The data travels from the NDMP host’s disk to a storage device that is
attached to the same host or is available on a SAN.

The following figure shows an example of an NDMP local backup and restore.

Figure 1-2 NDMP local backup and restore

LAN/WAN

_______ =1
I
NetBackup for |
NDMP server
\/
FC/SAN
Tape library Storage devices on SAN

Local NDMP backup

Data travels from disk to tape on same NDMP host, or from disk t
tape device on SAN. Backup data is NOT sent over local network.

The tape drives must be in NDMP-type storage units.

NDMP three-way backup

If you use the NDMP three-way backup, the NetBackup for NDMP server initiates
the backup. Data travels over the network by going from an NDMP host to a storage
device that is attached to another NDMP host on the local network or is available

on a SAN.
The following figure shows an example of an NDMP three-way backup and restore.
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Figure 1-3 NDMP three-way backup and restore
LAN/WAN

| NDMP NDMP
host Host

NetBackup for |
NDMP server

Three-Way NDMP backup

Data travels from disk on an NDMP host to tape device on another
NDMP host. Backup data is sent over the local network.

The tape drives must be in NDMP-type storage units.

Backup to Media Manager storage units (remote NDMP)

With this backup method, the data travels over the network by going from an NDMP
host to a Media Manager-type storage device that is attached to a NetBackup media
server or is available on the SAN. The NetBackup drives must be in Media Manager
storage units not in NDMP storage units.

The following figure shows an example of an NDMP backup to a Media Manager
device (remote NDMP).



Introduction to NetBackup for NDMP | 17
About NDMP policies in NetBackup

Figure 1-4 NDMP backup to a media manager device (remote NDMP)
LAN / WAN
- - — — — — —[—
5 it
NetBackup for I
NDMP server | |
! I
p——
I
1
¥ A\
[
FC/SAN D
Storage Devices on SAN Tape library Disks

To NetBackup Server-Attached Media Manager Storage Units

Data travels from NDMP host to a drive on a NetBackup media server or on a SAN. Backup
data is sent over the local network.

NOTE: The NetBackup drive(s) must be in Media Manager type storage units.

About NDMP policies in NetBackup

After you install and configure NetBackup for NDMP, you can schedule backups
by creating an NDMP policy in NetBackup.

An NDMP policy can have one or more NetBackup clients. Each NetBackup client
must be an NDMP host.

See Figure 1-1 on page 14.
Note that you do not install any NetBackup software on the NDMP hosts.

The allowable backup types for schedules in an NDMP policy are: Full, Cumulative
Incremental, or Differential Incremental. User-initiated backups and archives are
not allowed because the NDMP protocol does not permit these tasks.

Restores of NDMP host backups can be initiated from any NetBackup media server
that meets the following criteria:

= Resides within the same overall NetBackup storage domain

» Uses the same NetBackup master server that the media server uses to perform
the backup
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The data can be restored to the NDMP host where it was backed up, or to another
NDMP host.

NDMP policies can use either NDMP storage units or Media Manager storage units.

About NetBackup storage units

NetBackup uses either one of the following storage units:

NDMP-type storage units (for local or three-way backup)

NetBackup requires NDMP-type storage units when you back up NDMP host
data to the devices that are as follows:

= Attached to an NDMP host

= Available to the NDMP host on a SAN

An NDMP storage unit can contain standalone or robotic drives. Robotic controls
can be in a TLD (tape library DLT) or ACS robot type.

Media Manager storage units (for backup to devices that are attached to a
NetBackup media server)

You can use the drives that were configured in Media Manager-type storage
units when you back up NDMP host data to devices that are as follows:

= Attached to a NetBackup for NDMP server

= Available to the server on a SAN

For NDMP backup, drives in Media Manager-type storage units do not have to
be dedicated to NDMP data. They can store backups of regular (hnon-NDMP)
NetBackup clients as well as of NDMP clients.

About assigning tape drives to different hosts

The robotic tape drives can be divided up among NDMP hosts and NetBackup
servers.

The following figure shows the NDMP and non-NDMP storage units with the following
configuration:

Tape drives 1, 3, and 5 are attached to NDMP hosts. They are in the NDMP
storage units that can be used for NDMP backups (local or three-way).

The commands that control these drives originate on the NetBackup for NDMP
server and are sent through the NDMP connection on the network. The NDMP
server application on each NDMP host translates the NDMP commands into
SCSI commands for the local drives.
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About assigning tape drives to different hosts

= Tapedrives 2 and 4 are attached to a NetBackup server. They are in non-NDMP
storage units and are controlled in the same way as other drives on NetBackup
servers. Depending on the type of storage unit, these drives can be used for
the following:

= Non-NDMP clients of NetBackup

= Inthe case of tape drives in Media Manager storage units, they can be used
for both NDMP (local or three-way) and non-NDMP backups.

In the following figure, all of the tape drives are used for NDMP backup except

drive 4.
Figure 1-5 NDMP and non-NDMP storage units
LAN/WAN Drive-control commands for NDMP
NB for NDMR NDMP NDMP
NDMP host host > host
media
server N
Drive 17
Drive 57
Drive 21
Drive 3%
Drive 4%
TLD
Robot
* In NDMP storage unit Drives 1, 3, and 5 (in NDMP storage

In NetBackup Media units) can be used for NDMP backups.

Manager storage unit

In another type of Drive 2 (in Media Manager storage unit) can

iNetBackup storage be used for NDMP or non-NDMP backup.
unit (not NDMP or
Media Manager) Drive 4 (in different type of NetBackup storage

unit) cannot be used for NDMP backup.

About robotics control

Robotics control can be attached to an NDMP host or to a NetBackup server.
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About the NDMP backup process

The following figure shows how NetBackup sends commands over the network to
the NDMP host, which in turn sends them to the robot.

Robotics control that is attached to an NDMP host

Figure 1