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I Notices

m Relevant program products

For details about the applicable OS versions, and the service packs and patches required for Job Management Partner
1/Automatic Job Management System 3, see the Release Notes.

Job Management Partner 1/Automatic Job Management System 3 - Manager (For Windows):

P-2W12-3KAL Job Management Partner 1/Automatic Job Management System 3 - Manager version 10-50

The above product includes the following:

P-CC2A12-3KAL Job Management Partner 1/Automatic Job Management System 3 - Manager: version 10-50 (For
Windows Server 2012 and Windows Server 2008)

P-CC2412-3KAL Job Management Partner 1/Automatic Job Management System 3 - Manager version 10-50 (For
Windows Server 2003 and Windows Server 2003(x64))

Job Management Partner 1/Automatic Job Management System 3 - Manager (For UNIX):

P-1J12-27AL Job Management Partner 1/Automatic Job Management System 3 - Manager version 10-50 (For HP-
UX(IPF))

P-9312-27AL Job Management Partner 1/Automatic Job Management System 3 - Manager version 10-50 (For Solaris
11 (SPARC) and Solaris 10 (SPARC))

P-1M12-27AL Job Management Partner 1/Automatic Job Management System 3 - Manager version 10-50 (For AIX)

P-8112-27AL Job Management Partner 1/Automatic Job Management System 3 - Manager version 10-50 (For Linux
6.1 (x86) or later, Linux 6.1 (x64) or later, Linux 5.1 (x86) or later, and Linux 5.1 (AMD/Intel 64) or later)

Job Management Partner 1/Automatic Job Management System 3 - Agent (For Windows):
P-2W12-33AL Job Management Partner 1/Automatic Job Management System 3 - Agent version 10-50

The above product includes the following:

P-CC2A12-33AL Job Management Partner 1/Automatic Job Management System 3 - Agent version 10-50 (For
Windows Server 2012 and Windows Server 2008)

P-CC2412-33AL Job Management Partner 1/Automatic Job Management System 3 - Agent version 10-50 (For
Windows Server 2003 and Windows Server 2003(x64))

Job Management Partner 1/Automatic Job Management System 3 - Agent (For UNIX):

P-1J12-29AL Job Management Partner 1/Automatic Job Management System 3 - Agent version 10-50 (For HP-
UX(IPF))

P-9312-29AL Job Management Partner 1/Automatic Job Management System 3 - Agent version 10-50 (For Solaris
11 (SPARC) and Solaris 10 (SPARC))

P-1M12-29AL Job Management Partner 1/Automatic Job Management System 3 - Agent version 10-50 (For AIX)

P-8112-29AL Job Management Partner 1/Automatic Job Management System 3 - Agent version 10-50 (For Linux 6.1
(x86) or later, Linux 6.1 (x64) or later, Linux 5.1 (x86) or later, and Linux 5.1 (AMD/Intel 64) or later)

Job Management Partner 1/Automatic Job Management System 3 - View (For Windows):
P-2W12-34AL Job Management Partner 1/Automatic Job Management System 3 - View version 10-50

The above product includes the following:
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P-CC2A12-34AL Job Management Partner 1/Automatic Job Management System 3 - View version 10-50 (For
Windows 8.1, Windows 8, Windows Server 2012, Windows 7, Windows Server 2008 and Windows Vista)

P-CC2412-34AL Job Management Partner 1/Automatic Job Management System 3 - View version 10-50 (For
Windows Server 2003, Windows Server 2003(x64), and Windows XP Professional)

Job Management Partner 1/Base” (For Windows):
P-2W2C-6LAL Job Management Partner 1/Base” version 10-50

The above product includes the following:

P-CC2A2C-6LAL Job Management Partner 1/Base” version 10-50 (For Windows Server 2012 and Windows Server
2008)

P-CC242C-6LAL Job Management Partner 1/Base” version 10-50 (For Windows Server 2003 and Windows Server
2003(x64))

Job Management Partner 1/Base” (For UNIX):

P-1J2C-6LAL Job Management Partner 1/Base” version 10-50 (For HP-UX(IPF))

P-9D2C-6LAL Job Management Partner 1/Base” version 10-50 (For Solaris 11 (SPARC) and Solaris 10 (SPARC))
P-1M2C-6LAL Job Management Partner 1/Base” version 10-50 (For AIX)

P-812C-6LAL Job Management Partner 1/Base” version 10-50 (For Linux 6.1 (x86) or later, Linux 6.1 (x64) or later,
Linux 5.1 (x86) or later, and Linux 5.1 (AMD/Intel 64) or later)

# These products have been developed under a quality management system which has been certified to comply with
ISO 9001.

m Trademarks
Active Directory is either a registered trademark or a trademark of Microsoft Corporation in the United States and/or
other countries.

Adobe is either a registered trademark or a trademark of Adobe Systems Incorporated in the United States and/or other
countries.

CONNECT:Queue is a registered trademark of Sterling Commerce, Inc.

HP NonStop is a trademark of Hewlett-Packard Development Company, L.P. in the U.S. and other countries.
HP-UX is a product name of Hewlett-Packard Development Company, L.P. in the U.S. and other countries.

IBM, AIX are trademarks of International Business Machines Corporation, registered in many jurisdictions worldwide.

IBM, AS/400 are trademarks of International Business Machines Corporation, registered in many jurisdictions
worldwide.

IBM, Lotus are trademarks of International Business Machines Corporation, registered in many jurisdictions
worldwide.

IBM, MQSeries are trademarks of International Business Machines Corporation, registered in many jurisdictions
worldwide.

IBM, MVS are trademarks of International Business Machines Corporation, registered in many jurisdictions
worldwide.

Internet Explorer is either a registered trademark or trademark of Microsoft Corporation in the United States and/or
other countries.

Itanium is a trademark of Intel Corporation in the United States and other countries.

Linux(R) is the registered trademark of Linus Torvalds in the U.S. and other countries.
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Microsoft and Excel are either registered trademarks or trademarks of Microsoft Corporation in the United States and/
or other countries.

Microsoft and Outlook are either registered trademarks or trademarks of Microsoft Corporation in the United States
and/or other countries.

Microsoft and SQL Server are either registered trademarks or trademarks of Microsoft Corporation in the United States
and/or other countries.

Microsoft Exchange server is a product name of Microsoft Corporation in the U.S. and other countries.

Microsoft Office and Excel are either registered trademarks or trademarks of Microsoft Corporation in the United
States and/or other countries.

Oracle and Java are registered trademarks of Oracle and/or its affiliates.
Pentium is a trademark of Intel Corporation in the United States and other countries.
Red Hat is a trademark or a registered trademark of Red Hat Inc. in the United States and other countries.

SAP and R/3 and other SAP products and services mentioned herein as well as their respective logos are trademarks
or registered trademarks of SAP AG in Germany and other countries.

All SPARC trademarks are used under license and are trademarks or registered trademarks of SPARC International,
Inc., in the United States and other countries. Products bearing SPARC trademarks are based upon an architecture
developed by Sun Microsystems, Inc.

UNIX is a registered trademark of The Open Group in the United States and other countries.

Windows is either a registered trademark or a trademark of Microsoft Corporation in the United States and/or other
countries.

Windows Server is either a registered trademark or a trademark of Microsoft Corporation in the United States and/or
other countries.

Windows Vista is either a registered trademark or a trademark of Microsoft Corporation in the United States and/or
other countries.

The following program products contain some parts whose copyrights are reserved by Oracle and/or its affiliates:
P-9312-27AL, P-9312-29AL, and P-9D2C-6LAL.

The following program products contain some parts whose copyrights are reserved by UNIX System Laboratories,
Inc.: P-9312-27AL, P-9312-29AL, and P-9D2C-6LAL.

This product includes software developed by the Apache Software Foundation (http://www.apache.org/).
This product includes software developed by IAIK of Graz University of Technology.

Other product and company names mentioned in this document may be the trademarks of their respective owners.
Throughout this document Hitachi has attempted to distinguish trademarks from descriptive terms by writing the name
with the capitalization used by the manufacturer, or by writing the name with initial capital letters. Hitachi cannot attest
to the accuracy of this information. Use of a trademark in this document should not be regarded as affecting the validity
of the trademark.

HITACHI

Inspire the Next <>

—

®Hitachi, Ltd. ]ava.,,,

COMPATIBLE

m Microsoft product name abbreviations

This manual uses the following abbreviations for Microsoft product names.
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Abbreviation

Excel

Exchange Server

IE Internet Explorer

Microsoft Mail

Microsoft SQL Server

MSCS

MSMQ

Outlook Outlook 2003
Outlook 2007
Outlook 2010

Outlook Express

Windows 7

Windows 8

Windows 8.1

Windows Server 2003 Windows Server 2003

Windows Server 2003 R2

Windows Server 2003 (x64)

Full name or meaning

Microsoft(R) Excel

Microsoft(R) Office Excel

Microsoft(R) Exchange 2000 Enterprise Server
Microsoft(R) Exchange 2000 Server
Microsoft(R) Exchange Server
Microsoft(R) Internet Explorer(R)
Windows(R) Internet Explorer(R)
Microsoft(R) Mail

Microsoft(R) SQL Server

Microsoft(R) SQL Server Enterprise Edition
Microsoft(R) Cluster Server
Microsoft(R) Message Queue Server
Microsoft(R) Outlook(R) 2003
Microsoft(R) Outlook(R) 2007
Microsoft(R) Outlook(R) 2010
Microsoft(R) Outlook(R) Express
Microsoft(R) Windows(R) 7 Enterprise
Microsoft(R) Windows(R) 7 Professional
Microsoft(R) Windows(R) 7 Ultimate
Windows(R) 8 Enterprise

Windows(R) 8 Pro

Windows(R) 8.1 Enterprise

Windows(R) 8.1 Pro

Microsoft(R) Windows Server(R) 2003, Enterprise
Edition

Microsoft(R) Windows Server(R) 2003, Standard
Edition

Microsoft(R) Windows Server(R) 2003 R2,
Enterprise Edition

Microsoft(R) Windows Server(R) 2003 R2, Standard
Edition

Microsoft(R) Windows Server(R) 2003, Enterprise
x64 Edition

Microsoft(R) Windows Server(R) 2003, Standard
x64 Edition
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Abbreviation Full name or meaning

Windows Server 2003 Windows Server 2003 R2 (x64) Microsoft(R) Windows Server(R) 2003 R2,
Enterprise x64 Edition

Microsoft(R) Windows Server(R) 2003 R2, Standard
x64 Edition

Windows Server 2008 Windows Server 2008 Microsoft(R) Windows Server(R) 2008 Datacenter
Microsoft(R) Windows Server(R) 2008 Enterprise
Microsoft(R) Windows Server(R) 2008 Standard

Windows Server 2008 R2 Microsoft(R) Windows Server(R) 2008 R2
Datacenter

Microsoft(R) Windows Server(R) 2008 R2
Enterprise

Microsoft(R) Windows Server(R) 2008 R2 Standard
Windows Server 2012 Windows Server 2012 Microsoft(R) Windows Server(R) 2012 Datacenter
Microsoft(R) Windows Server(R) 2012 Standard

Windows Server 2012 R2 Microsoft(R) Windows Server(R) 2012 R2
Datacenter

Microsoft(R) Windows Server(R) 2012 R2 Standard
Windows Vista Microsoft(R) Windows Vista(R) Business
Microsoft(R) Windows Vista(R) Enterprise
Microsoft(R) Windows Vista(R) Ultimate
Windows XP Professional Microsoft(R) Windows(R) XP Professional

Operating System

Windows is sometimes used generically, referring to Windows 8.1, Windows 8, Windows Server 2012, Windows 7,
Windows Server 2008, Windows Vista, Windows Server 2003, and Windows XP Professional.

m Restrictions

Information in this document is subject to change without notice and does not represent a commitment on the part of
Hitachi. The software described in this manual is furnished according to a license agreement with Hitachi. The license
agreement contains all of the terms and conditions governing your use of the software and documentation, including
all warranty rights, limitations of liability, and disclaimers of warranty.

Material contained in this document may describe Hitachi products not available or features not available in your
country.

No part of this material may be reproduced in any form or by any means without permission in writing from the
publisher.

m Issued
Dec. 2014: 3021-3-321-20(E)
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m Copyright

Copyright (C) 2012, 2014, Hitachi, Ltd.
Copyright (C) 2012, 2014, Hitachi Solutions, Ltd.
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I Summary of amendments

The following table lists changes in the manuals (3021-3-318-20(E), 3021-3-319-20(E),
3021-3-320-20(E), 3021-3-321-20(E), 3021-3-322-20(E), 3021-3-323-20(E), 3021-3-324-20(E),
3021-3-325-20(E), 3021-3-326-20(E), 3021-3-327-20(E), 3021-3-328-20(E), 3021-3-329-20(E),
and 3021-3-330-20(E)) and product changes related to these manuals.

Changes

A virtual machine on which JP1/AJS3 has been installed and configured can

now be duplicated.

Functionality was expanded so that a disaster recovery environment can be
set up with the main and remote hosts whose logical host names are the same.

A setting for shifting the start day by a number of days (counting both open

and closed days) was added.

A function that holds jobnet execution during immediate execution

registration was added.

Location

System Design (Configuration) Guide:
F

Configuration Guide 1:
22,3.1,32,12.2,13.1,13.2, H
Troubleshooting:
2.14

Messages 2:
KFPS00615-W, KFPU00219-E

Configuration Guide 1:
91,92.1,9.2.2,9.23,93,18.1,182.1,182.2,18.2.3,
18.3

Administration Guide:
12.1.2,12.1.3,12.14,12.2.1,12.2.2,12.2.3,12.3.1,
12.4.1,12.4.2

Command Reference 2:

2. jajs_rpenvexport, 2. jajs_rpenvimport, 2. jajs_rpsite

Messages 1:
1.3.3,1.3.9,1.4.1, KAVS3702-E, KAVS3710-I,
KAVS3711-E, KAVS3754-E

Messages 2:

KNAD3994-E

Overview:
332

System Design (Work Tasks) Guide:
355
Operator's Guide:
15.3.17
Command Reference 1:
2. ajschgnet, 2. ajsprint
Command Reference 2:
4.2.4
Messages 1:
KAVS0188-E

Messages 2:
KAVV455-E

Overview:
342,411
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Changes Location

A function that holds jobnet execution during immediate execution System Design (Work Tasks) Guide:
registration was added. 223

Operator's Guide:
15.3.1,15.3.22,15.3.38,15.3.47,15.10.1

Command Reference 1:
2. ajsentry

A function that can execute some commands from JP1/AJS3 - View to JP1/ | System Design (Configuration) Guide:
AJS3 - Manager was added. 4.54

Configuration Guide 1:
C.1

Administration Guide:
222,224,235, 13.1,13.1.8

Troubleshooting:
A.1,4.3

Operator's Guide:
104,11.1.1,11.3.9,11.3.18,15.3.2,15.3.3,15.3.52,
15.3.53,15.3.54,154.2,154.3,15.7.2,15.7.3,15.8.2,
15.8.3,15.9.2,159.3,15.10.2,15.10.3

Command Reference 1:
2. ajslogprint, 2. ajsprint, 2. ajsshow, 2. ajsstatus
Command Reference 2:

2. jajs_setup _cluster

Messages 1:
1.3.3, KAVS0901-E, KAVS0538-1, KAVS0539-1

Messages 2:

KAVV263-E, KAVV269-E, KAVV385-E, KAVV418-E,
KAVV419-E, KAVV2507-E, KAVV3900-Q to
KAVV3910-E, KAVV3912-E to KAVV3919-E,
KAVV3922-E to KAVV3929-E, KAVV3931-E,
KAVV3932-E, KAVV3934-E to KAVV3936-Q

The files jajs_log.bat and jajs_log, which have the same System Design (Configuration) Guide:
functionality as the data collection tool (_ 04 .bat and _04), are now 511,94

available. In addition, an option was added to the Windows version of the
data collection tools that allows you to specify the location to which data is
output.

Configuration Guide 1:
2.21,222,7.1.1,7.1.2,12.2.1,16.1.1,16.1.2
Administration Guide:
2.2.5,2.3.6
Troubleshooting:
141,142,272

Command Reference 1:
1.5.8, 1.6, 2. jajs_log or 04 (UNIX only), 2. jajs_log.bat
or _04.bat (Windows only)

Command Reference 2:
1.5.8,1.6

Messages 2:
KAVU5287-E, KAVU5501-E
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Changes Location

An option was added to the ajsprint command so that relation line Configuration Guide 2:
information can be output in order of the unit name. 221,222

Administration Guide:
13.1,13.1.8

Command Reference 1:
2. ajsprint

The procedure for changing the IP address of an agent host was changed. Configuration Guide 1:
6.3.19,15.3.19

Configuration Guide 2:
241,242

Administration Guide:
892

Messages 1:

1.3.4, KAVT0198-E, KAVT0199-E, KAVT0528-E,
KAVTO0658-E to KAVT0661-E, KAVT0664-E

UTF-8 was added to the list of character encodings that can be used in AIX, | Overview:
HP-UX, and Solaris 10. 10.1.1

System Design (Configuration) Guide:
243,722,822

Configuration Guide 1:
13.4.1,15.1.9,C.2,D.2

Configuration Guide 2:
222,271,282

Administration Guide:
442

Operator's Guide:
15.3.6

Command Reference 1:
1.4.1

Command Reference 2:
1.4.1, 2. ajsembdbsetup, 2. jajs_setup, 2.
Jjajs_setup cluster

Messages 2:

KAVVI179-E, KAVV503-E, KAVV601-E, KAVVSS82-E,
KAVV883-E, KAVVIS503-E, KAVV2119-E

The number of characters that can be used when specifying a logical host Administration Guide:
name for the command jajs_killall.cluster was increased. 11.6.1

Command Reference 1:
2. jajs_killall.cluster

Legend:
Overview: Job Management Partner 1/Automatic Job Management System 3 Overview

System Design (Configuration) Guide: Job Management Partner 1/Automatic Job Management System 3 System Design (Configuration)
Guide

System Design (Work Tasks) Guide: Job Management Partner 1/Automatic Job Management System 3 System Design (Work Tasks) Guide
Configuration Guide 1: Job Management Partner 1/Automatic Job Management System 3 Configuration Guide 1
Configuration Guide 2: Job Management Partner 1/Automatic Job Management System 3 Configuration Guide 2
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Administration Guide: Job Management Partner 1/Automatic Job Management System 3 Administration Guide
Troubleshooting: Job Management Partner 1/Automatic Job Management System 3 Troubleshooting

Operator's Guide: Job Management Partner 1/Automatic Job Management System 3 Operator's Guide

Command Reference 1: Job Management Partner 1/Automatic Job Management System 3 Command Reference 1
Command Reference 2: Job Management Partner 1/Automatic Job Management System 3 Command Reference 2
Linkage Guide: Job Management Partner 1/Automatic Job Management System 3 Linkage Guide

Messages 1: Job Management Partner 1/Automatic Job Management System 3 Messages 1

Messages 2: Job Management Partner 1/Automatic Job Management System 3 Messages 2

In addition to the above changes, minor editorial corrections were made.
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I Preface

This manual describes how to install and set up JP1/Automatic Job Management System 3 (abbreviated hereafter to
JP1/4JS3).

m Intended readers

This manual is intended for:

* Those who wish to operate an automatic job execution system with JP1/AJS3 and those who design automatic job
execution systems.

* Those who operate an automatic job execution system with JP1/AJS3.

m Organization of this manual

This manual is organized into the following parts:

PART 1: Windows Host
PART 1 describes installation and setup of JP1/AJS3 on a Windows host.

PART 2: UNIX Host
PART 2 describes installation and setup of JP1/AJS3 on a UNIX host.

m Conventions: Diagrams

This manual uses the following conventions in diagrams:

@ Job group @ Planning group @Jobnet @ Job

@Event job @ Action job @®Judgmentjob  @OR job @ Jobnet connector

H o &

@ Unit with wait condition @ AJS3 unit @Business scope
monitoring object

% O & o

m Conventions: Fonts and symbols

The following table explains the text formatting conventions used in this manual:
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Text formatting

Bold

Italic

Monospace

Convention

Bold characters indicate text in a window, other than the window title. Such text includes menus,
menu options, buttons, radio box options, or explanatory labels. For example:

¢ From the File menu, choose Open.
¢ Click the Cancel button.
¢ In the Enter name entry box, type your name.

Italic characters indicate a placeholder for some actual text to be provided by the user or system. For
example:

¢ Write the command as follows:
copy source-file target-file
¢ The following message appears:

A file was not found. (file = file-name)

Italic characters are also used for emphasis. For example:
¢ Do not delete the configuration file.

Monospace characters indicate text that the user enters without change, or text (such as messages)
output by the system. For example:

¢ At the prompt, enter dir.
¢ Use the send command to send mail.

¢ The following message is displayed:
The password is incorrect.

The following table explains the symbols used in this manual:

Symbol

(tilde)

Convention

In syntax explanations, a vertical bar separates multiple items, and has the meaning of OR. For
example:

A|B|Cmeans A, or B, or C.

In syntax explanations, curly brackets indicate that only one of the enclosed items is to be selected.
For example:

{A|B]|C} means only one of A, or B, or C.

In syntax explanations, square brackets indicate that the enclosed item or items are optional. For
example:

[A] means that you can specify A or nothing.

[B|C] means that you can specify B, or C, or nothing.

In coding, an ellipsis (...) indicates that one or more lines of coding have been omitted.

In syntax explanations, an ellipsis indicates that the immediately preceding item can be repeated as
many times as necessary. For example:

A, B, B, ...meansthat,afteryouspecifyd, B, youcanspecify Basmany times asnecessary.
Multiplication sign

Division sign

The calculation result is rounded up to the next whole number.

Example:

The result of * 34/3 4 is 12.

The item shown before this symbol must be specified in accordance with the conventions shown for
angle brackets, double parentheses, and double angle brackets (below).
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Symbol Convention

<> Indicates the characters and lexical elements that can be specified.
(angle brackets) <characters>
One or more Kanji characters, katakana characters, upper-case alphabetic characters, lower-case
alphabetic characters, or numeric characters
<numeric>
0,1,2,3,4,5,6,7,8,0r9
<alphabetic character>
A,B,C,D,E,F,GGH,LILLK,L,M,N,O,P,Q,R,S, T, U, V, W, X, Y, Z,\, #, or @
<alphanumeric character>
Alphabetic or numeric character
<symbolic name>
No more than eight alphanumeric characters beginning with an alphabetic character
<unsigned integer>
One or more numeric characters
<hexadecimal character>
0,1,2,3,4,5,6,7,8,9,A,B,C,D,E,or F
<file name>
A system-determined name assigned to a file
<path>

The directories contained in the path, with each name separated by a forward slash (/) or backslash
(\). The path notation is OS-dependent.

(@) Indicates the range of specifiable values.
(double parentheses)
<<>> Indicates the default assumed by the system when a value is unspecified.
(double angle brackets) Example:

If you do not specify days-to-keep-form ~<numeric> ((0 to 365)) <<365>>, 365 is assumed as the
number of days to keep the form.

MAX Choose the largest of the calculation results.
Example:
The result of MAX (3 x 6,4 +7) is 18.

m Conventions: Version numbers

The version numbers of Hitachi program products are usually written as two sets of two digits each, separated by a
hyphen. For example:

Version 1.00 (or 1.0) is written as 01-00.
e Version 2.05 is written as 02-05.

e Version 2.50 (or 2.5) is written as 02-50.
e Version 12.25 is written as 12-25.

The version number might be shown on the spine of a manual as Ver. 2.00, but the same version number would be
written in the program as 02-00.
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m JP1 program reorganization in version 8

The following are the major changes that have been made to the JP1 product suite in version 8:

¢ JP1/AJS2 - Advanced Manager was eliminated, and the database provided by JP1/AJS2 - Advanced Manager was
integrated into JP1/AJS2 - Manager in JP1 Version 8.

e JP1/AJS2 - Client Toolkit was eliminated.

* JP1/AJS2 - View products for platforms other than Windows were eliminated.

m Organization of JP1/AJS3 manuals and choosing the right manuals

There are 13 JP1/AJS3 manuals. The following table summarizes their contents.

Note that Job Management Partner 1/Automatic Job Management System 3 has been omitted from the manual titles
in the table.

No.

10

11

13

Manual

Overview
(3021-3-318(E))

System Design (Configuration) Guide

(3021-3-319(E))

System Design (Work Tasks) Guide

(3021-3-320(E))

Configuration Guide 1
(3021-3-321(E))

Configuration Guide 2
(3021-3-322(E))

Administration Guide
(3021-3-323(E))

Troubleshooting
(3021-3-324(E))

Operator's Guide
(3021-3-325(E))

Command Reference 1
(3021-3-326(E))

Command Reference 2
(3021-3-327(E))

Linkage Guide
(3021-3-328(E))

Messages 1
(3021-3-329(E))

Messages 2
(3021-3-330(E))

Contents

JP1/AJS3 features
Description of functions

Information that must be considered when designing a system
Cautionary notes on designing a system

Information that must be considered when constructing jobs and jobnets

Cautionary notes on designing jobs and jobnets

Installation and setup procedures
Environment setup procedure by operation type

Description of environment setting parameters

Description of operation profiles

Information required to operate a system
Know-how useful for JP1/AJS3 operation

How to troubleshoot errors

Data required when an error occurs

How to operate JP1/AJS3 - View
How to operate JP1/AJS3 Console View
Description of windows and dialog boxes

Command syntax

Syntax of commands used for setup and special operations
Syntax and coding examples of information definition files

Description of functions that can be used when linked with other products
and the setup method

Messages output by JP1/AJS3 (messages beginning with KAJS to KAVT)

Messages output by JP1/AJS3 (messages beginning with KAVU to KNAD)
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Use the following illustration and table as a guide to determine the manuals you need to read.

Organization of JP1/AJS3 manuals

Planning
Linkage with other
products
Overview Linkage Guide
Design

System Design
(Configuration) Guide

System Design
(Work Tasks) Guide

Configuration

Configuration Guide 1

Configuration Guide 2

Operation

Administration Guide

Troubleshooting

Reference

Operator's Guide

Command Reference 1

Command Reference 2

Messages 1

Messages 2

Purpose

To learn about JP1/AJS3's functionalities

To configure a system (including installation and setup) that

automatically runs jobs

To design work tasks that will be automated (including job

definitions and schedule definitions)

To learn about monitoring and maintaining a running system

To learn about what action you need to take for problems that occur

during operation

Required reading

Overview
(3021-3-318(E))

System Design (Configuration)
Guide

(3021-3-319(E))
Configuration Guide 1
(3021-3-321(E))

System Design (Work Tasks)
Guide

(3021-3-320(E))

Administration Guide
(3021-3-323(E))

Troubleshooting
(3021-3-324(E))

Read as necessary

* Linkage Guide
(3021-3-328(E))

» Configuration Guide 2
(3021-3-322(E))

e Linkage Guide
(3021-3-328(E))

e Operator's Guide
(3021-3-325(E))

e Troubleshooting
(3021-3-324(E))

* Messages |
(3021-3-329(E))

* Messages 2
(3021-3-330(E))

* Messages 1
(3021-3-329(E))
* Messages 2
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Purpose Required reading

To learn about what action you need to take for problems that occur e Troubleshooting
during operation (3021-3-324(E))

To learn about operating JP1/AJS3 * Operator's Guide
(3021-3-325(E))

Read as necessary

(3021-3-330(E))

o Command Reference 1
(3021-3-326(E))

* Command Reference 2
(3021-3-327(E))
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Part 1: Windows Host

Types of JP1/AJS3 System Configuration and
System Setup Procedures

A JP1/AJS3 system can be set up in various configurations. For example, a small configuration
might have only one host that is used to define and execute jobs, whereas a large configuration
might have several hosts that execute many jobs. In a JP1/AJS3 system, the functions of other
products can also be used by linking JP1/AJS3 to those products. This chapter describes the JP1/
AJS3 system configurations you can create, and the necessary setup procedures.
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1.1 Overview of setting up JP1/AJS3

This section describes the JP1/AJS3 system configurations you can create and the necessary setup procedures.

For details about JP1/AJS3 series programs and the prerequisites for setting up a JP1/AJS3 system, see 2.1 Checking
the operating environment in the Job Management Partner 1/Automatic Job Management System 3 System Design
(Configuration) Guide.

1.1.1 Procedure for setting up a system with JP1/AJS3 - Manager and JP1/
AJS3 - View

Prepare a host machine and install JP1/AJS3 - Manager. If necessary, prepare another host machine and install JP1/
AJS3 - View. Multiple JP1/AJS3 - View hosts can connect to the JP1/AJS3 - Manager host.

The following figure shows the procedure for setting up a system with JP1/AJS3 - Manager and JP1/AJS3 - View.

Figure 1-1: Procedure for setting up a system with JP1/AJS3 - Manager and JP1/AJS3 - View

Install JP1/Base

Install JP1/AJS3 - Manager

For JP1/Base, do the following:

- Set up the authentication server*!

- Register the JP1 users*'

- Set the JP1 permission levels®!

- Set the user mappings*!

+ Set up the event service environment*

For JP1/AJS3 - Manager, do the following®:
- Set up the JP1/AJS3 service account
- Set the execution agent

- Change the environment parameters as
required

Install JP1/AJS3 - View

Back up the JP1/AJS3 system you just set up

Start operation

#1: If automatic setup is selected during a new installation of JP1/Base, this setup operation is
automatically performed with the defaults. If it is not necessary to change the defaults, you
do not need to perform the operation. If automatic setup is not selected during a new
installation of JP1/Base or if JP1/Base is remotely installed as a new installation by using
JP1/Software Distribution, you need to perform this operation manually.

#2: Change settings as needed for your operating requirements.

1. Types of JP1/AJS3 System Configuration and System Setup Procedures

Job Management Partner 1/Automatic Job Management System 3 Configuration Guide 1 29



1.1.2 Procedure for setting up a system in a manager/agent configuration
that uses only one JP1/AJS3 - Manager host

Prepare a host for installing JP1/AJS3 - Manager, and hosts for installing JP1/AJS3 - Agent. If necessary, also prepare

a host for installing JP1/AJS3 - View.

The following figure shows the procedure for setting up a system in a manager/agent configuration that uses only one

JP1/AJS3 - Manager host.

Figure 1-2: Procedure for setting up a system in a manager/agent configuration that uses only one
JP1/AJS3 - Manager host

<1> Setting up the JP1/AJS3 - Manager host

Install JP1/Base

Install JP1/AJS3 - Manager

For JP1/Base, do the following:

« Set up the authentication server

- Register the JP1 users*" #2

- Set the JP1 permission levels#!: #2

- Set the user mappings

- Set up the event service environment*

For JP1/AJS3 - Manager, do the following®:

* Set up the JP1/AJS3 service account

* Set the execution agent

* Change the environment parameters as
required

<2> Setting up the JP1/AJS3 - Agent host

Install JP1/Base

Install JP1/AJS3 - Agent

For JP1/Base, do the following:
- Set up the authentication server to be used*!

- Set the user mappings
- Set up the event service environment*

For JP1/AJS3 - Agent, do the following®>:

* Set up the JP1/AJS3 service account

* Change the environment parameters as
required

<3> Setting up JP1/AJS3 - View

Install JP1/AJS3 - View

Start up the integrated trace log functionality
(HNTRLib2)

Back up the JP1/AJS3 system you just set up

Start operation

#1 If automatic setup is selected during a new installation of JP1/Base, this setup operation is
automatically performed with the defaults. If it is not necessary to change the defaults, you do
not need to perform the operation. If automatic setup is not selected during a new installation
of JP1/Base or if JP1/Base is remotely installed as a new installation by using JP1/Software
Distribution, you need to perform this operation manually.

#2 You can omit this operation when you have defined the JP1/Base authentication server on

another host.

#3 Change settings as needed for your operating requirements.
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1.1.3 Procedure for setting up a system in a manager/agent configuration
that uses several JP1/AJS3 - Manager hosts

Prepare hosts for installing JP1/AJS3 - Manager and for installing JP1/AJS3 - Agent. If necessary, also prepare a host
for installing JP1/AJS3 - View.

Although the procedure for setting up a system that uses several JP1/AJS3 - Manager hosts is the same as that for setting
up a system that uses only one JP1/AJS3 - Manager host, the procedure in Figure 1-2 must be performed for each JP1/
AJS3 - Manager host.

After live operation starts, define a manager job group or manager jobnet so that multiple managers can be managed
centrally.
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Installation

This chapter describes how to install JP1/AJS3.
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2.1 Required task before installing JP1/AJS3 series programs

This section describes the following task that is required before you can install JP1/AJS3 on a Windows host:

Installing JP1/Base

I Important note

Before you perform a new installation of JP1/AJS3, you must install JP1/Base. Before you perform an upgrade
installation of JP1/AJS3, you must upgrade JP1/Base.

2.1.1 Installing JP1/Base

Make sure that JP1/Base has been installed on the hosts on which JP1/AJS3 series programs (JP1/AJS3 - Manager and
JP1/AJS3 - Agent) will be installed. JP1/AJS3 - View does not require installation of JP1/Base.

Note that if you select automatic setup when performing a new installation of JP1/Base, the following user information
is automatically set. If this information is appropriate, you do not need to set any user information.

Authentication server: local host

JP1 user: jpladmin

JP1 user's password: jpladmin

OS user mapped to the JP1 user and the OS user password: The OS user and password entered during installation

Server host name: *

If automatic setup is not selected during a new installation of JP1/Base or if JP1/Base is remotely installed as a new
installation by using JP1/Software Distribution, the authentication server and JP1 user settings are not specified
automatically. In such cases, these settings must be specified manually after JP1/Base has been installed. If the
authentication server for JP1/Base has not been set, startup of the JP1/AJS3 service in JP1/AJS3 - Manager fails.

For details about installing and setting up JP1/Base, see the Job Management Partner 1/Base User's Guide.
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2.2 Installing JP1/AJS3 series programs

This section describes how to install JP1/AJS3 series programs (JP1/AJS3 - Manager, JP1/AJS3 - Agent, and JP1/AJS3
- View).

Note that JP1/Base must already be installed before you install JP1/AJS3 - Manager and JP1/AJS3 - Agent. Also make
sure that the installed version of JP1/Base is the prerequisite version for JP1/AJS3.

For details about installing JP1/Base, see the Job Management Partner 1/Base User's Guide.

Supplementary note:
After installing JP1/AJS3 - Manager or JP1/AJS3 - Agent on a virtual machine, you can replicate the virtual machine.

Foran overview of replicating a virtual machine, see F. Replicating a Virtual Machine on which JP1/4JS3 Is Installed
and Set Up in the Job Management Partner 1/Automatic Job Management System 3 System Design (Configuration)
Guide. For details about how to replicate a virtual machine, see /. Procedure for Replicating a Virtual Machine on
which JP1/4JS3 Is Installed and Set Up.

2.2.1 Notes on installation

This subsection provides notes on installing JP1/AJS3 series programs.

(1) Host on which JP1/AJS3 - Manager and JP1/AJS3 - Agent is installed
You cannot install JP1/AJS3 - Manager and JP1/AJS3 - Agent on the same host.

(2) Notes on upgrade installation

(a) About customizable files

JP1/AJS3 files include files that can be customized by users. Because an upgrade installation does not replace existing
customizable files, current user-customized settings are retained.

Note that the folder that contains the customized files also contains model files (files ending with . mode 1) from which
the customized files were created. These model files are updated in an upgrade installation. After an upgrade installation
has been completed, check whether the files in the folders listed below have been customized. For any customized
configuration files you find, make the same customization to the copies of the model files you have made. Next, delete
all the existing configuration files, and rename the copies of the model files so that they become the new configuration
files. If no files have been customized, you need only to delete all the existing configuration files and rename the copies
of the model files.
For JP1/AJS3 - Manager:

e JP1/4JS3-installation-folder\ conf

* JP1/AJS3-Console-installation-folder\ conf
For JP1/AJS3 - Agent:

* JP1/AJS3-installation-folder\ conf

Cautionary notes:

* When JP1/AJS3 is operating in a cluster system, the model files in the conf folder within the jplajs2 shared
folder are not updated. Therefore, if the files in the shared folder have been customized, perform the same
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customization for the copies of the model files in the folders described above instead of customizing the model
files in the shared folder. If the files have not been customized, you need only to overwrite files of the same
name with the copies of the model files.

Note that the con £ files used for logical hosts are stored in the con f folder within the jplajs2 shared folder.

* During upgrade installation, both data collection tools and model files are updated. If you need to customize the
data collectiontool 04 .bat after upgrade installation, back up the tool before performing upgrade installation.

You cannot customize the data collection tool jajs log.bat.

IfJP1/AJS2 - Manager is upgraded to JP1/AJS3 - Manager, the process management definition files and extended startup
process definition files (jplajs xxxd.conf and jplajs xxxx 0700.conf in the folders listed above) are
automatically updated for a JP1/AJS3 - Manager process configuration. If linkage with HP NNM or a queueless job
execution environment was set up in JP1/AJS2 - Manager, check whether the settings in these files have been inherited
after the upgrade installation and setup has been completed. If these settings have not been inherited, re-specify them.
If the restart settings were customized (for example, so that abnormally terminated JP1/AJS2 processes are restarted),
the restart settings are reset to the defaults. If you want to disable the restart settings or change the maximum number
of restart attempts, customize the settings again after the upgrade installation and setup have been completed.

(b) About upgrade installations of JP1/AJS3 - Manager and JP1/AJS3 - Agent

e When JP1/AJS3 - Manager or JP1/AJS3 - Agent is installed, the JP1/AJS2 service and the JP1/AJS2 Monitor service
are deleted, and are combined as the JP1/AJS3 service.

» Stop all of the following services and processes that are running on the host on which you want to install JP1/AJS3,
and then perform the installation:

* JP1/AJS3 or JP1/AJS2
* Products prerequisite for JP1/AJS3 or JP1/AJS2
* Products linked with JP1/AJS3 or JP1/AJS2
¢ Make sure that the following types of processing are not executed until installation is complete:
* Processing requests for products linked with JP1/AJS3 or JP1/AJS2
* Processing that executes JP1/AJS3 or JP1/AJS2 functions or commands

* We recommend that you back up necessary definition files before the upgrade installation. For the objects to be
backed up, see 5.2.2 Target files and backup timing in the Job Management Partner 1/Automatic Job Management
System 3 System Design (Configuration) Guide.

* To perform an upgrade installation of JP1/AJS3 - Manager version 10-00 or later from a version earlier than 10-00,
you need to migrate the embedded database to the format for version 10-00 and later. For details about how to
migrate the embedded database, see 3.6.1 Settings for enhancing the embedded database management function.

(c) When JP1/AJS3 - View is being used

Close the JP1/AJS3 - View window before you perform an upgrade installation.

(d) When IPv6 addresses are being used for communication

To upgrade JP1/Base or JP1/AJS3 to version 10 or later from version 9 or earlier, and to enable communication using
IPv6 addresses, you need to specify settings for communicating using [Pv6 addresses.

For details, see 3.5.3 Settings for communication using IPv6 addresses.
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(3) Remote installation (software distribution) using JP1/Software
Distribution

JP1/AJS3 supports remote installation by JP1/Software Distribution.
The following types of remote installation are supported:

* New installation
JP1/AJS3 can be installed as a new installation on target hosts.

* Upgrade installation

The version of JP1/AJS3 or JP1/AJS2 installed on target hosts can be updated. Note, however, that setup must be
performed on each host if JP1/AJS2 - Manager is upgraded to JP1/AJS3 - Manager.

For details about the actual procedure for remote installation when JP1/Software Distribution is used, see the Job
Management Partner 1/Software Distribution Administrator's Guide Volume 1 (For Windows Systems) or Job
Management Partner 1/Software Distribution Administrator's Guide Volume 2 (For Windows Systems).

For details about how to perform the required setup after JP1/AJS2 - Manager has been upgraded to JP1/AJS3 - Manager,
see 8.5 Setup after upgrading from JP1/4JS2 - Manager to JP1/AJS3 - Manager in the Job Management Partner 1/
Automatic Job Management System 3 System Design (Configuration) Guide.

(4) Upgrade installation from JP1/AJS2 - Manager to JP1/AJS3 - Manager

Because JP1/AJS3 - Manager requires more disk space and memory than JP1/AJS2 - Manager, accurately estimate how
much disk space and memory will be required before upgrading JP1/AJS2 - Manager to JP1/AJS3 - Manager. Note that
operation of JP1/AJS3 - Manager following an upgrade from JP1/AJS2 - Manager cannot start until setup has been
completed after the upgrade installation. Because the time required for the setup to finish depends on the amount of data
and other factors, the upgrade installation and setup must be performed according to a suitable plan. For details about
the setup procedure required after an upgrade installation from JP1/AJS2 - Manager to JP1/AJS3 - Manager, see 8.5
Setup after upgrading from JP1/AJS2 - Manager to JP1/4JS3 - Manager in the Job Management Partner 1/Automatic
Job Management System 3 System Design (Configuration) Guide.

2.2.2 Installing a JP1/AJS3 series program

This subsection describes how to install a JP1/AJS3 series program on a Windows host.

(1) New installation

To install a JP1/AJS3 series program as a new installation on a Windows host:
1. Log in as amember of the Administrators group to the host on which you want to install the JP1/AJS3 series program.

2. Stop all programs linked with JP1/AJS3.
If a program linked with JP1/AJS3 is running on the host on which you want to install JP1/AJS3, stop the program.

3. Insert the media that contains the JP1/AJS3 series program you want to install.

The Hitachi Integrated Installer window opens.

4. Enter the information requested by the Hitachi Integrated Installer.
You will need to enter the following information during installation:
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¢ User information

Enter the user name and other necessary information.

¢ Installation folder
Specify the folder where the JP1/AJS3 series programs are to be installed.
For JP1/AJS3 - Manager, you must also specify the JP1/AJS3 Console installation folder.

Note that when JP1/AJS3 - View is installed, the integrated trace log function (HNTRLib2) is also installed in the
system-drive\Program Files*\HITACHI\HNTRLib2\ folder. However, the Hitachi Network Objectplaza
Trace Monitor 2 service does not start automatically if only JP1/AJS3 - View has been installed on a host. If the

service does not start automatically, start it by selecting Hitachi Network Objectplaza Trace Monitor 2 in the list
box of the Windows Services administrative tool.

If a dialog box displaying An attempt to build a Scheduler service failed. After
installation, please re-build the Scheduler service. appears during installation of JP1/

AJS3 - Manager, take appropriate action after checking the KAVS2128-E message that has been output to the
Windows event log.

#

For 64-bit versions of Windows, replace Program Files with Program Files (x86).

5. When installation has finished, restart the host.
If the OS is Windows Server 2003 or Windows XP Professional, restart the host.
Ifthe OS is other than Windows Server 2003 or Windows XP Professional, restart the host when a restart is requested.

Cautionary notes:

* Ifyou are using Windows Firewall, a pop-up message might appear during setup. In this case, you will need to
add the affected program to the firewall exclusion list. Refer to the cautionary notes that accompany the
ajsembdbinstl command and take the appropriate action.

* Even if a new installation of JP1/AJS3 - Manager or JP1/AJS3 - Agent whose version is 09-50 or later is
successful, JP1/AJS3-related menu items will not display when you choose Program or All Programs from
the Windows Start menu.

For details about setting up JP1/AJS3 series programs, see 3. Setup.

(2) Upgrade installation
To install a JP1/AJS3 series program as an upgrade installation on a Windows host:
1. Log in as a member of the Administrators group to the host on which you want to install a JP1/AJS3 series program.

2. Close all programs.

If existing JP1 series programs are running, make sure that you stop all of them. If the Windows Event Viewer
window is open, close it.

3. Set the JP1/AJS3 series program installation media, and start installation.

If the OS is Windows Server 2003 or Windows XP Professional, a confirmation dialog box asking you whether an
overwrite installation can be performed appears.

If the OS is other than Windows Server 2003 or Windows XP Professional, the overwrite or upgrade installation
start window appears.

4. Perform installation.
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If the OS is Windows Server 2003 or Windows XP Professional, respond to the confirmation dialog box to start
installation.

If the OS is other than Windows Server 2003 or Windows XP Professional, perform the necessary installation
operations as directed in the installer window.

Note that when JP1/AJS3 - View is installed, the integrated trace log function (HNTRLib2) is also installed in the
system-drive\Program Files\Hitachi\HNTRLib2\ folder. If you are installing only JP1/AJS3 - View on
a host, select and activate the Hitachi Network Objectplaza Trace Monitor 2 service from the list box of the
Windows Services administrative tool.

Note that when JP1/AJS3 - View is installed, the integrated trace log function (HNTRLib2) is also installed in the
system-drive\Program Files*\HITACHI\HNTRLib2\ folder. However, the Hitachi Network Objectplaza
Trace Monitor 2 service does not start automatically if only JP1/AJS3 - View has been installed on a host. If the
service does not start automatically, start it by selecting Hitachi Network Objectplaza Trace Monitor 2 in the list
box of the Windows Services administrative tool.

#
For 64-bit versions of Windows, replace Program Files with Program Files (x86).

I Important note

 Ifyou perform an upgrade installation from JP1/AJS2 - View 06-71 or earlier to JP1/AJS2 - View 07-00
or later, or to JP1/AJS3 - View, HNTRLib2 will be installed but HNTRLib will also remain. If no
programs will use HNTRLib, select and deactivate the Hitachi Network Objectplaza Trace
Monitor service from the list box of the Windows Services administrative tool. Alternatively, delete
the service by using the Add/Remove Programs tool in Windows Control Panel.

* An upgrade installation updates the following files. If these files have been customized, back them up
before performing the installation.
- Files with the . mode1 extension in the JP1/AJS3-installation-folder\ conf folder

- Files with the .bat extension in the JP1/4JS3-installation-folder\ t ool folder”
- For JP1/AJS3 - Manager, files with the .model extension in the JP1/AJS3-Console-installation-
folder\conf

#: If the version of JP1/AJS3 is 10-50 or later, the data collection tool jajs log.bat is added to the
tools folderinJP1/AJS3-installation-folder. Note that, if you upgrade JP1/AJS3 from a version earlier
than 10-50 to version 10-50 or later, and if the file jajs log.bat already exists, it is overwritten by
the data collection tool. For this reason, if the file jajs log.bat createdinaJP1/AJS3 version earlier
than 10-50 is necessary, move the file to another folder before performing installation.

5. When installation has finished, restart the host.
If the OS is Windows Server 2003 or Windows XP Professional, restart the host.
Ifthe OS is other than Windows Server 2003 or Windows XP Professional, restart the host when a restart is requested.

I Important note

* Operation of JP1/AJS3 - Manager following an upgrade from JP1/AJS2 - Manager cannot start until
setup has been completed after the upgrade installation. For details about the setup procedure required
after an upgrade installation from JP1/AJS2 - Manager to JP1/AJS3 - Manager, see 8.5 Setup after
upgrading from JP1/4JS2 - Manager to JP1/AJS3 - Manager in the Job Management Partner 1/
Automatic Job Management System 3 System Design (Configuration) Guide.

» IfJP1/AJS3 - Manager in a standard configuration is installed as an upgrade installation, you might also
need to install the embedded database as an upgrade installation. If an upgrade installation of the
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embedded database is necessary, perform the installation after reading Installation Procedures and
System Generation Precautions in the Release Notes.

e If the embedded database is already in use when you perform an upgrade installation, the file
Pdcltm32.d11 might not be present in the folder JP1/AJS3-installation-folder\bin. In this case,
create the file by copying and renaming the Pdc1tm32.d11 .model file.

For details about setting up JP1/AJS3 series programs, see 3. Setup.

(3) Upgrade installation in a cluster configuration

The following describes the procedure for installing a JP1/AJS3 series program as an upgrade installation on a Windows
host in a cluster configuration.

The installation procedure differs according to whether JP1/AJS3 - Manager is updated from JP1/AJS2 - Manager or
from JP1/AJS3 - Manager.

In the procedures that follow, the node where the logical host normally operates is called the primary node, and the
other node is called the secondary node.

(a) Upgrade procedure for a program other than JP1/AJS2 - Manager

To perform an upgrade installation from JP1/AJS3 - Manager, JP1/AJS3 - Agent, JP1/AJS3 - View, JP1/AJS2 - Agent,
or JP1/AJS2 - View:

1. Make sure that the logical host is not operating on the secondary node.
Make sure that JP1/AJS3 or JP1/AJS2 of the logical host is not operating on the secondary node.
No problems are caused if JP1/AJS3 or JP1/AJS2 of the logical host is operating on the primary node.

2. Perform an upgrade installation on the secondary node.
For details about installing a JP1/AJS3 series program as an upgrade installation, see (2) Upgrade installation.

3. Make sure that the logical host is not operating on the primary node.

Either fail over the logical host from the primary node to the secondary node or stop the logical host to ensure that
JP1/AJS3 or JP1/AJS2 of the logical host is not operating on the primary node.

No problems are caused by failing over the logical host to the secondary node on which an upgrade installation has
finished.

4. Perform an upgrade installation on the primary node.
For details about installing a JP1/AJS3 series program as an upgrade installation, see (2) Upgrade installation.

I Important note

When the logical host has been failed over to the secondary node on which an upgrade installation has
finished, do not fail back the logical host to the primary node until the upgrade installation on the primary
node has finished.
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(b) Upgrade procedure (from JP1/AJS2 - Manager to JP1/AJS3 - Manager in a

standard configuration)

Important note

An upgrade installation of JP1/AJS2 - Manager in a cluster configuration requires some setup, such as the
migration of data on the shared disk, after completion of the upgrade installation. This setup requires that cluster
operation be temporarily stopped. You will not be able to start JP1/AJS3 - Manager operation until this setup
is complete. Because the time required for the setup to finish depends on the amount of data and other factors,
the upgrade installation and setup must be performed according to a suitable plan.

To perform an upgrade installation from JP1/AJS2 - Manager:

Note: If your system consists of multiple logical hosts, perform steps 6 to 16 and 20 to 23 for each logical host. When
using a logical host in a non-cluster environment, perform only the steps that relate to the primary node. You cannot
begin using JP1/AJS3 until setup is completed on all physical and logical hosts.

Note: The following procedure assumes that one scheduler service is stored in one embedded database. If multiple
scheduler services have been set up, perform steps 8, 11, and 12 for all of the scheduler services. To add an embedded
database, perform steps 9, 10, 20, and 21.

1

. Terminate JP1 on both the primary and secondary nodes.

Use the cluster software to stop all JP1 programs and services running on the primary and secondary nodes. For
details about how to do so, see the documentation for your cluster software.

. Install JP1/Base as an upgrade installation on the primary node.

For details about installing JP1/Base, see the Job Management Partner 1/Base User's Guide.

. Install JP1/AJS3 - Manager as an upgrade installation on the primary node.

On the primary node, upgrade JP1/AJS2 - Manager to JP1/AJS3 - Manager.
For details about an upgrade installation of a JP1/AJS3 series program, see (2) Upgrade installation.

. Start the embedded database or instance of HIRDB you were using before the upgrade on the physical primary node

host.

To provide access to the database from before the upgrade, start the embedded database or instance of HIRDB that
was used as the database of the scheduler service on the physical host of the primary node.

For details about how to start the embedded database or HIRDB, see the manual for the JP1/AJS2 product or HIRDB
you are using.

. Perform setup on the physical host of the primary node.

On the physical host of the primary node, execute the jajs migrate command.

For example, execute the command as follows:

jajs migrate -convert

For detailsaboutthe jajs migrate command, seejajs_migratein 2. Commands Used during Setup in the manual
Job Management Partner 1/Automatic Job Management System 3 Command Reference 2.

. Confirm that the shared disk and logical IP address are available to the primary node.

Make sure that the shared disk is mounted and the logical IP address is valid so that the data on the shared disk can
be migrated. If the shared disk is not mounted or the logical IP address is invalid, use the cluster software or volume
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manager software to mount the shared disk and enable the logical IP address. For details about how to do so, see
the documentation for your cluster software.

7. Start the embedded database or instance of HIRDB you were using before the upgrade on the logical host of the
primary node.

To provide access to the database from before the upgrade, start the embedded database or instance of HiRDB that
was used as the database of the scheduler service on the logical host of the primary node.

For details about how to start the embedded database or HIRDB, see the manual for the JP1/AJS2 product or HIRDB
you are using.

8. Execute the ajscnvdbexport command on the primary node to back up the contents of the database.

For example, execute the command as follows:
ajscnvdbexport -mh LHOST -F AJSROOT2 -b D:\workdir

For details about the aj scnvdbexport command, see ajscnvdbexport in 2. Commands Used during Setup in the
manual Job Management Partner 1/Automatic Job Management System 3 Command Reference 2.

9. Execute the ajsembdbinstl command on the primary node to install the JP1/AJS3 database.

For example, execute the command as follows:

ajsembdbinstl -s "C:\Program Files\HITACHI\JP1AJS2\tools\AJS3DB"
-id JF1 -mh LHOST

For details about the aj sembdbinstl command, see ajsembdbinstl in 2. Commands Used during Setup in the
manual Job Management Partner 1/Automatic Job Management System 3 Command Reference 2.

10. Execute the aj sembdbbuild command on the primary node to build the environment for the database.
For example, execute the command as follows:

ajsembdbbuild -s -r -d "D:\products\jplajs2\embdb\ JF1"

-1d "C:\Program Files\HITACHI\JP1AJS2\embdb\ JFl\dbarea" -mh LHOST
-eh hostA -p 22221 -i "C:\Program Files\HITACHI\JP1AJS2\embdb\ JF1"
-id JF1l

For details about the aj sembdbbuild command, see ajsembdbbuild in 2. Commands Used during Setup in the
manual Job Management Partner 1/Automatic Job Management System 3 Command Reference 2.

11. Execute the aj sembdbsetup command on the primary node to set up the environment for the database.

For example, execute the command as follows:

ajsembdbsetup -mh LHOST -F AJSROOT2 -p 22221 -id JFl -ru s -convert

For details about the aj sembdbsetup command, see ajsembdbsetup in 2. Commands Used during Setup in the
manual Job Management Partner 1/Automatic Job Management System 3 Command Reference 2.

12. Execute the ajscnvdbimport command on the primary node to import the contents of the database.

For example, execute the command as follows:

ajscnvdbimport -mh LHOST -F AJSROOT2 -b D:\workdir

For details about the aj scnvdbimport command, see ajscnvdbimport in 2. Commands Used during Setup in the
manual Job Management Partner 1/Automatic Job Management System 3 Command Reference 2.

13. Perform setup on the primary node.
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Execute the jajs migrate command on the primary node to set up the environment for running JP1/AJS3.

For example, execute the command as follows:
jajs migrate -convert -h LHOST -r -S

Fordetails aboutthe jajs migrate command, seejajs_migratein 2. Commands Used during Setup in the manual
Job Management Partner 1/Automatic Job Management System 3 Command Reference 2.

14. Stop the embedded database, which was started automatically during the setup process.
For example, execute the command as follows:
ajsembdbstop -id JF1

For details about the a j sembdbs top command, see ajsembdbstop in 2. Commands in the manual Job Management
Partner 1/Automatic Job Management System 3 Command Reference 1.

15. Execute the jbsgetcnf command on the primary node to back up the common definition information to a file.
Execute the command as follows:

jbsgetcnf -h logical-host-name > backup-file-name

16. Copy the file you created in step 15 to the secondary node.

17. Install JP1/Base as an upgrade installation on the secondary node.
For details about installing JP1/Base, see the Job Management Partner 1/Base User's Guide.

18. Install JP1/AJS3 - Manager as an upgrade installation on the secondary node.
On the secondary node, upgrade JP1/AJS2 - Manager to JP1/AJS3 - Manager.
For details about an upgrade installation of a JP1/AJS3 series program, see (2) Upgrade installation.

19. Perform setup on the physical host of the secondary node.
Execute the jajs migrate command on the physical host of the secondary node.

For example, execute the command as follows:
jajs _migrate -convert

Fordetails aboutthe jajs migrate command, seejajs_migratein 2. Commands Used during Setup in the manual
Job Management Partner 1/Automatic Job Management System 3 Command Reference 2.

20. Execute the ajsembdbinstl command on the secondary node to install the JP1/AJS3 database.

For example, execute the command as follows:

ajsembdbinstl -s "C:\Program Files\HITACHI\JP1AJS2\tools\AJS3DRBR"
-id JF1 -mh LHOST

For the -id option, specify the same value that you used when installing the database on the primary node.

For details about the ajsembdbinstl command, see ajsembdbinstl in 2. Commands Used during Setup in the
manual Job Management Partner 1/Automatic Job Management System 3 Command Reference 2.

21. Execute the ajsembdbbuild command on the secondary node to build the environment for the database.

For example, execute the command as follows:

ajsembdbbuild -s -f -d "D:\products\jplajs2\embdb\ JF1"
-1d "C:\Program Files\HITACHI\JP1AJS2\embdb\ JFl\dbarea"
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-mh LHOST -eh hostA -p 22221
-i "C:\Program Files\HITACHI\JP1AJS2\embdb\ JF1" -id _JF1

Forthe -id, —d, and —p options, specify the same value that you used when building the environment on the primary
node.

For details about the aj sembdbbuild command, see ajsembdbbuild in 2. Commands Used during Setup in the
manual Job Management Partner 1/Automatic Job Management System 3 Command Reference 2.

22. Execute the jbssetcnf command on the secondary node to apply the common definition information.
Execute the command as follows:

jbssetcnf name-of-file-copied-in-step-16

23. Perform setup on the secondary node.
Execute the jajs migrate command on the secondary node to set up the environment for running JP1/AJS3.

For example, execute the command as follows:
jajs migrate -convert -h LHOST -f -S

For detailsaboutthe jajs migrate command, seejajs_migratein 2. Commands Used during Setup in the manual
Job Management Partner 1/Automatic Job Management System 3 Command Reference 2.

24. Unregister the embedded database or instance of HIRDB you were using with JP1/AJS2 before the upgrade from
the cluster software.

For details about how to do so, see the documentation for your cluster software.

25. Start JP1 on the primary node.

Use the cluster software to start the JP1 programs and services on the primary node. This starts JP1/AJS3 operation
in a cluster environment.

(c) Upgrade procedure (from JP1/AJS2 - Manager to JP1/AJS3 - Manager in a
compatible ISAM configuration)

This subsection describes how to upgrade JP1/AJS2 - Manager to JP1/AJS3 - Manager in a compatible ISAM
configuration.

If multiple logical hosts have been set up, perform step 5 in the procedure for all of the logical hosts.
To upgrade JP1/AJS2 - Manager:

1. Terminate JP1 on both the primary and secondary nodes.

Use the cluster software to stop all JP1 programs and services running on the primary and secondary nodes. For
details about how to do so, see the documentation for your cluster software.

2. Install JP1/Base as an upgrade installation on the primary node.
For details about installing JP1/Base, see the Job Management Partner 1/Base User's Guide.

3. Install JP1/AJS3 - Manager as an upgrade installation on the primary node.
On the primary node, upgrade JP1/AJS2 - Manager to JP1/AJS3 - Manager.
For details about an upgrade installation of a JP1/AJS3 series program, see (2) Upgrade installation.

4. Confirm that the shared disk and logical IP address are available to the primary node.
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Make sure that the shared disk is available so that the data on the shared disk can be migrated. If the shared disk is
not mounted, use the cluster software or volume manager software to mount the shared disk. For details about how
to do so, see the documentation for your cluster software.

Also, use the ping or jplping command to confirm that the logical IP address is available. For details about the
jplping command, see the Job Management Partner 1/Base User's Guide.

5. On the primary node, execute the jajs convert to spmdcommand to convert the startup process definition
file for system management.

For example, execute the command as follows:

cd c:\Program Files\HITACHI\JP1AJS2\tools
jajs convert to spmd -h LHOST -c ISAM

Because the jajs convert to spmd command is a migration tool, it is located in the JP1/4JS3-Manager-
installation-folder\tools folder.

6. Install JP1/Base as an upgrade installation on the secondary node.
For details about installing JP1/Base, see the Job Management Partner 1/Base User's Guide.

7. Install JP1/AJS3 - Manager as an upgrade installation on the secondary node.
On the secondary node, upgrade JP1/AJS2 - Manager to JP1/AJS3 - Manager.
For details about an upgrade installation of a JP1/AJS3 series program, see (2) Upgrade installation.

8. Start JP1 on the primary node.

Use the cluster software to start the JP1 programs and services on the primary node. This starts JP1/AJS3 operation
in a cluster environment.
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Setup

This chapter describes how to set up each JP1/AJS3 series program and the system and user
environments.
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3.1 Required setup for JP1/AJS3 - Manager

Before JP1/AJS3 - Manager can be used, both JP1/Base and JP1/AJS3 - Manager must be set up.
You must complete setting up JP1/Base before you attempt to set up JP1/AJS3 - Manager.

Supplementary note:
After setting up JP1/AJS3 - Manager on a virtual machine, you can replicate the virtual machine.

Foran overview of replicating a virtual machine, see F. Replicating a Virtual Machine on which JP1/AJS3 Is Installed
and Set Up in the Job Management Partner 1/Automatic Job Management System 3 System Design (Configuration)
Guide. For details about how to replicate a virtual machine, see H. Procedure for Replicating a Virtual Machine on
which JP1/4JS3 Is Installed and Set Up.

3.1.1 Setting up JP1/Base

This subsection describes how to set up JP1/Base.

The subsection contains an overview of setup and brief setup procedures. For details about the setup procedures, items
to be set, and commands, see the Job Management Partner 1/Base User's Guide.

The following is an overview of JP1/Base setup:

1. Set user information.
JP1/Base user management is used to specify user authentication and mapping settings.
The user authentication settings specify JP1/AJS3 users and the permissions required to use JP1/AJS3.

The user mapping settings are required to execute jobs and to log in from JP1/AJS3 - View. JP1 users are mapped
to OS users who have been registered on hosts.

For details about how to specify these settings, see (1) Setting user information.

2. Specify the event service environment settings.
The event service environment settings are required to send and receive JP1 events.

In the JP1/Base event service environment settings, specify keep—alive as the communication type for the
server parameter in the API settings file. If close is specified, the following problems might occur:

* The JP1 event issued by JP1/AJS3 at startup cannot be issued.

* The KAVT1040-E message is output to the integrated trace log, and the JP1 event reception monitoring job, log
file monitoring job, and Windows event log monitoring job cannot detect events.

* The JP1 event sending job terminates abnormally (Ended abnormally status).

For details about how to specify settings and about the API settings file, see the Job Management Partner 1/Base
User's Guide.

The following describes the JP1/Base setup procedure and definitions.

(1) Setting user information

The general procedure for setting user information is as follows:

1. Specify the authentication server to be used.

2. Register JP1 users.
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3. Set the JP1 permission level.

4. Perform user mapping. (This step is also required when a user logs in from JP1/AJS3 - View.)

Note that if the authentication server has been set on another host, steps 2 and 3 are not necessary. However, the
operations in these steps must have been performed for the authentication server on the other host.

In the Windows version of JP1/Base, user information can be set by using either the GUI or commands. This manual
describes only the method using the GUI. For the method using commands, see the Job Management Partner 1/Base
User's Guide.

The following describes the steps required to set user information.

(a) Specify the authentication server to be used
To specify the authentication server to be used:

1. From the Windows Start menu, choose Programs, JP1_Base, and then Environment Settings.
The JP1/Base Environment Settings dialog box appears.

2. Click the Authentication Server tab.

3. In the Order of authentication server area, click the Add button.

The Authentication Server dialog box appears.

4. Enter the name of the host that you want to use as the authentication server, and then click the OK button.

Specify which host you want to use as the authentication server. You can use either the local or a remote host as the
authentication server.

If you want to set a secondary authentication server, specify two authentication servers. If you do not want to set a
secondary authentication server, specify only one authentication server.

The authentication server or authentication servers that you specify are displayed in the Authentication server of
the JP1/Base Environment Settings dialog box. If two authentication servers are displayed, the upper one is the
primary authentication server and the lower one is the secondary authentication server.

Authentication server specification is complete.

I Important note

If you specify the local host as an authentication server (primary or secondary authentication server) in the
Order of authentication server area, you must make sure that the JP1/Base service is not running.

(b) Register JP1 users

To register JP1 users:
1. In the JP1/Base Environment Settings dialog box, click the Authentication Server tab.

2. In the JP1 user area, click the Add button.
The JP1 User dialog box appears.

3. Enter the JP1 user name and password for logging in to JP1/AJS3 - Manager, and then click the OK button.
The registered user name is displayed in the JP1 user of the JP1/Base Environment Settings dialog box.
To register more JP1 users, repeat steps 2 and 3.
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JP1 user registration is complete.

If you have specified a remote host as an authentication server, register JP1 users on the authentication server.

(c) Set the JP1 permission level

For each JP1 user you register, set a permission level, which determines what processing the JP1 user can define or
execute in JP1/AJS3. When you set a permission level for a JP1 user, you must define both a JP1 resource group and a
JP1 permission level for the JP1 user.

To set a JP1 permission level:
1. In the JP1/Base Environment Settings dialog box, click the Authentication Server tab.
2. In the JP1 user, select the name of the JP1 user for whom you want to set a permission level.

3. In the Authority level for JP1 resource group area, click the Add button.
The JP1 Resource Group Details dialog box appears.

4. In JP1 resource group, enter a JP1 resource group name.
Resource group names are arbitrary names that are used to manage units as a group.

Specify the name of an existing resource group that already has JP1 users or the name of a new resource group. The
JP1 resource group can consist of alphanumeric characters and underscores ().

5. In Permissions not granted, select the name of the JP1 permission level that you want to set for the JP1 user, and
then click the Add button.

The selected JP1 permission level name is displayed in the Permissions granted.
If you want to set more than one JP1 permission level, repeat this step.

To delete a JP1 permission level name from the Permissions granted, select the names and then click the Delete
button.

For details about the JP1 permission levels required in JP1/AJS3, see (2) JPI permission levels required for JP1/
AJS3.

6. Click the OK button.

The JP1 resource group name and JP1 permission level names that you have set are displayed in the Authority level
for JP1 resource group of the JP1/Base Environment Settings dialog box.

To set JP1 permission levels for other JP1 users, repeat steps 2 through 5.
Specification of the JP1 permission level settings is complete.
If you have specified another host as an authentication server, specify JP1 permission level settings on that server.
(d) Map the JP1 users
Map the registered JP1 users to OS users.
To map a JP1 user:
1. In the JP1/Base Environment Settings dialog box, click the User Mapping tab.

2. In Password management, click the Set button.
The Password Manager dialog box appears.

3. Click the New User button.
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The New User dialog box appears.

4. Specify the OS user name and password as OS user information, and then click the OK button.

The OS user information is set, and the Password Manager dialog box appears again. In the dialog box, you can
register, change, and delete OS user and password information.

An OS user is defined in domain-name\user-name or user-name format. In JP1/AJS3, an OS user name with a
domain name is distinguished from an OS user name without a domain name. Select the appropriate format as
explained below:

¢ For a domain user, use the domain-name\ user-name format.
e For a user on the domain controller, use the domain-name\ user-name format.
* For a local user (a user whose domain name and computer name are the same), use the user-name format (do

not add a computer name).

5. Click the Exit button.

The Password Manager dialog box closes, and the JP1/Base Environment Settings dialog box appears again with
the User Mapping page displayed.

6. In the JP1 user area, click the Add button.
The JP1 User dialog box appears.

7. Enter a JP1 user name, the host permitted to request job execution, and the host to which JP1/AJS3 - View logs in.
Then click the OK button.

The OS User Mapping Details dialog box appears.

If a specific host is set for Server host, job execution requests from the other hosts will not be accepted. If an asterisk
(*) is set for Server host, job execution requests from all hosts will be accepted. To accept a login request from
JP1/AJS3 - View, set the local host name or an asterisk (*) for Server host.

8. For the displayed JP1 user, select one or more OS users to which you want to map the JP1 user.

The OS users not mapped displays the OS users set in the Password Manager dialog box. In this field, select the
OS users to which you want to map the JP1 user, and then click the Add button. The selected OS users move to the
OS users to be mapped.

Note that a JP1 user can be mapped to several OS users.

9. After making sure that all the OS users to which you want to map the JP1 user are selected, click the OK button.

The JP1 user name and the mapped OS user names are displayed in the List of OS users to be mapped of the JP1/
Base Environment Settings dialog box.

User mapping is complete.

I Important note

The OS user that a JP1 user is mapped to requires permissions that allow local logon to the manager host and
agent host.

You can set these permissions by using the Windows Local Security Policy administrative tool.

Make sure that the OS users to which a JP1 user is mapped are able to log on normally to the OS.
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(2) JP1 permission levels required for JP1/AJS3
JP1/AJS3 provides three types of JP1 permission levels:

* Those related to defining and executing jobnets
* Those related to manipulating agent management information

* Those related to executing and manipulating jobs

The following describes the JP1 permission levels for each type.

(a) JP1 permission levels related to defining and executing jobnets

The following five JP1 permission levels are related to defining and executing jobnets:

« JP1_AJS Admin

Grants administrator authority to the holder, and permits the holder to perform operations related to the owner and

resource group of a unit, and to define, execute, and edit a jobnet.
e JP1 AJS Manager

Permits the holder to define, execute, and edit a jobnet.
* JP1_AJS Editor

Permits the holder to define and edit a jobnet.

e JP1_AJS Operator
Permits the holder to execute and view a jobnet.

e JP1 _AJS Guest
Permits the holder to view a jobnet.

The following table provides information about the operations that are permitted by the above JP1 permission levels.

Table 3-1: Operations permitted by the JP1 permission levels related to defining and executing

jobnets

Operation JP1_AJS Ad JP1_AJS Ma @ JP1_AJS_Edit
min nager or

Changing the owner, JP1 resource group Y#1 -- --
name, or job execution-user type (Executed
by) of a unit owned by another user
Defining a unit Y Y Y
Changing the definition of the units of a Y Y#2 Y#2
jobnet
Changing the definition of a jobnet Y Y Y
Copying, moving, or renaming a unit Y Y Y
Deleting a unit Y Y Y
Outputting the name of a unit to the standard Y Y Y
output file
Outputting the definition of a unit to the Y Y Y
standard output file
Backing up a unit Y Y Y
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Operation JP1_AJS Ad  JP1_AJS Ma JP1 _AJS Edit JP1_AJS Op JP1_AJS_Gu

min nager or erator est
Restoring a unit Y Y Y - --
Defining calendar information for a job Y Y Y -- --
group
Defining a jobnet execution schedule for a Y Y -- Y --
specific period
Registering a defined jobnet for execution Y Y -- Y --
Unregistering execution of a jobnet Y Y -- Y --
Outputting information such as the Y Y Y Y Y
execution log, current status, and next
execution schedule of a jobnet or job to the
standard output file
Temporary changing the schedule of a Y Y -- Y --
jobnet
Temporary changing the status of a job Y Y -- Y --
Changing the status of a job Y Y -- Y --
Interrupting execution of a jobnet Y Y -- Y --
Re-executing a jobnet Y Y -- Y --
Forcibly terminating a job or jobnet Y Y -- Y --
Exporting a unit Y Y Y Y
Importing a unit Y Y -- --
Exporting the registered execution-schedule Y Y Y Y
information for root jobnets
Importing the registered execution-schedule Y Y -- Y --
information for root jobnets
Registering release of a jobnet Y Y Y#3 Y#3 --
Canceling the release of a jobnet Y Y Y#3 Y#3 --
Viewing jobnet release information Y Y Y Y Y

Legend:
Y: This operation can be performed at this permission level.
--: This operation cannot be performed at this permission level.

Note 1:
JP1 users who are mapped to OS users with administrator permissions can perform all operations regardless of the
granted JP1 permission level. Note, however, that if the value of the ADMACLIMIT environment setting parameter
ischanged to yes from the default, the JP1 user can only perform operations permitted for the granted JP1 permission
level. In this case, grant the necessary permissions to JP1 users who back up or recover JP1/AJS3 - Manager or
perform operations on related products.
For details about the ADMACLIMIT environment setting parameter, see 2.9.2(4) ADMACLIMIT in the Job
Management Partner 1/Automatic Job Management System 3 Configuration Guide 2.

If no JP1 resource group has been set for a unit, all users can perform all JP1/AJS3 operations for that unit.
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Note 2:

#1

#2

#3

For the manager job group and manager jobnet, the access permission definition of the JP1/AJS3 - Manager to be
accessed applies.

The owner of a unit can perform these operations for the unit even when JP1_AJS Admin permission has not been
granted. For details, see 8.2.1 Unit owner permission in the manual Job Management Partner 1/Automatic Job
Management System 3 Overview.

When the execution-user type of a unit is User who owns, operations that change the unit can be performed only by
the owner of the unit and by JP1 users who have JP1_AJS Admin permission. This prevents general users without
JP1_AJS Admin permission from executing jobs.

When the execution-user type of a unit is User who registered, operations that change the unit can be performed by
any user who has a JP1 permission level sufficient for performing those operations.

Both JP1_AJS Editor and JP1_AJS Operator permissions must be granted. The reason is that operations for
changing definitions and registering execution are required to register or cancel the release of a jobnet.

(b) JP1 permission levels related to manipulating agent management information

The following three JP1 permission levels are related to manipulating agent management information:

JP1_JPQ Admin

Grants administrator authority to the holder, and permits the holder to add, change, or delete an execution agent or
execution agent group.

JP1 _JPQ_ Operator
Permits the holder to change the job transfer restriction status for an execution agent or execution agent group.

JP1 JPQ User
Permits the holder to view the status and definition of an execution agent or execution agent group.

When you set JP1 permission levels related to manipulating agent management information, make sure that you set
them for the resource group named JP1 Queue. Note that JP1 Queue is case sensitive.

The following table provides information about the operations permitted by the above JP1 permission levels.

Table 3-2: Operations permitted by the JP1 permission levels related to manipulating agent

management information

Operation JP1_JPQ_Admi JP1_JPQ_Ope @ JP1_JPQ_Use

Adding an execution agent

Adding an execution agent group

Deleting an execution agent

Deleting an execution agent group

Changing the target host defined on an execution agent

Changing the maximum number of concurrently executable jobs on an

n rator r

<K<K K

execution agent

Changing the description of an execution agent Y - -
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Operation JP1_JPQ_Admi JP1_JPQ_Ope @ JP1_JPQ_Use
n rator r

Changing the description of an execution agent group
Adding an execution agent to an execution agent group
Changing the priority of execution agents in an execution agent group

Removing an execution agent from an execution agent group

Changing the job transfer restriction status for an execution agent

Changing the job transfer restriction status for an execution agent group
Displaying the status of an execution agent”

Displaying the status of an execution agent group”

Displaying the status of all execution agents and execution agent groups’
Displaying the names of all execution agents and execution agent groups’
Outputting the definition of an execution agent”

Outputting the definition of an execution agent group”

T < e T T e e o T e T B B S

S T T T e e RO Rl e

Outputting the definitions of all execution agents and execution agent groups”

Legend:
Y: This operation can be performed at this permission level.
--: This operation cannot be performed at this permission level.

Users who belong to the Administrators group of the OS can perform all operations, regardless of the granted JP1
permission level.

l Important note

For the manipulation of agent management information, the access permission definition of the authentication
server used by the Manager that executes the command applies.

(c) JP1 permission levels related to executing and manipulating jobs

The following three JP1 permission levels are related to executing and manipulating jobs:

e JP1 JPQ_Admin

Grants administrator authority to the holder, and permits the holder to set up the execution environment, to
manipulate queues and job execution agents, and to manipulate jobs queued by other users.

* JP1 JPQ Operator
Permits the holder to manipulate queues and to manipulate jobs queued by other users.

e JP1 JPQ User
Permits the holder to register submit jobs and manipulate jobs queued by the holder.

When youset JP1 permission levels related to executing and manipulating jobs, make sure that you set the JP1 permission
levels for the resource group named JP1 Queue. Note that JP1 Queue is case sensitive.
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The following table provides information about the operations permitted by the above JP1 permission levels.
Table 3-3: Operations permitted by the JP1 permission levels related to executing and
manipulating jobs

Operation JP1_JPQ_Admi | JP1_JPQ Ope @ JP1_JPQ_Use
n rator r

Canceling or forcibly terminating job execution
Holding job execution or canceling a hold placed on job execution
Moving a job

Outputting job information

clclc o c

Outputting information about jobs that have ended

Deleting information about jobs that have ended from the database

T e S e R B SR S

Registering a submit job*

Opening a queue”

T e S R T S T

Closing a queue”

Adding a queue®
Deleting a queue’

Outputting queue information”

Changing the queue definition”

Connecting a queue to an agent#

Disconnecting a queue from an agent”

Changing the maximum number of concurrently executable jobs’
Adding an agent”

Deleting an agent”

Outputting agent host information”

Adding an execution-locked resource

Deleting an execution-locked resource’

<RI KKK KKK KKK KKK

Outputting information about execution-locked resources”

Legend:
Y: This operation can be performed at this permission level.
U: This operation cannot be performed by a user at this permission level when the job was executed by another user.
--: This operation cannot be performed at this permission level.

This operation can be performed only in a configuration in which submit jobs can be used.
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I Important note

For the execution and manipulation of a job, the access permission definition of the authentication server used
by the Manager that accepts the processing request applies.

When a job execution control command is used to execute or manipulate a job, make sure that a JP1 user whose
name is the same as the OS user who executes the command is registered. In addition, for that JP1 user, set a
JP1 permission level sufficient for executing or manipulating the job.

If the 3pgjobsub command is executed, the JP1 user executing the job (the user with the same name as the
OS user who executes the command) must be mapped on the job execution host to an OS user on that host.

If —eu is specified in the executed jpgjobsub command, the JP1 user that has the same name as the OS user
who executes the command must be mapped on the job execution host to the OS user specified in —eu.

3.1.2 Setting up JP1/AJS3 - Manager

This subsection describes how to set up JP1/AJS3 - Manager. Before you set up JP1/AJS3 - Manager, make sure that

you have logged on as a member of the Administrators group.

Also make sure that JP1/Base has already been set up before you attempt to set up JP1/AJS3 - Manager.

Note that this subsection describes the basic setup of JP1/AJS3. If you need to change the settings to match specific

operating requirements, see the appropriate section listed in the following table.

Topic Reference
Procedure for setting the execution agent 4.1
Procedure for setting environment setting parameters 4.2
Procedure for setting up operation profiles 4.3
Procedure for restricting connections to JP1/AJS3 4.4
Settings for controlling the scheduler 6.1
Settings for controlling job execution 6.2
Settings for controlling events and actions 6.3
Settings for controlling queueless job execution 6.4
Settings for the definition pre-check function 6.5
Other settings 6.6
Settings for logging 7
Setting up a cluster system 8
Setup for disaster recovery operations 9

(1) Setup procedure
To set up JP1/AJS3 - Manager:

1. If necessary, change the account settings for the JP1/AJS3 service.
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Skip this step if it is not necessary to change the account settings for the JP1/AJS3 service. For details about the
operation required to change the account settings, see 4.2.3(1) Changing the account for services provided by JP1/
AJS3 inthe Job Management Partner 1/Automatic Job Management System 3 System Design (Configuration) Guide.

2. If necessary, change the environment setting parameters.

Skip this step if you accept the environment setting parameter values proposed by JP1/AJS3. To change environment
setting parameter values, use the jajs config command, or the jbssetcnf command provided by JP1/Base.

For details about how to set the environment setting parameters, see 4.2 Environment setting parameter settings.

3. If necessary, set up the system and user environments.

For details about setting up the system and user environments, see 3.5 Setting up the system and user environments.

JP1/AJS3 - Manager setup is complete.
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3.2 Required setup for JP1/AJS3 - Agent

Before JP1/AJS3 - Agent can be used, both JP1/Base and JP1/AJS3 - Agent must be set up.
You must finish setting up JP1/Base before you attempt to set up JP1/AJS3 - Agent.

Supplementary note:
After setting up JP1/AJS3 - Agent on a virtual machine, you can replicate the virtual machine.

Foran overview of replicating a virtual machine, see F. Replicating a Virtual Machine on which JP1/AJS3 Is Installed
and Set Up in the Job Management Partner 1/Automatic Job Management System 3 System Design (Configuration)
Guide. For details about how to replicate a virtual machine, see H. Procedure for Replicating a Virtual Machine on
which JP1/4JS3 Is Installed and Set Up.

3.2.1 Setting up JP1/Base

This subsection describes how to set up JP1/Base.

The subsection contains an overview of setup and brief setup procedures. For details about the setup procedures, items
to be set, and commands, see the Job Management Partner 1/Base User's Guide.

The following is an overview of JP1/Base setup:

1. Set user information.
JP1/Base user management is used to specify user mapping settings.

The user mapping settings are required when another host sends a job execution request to the local host. JP1 users
are mapped to OS users who have been registered on hosts.

For details about how to specify these settings, see (1) Setting user information.

2. Specify the event service environment settings.
The event service environment settings are required to send and receive JP1 events.

In the JP1/Base event service environment settings, specify keep-alive as the communication type for the
server parameter in the API settings file. If close is specified, the following problems might occur:

e The JP1 event issued by JP1/AJS3 at startup cannot be issued.

¢ The KAVT1040-E message is output to the integrated trace log, and the JP1 event reception monitoring job, log
file monitoring job, and Windows event log monitoring job cannot detect events.

e The JP1 event sending job terminates abnormally (Ended abnormally status).

For details about how to specify settings and about the API settings file, see the Job Management Partner 1/Base
User's Guide.

The following describes the JP1/Base setup procedure and definitions.

(1) Setting user information

In the Windows version of JP1/Base, user information can be set by using either the GUI or commands. This manual
describes only the method using the GUI. For the method using commands, see the Job Management Partner 1/Base
User's Guide.

Note that JP1/AJS3 - Agent and JP1/AJS2 - Agent 07-00-/C and later versions no longer access the authentication server
when they start.
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In JP1/AJS3 - Agent and JP1/AJS2 - Agent 07-00-/C and later versions, you do not need to specify the authentication
server.

The following describes the steps required to set user information.

(a) Map the JP1 users

Map the JP1 users registered on the authentication server to OS users.
To map a JP1 user:
1. In the JP1/Base Environment Settings dialog box, click the User Mapping tab.

2. In Password management, click the Set button.
The Password Manager dialog box appears.

3. Click the New User button.
The New User dialog box appears.

4. Specify the OS user name and password as OS user information, and then click the OK button.

The OS user information is set, and the Password Manager dialog box appears again. In the dialog box, you can
register, change, and delete OS user and password information.

An OS user is defined in domain-name\user-name or user-name format. In JP1/AJS3, an OS user name with a
domain name is distinguished from an OS user name without a domain name. Select the appropriate format as
explained below:

¢ For a domain user, use the domain-name\ user-name format.
¢ For a user on the domain controller, use the domain-name\ user-name format.

e For a local user (a user whose domain name and computer name are the same), use the user-name format (do
not add a computer name).

5. Click the Exit button.

The Password Manager dialog box closes, and the JP1/Base Environment Settings dialog box appears again with
the User Mapping page displayed.

6. In the JP1 user area, click the Add button.
The JP1 User dialog box appears.

7. Enter a JP1 user name and the name of the host requesting the job, and then click the OK button.
The OS User Mapping Details dialog box appears.

If an asterisk (*) is set for Server host, job execution requests from all hosts will be accepted.

8. For the displayed JP1 user, select one or more OS users to which you want to map the JP1 user.

The OS users not mapped displays the OS users set in the Password Manager dialog box. In this field, select the
OS users to which you want to map the JP1 user, and then click the Add button. The selected OS users move to the
OS users to be mapped.

Note that a JP1 user can be mapped to several OS users.

9. After making sure that all the OS users to which you want to map the JP1 user are selected, click the OK button.

The JP1 user name and the mapped OS user names are displayed in the List of OS users to be mapped of the JP1/
Base Environment Settings dialog box.

User mapping is complete.
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I Important note

Each OS user to which a JP1 user is mapped must have a permission sufficient for logging on locally to the

host on which jobs will be executed.

You can set these permissions by using the Windows Local Security Policy administrative tool.

Make sure that the OS users to which a JP1 user is mapped are able to log on normally to the OS.

3.2.2 Setting up JP1/AJS3 - Agent

This subsection describes how to set up JP1/AJS3 - Agent. Before you set up JP1/AJS3 - Agent, make sure that you

have logged on as a member of the Administrators group.

After you have set up JP1/Base, make sure that JP1/AJS3 - Manager to which you want to connect JP1/AJS3 - Agent

is operating normally before attempting to set up JP1/AJS3 - Agent.

Note that this subsection describes the basic setup of JP1/AJS3. If you need to change the settings to match specific

operating requirements, see the appropriate section listed in the following table.

Topic

Procedure for setting environment setting parameters

Procedure for restricting connections to JP1/AJS3

Settings for defining the work path to be used during job execution as a variable
Settings for executing a job with a long file name

Settings for executing jobs that require a user profile

Changing the settings related to the size of the log for event jobs to match operational requirements
Setting the status passing option for the file monitoring job

Settings for large-file monitoring (monitoring of files that are 2 GB or larger)

Settings for executing a job that requires a user profile in a queueless job environment
Settings for the JP1/AJS3 definition pre-check function

Settings for logging

Setting up for a cluster system

(1) Setup procedure
To setup JP1/AJS3 - Agent:

1. If necessary, change the account settings for the JP1/AJS3 service.

Reference
4.2

4.4

6.2.1
6.2.15
6.2.16

6.3.1

6.3.17
6.4.2

6.5.1

Skip this step if it is not necessary to change the account settings for the JP1/AJS3 service. For details about the
operation required to change the account settings, see 4.2.3(1) Changing the account for services provided by JP1/
AJS3 inthe Job Management Partner 1/Automatic Job Management System 3 System Design (Configuration) Guide.

2. If necessary, change the environment setting parameters.
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Skip this step if you accept the environment setting parameter values proposed by JP1/AJS3. To change environment
setting parameter values, use the jajs config command, or the jbssetcnf command provided by JP1/Base.

For details about the jajs config command, seejajs_config in 2. Commands Used during Setup in the manual
Job Management Partner 1/Automatic Job Management System 3 Command Reference 2. For details on the
jbssetcnf command, see the Job Management Partner 1/Base User's Guide.

3. If necessary, set up the system and user environments.

For details about setting up the system and user environments, see 3.5 Setting up the system and user environments.

JP1/AJS3 - Agent setup is complete.
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3.3 Required setup for JP1/AJS3 - View

JP1/AJS3 - View can be used immediately after installation without performing any special setup procedures or changing
any default values.

Before you start using JP1/AJS3 - View, start the integrated trace log function (HNTRLib2) by selecting Hitachi
Network Objectplaza Trace Monitor 2 in the Windows Services administrative tool, so that execution and error log
data can be collected.

You need to manually start the integrated trace log function only when JP1/AJS3 - View is installed on a separate host
from other JP1/AJS3 products, such as JP1/AJS3 - Manager and JP1/AJS3 - Agent. You do not need to start the function
manually when JP1/AJS3 - Manager or JP1/AJS3 - Agent is also installed on the host.

For details about how to change the JP1/AJS3 - View environment settings, see 5. JP1/4JS3 - View Environment Settings.
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3.4 Required setup for JP1/AJS3 Console

Before JP1/AJS3 Console can be used, JP1/AJS3 Console Manager, JP1/AJS3 Console Agent, and JP1/AJS3 Console
View must be set up.

3.4.1 Setting up JP1/AJS3 Console Manager

Before JP1/AJS3 Console Manager can be used, JP1/AJS3 Console Manager must be set up on the host on which JP1/
AJS3 - Manager has been installed.

You set up JP1/AJS3 Console Manager by executing a’jscmsetup.exe, which is in the JP1/4JS3-Console-
installation-folder\bin\ folder. Executing this command creates the JP1/AJS3 Console Manager service. For details
about the aj scmsetup command, see ajscmsetup (Windows only) in 3. Commands Used for Special Operation in the
manual Job Management Partner 1/Automatic Job Management System 3 Command Reference 2.

Supplementary note:
For details about how to start and terminate the JP1/AJS3 Console Manager service, see 7.1 Starting or stopping
JP1/4JS3 services in the Job Management Partner 1/Automatic Job Management System 3 Administration Guide.
There is only one instance of the JP1/AJS3 Console Manager service on the machine for accepting connections to
physical hosts and all logical hosts.

For details about changing the configuration definition of JP1/AJS3 Console Manager, see 2.8 Setting up the JP1/
AJS3 Console environment in the Job Management Partner 1/Automatic Job Management System 3 Configuration
Guide 2.

3.4.2 Setting up JP1/AJS3 Console Agent

Before JP1/AJS3 Console Agent can be used, JP1/AJS3 Console Agent must be set up on the host on which JP1/AJS3
- Manager has been installed.

You set up JP1/AJS3 Console Agent by executing ajscasetup.exe, which is in the JP1/AJS3-installation-folder
\bin\ folder. Executing this command creates the JP1/AJS3 Console Agent service. For details about the

ajscasetup command, see ajscasetup (Windows only) in 3. Commands Used for Special Operation in the manual
Job Management Partner 1/Automatic Job Management System 3 Command Reference 2.

Supplementary note:

For details about how to start and terminate the JP1/AJS3 Console Agent service, see 7.1 Starting or stopping JP1/
AJS3 services in the Job Management Partner 1/Automatic Job Management System 3 Administration Guide.
There is only one instance of the JP1/AJS3 Console Agent service on the machine for accepting connections to
physical hosts and all logical hosts.

For details about changing the configuration definition of JP1/AJS3 Console Agent, see 2.8 Setting up the JP1/4JS3

Console environment in the Job Management Partner 1/Automatic Job Management System 3 Configuration Guide
2.
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3.4.3 Setting up JP1/AJS3 Console View

Before JP1/AJS3 Console View can be used, JP1/AJS3 Console View must be set up on the host on which JP1/AJS3 -
View has been installed. If you attempt to start JP1/AJS3 Console View before JP1/AJS3 Console View is set up, an
€ITor OCCurs.

You set up JP1/AJS3 Console View by executing ajscvsetup.exe, which is in the JP1/4JS3-View-installation-
folder\bin\ folder. For details about the ajscvsetup command, see ajscvsetup in 3. Commands Used for Special
Operation in the manual Job Management Partner 1/Automatic Job Management System 3 Command Reference 2.

When setup has been completed, Application monitoring is added to the JP1_Automatic Job Management System
3 - View program folder in the Windows Start menu as a menu item for starting JP1/AJS3 Console View.

Supplementary note:
If JP1/AJS3 Console View is set up after JP1/IM - View has been installed, Application monitoring is added to
Job system operation under Integrated management in the tree area of the Tool Launcher window of JP1/IM -
View. If you install JP1/IM - View after JP1/AJS3 Console View has been set up, re-execute the setup command
after JP1/IM - View has been installed.
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3.5 Setting up the system and user environments

This section describes how to set up the system and user environments.

3.5.1 Extending trace log files

This subsection describes how to extend the following trace log files in Windows:

* JP1/AJS3 trace log file
* Queueless trace log file
¢ Internal log file for execution of queueless jobs

e JP1/AJS3 Console trace log file

(1) Extending the JP1/AJS3 trace log file

The initial settings for the JP1/AJS3 trace log file are as follows:

¢ File name

For Windows Server 2012 or Windows Server 2008, if the installation folder is in the default folder or a folder
protected by the system:

SALLUSERSPROFILE%\Hitachi\JP1\JP1 DEFAULT\JP1AJS2\log\tracelog
The default $ALLUSERSPROFILES value is system-drive\ProgramData.

A folder protected by the system is the path to a folder in any of the following:

- system-drive\Windows

- system-drive\Program Files

- system-drive\Program Files (x86) (for 64-bit Windows)

For Windows Server 2012 or Windows Server 2008 in which an installation folder other than the above is used:
JP1/AJS3-installation-folder\ 1og\tracelog

For Windows Server 2003:
JP1/AJS3-installation-folder\ 1og\tracelog
e Size

20 MB (20,480 KB), which is the size of a file in which trace log data about the execution of approximately 2,000
jobs can be saved

Because an adequate trace log file size differs considerably depending on the jobnet structure, number of connected
JP1/AJS3 - View instances, and operations performed, the trace log file must be extended whenever necessary after an
appropriate trace log file size has been estimated.

For details about how to estimate an appropriate trace log file size, see 3.4.2 Estimating the size of the trace log file in
the Job Management Partner 1/Automatic Job Management System 3 System Design (Configuration) Guide.

If the trace log file size must be extended, use the ajstrsetsz command to resize the file. For details about the
ajstrsetsz command, see ajstrsetsz in 2. Commands in the manual Job Management Partner 1/Automatic Job
Management System 3 Command Reference 1.
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(2) Extending the queueless trace log file

The initial settings for the queueless trace log file are as follows:

¢ File name

For Windows Server 2012 or Windows Server 2008, if the installation folder is in the default folder or a folder
protected by the system:
$ALLUSERSPROFILE%\Hitachi\JP1\JP1 DEFAULT\JP1AJS2\log\tracelog.ql

The default $ALLUSERSPROFILES% value is system-drive\ProgramData.
A folder protected by the system is the path to a folder in any of the following:
- system-drive\Windows
- system-drive\Program Files
- system-drive\Program Files (x86) (for 64-bit Windows)

For Windows Server 2012 or Windows Server 2008 in which an installation folder other than the above is used:
JP1/AJS3-installation-folder\ 1og\tracelog.gl

For Windows Server 2003:
JP1/4JS3-installation-folder\ log\tracelog.ql

e Size

15 MB (15,360 KB), which is the size of a file in which trace log data about the execution of approximately 10,000
jobs can be saved

Because an adequate queueless trace log file size differs considerably depending on such factors as whether the job
transfers file and error results are output, the trace log file will need to be extended whenever necessary after an adequate
file size has been estimated.

For details about how to estimate an appropriate trace log file size, see 7.2.1(2) Estimating the size of the queueless
trace log file in the Job Management Partner 1/Automatic Job Management System 3 System Design (Configuration)
Guide.

If the queueless trace log file must be extended, use the ajsgltrsetsz command to resize the file. For details about
the ajsgltrsetsz command, see ajsqltrsetsz in 3. Commands Used for Special Operation in the manual Job
Management Partner 1/Automatic Job Management System 3 Command Reference 2.

(3) Extending the internal log file for execution of queueless jobs

The initial settings for the internal log file for execution of queueless jobs are as follows:

¢ File name

For Windows Server 2012 or Windows Server 2008, if the installation folder is in the default folder or a folder
protected by the system:

$ALLUSERSPROFILE$\Hitachi\JP1\JP1 DEFAULT\JP1AJS2\log\ajsglexeclog”!
$ALLUSERSPROFILE$\Hitachi\JP1\JP1 DEFAULT\JP1AJS2\log\ajsglexeclog ftpd#
The default $ALLUSERSPROFILES value is system-drive\ProgramData.

A folder protected by the system is the path to a folder in any of the following:

- system-drive\Windows

- system-drive\Program Files

- system-drive\Program Files (x86) (for 64-bit Windows)
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For Windows Server 2012 or Windows Server 2008 in which an installation folder other than the above is used:
JP1/AJS3-installation-folder\1og\ajsqlexeclog™!
JP1/AJS3-installation-folder\1og\ajsqlexecl og_ftpd#2

For Windows Server 2003:
JP1/AJS3-installation-folder\ 1og\ajsqglexecl og'l
JP1/AJS3-installation-folder\1og\ajsglexeclog ftp d"2

#1:

In a cluster configuration, the file name is as follows:

JP1/AJS3-installation-folder\ 1og\ajsqlexeclog- [logical-host-name]

If the full path name is 256 or more bytes, the maximum length of logical-host-name is 30 bytes.
#2:

This file is created for JP1/AJS3 - Manager only.

* Size
The size of the ajsglexeclog file
24 MB (24,576 KB), which is the size of a file in which the internal execution log data output by the queueless
agent service when about 40,000 queueless jobs are executed can be saved
The size of the ajsglexeclog ftpd file

10 MB (10,240 KB), which is the size of a file in which the internal execution log data output by the queueless
file transfer service when about 20,000 queueless jobs that perform a file transfer are executed can be saved

An adequate size for the internal log file for execution of queueless jobs differs considerably depending on the number
of executed queueless jobs, whether the queueless job performs a file transfer, and other factors. Therefore, the trace
log file must be extended whenever necessary after an adequate file size has been estimated.

For details about how to estimate an appropriate size for the internal log file for execution of queueless jobs, see 7.2.1(3)
Estimating the size of the internal execution logs for queueless jobs in the Job Management Partner 1/Automatic Job
Management System 3 System Design (Configuration) Guide.

If the size of the internal execution logs for queueless jobs must be extended, use the ajsglexecsetsz command
to resize the file. For details about the ajsglexecsetsz command, see ajsqlexecsetsz in 3. Commands Used for

Special Operation in the manual Job Management Partner 1/Automatic Job Management System 3 Command Reference
2.

(4) Extending the JP1/AJS3 Console trace log file

Extension of the JP1/AJS3 Console trace log file must be set separately for JP1/AJS3 Console Manager and JP1/AJS3
Console Agent. The initial settings for the JP1/AJS3 Console trace log file are as follows:

¢ File name
For Windows Server 2012 or Windows Server 2008, if the installation folder is in the default folder or a folder
protected by the system:
For JP1/AJS3 Console Manager:
$ALLUSERSPROFILE%\Hitachi\JP1\JP1 DEFAULT\JP1AJS2CM\log\tracelog.cm
For JP1/AJS3 Console Agent:
$ALLUSERSPROFILE%\Hitachi\JP1\JP1 DEFAULT\JP1AJS2\log\tracelog.ca
The default $ALLUSERSPROFILES value is system-drive\ProgramData.
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A folder protected by the system is the path to a folder in any of the following:
- system-drive\Windows
- system-drive\Program Files

- system-drive\Program Files (x86) (for 64-bit Windows)

For Windows Server 2012 or Windows Server 2008 in which an installation folder other than the above is used:
For JP1/AJS3 Console Manager:
JP1/AJS3-Console-installation-folder\ log\tracelog.cm
For JP1/AJS3 Console Agent:
JP1/4JS3-Manager-installation-folder\Llog\tracelog.ca

For Windows Server 2003:
For JP1/AJS3 Console Manager:
JP1/AJS3-Console-installation-folder\ 1og\tracelog.cm
For JP1/AJS3 Console Agent:
JP1/AJS3-Manager-installation-folder\ 1og\tracelog.ca

* Size
For JP1/AJS3 Console Manager: 3,072 KB
For JP1/AJS3 Console Agent: 3,072 KB

Because an adequate trace log file size differs considerably depending on the status of monitoring during operation and
other factors, the trace log file must be extended whenever necessary after an adequate file size has been estimated.

For details about how to estimate an appropriate trace log file size, see 3.4.2 Estimating the size of the trace log file in
the Job Management Partner 1/Automatic Job Management System 3 System Design (Configuration) Guide.

If the trace log file must be extended, use the ajscmtrsetsz or ajscatrsetsz command to resize the file. For
details about these commands, see the appropriate manual below.

For JP1/AJS3 Console Manager:

ajscmtrsetsz in 3. Commands Used for Special Operation in the manual Job Management Partner 1/Automatic Job
Management System 3 Command Reference 2

For JP1/AJS3 Console Agent:

ajscatrsetsz in 3. Commands Used for Special Operation in the manual Job Management Partner 1/Automatic Job
Management System 3 Command Reference 2

3.5.2 Specifying communication environment settings

When a JP1/AJS3 system is created with an environment that uses the DNS or a firewall, environment settings for
resolving host names and IP addresses or firewall communication settings must also be specified.

Specify the necessary communication environment settings as described in the following locations:

* 2.3.7(3) Notes on operation in a DNS environment in the Job Management Partner 1/Automatic Job Management
System 3 System Design (Configuration) Guide

* 2.3.5 Example of configurations that include a firewall, and their communications settings in the Job Management
Partner 1/Automatic Job Management System 3 System Design (Configuration) Guide
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3.5.3 Settings for communication using IPv6 addresses

This subsection describes how to configure the settings to enable communication using IPv6 addresses.

Note that only Windows Server 2012 and Windows Server 2008 R2 support communication using IPv6 addresses.

(1) How to set up JP1/Base for communication using IPv6 addresses

(a) Setting the jp1hosts2 file

You need to set jplhosts?2 information to enable communication using [Pv6 addresses. If you define jplhosts?2
information, the jplhosts information definition is no longer in effect. Accordingly, if you upgrade JP1/Base from
version 09-50 or earlier to version 10-00 or later, you must move the jplhosts definition information used in version
09-50 or earlier to jplhosts2. You do not have to do this if communication uses IPv4 addresses.

If you want to return to the original settings, you can return the settings from jplhosts2 to jplhosts.

For details about jplhosts2, see the Job Management Partner 1/Base User's Guide.

(b) Setting the ANY binding addresses

If the communication protocol for reception is the ANY binding method, the following setting is needed. In the
communication settings for a new installation of JP1/AJS3, the communication protocol for receiving must be set to the
ANY binding method. Note that if you set up a logical host, this setting is not needed because the communication
protocol for receiving is set to the IP binding method.

You need to set the ANY binding address protocol type to be used to /Pv4 only, IPv6 only, or Both IPv4 and IPv6.
Specify the setting so that the ANY binding address protocol type to be used for receiving matches the IP address
protocol type obtained from name resolution on the sending side. If the protocol types of the nodes are different,
communication is not possible. By default, the setting is specified so that only IPv4 ANY binding addresses are used.

For details about the communication protocol for receiving, see 2.3.4 Example configurations with multiple LANs and
their communications settings in the Job Management Partner 1/Automatic Job Management System 3 System Design
(Configuration) Guide.

For details about the settings for ANY binding addresses, see the Job Management Partner 1/Base User's Guide.

(2) How to set up JP1/AJS3 - Manager for communication using IPv6
addresses

If you perform an upgrade installation of JP1/AJS3 - Manager version 09-50 or earlier to version 10-00 or later, you
need to re-create the embedded database to enable communication using IPv6 addresses. You do not have to do this if
communication uses IPv4 addresses or if you perform a new installation of JP1/AJS3.

The following describes how to re-create an embedded database.
(a) For physical hosts
To re-create an embedded database for a physical host, perform the procedure below.

Cautionary note:

Performing the following procedure deletes information such as job execution results.

To re-create an embedded database:
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1. Check the scheduler service stored in the embedded database to be re-created.

Use the ajsembdbidlist command to check the scheduler service in the embedded database. For details about
the ajsembdbidlist command, see ajsembdbidlist in 2. Commands Used during Setup in the manual Job
Management Partner 1/Automatic Job Management System 3 Command Reference 2.

2. Back up the unit definition information for the scheduler service stored in the embedded database.

For details about how to back up the unit definition information, see 2.2.2(4) Backing up the unit definition in the
Job Management Partner 1/Automatic Job Management System 3 Administration Guide.

3. In Windows Control Panel, open the Services administrative tool, and stop the following service:

e JP1/AJS3 service
4. Execute the ajsembdbunset command to cancel the setup of the embedded database.
For example, execute the ajsembdbunset command as follows:

ajsembdbunset -e -id JF1

For details about the ajsembdbunset command, see ajsembdbunset in 2. Commands Used during Setup in the
manual Job Management Partner 1/Automatic Job Management System 3 Command Reference 2.

5. Execute the aj sembdbbuild command to create an embedded database.
For example, execute the ajsembdbbuild command as follows:

ajsembdbbuild -s -d "D:\products\jplajs2\embdb\ JF1"
-p 22221 -i "C:\Program Files\HITACHI\jplajs2\embdb\ JF1"
-id JF1 -ext db -ext log

For details about the aj sembdbbuild command, see ajsembdbbuild in 2. Commands Used during Setup in the
manual Job Management Partner 1/Automatic Job Management System 3 Command Reference 2.

6. Execute the ajsembdbsetup command to set up the embedded database.

For example, execute the ajsembdbsetup command as follows:

ajsembdbsetup -ru s -F AJSROOT4 -p 22221 -tp AJS4 -id JF1

For details about the aj sembdbsetup command, see ajsembdbsetup in 2. Commands Used during Setup in the
manual Job Management Partner 1/Automatic Job Management System 3 Command Reference 2.

7. In Windows Control Panel, open the Services administrative tool, and start the following service:

e JP1/AJS3 service

8. Recover the unit definition information you backed up in step 2.

For details about how to recover the unit definition information, see 2.3.3(8) Recovering the unit definition in the
Job Management Partner 1/Automatic Job Management System 3 Administration Guide.

(b) For logical hosts

To re-create an embedded database for a logical host, perform the procedure below. This procedure assumes that a
shared disk and a logical IP address were allocated to the executing host.

Cautionary note:
Performing the following procedure deletes information such as job execution results.

1. Check the scheduler service stored in the embedded database to be re-created.
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Use the ajsembdbidlist command to check the scheduler service in the embedded database. For details about
the ajsembdbidlist command, see ajsembdbidlist in 2. Commands Used during Setup in the manual Job
Management Partner 1/Automatic Job Management System 3 Command Reference 2.

2. Back up the unit definition information for the scheduler service stored in the embedded database.

For details about how to back up the unit definition information, see 2.2.2(4) Backing up the unit definition in the
Job Management Partner 1/Automatic Job Management System 3 Administration Guide.

3. On the executing host, in Windows Control Panel, open the Services administrative tool, and stop the following
service:

e The JP1/AJS3 service on the logical host to which the embedded database to be re-created belongs

4. On the executing host, execute the ajsembdbunset command to cancel the setup of the embedded database for
the executing host.

For example, execute the ajsembdbunset command as follows:

ajsembdbunset -e -id JFA

For details about the aj sembdbunset command, see ajsembdbunset in 2. Commands Used during Setup in the
manual Job Management Partner 1/Automatic Job Management System 3 Command Reference 2.

5. On the standby host, execute the a jsembdbunset command to cancel the setup of the embedded database for
the standby host.

For example, execute the ajsembdbunset command as follows:

ajsembdbunset -e -id JFA

For details about the aj sembdbunset command, see ajsembdbunset in 2. Commands Used during Setup in the
manual Job Management Partner 1/Automatic Job Management System 3 Command Reference 2.

6. On the executing host, execute the aj sembdbbuild command to create an embedded database for the executing
host.
For example, execute the ajsembdbbuild command as follows:
ajsembdbbuild -s -r -d "D:\products\jplajs2\embdb\ JFA"
-1d "C:\Program Files\HITACHI\jplajs2\embdb\ JFA"
-mh lhost -eh executing-physical-host -p 22230

-1 "C:\Program Files\HITACHI\jplajs2\embdb\ JFA"
-id JFA -ext db -ext log

For details about the aj sembdbbuild command, see ajsembdbbuild in 2. Commands Used during Setup in the
manual Job Management Partner 1/Automatic Job Management System 3 Command Reference 2.

7. On the executing host, execute the aj sembdbsetup command to set up the embedded database for the executing
host.

For example, execute the ajsembdbsetup command as follows:

ajsembdbsetup -mh lhost -F AJSROOT10 -p 22230 -tp AJS1l -id JFA -ru s

For details about the aj sembdbsetup command, see ajsembdbsetup in 2. Commands Used during Setup in the
manual Job Management Partner 1/Automatic Job Management System 3 Command Reference 2.

8. On the executing host, execute the jbsgetcnf command to back up the environment setting parameters for the
executing host.
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Execute the following command:

Jjbsgetcnf -h logical-host-name > backup-file-name
For details, see the Job Management Partner 1/Base User's Guide.

9. On the standby host, execute the aj sembdbbuild command to create an embedded database for the standby host.
For example, execute the aj sembdbbuild command as follows:
ajsembdbbuild -s -f -d "D:\products\jplajs2\embdb\ JFA"
-1d "C:\Program Files\HITACHI\jplajs2\embdb\ JFA"
-mh lhost -eh executing-physical-host -p 22230

-i "C:\Program Files\HITACHI\jplajs2\embdb\ JFA"
-id JFA -ext db -ext log

For details about the aj sembdbbuild command, see ajsembdbbuild in 2. Commands Used during Setup in the
manual Job Management Partner 1/Automatic Job Management System 3 Command Reference 2.

10. On the standby host, execute the jbssetcnf command to set the environment setting parameters for the standby
host from the backup you created in step 8.

Execute the following command:

jbssetcnf backup-file-name
For details, see the Job Management Partner 1/Base User's Guide.

11. On the executing host, execute the aj sembdbstop command to stop the embedded database for the executing
host.

For example, execute the ajsembdbstop command as follows:

ajsembdbstop -id JFA

For details about the a j sembdb s top command, see ajsembdbstop in 2. Commands in the manual Job Management
Partner 1/Automatic Job Management System 3 Command Reference 1.

12. On the executing host, in Windows Control Panel, open the Services administrative tool, and start the following
service:

* The JP1/AJS3 service on the logical host to which the embedded database to be re-created belongs

13. Recover the unit definition information you backed up in step 2.

For details about how to recover the unit definition information, see 2.3.3(8) Recovering the unit definition in the
Job Management Partner 1/Automatic Job Management System 3 Administration Guide.
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3.6 Required setup for upgrading

This section describes the setup procedures required when performing an upgrade installation of JP1/AJS3.

3.6.1 Settings for enhancing the embedded database management
function

The embedded database management function was enhanced in JP1/AJS3 - Manager 10-00 and later versions.
Accordingly, the following changes were made.

Table 3-4: Changes due to the enhancement of the embedded database management function

Changes JP1/AJS3 - Manager version

Earlier than 10-00 10-00 and later
Default startup method of the JP1/AJS3 Database service Automatic Manual
JP1/AJS3 Database ClusterService service Created Not created

For embedded databases created by JP1/AJS3 - Manager whose version is earlier than 10-00, the management function
enhancements must be set. Even if you do not specify the enhancement settings, you need to specify the settings shown
below if you use the ajsembdbinstl command to install an embedded database or create or re-create a logical host.

The procedure for enhancing the embedded database management function is shown below.

(1) Procedure for enhancing the embedded database management
function

After performing an upgrade installation of JP1/AJS3 - Manager, perform the following procedure for all the hosts you
set up.

To enhance the embedded database management function:

1. Execute the ajsembdbinstl command to perform an overwrite installation of the embedded database.

For details about the aj sembdbinstl command, see ajsembdbinstl in 2. Commands Used during Setup in the
manual Job Management Partner 1/Automatic Job Management System 3 Command Reference 2.

2. Change the setting in the system common definition file for the embedded database.
Use a text editor such as Notepad to open the following file, and then change the settings.

System common definition file:
embedded-database-practical-directory\ conf\pdsys

Before the change:
set pd mode conf = auTo?

After the change:
set pd mode conf

MANUALZ2

In a logical host environment, the value before the change is MANUAL1.

If AUTO or MANUALL is set in the system common definition file, change the value to MANUALZ2.

3. Setup

Job Management Partner 1/Automatic Job Management System 3 Configuration Guide 1 72



3. Copy the model files to the JP1/AJS3 startup process definition file and JP1/AJS3 extended startup process definition
file, which are used for database management.

Overwrite the following files by copying the model files.

File type File name Model file
JP1/AJS3 startup process definition | For a physical host: JP1/AJS3-Manager-installation-folder\ cont
file (database management) JP1/4JS3-Manager-installation-folder\conf | \jplajs_dbmd.conf.model

\jplajs_dbmd.conf

For a logical host:

shared-folder\jplajs2\conf
\jplajs_ dbmd.conf

JP1/AJS3 extended startup process | For a physical host: JP1/AJS3-Manager-installation-folder\ conf
definition file (database JP1/4JS3-Manager-installation-folder\conf | \jplajs_dbmd 0700.conf.model
management) \jplajs_domd 0700.conf

For a logical host:

shared-folder\jplajs2\conf
\jplajs dbmd 0700.conf

4. Change the setting in the JP1/AJS3 extended startup process definition file used for system management.

Use a text editor such as Notepad to open the following file, and then change the underlined value in the line under
Before the change.

JP1/AJS3 extended startup process definition file (system management)
- For a physical host:
JP1/4JS3-Manager-installation-folder\conf\jplajs_service 0700.conf
- For a logical host:
shared-folder\jplajs2\conf\jplajs service 0700.conf

Before the change
jajs dbmd|jajs dbmd.exe|[0[313121600[0[2[ 1[I [][]]

After the change
jajs _dbmd|jajs dbmd.exe| 1331216001021 1111111

(2) Procedure for specifying the required settings when the embedded
database management function is not enhanced

If you do not enhance the embedded database management function for reasons such as difficulty in changing the created
environment, you can use the embedded database in its status before the upgrade. In such cases, you can use JP1/AJS3
- Manager after an upgrade installation without making any changes. However, if you use the ajsembdbinstl
command to install an embedded database or create or re-create a logical host, you need to perform the following.

(a) Required procedure for using the ajsembdbinstl command to install an embedded
database

To use the ajsembdbinstl command to perform a new or upgrade installation of an embedded database:

1. Execute the ajsembdbinstl command with the ~v9standard option specified.

For details about the ajsembdbinstl command, see ajsembdbinstl in 2. Commands Used during Setup in the
manual Job Management Partner 1/Automatic Job Management System 3 Command Reference 2.
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(b) Required procedure for creating or re-creating a logical host

To create or re-create a logical host, perform the following after setting up the logical host environment.

1. Copy the model files to the JP1/AJS3 startup process definition file and JP1/AJS3 extended startup process definition
file, which are used for database management.

Overwrite the following files by copying the model files.

File type File name Model file

JP1/AJS3 startup process shared-folder\ jplajs2\conf\jplajs_dbmd.conf JP1/AJS3-Manager-installation-
definition file (database folder\cont

management) \jplajs_dbmd.conf.v9stand

ard.model

JP1/AJS3 extended startup shared-folder\jplajs2\conf JP1/AJS3-Manager-installation-
process definition file (database \jplajs_dbmd 0700.conf folder\cont
management) \jplajs_dbmd 0700.conf.v9

standard.cluster.model

2. Change the setting in the JP1/AJS3 extended startup process definition file used for system management.

Use a text editor such as Notepad to open the following file, and then change the underlined value in the line under
Before the change.

JP1/AJS3 extended startup process definition file (system management)
shared-folder\jplajs2\conf\jplajs service 0700.conf
Before the change
jajs dbmd|jajs dbmd.exe| |113[312160010(2[[1][[[]]]

After the change
jajs _dbmd|jajs dbmd.exe|[0[]3[3[2160010 12111111 1]]

3.6.2 Settings for reducing the data area usage in the embedded database

In JP1/AJS3 - Manager version 10-00 and later, the efficiency of data storage in embedded databases is improved to
reduce data area usage. To reduce the data area usage of embedded databases created by JP1/AJS3 - Manager in a version
earlier than 10-00, you need to set up the embedded database again.

Perform the setup procedure for each embedded database. You can use the ajsembdbidlist command to check the
embedded databases used by JP1/AJS3. For details about the ajsembdbidlist command, see ajsembdbidlist in 2.
Commands Used during Setup in the manual Job Management Partner 1/Automatic Job Management System 3
Command Reference 2.

For details about the embedded databases that are automatically created by JP1/AJS3, see 2.6.4 Database settings that
are set up in JP1/AJS3 in the Job Management Partner 1/Automatic Job Management System 3 System Design
(Configuration) Guide.

(1) Setup procedure for reducing the data area usage of an embedded
database

To reduce the data area usage of an embedded database, perform the procedure below.
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Supplementary note:

For a cluster environment, perform this procedure on the executing host. This procedure is unnecessary on the
standby host.

1. Back up the execution agent information and unit definition information contained in the embedded database.

For details about how to back up the information, see 2.2.2(2) Backing up the execution agent information in the
Job Management Partner 1/Automatic Job Management System 3 Administration Guide and 2.2.2(4) Backing up
the unit definition in the Job Management Partner 1/Automatic Job Management System 3 Administration Guide.

2. On the JP1/AJS3 - Manager physical host and all logical hosts, stop all the services, including the JP1/AJS3 service
and JP1/AJS3 Console Agent service, that access the embedded database.

For a cluster environment, confirm the following before starting the subsequent procedure:

* The physical host of the primary node can access the shared disk.
* The IP address of the logical host is enabled.

3. Execute the a jsembdbunset command to delete the embedded database.

For example, execute the ajsembdbunset command as follows:

ajsembdbunset -e -id setup-identifier

For details about the aj sembdbunset command, see ajsembdbunset in 2. Commands Used during Setup in the
manual Job Management Partner 1/Automatic Job Management System 3 Command Reference 2.

4. Execute the ajsembdbbuild command to create an embedded database.

For example, execute the ajsembdbbuild command as follows.

For an embedded database automatically created by JP1/AJS3:
ajsembdbbuild {-s|-m|-1} -d data-area-directory
-p embedded-database-port-number”
-1 embedded-database-practical-directory —-1d setup-identifier
[-mh logical-host-name —eh executing-physical-host
-r -1d work-area-directory] -ext db -ext log
#: Specify the value of the RDBPORT environment setting parameter for the scheduler service used in the
embedded database
For an embedded database created by performing advanced setup:
ajsembdbbuild option-used-for-creation-before-upgrade

For details about the aj sembdbbuild command, see ajsembdbbuild in 2. Commands Used during Setup in the
manual Job Management Partner 1/Automatic Job Management System 3 Command Reference 2.

5. Execute the ajsembdbsetup command to set up the embedded database.

For example, execute the ajsembdbsetup command as follows.

For an embedded database automatically created by JP1/AJS3:
ajsembdbsetup -ru {s|m|l} -F scheduler-service-name’!

-p embedded-database-port-number” -id setup-identifier®

-tp table—name-preﬁx#3 [-mh logical-host-name]

#1: Specify the scheduler service name that was previously used.

#2: Specify the value you specified for the ajsembdbbuild command in step 4.
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#3: Specify the value of the TABLENAMEPREFIX environment setting parameter for the relevant scheduler
service.

For an embedded database created by performing advanced setup:
ajsembdbsetup option-used-for-setup-before-upgrade

For details about the aj sembdbsetup command, see ajsembdbsetup in 2. Commands Used during Setup in the
manual Job Management Partner 1/Automatic Job Management System 3 Command Reference 2.

6. Cold-start the JP1/AJS3 service.

7. Recover the execution agent information and unit definition information from the backup.

For details about how to recover the information, see 2.3.3(7) Recovering the execution agent information in the
Job Management Partner 1/Automatic Job Management System 3 Administration Guide and 2.3.3(8) Recovering
the unit definition in the Job Management Partner 1/Automatic Job Management System 3 Administration Guide.
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Environment Settings

This chapter describes the JP1/AJS3 environment settings.
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4.1 Execution agent settings

You can use the ajsagtadd, ajsagtdel, and ajsagtalt commands to add, delete, or change an execution agent
or execution agent group during JP1/AJS3 operation.

When queue and submit jobs are being used, you can use the jpgagtadd, jpggueadd, and other commands to add,
delete, or change an agent or queue for queue and submit jobs. For details, see 7.1.2(1)(b) Changing the execution
environment for QUEUE jobs and submit jobs dynamically in the Job Management Partner 1/Automatic Job
Management System 3 System Design (Configuration) Guide.

For details about each command, see 2. Commands in the manual Job Management Partner 1/Automatic Job
Management System 3 Command Reference 1.

4.1.1 Procedure for specifying execution agent settings

To use the ajsagtadd command to add an execution agent and execution agent group:

1. Add an execution agent, and set the maximum number of concurrently executable jobs.
Use the ajsagtadd command to add an execution agent.

Before executing the aj sagtadd command, make sure that the IP address can be resolved from the host name of
the execution agent you want to add.

ajsagtadd -a exec-agent-name [-s target-host-name] [-c time-time=maximum-
number-of-concurrently-executable-jobs, ...]

Example:

ajsagtadd -a APl -s Hostl -c 01:00-05:00=1

If the —c option is omitted, the maximum number of concurrently executable jobs is set to 5 regardless of the time
(thatis, -c 00:00-00:00=5 is assumed). If the —c option is specified, the maximum number of concurrently
executable jobs for the time periods that are not specified in the option is set to 0. For example, if —c
01:00-02:00=10 is specified, the maximum number of concurrently executable jobs for each time period is as
follows:

¢ 00:00 to 01:00: 0
e 01:00 to 02:00: 10
e 02:00 to 00:00: 0

When the maximum number of concurrently executable jobs is 0, no jobs can be executed. A value of at least 1 must
be specified to execute a job. You can also use the ajsagtalt command to change the maximum number of
concurrently executable jobs. For an example of specifying the maximum number of concurrently executable jobs,
see the supplementary note for ajsagtadd in 2. Commands in the manual Job Management Partner 1/Automatic Job
Management System 3 Command Reference 1.

2. Add an execution agent group.
Use the ajsagtadd command to add an execution agent group, which is a group of execution agents.

You can add an execution agent group when, for example, you want to connect several execution agents to the
execution agent group so that job execution is distributed to those agents. You can also specify a priority for each
execution agent so that jobs are delivered to execution agents based on the priorities that have been specified.

ajsagtadd -g exec-agent-group-name [-1 exec-agent-namel:priorityl,...]
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Example:

ajsagtadd -g APGl -1 APl:16,AP2,AP3:5

You can use the ajsagtalt command to change the priorities of execution agents in a group.

3. Verity the settings you have specified.

Execute the aj sagtshow command to display the settings you specified in steps 1 and 2 so that you can verify
that the settings are correct.

ajsagtshow {-a exec-agent-name|-g exec-agent-group-name|-1|-n}

Example:

ajsagtshow -a APl

As shown below, several execution agents and execution agent groups can be added all at one time by using an execution
agent definition file.

ajsagtadd -f exec-agent-definition-file-name

The format used for the execution agent definition file is the same as the format of the CSV file output by the
ajsagtprint command. For details about the execution agent definition file, see ajsagtadd in 2. Commands in the
manual Job Management Partner 1/Automatic Job Management System 3 Command Reference 1 and ajsagtprint in 2.
Commands in the manual Job Management Partner 1/Automatic Job Management System 3 Command Reference 1.

Cautionary notes:

Names are not case sensitive.

Multi-byte characters such as Japanese can also be used. However, because the character byte length varies
depending on the language environment, we recommend ASCII characters.

Names that begin with @SYS cannot be used.

The following characters cannot be used:
Space
, (comma)

: (colon)

Control characters (tab and linefeed characters)
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4.2 Environment setting parameter settings

This section describes how to change common definition information that has already been registered.
You can use the following methods to change the common definition information that has already been registered:

* jajs_configcommand

If you use the jajs config command, you can eliminate specification errors because the specified environment
setting parameter names and values are checked. For details about the jajs config command, see jajs_config
in 2. Commands Used during Setup in the manual Job Management Partner 1/Automatic Job Management System
3 Command Reference 2.

jbssetcnf command

If you use the jbssetcnf command provided by JP1/Base, the new environment setting parameter settings
specified in a setting file will replace the corresponding current settings. For details about the jbssetcnf
command, see the Job Management Partner 1/Base User's Guide.

Note that the parameter names and values provided by the jbssetcnf command are not checked. If you specify
any settings that are incorrect, you might want to restore the previous settings. For details about how to restore the
previous settings when incorrect settings have been registered, see £. Recovery Procedure Used When an Incorrect

Environment Settings Parameter is Set.

For details about the environment setting parameter settings necessary for registration in the common definition

information, see 2. Environment Setting Parameters in the Job Management Partner 1/Automatic Job Management

System 3 Configuration Guide 2.

The following describes how to use each method.

4.2.1 Procedure for setting the environment setting parameters by using

the jajs_config command

To use the jajs config command to change the settings in the common definition information:

1. Stop the JP1/AJS3 service.
In Windows Control Panel, open the Services administrative tool, and stop the following service:

e JP1/AJS3 service

2. Change the settings in the common definition information.

Use the following command to specify new environment setting parameter settings in the common definition
information:

jajs config A -k A definition-key A "parameter-name-1"=value-1 A

["parameter-name-2"=value-2]

Legend:
A : One-byte space
Example:

jajs _config -k [JP1l DEFAULT\JP1AJSMANAGER\AJSROOT1] "LOGSIZE"=dword:
00002800 "AJSLOG"="all"
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3. Restart JP1/AJS3.
The changes in the common definition information are applied to JP1/AJS3.

4.2.2 Procedure for setting the environment setting parameters by using
the jbssetcnf command

To use the Jbssetcnf command to replace the settings in the common definition information with new settings
specified in a configuration file:

1. Stop the JP1/AJS3 service.
In Windows Control Panel, open the Services administrative tool, and stop the following service:

e JP1/AJS3 service

2. Create a configuration file that contains the new settings.

Use a text editor such as Notepad to create a setting file that contains the additional or new environment setting
parameter settings.

Assign any name to the configuration file.
The following shows an example of specifying settings in the configuration file.
In this example, the environment setting parameter settings shown in the following table will be used.

Definition key Parameter Value
[JP1 DEFAULT\JP1AJSMANAGER\AJSROOT1] "LOGSIZE"= 00002800 (hexadecimal)
"AJSLOG"= "all"

To specify the above settings, create a configuration file as follows:

[JP 1_DE FAULT\JP1AJSMANAGER\AJSROOT1]
"LOGSIZE"=dword:00002800
"AJSLOG"="all"

3. Save the configuration file.

4. Change the common definition information.

Execute the following command, which will change the common definition information based on the specified
configuration file:

jbssetcnf configuration-file
The jbssetcnf command is located in the JP1/Base-installation-folder\bin\ folder.

5. Restart JP1/AJS3.
The changes in the common definition information are applied to JP1/AJS3.
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4.3 Operation profile settings

This section describes the procedure for configuring operation profiles.

For details about how to change the operation profile settings, see 8.10 Changing an operation profile in the Job
Management Partner 1/Automatic Job Management System 3 Administration Guide.

Cautionary note:

The view permission for the account that starts the JP1/AJS3 service” needs to be set for the operation profiles so
that unrelated users cannot edit or delete the operation profile.

#
The default is SYSTEM.

4.3.1 Procedure for setting up an execution agent profile

In an execution agent profile, specify the settings related to execution agent restrictions. For details about such
restrictions, see 2.5.1(6) Execution agent restriction in the Job Management Partner 1/Automatic Job Management
System 3 System Design (Configuration) Guide.

To set up an execution agent profile:

1. Copy the model file to the environment-settings file storage folder.
The model file and the environment-settings file storage folder are as follows:
Model file
JP1/4JS3-Manager-installation-folder\conf\ajsprof AJSROOT1 agent.conf.model
Environment-settings file storage folder
For a physical host:
JP1/AJS3-Manager-installation-folder\ conf
For a logical host:
shared-folder\jplajs2\conf

2. Rename the copy of the file to the predetermined name.
Rename the file to:

ajsprof scheduler-service-name agent.conf

3. Use a text editor such as Notepad to edit the file.
Specify the necessary settings in the execution agent profile.

You can also use either of the following methods to copy execution agent names or execution agent group names
from the defined execution agents or execution agent groups:

¢ Copy from the list output by the ajsagtshow command
See (1) Copying from the list output by the ajsagtshow command.

* Copy from the results of a search in JP1/AJS3 - View
See (2) Copying from the results of a search in JP1/AJS3 - View.

For details about the execution agent profile, see 3.2.1 Execution agent profile in the Job Management Partner 1/
Automatic Job Management System 3 Configuration Guide 2.
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Cautionary note:
The following information is set in the model file:
- Full name of the unit to which the file is applied: /example
- Restriction check when the unit is defined: Restrictions are checked

- Operation when the unit is defined: The dialog box cannot be closed by clicking OK if an execution target that
is not allowed has been specified.

- Restriction check when a job is executed: Restrictions are checked.
- Permitted execution target: Execution is allowed only on the default execution agent (@SYSTEM).

If this model file is applied as is when a unit named /example exists, the jobs in the /example unit become
executable only on the default execution agent. Before you apply the execution agent profile, edit it as needed
to fit the operation.

4. Apply the execution agent profile settings.
Do the following to enable the execution agent profile settings:

e Ifthe JP1/AJS3 service is not running:
Start the JP1/AJS3 service. The execution agent profile settings for all scheduler services configured on the
relevant host are enabled.
e Ifthe JP1/AJS3 is running but the scheduler service is not:
Do either of the following:
- Start the scheduler service. The execution agent profile settings for the scheduler service you started are enabled.
- Execute the following command:
ajsprofalter -F scheduler-service-name -t agent -m set
The execution agent profile settings for the scheduler service which are specified with the - F option are enabled.
e Ifthe JP1/AJS3 service and the scheduler service are both running;:
Execute the following command:
ajsprofalter -F scheduler-service-name -t agent -m set

The execution agent profile settings for the scheduler service which are specified with the —F option will be
enabled.

For details about the aj sprofalter command, see ajsprofalter in 2. Commands in the manual Job Management
Partner 1/Automatic Job Management System 3 Command Reference 1.

(1) Copying from the list output by the ajsagtshow command

To copy execution agent names or execution agent group names from a list of execution agent definitions output by the
ajsagtshow command:

1. Execute the ajsagtshow -n command.

2. Copy the required execution agent names or execution agent group names from the output result of the ajsagtshow
command.

Copy the required names from the shaded part shown below.
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KNAC1101-1 The output of the agent manager information started.
HOSTNAME:host1
AGENT

@SYSTEM
AGTO1
AGTO02
AGT11
AGT12

AGENT GROUP

Group1
KNAC1102-I The output of the agent manager information ended.

3. Paste the copied information into the execution agent profile.

Paste the copied execution agent names or execution agent group names on the lines between
@SYS AGENTLIST START and @SYS AGENTLIST END in the execution agent profile.

(2) Copying from the results of a search in JP1/AJS3 - View

To copy execution agent names or execution agent group names from the results of a search in JP1/AJS3 - View:
1. Use the JP1/AJS3 - View Search window to find the execution agents configured in the target unit.

2. In the Search window, choose Options, and then Save Csv Unit Data.
The search results are copied to the clipboard in CSV format.

3. Paste the search results into a spreadsheet.

4. Copy the execution agent names from the information you have pasted.
Copy the required names in the shaded part shown below.

]

A B ©
# 20XX/10/10 10:18 | jp1admin
Unit name Execution agent [ Upper-level path
net1 /Group1
Unix job AGTO1 /Group1/net1
Unix job 2 AGT02 /Group1/net1
Unix job 3 AGT02 /Group1/net1
net2 /Group1
Unix job 2 AGT12 /Group1/net2
Unix job 3 AGT11 /Group1/net2
# 20XX/10/10 10:18

5. Paste the copied information into the execution agent profile.

Paste the copied information on the lines between @SYS AGENTLIST START and @SYS AGENTLIST END in
the execution agent profile.

Cautionary note:

If the job is running on the manager host with no execution agent specified in the detailed definition of a unit, the
default execution agent @SYSTEM is not output to the JP1/AJS3 - View search result. Accordingly, manually add
@SYSTEM to the execution agent profile.
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4.3.2 Procedure for setting up a unit-attribute profile

In a unit-attribute profile, specify the upper-level unit-attribute inheritance function and the execution-user fixing
function. For details about the upper-level unit-attribute inheritance function, see 6.4. 1 (4) Access permission for creating
or copying a unit, or making a release entry in the Job Management Partner 1/Automatic Job Management System 3
System Design (Work Tasks) Guide. For details about the execution-user fixing function, see 6.4.1(5) Job execution
user in the Job Management Partner 1/Automatic Job Management System 3 System Design (Work Tasks) Guide.

To set a unit-attribute profile:

1. Copy the model file to the environment-settings file storage folder.
The model file and the environment-settings file storage folder are as follows:

Model file
JP1/AJS3-Manager-installation-folder\conf\ajsprof AJSROOT1 unit.conf.model

Environment-settings file storage folder
For a physical host:
JP1/AJS3-Manager-installation-folder\ cont
For a logical host:
shared-folder\jplajs2\conf

2. Rename the copy of the file to the predetermined name.

Rename the file to:

ajsprof scheduler-service—-name unit.conf

3. Use a text editor such as Notepad to edit the file.
Specify the necessary settings in the unit-attribute profile.
For details about the unit-attribute profile, see 3.2.2 Unit-attribute profile in the Job Management Partner 1/
Automatic Job Management System 3 Configuration Guide 2
Cautionary note:
The following information is set in the model file:
- Full name of the unit to which the file is applied: /example

- Upper-level unit-attribute inheritance function: The owner and JP1 resource group are inherited from the upper-
level unit.

- Execution-user fixing function: The owner of the unit for which the execution-user fixing function has been
set is fixed as the execution user.

If this model file is applied as is when a unit named /example exists, the subordinate units operate as follows:

- Subordinate units defined for the example unit inherit the owner and JP1 resource group defined for the /
example unit.

- Subordinate jobs of the /example unit are always executed by the owner set for the /example unit.

Before you apply the unit-attribute profile, edit it as needed to fit the operation.

4. Apply the unit-attribute profile settings.
Do the following to enable the unit-attribute profile settings:

e Ifthe JP1/AJS3 service is not running:

Start the JP1/AJS3 service. The unit-attribute profile settings for all scheduler services configured on the relevant
host are enabled.
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e Ifthe JP1/AJS3 is running but the scheduler service is not:
Do either of the following:
- Start the scheduler service. The unit-attribute profile settings for the scheduler service you started are enabled.
- Execute the following command:
ajsprofalter -F scheduler-service-name -t unit -m set

The unit-attribute profile settings for the scheduler service which are specified with the —F option enabled.

» Ifthe JP1/AJS3 service and the scheduler service are both running:
Execute the following command:
ajsprofalter -F scheduler-service-name -t unit -m set
The unit-attribute profile settings for the scheduler service which are specified with the —F option enabled.

For details about the ajsprofalter command, see ajsprofalter in 2. Commands in the manual Job Management
Partner 1/Automatic Job Management System 3 Command Reference 1.
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4.4 Settings for restricting connections to JP1/AJS3

This section describes the setting procedure for restricting connections to JP1/AJS3.

For details about how to restrict connections to JP1/AJS3, see 2.3.8 Restricting access to JP1/4JS3 in the Job
Management Partner 1/Automatic Job Management System 3 System Design (Configuration) Guide.

The setting for restricting connections to JP1/AJS3 is disabled by default. The procedure for enabling the setting is
described below. For details about how to enable the setting, see 8.11.1 Enabling and disabling restricting connection
sources in the Job Management Partner 1/Automatic Job Management System 3 Administration Guide.

4.4.1 Setting the procedure for restricting connections to JP1/AJS3

The following describes the setting procedure for restricting connection to JP1/AJS3.

(1) Setting the procedure

1. Copy the model file of the connection permission configuration file to the environment settings file storage folder.

For details about the model file and the environment settings file storage folder, see (3) The connection permission
configuration file.

2. Change the name of the copied file to the specified name.

For details about the file names, see (3) The connection permission configuration file.

3. Use a text editor such as Notepad to edit the file.
Set the IP address of the hosts that you want to permit to connect in the connection permission configuration file.

For details about how to set the connection permission configuration file, see 4.4.2 How to set the connection
permission configuration file.

4. Change the access permission of the connection permission configuration file.

The access permission of the model file is inherited as the permission of the storage folder. You need to change the
access permission of the file so that general users will not be able to access or edit the file.

5. In Windows Control Panel, open the Services administrative tool, and stop the following service:
» JP1/AJS3 service
 JP1/AJS3 Queueless Agent service”
On the logical host, stop the JP1/AJS3 Queueless Agent service or detach the logical host.
#:
This operation needs to be executed only if queueless jobs are used.

On the logical host, detach the logical host from the queueless agent service by using an ajsgldetach
command or another method, without stopping the Service.

6. Execute the following command to set the environment setting parameters described in (2) Environment setting
parameter below:

jajs_config -k definition-key "parameter-name"=value

7. Restart the services that you stopped in step 5. #
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The new settings are applied.
#:

If you detached the logical host from the queueless agent service in step 5, execute the aj sglattach command
to attach the logical host.

(2) Environment setting parameter

Table 4-1: Environment setting parameter for setting whether restricting access to JP1/AJS3 is to
be enabled or disabled

Definition key Environment setting parameter Explanation

[{JP1_DEFAULT | logical-host} "CONNECTIONRESTRICTION"= Setting for whether restricting

\JP1AJS2COMMON]* connection is to be enabled or disabled
#:

The specification of the { JP1 DEFAULT | logical-host} part depends on whether the host is a physical host or a
logical host. For a physical host, specify JP1 DEFAULT. For a logical host, specify the logical host name.

For details about the definition of this environment setting parameter, see 2.9.2(5) CONNECTIONRESTRICTION in
the Job Management Partner 1/Automatic Job Management System 3 Configuration Guide 2.

Note that messages related to restricting connections are not output to the log by default. To output these messages to
the log, you need to set the following environment setting parameters.

Table 4-2: Environment setting parameter for outputting messages related to restricting
connections to JP1/AJS3 to the log

Definition key Environment setting parameter Explanation

[{JP1 DEFAULT |logical-host} "CONRESTRICTLOG"= Setting for whether connection restriction log

\JP1AJSMANAGER]# data is to be output to the scheduler log
"CONRESTRICTSYSLOG"= Setting for whether connection restriction log

data is to be output to the Windows event log

The specification of the { JP1 DEFAULT | logical-host} part depends on whether the host is a physical host or a
logical host. For a physical host, specify JP1 DEFAULT. For a logical host, specify the logical host name.

For details about the definition of these environment setting parameters, see the following:

e 2.2.2(20) CONRESTRICTLOG in the Job Management Partner 1/Automatic Job Management System 3
Configuration Guide 2

e 2.2.2(21) CONRESTRICTSYSLOG in the Job Management Partner 1/Automatic Job Management System 3
Configuration Guide 2

(3) The connection permission configuration file

The following describes folders and files related to the connection permission configuration file.

(a) The environment settings file storage folder

Store the connection permission configuration file in the following environment settings file storage folder:
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For a physical host:

e JP1/AJS3 - Manager
JP1/AJS3 - Manager-installation-folder\ conf

e JP1/AJS3 - Agent
JP1/AJS3 - Agent-installation-folder\ conf

For a logical host:
shared-folder\jplajs2\conf

(b) Name of the connection permission configuration file

Specify the name of the connection permission configuration file as follows:

Manager connection permission configuration file
permitted host manager.conf

Agent connection permission configuration file
permitted host agent.conf

(c) The model file of the connection permission configuration file

The following table lists the model file of the connection permission configuration file.

Table 4-3: The model file of the connection permission configuration file

Installed product The model file of the manager connection The model file of the agent connection permission
permission configuration file configuration file

JP1/AJS3 - Manager JP1/4JS3 - Manager-installation-folder\conf JP1/4JS3 - Manager-installation-folder\ conf
\permitted host manager.conf.model \permitted host agent.conf.model

JP1/AJS3 - Agent -- JP1/4JS3 - Agent-installation-folder\ conft

\permitted host agent.conf.model

Legend:
-- : Not applicable

4.4.2 How to set the connection permission configuration file

Set the IP address of the hosts that you want to permit to connect to JP1/AJS3 in the connection permission configuration
file.

(1) Settings for restricting connections to JP1/AJS3 - Manager

To restrict connections to JP1/AJS3 - Manager, specify the following IP addresses in the manager connection permission
configuration file or the agent connection permission configuration file:
[P address of a host that you want to permit to connect

¢ [P address of the local host

Cautionary note:

JP1/AJS3 - Manager internally performs TCP/IP communication. Accordingly, you need to specify all IP addresses
that can be used as connection-source IP addresses, such as the loopback address or the IP address of the logical
host, as the IP addresses of the local host.
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Make sure that you specify the IP address of the local host in the manager connection permission configuration file and
the agent connection permission configuration file. If you do not do so, the JP1/AJS3 service will not be able to start.
Also, if you do not specify the IP address of the local host in the agent connection permission configuration file, the
passing information setting job cannot be executed.

The file that needs to be set differs according to whether restricting connections to JP1/AJS3 - Manager is enabled. The
value that is specified for the CONNECTIONRESTRICTION environment setting parameter also differs according to
the setting for restricting connection sources. Which file must be set and the value that must be specified for the
CONNECTIONRESTRICTION environment setting parameter for each type of restricted connection to JP1/AJS3 -
Manager is described below.

If connections to manager hosts are restricted and connections to agent hosts are not restricted:

File that needs to be set

Manager connection permission configuration file

Value to be specified for the CONNECTIONRESTRICTION environment setting parameter

manager
If restricting connections to manager hosts is not enabled and restricting connections to agent hosts is enabled:

File that needs to be set

Agent connection permission configuration file

Value to be specified for the CONNECTIONRESTRICTION environment setting parameter

agent
If restricting connections to both manager hosts and agent hosts:
Files that needs to be set
* Manager connection permission configuration file
* Agent connection permission configuration file

Value to be specified for the CONNECTIONRESTRICTION environment setting parameter
all

(2) Settings for restricting connections to JP1/AJS3 - Agent

To restrict connections to JP1/AJS3 - Agent, specify the IP address of the manager host that you want to allow to connect
in the agent connection permission configuration file.

Unlike in JP1/AJS3 - Manager, in JP1/AJS3 - Agent, you do not need to specify the IP address of the local host.

(3) Coding rules for the connection permission configuration file

Specify the IP address that you want to permit to connect in the connection permission configuration file as follows:

¢ Specify one IP address and one linefeed character per line.
¢ Specify all the IP addresses of all hosts that can be used as connection sources.

¢ [P addresses can be either IPv4 addresses or IPv6 addresses.

For details about IPv6 addresses, see 2.3.3 Communication using IPv6 addresses in the Job Management Partner
1/Automatic Job Management System 3 System Design (Configuration) Guide.

For details about how to specify IPv6 addresses, see 1. 1.5 Specifying an IPv6 address in the Job Management Partner
1/Automatic Job Management System 3 Command Reference 1.
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(4) An example of coding

Suppose that you enable restricting connection sources in the following environment.

Figure 4-1: An example of setting restricting connection sources

gh

) JP1/AJS3 - Manager JP1/AJS3 - Agent
P a<\j“c:;r1e/sAsJS1:z)2 \1/2%'\/ 311 (Manager host) (Agent host)
’ U IP address: 192.168.31.2 IP address: 192.168.31.3

S— 5 o—

Code the manager connection permission configuration file on the manager host as below. Note that the information
following # is treated as a comment.

127.0.0.1 #Communication permission from the local host (loopback
address)

192.168.31.2 #Communication permission from the local host
192.168.31.1

Code the agent connection permission configuration file on the agent host as follows:

192.168.31.2

(5) Notes on the connection permission configuration file

* The following is the maximum number of specifiable IP addresses for each file:
Manager connection permission configuration file: 512

Agent connection permission configuration file: 64

e The maximum length of a line in the connection permission configuration file is 1,022 bytes.
Any lines that exceed the maximum length are treated as a syntax errors when the JP1/AJS3 service starts, the JP1/
AJS3 Queueless Agent service starts”, or the ja s_pmtcon command is executed with the —u option specified.

#
Applies only to the agent connection permission configuration file.

* The following lines are ignored:
* (-byte line
* A line that contains only spaces or tab characters

* A line beginning with a hash mark (#) (the line is treated as a comment line)

If a '# mark occurs midway in a line, the # and what follows the mark is treated as a comment.

 If space characters or tab characters occur at either the beginning or the end of a line, the value without these
characters is used.

* Ifno correct IP addresses have been specified, all connections are refused.

» If the format of the specified IP address is incorrect, a message (KAVS8036-E) is output and the specified value
is ignored.
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 If there is a syntax error on a line in the connection permission configuration file, a message (KAVS8036-E) is
output to the integrated trace log and the JP1/AJS3 service starts.

In this case, the line with the syntax error is ignored and the settings of only the correct lines are subject to restriction.
If all the lines have a syntax error, connections from all hosts are refused.
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JP1/AJS3 - View Environment Settings

This chapter describes how to change the JP1/AJS3 - View environment settings.
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5.1 Procedure for changing the JP1/AJS3 - View environment settings

This section describes how to change the JP1/AJS3 - View environment settings.

For the JP1/AJS3 - View environment settings that can be specified, see /1. Customizing Windows and Dialog Boxes
Used for JP1/4JS3 - View in the Job Management Partner 1/Automatic Job Management System 3 Operator's Guide.
For the items that can be set in the dialog boxes that are displayed, see /5. Windows and Dialog Boxes in the Job
Management Partner 1/Automatic Job Management System 3 Operator's Guide.

To change the JP1/AJS3 - View environment settings:

1. From the Windows Start menu, choose Programs, JP1_Automatic Job Management System 3 - View, and then
Job System Operation.

The Login screen appears.

2. After entering the JP1 user name and password, and the name of the JP1/AJS3 - Manager host to which you want
to connect, click the OK button.

The JP1/AJS3 - View window of JP1/AJS3 - View appears.

3. From the Options menu, choose Preferences.
The Preferences dialog box appears.

4. Specify the necessary information, and click the OK button.
You can change the JP1/AJS3 - View environment settings while you are using JP1/AJS3 - View.

For details about when the new settings take effect, see 15.3.42 Preferences dialog box in the Job Management
Partner 1/Automatic Job Management System 3 Operator's Guide.
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5.2 Procedure for changing the JP1/AJS3 Console View environment
settings

This section describes how to change the JP1/AJS3 Console View environment settings.

For the JP1/AJS3 Console View environment settings that can be specified, see 14. Customizing JP1/AJS3 Console
Screens in the Job Management Partner 1/Automatic Job Management System 3 Operator's Guide. For the items that
can be set in the dialog boxes that are displayed, see 16. JP1/4JS3 Console Screens in the Job Management Partner 1/
Automatic Job Management System 3 Operator's Guide.

1. From the Windows Start menu, choose Programs, JP1_Automatic Job Management System 3 - View, and then
Application monitoring.

The Login screen appears.

2. After entering the JP1 user name and password, and the name of the JP1/AJS3 Console Manager host to which you
want to connect, click the OK button.

The Main Scope window of JP1/AJS3 Console View appears.

3. From the Options menu, choose Preferences.
The Preferences dialog box appears.

4. Specify the necessary information, and click the OK button.
You can change the JP1/AJS3 Console View environment settings while you are using JP1/AJS3 Console View.

For details about when the new settings take effect, see 16.3.10 Preferences dialog box in the Job Management
Partner 1/Automatic Job Management System 3 Operator's Guide.
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Specifying Settings Based on the Usage of JP1/
AJS3

This chapter describes the JP1/AJS3 detailed settings that can be specified to match the
requirements for JP1/AJS3 operation.
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6.1 Settings for controlling the scheduler

This section describes how to change the settings for controlling the scheduler.
When you set environment setting parameters, use the jajs config command.

For details about the jajs configcommand, seejajs_config in 2. Commands Used during Setup in the manual Job
Management Partner 1/Automatic Job Management System 3 Command Reference 2.

6.1.1 Settings for starting multiple scheduler services

Job groups are managed by the scheduler service. If multiple scheduler services are started, the scheduler services can
be used to manage the job groups.

To start multiple scheduler services, you must first set information such as the names of the scheduler services to be
added.

The following describes the procedures for adding and deleting scheduler services.

For details about how to add scheduler services to a logical host and how to delete scheduler services from a logical
host, see 8.2.7 Setting startup of multiple scheduler services on a logical host.

(1) Adding a scheduler service

To add a scheduler service:

1. In Windows Control Panel, open the Services administrative tool, and stop the following service:

e JP1/AJS3 service

I Important note

All embedded databases configured on the physical host must be operating. Make sure that the applicable
JP1/AJS3 Database JFn (n: 0to 9 or A to Z) services are running. If any JP1/AJS3 Database JFn services
are not running, start them.

Execute the ajsembdbstatus command with -s ust -id JFn (n: 0 to 9 or A to Z) specified to
confirm that the embedded database is operating (UNIT-STAT is ONLINE). Ifthe database is not operating,
use the ajsembdbstart command with -id JFn specified to activate it.

Execute the ajsembdbidlist command to check the setup identifier (_ JFn) of the embedded database
to be activated.

2. Use Explorer or another means to create the following folders:
* Database folder
* Folder for temporary files
* Job information folder
* Backup information folder

Make sure that the above folders, other than the backup information folder, are neither folders used by other scheduler
services set on the local hosts (the physical host and all logical hosts) nor subfolders of those folders.
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3. Execute the jajs setup command to add the scheduler service.

jajs setup -a -F scheduler-service
-p service-for-the-port-reporting-the-job-status
-d database-folder
-t folder-for-temporary-files
-j job-information-folder
-b backup-information-folder
-n scheduler-service-identification-number
[[-I setup-identifier
-P embedded-database-port—-number]
[-M {s|m|1l}]
| =S]

Example of adding a scheduler service named AJSROOT2:

jajs_setup -a —-F AJSROOT2

-p jplajs2report?

-d "C:\Program Files\HITACHI\JP1AJS2\database\schedule\AJSROOT2"
-t "C:\Program Files\HITACHI\JP1AJS2\tmp\schedule2"

-3 "C:\Program Files\HITACHI\JP1AJS2\jobinf2"

-b "C:\Program Files\HITACHI\JP1AJS2\backup\schedule2"

-n 2

For details about the jajs setup command, see jajs_setup in 2. Commands Used during Setup in the manual
Job Management Partner 1/Automatic Job Management System 3 Command Reference 2.

4. Perform advanced setup for the embedded database.
If you specified the —S option in step 3, perform advanced setup for the embedded database. For details about
advanced setup for the embedded database, see C. Advanced Setup of an Embedded Database.

5. Open the following file with a text editor such as Notepad:

system-folder\system32\drivers\etc\Services

6. For the service name of the port that reports the job status specified in step 3, set the port number.
Example of setting 20248 as the port number:

jplajs2report? 20248/tcp

I Important note

Make sure that the port number you specify does not duplicate any existing port number. To use JP1/AJS3
in an environment with a Windows Firewall, register the port number you specified (in the above example,
service name jplajs2report2 and port number 2024 8) in the Windows Firewall rules so that data

will be able to pass through the firewall.

7.1f you want to use queueless jobs, you must perform the setup required for using queueless jobs.

Execute the following command:

ajsqglsetup [-F scheduler-service-name]

For details about the aj sgqlsetup command, see ajsqlsetup in 3. Commands Used for Special Operation in the
manual Job Management Partner 1/Automatic Job Management System 3 Command Reference 2.
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8. Stop the embedded database.
Stop the JP1/AJS3 Database JFn service for the embedded database you started in Step 1.

9. Restart the JP1/AJS3 service.
The scheduler service is added and started with the specified settings.

After the JP1/AJS3 service has been restarted, use JP1/AJS3 - View to confirm that the manager job group is
displayed with the name of the added scheduler service attached.

Supplementary note on command execution:

When the scheduler service is adding, if you execute a command without specifying a scheduler service name in
the —F option, the default scheduler service is assumed.

You can omit the —F option when the name of a scheduler service name is specified in the AJSCONF environment
variable.

(2) Deleting a scheduler service that has been added

To delete a scheduler service that has been added:

1. Stop the JP1/AJS3 services.
Stop all JP1/AJS3 services, including the JP1/AJS3 - Manager services, on logical hosts.

I Important note

All embedded databases configured on the physical host must be operating. Make sure that the applicable
JP1/AJS3 Database JFn (n: 0to 9 or A to Z) services are running. If any JP1/AJS3 Database JFn services

are not running, start them.

Execute the ajsembdbstatus command with -s ust -id JFn (n: 0to 9 or A to Z) specified to
confirm that the embedded database is operating (UNIT-STAT is ONLINE). Ifthe database is not operating,
use the ajsembdbstart command with -id JFn specified to activate it.

Execute the ajsembdbidlist command to check the setup identifier (_ JFn) of the embedded database
to be activated.

2. Execute the following jajs_setup command to delete the scheduler service.

jajs setup -e -F scheduler-service-name

Example of deleting the AJSROOT2 scheduler service:
jajs setup -e -F AJSROOT2

For details about the jajs setup command, see jajs_setup in 2. Commands Used during Setup in the manual
Job Management Partner 1/Automatic Job Management System 3 Command Reference 2.

3. Delete the folder that was created when the scheduler service was added.
Delete the following folders that were created when you executed the jajs setup command:
» Database folder specified in the —d option
* Folder for temporary files specified in the —t option
* Job information folder specified in the —3 option

* Backup information folder specified in the —~b option
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4. Stop the embedded database.
Stop the JP1/AJS3 Database JFn services for all embedded databases.

5. Restart the JP1/AJS3 service.
Restart the services you stopped in Step 1, and make sure that the scheduler service has been deleted.

(3) Uninstalling an unnecessary database environment

To uninstall a database environment that is no longer necessary:

1. Execute the ajsembdbidlist command to identify the embedded databases that are not being used by any
scheduler services.

Execute the following command:

ajsembdbidlist

For details about the ajsembdbidlist command, see ajsembdbidlist in 2. Commands Used during Setup in the
manual Job Management Partner 1/Automatic Job Management System 3 Command Reference 2.

2. Execute the ajsembdbuninstl command to uninstall an embedded database that is not being used by any
scheduler services.

Execute the following command:

ajsembdbuninstl -id setup-identifier

When uninstalling an embedded database environment associated with version 8 or earlier, follow the uninstallation
procedure described in the manual for that product version.

When uninstalling such an embedded database environment in UNIX, execute the aj sembdbunset command,
and then the following command:

/opt/HiRDB J/bin/pdesetup -u embedded-database-practical-directory

The embedded databases listed below contain information necessary for the system. Do not specify the setup
identifiers of these databases in the —1d option.

* Embedded database whose setup identifier is _JFO

e The embedded database set up first on the host when the setup identifier has been changed to a setup identifier
other than _JFO by performing any of the following operations: (1) migrating data needed for advanced setup
of the embedded database, (2) advanced setup of the embedded database, or (3) performing setup again for the
embedded database

* An embedded database set up with the setup identifier specified in the —T option of the
jajs setup cluster command in an environment in which logical hosts have been created

For details about the aj sembdbuninstl command, see ajsembdbuninst! in 2. Commands Used during Setup in
the manual Job Management Partner 1/Automatic Job Management System 3 Command Reference 2.

For details about the jajs setup cluster command, seejajs_setup_cluster in 2. Commands Used during
Setup in the manual Job Management Partner 1/Automatic Job Management System 3 Command Reference 2.

(4) Renaming a scheduler service

Renaming a scheduler service affects many types of JP1/AJS3 functions. For example, a unit might end abnormally or
might not be executed properly. To prevent such problems, we recommend that you rename a scheduler service before
operation starts.
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The following describes how to rename a scheduler service before and after operation starts.

(a) How to rename a scheduler service before operation starts

To rename a scheduler service before operation starts:

1. Execute the jajs setup command to rename the scheduler service.
Execute the following command:

jajs setup -r -F scheduler-service-name-before-the-change -A new-
scheduler-service—-name

For details about the jajs setup command, see jajs_setup in 2. Commands Used during Setup in the manual
Job Management Partner 1/Automatic Job Management System 3 Command Reference 2.

(b) How to rename a scheduler service after operation starts

To rename a scheduler service after operation starts:

1. Stop the scheduler service to be renamed, and then cold-start the scheduler service.
After the cold-start, do not register a jobnet for execution until the renaming procedure is finished.

2. Stop the JP1/AJS3 services on the physical host and all logical hosts.

3. Execute the jajs_ setup command to rename the scheduler service.

Example: To change AJSROOT2 to AJSROOT5:
jajs setup -r -F AJSROOT2 -A AJSROOTS

If the KAVS1133-W message is not output during execution of the jajs setup command, skip step 4 and step
5 and go to step 6.

If the KAVS1133-W message is output during execution of the jajs setup command, check the setting name
indicated in the message. [f Local date and time is indicated, go to step 4. If Suspend feature is indicated,
go to step 5, and then proceed to step 6.

Cautionary note:

Before you rename a scheduler service for which the local date and time is set, obtain the difference between
the local date and time for the scheduler service and the system date and time. Use the ajslocaldate
command to obtain the scheduler service local date and time.

For details about how to obtain the system date and time, see the documentation for your OS.

If an attempt to set the scheduler service local date and time fails and the KAVS1133-W message appears, use
the time difference obtained above to set the scheduler service local date and time in step 4.

4. Set the scheduler service local date and time again.
Execute the ajslocaldate command to set the scheduler service local date and time for the renamed scheduler
service.
Example: To set the local date and time for the scheduler service ATSROOT5 forward five minutes (300 seconds)
from the current time, execute the command as follows:
ajslocaldate -F AJSROOTS5 -s 300

For details about the ajslocaldate command, see ajslocaldate in 3. Commands Used for Special Operation in
the manual Job Management Partner 1/Automatic Job Management System 3 Command Reference 2.

5. Set the suspend function again.
Execute the aj ssetup command to enable the suspend function for the renamed scheduler service.
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Example: To enable the suspend function for the scheduler service AJSROOT 5, execute the command as follows:
ajssetup -F AJSROOTS5 -m

For details about the aj ssetup command, see ajssetup in 2. Commands Used during Setup in the manual Job
Management Partner 1/Automatic Job Management System 3 Command Reference 2.

6. If the scheduler service name before the change is set for the following environment setting parameters, use the
jajs_config command to change them to the new scheduler service name.

Table 6-1: Environment setting parameters whose settings need to be changed

Definition key Environment setting parameter Explanation
[JP1 DEFAULT\JP1AJSMANAGER] "DEFAULTSERVICENAME"= Default scheduler service name
"REMNETSERVICENAME"= Name of the scheduler service that executes a
remote jobnet

Example: To change the default scheduler service name to AJSROOTS5, execute the command as follows:

jajs_config -k [JP1 DEFAULT\JP1AJSMANAGER]
"DEFAULTSERVICENAME"="AJSROOT5"

Example: To change the name of the scheduler service that executes remote jobnets to ATSROOTS5, execute the
command as follows:
jajs config -k [JP1 DEFAULT \JP1AJSMANAGER] "REMNETSERVICENAME"="AJSROOT5"

7. Start the JP1/AJS3 services.

8. In either of the following cases, after the scheduler services start, change or set the scheduler service settings if
necessary:

e The scheduler service name before the change is specified in the unit definition.

* The JP1/AJS3 linkage facility was monitoring or collecting information from the scheduler service before it was
renamed.

(c) Notes on renaming scheduler services

The following environment setting parameters for scheduler services use the directory path that contains the scheduler
service name as a standard:

e AJSSYSDIR

e AJSLOGDIR

e AJSDBDIRECTORY
¢ AJSLOGFILEL

¢ AJSLOGFILEZ2

Operation is not affected even if the environment setting parameters are not changed after the scheduler service is
renamed. However, if necessary, consider changing the directory path that contains the new scheduler service name.

To change the AJSDBDIRECTORY environment setting parameter, you need to set the suspend function again after
changing the environment setting parameters.

Usethe jajs configcommand to change the environment setting parameters. For details about the jajs config
command, see jajs_config in 2. Commands Used during Setup in the manual Job Management Partner 1/Automatic Job
Management System 3 Command Reference 2.
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For details about the parameters, see 2.2 Setting up the scheduler service environment in the Job Management Partner
1/Automatic Job Management System 3 Configuration Guide 2.

6.1.2 Changing the level of messages output from scheduler services to
the integrated trace log

You can specify the level of messages output from scheduler services to the integrated trace log. The specification
procedure is as follows.

(1) Definition procedure

1. In Windows Control Panel, open the Services administrative tool, and stop the following service:

» JP1/AJS3 service
2. Execute the following command to set the environment setting parameter described in (2) below:

jajs_config -k definition-key "parameter-name"=value

3. Restart JP1/AJS3.
The new settings are applied to the configuration definition.
(2) Environment setting parameter

Table 6-2: Environment setting parameter used to change the level of messages output from
scheduler services to the integrated trace log

Definition key Environment setting parameter Explanation
[{JP1 DEFAULT |logical-host} "HNTRLOGLEVEL"= Specifies the level of messages to be output
\ JP1AJSMANAGER\scheduler-service]* to the integrated trace log.

#:

The specification of the { JP1 DEFAULT | logical-host} part depends on whether the host is a physical host or a
logical host. For a physical host, specify JP1 DEFAULT. For a logical host, specify the logical host name.

For details about the definition of this environment setting parameter, see 2.2.2(56) HNTRLOGLEVEL in the Job
Management Partner 1/Automatic Job Management System 3 Configuration Guide 2.

6.1.3 Changing the method for outputting the schedule rule when
outputting nested-jobnet definition parameters

You can specify that a jobnet's schedule rule be enabled so that the jobnet does not depend on the upper-level jobnet's
schedule. Alternatively, you can specify that a jobnet's schedule rule be deleted so that the jobnet depends on the upper-
level jobnet's schedule.

This option is effective when ajsprint, ajsbackup, or ajsexport command is executed or a backup operation
is performed from JP1/AJS3 - View for a nested jobnet created by copying a root jobnet that has a schedule rule.
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(1) Definition procedure

1. In Windows Control Panel, open the Services administrative tool, and stop the following service:

e JP1/AJS3 service

2. Execute the following command to set the environment setting parameter described in (2) below:

jajs config -k definition-key "parameter—-name"=value

3. Restart JP1/AJS3.
The new settings are applied to the configuration definition.
(2) Environment setting parameter

Table 6-3: Environment setting parameter used to change the method for outputting the schedule
rule when outputting nested-jobnet definition parameters

Definition key Environment setting parameter Explanation
[ {JP1_DEFAULT | logical-host} "AJSPRINTNETSCHPREF"= Specifies how the schedule rule of a nested
\JP1AJSMANAGER\scheduler-service]® jobnet is treated.

#:

The specification of the { JP1 DEFAULT | logical-host} part depends on whether the host is a physical host or a
logical host. For a physical host, specify JP1 DEFAULT. For a logical host, specify the logical host name.

For details about the definition of this environment setting parameter, see 2.2.2(79) AJSPRINTNETSCHPRF in the Job
Management Partner 1/Automatic Job Management System 3 Configuration Guide 2.

6.1.4 Changing the name of a scheduler trace log file

The default trace log file name for the scheduler service is as follows:

For Windows Server 2012 or Windows Server 2008, if the installation folder is in the default folder or a folder protected
by the system:

%ALLUSERSPROFILE%\HitaChi\JPl\JPl_DEFAULT\JPlAJSZ\log\tracelog
The default $ALLUSERSPROFILES value is system-drive\ ProgramData.
A folder protected by the system is the path to a folder in any of the following:
- system-drive\Windows
- system-drive\Program Files
- system-drive\Program Files (x86) (for 64-bit Windows)
For Windows Server 2012 or Windows Server 2008 in which an installation folder other than the above is used:
JP1/4JS3-Manager-installation-folder\ Log\tracelog

For Windows Server 2003:
JP1/4JS3-Manager-installation-folder\ Log\tracelog

You can change the name of a scheduler trace log file by using the following procedure.
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(1) Definition procedure

1. In Windows Control Panel, open the Services administrative tool, and stop the following service:

e JP1/AJS3 service

2. Execute the following command to set the environment setting parameter described in (2) below:

jajs config -k definition-key "parameter—-name"=value

3. Restart JP1/AJS3.
The new settings are applied to the configuration definition.

(2) Environment setting parameter

Table 6-4: Environment setting parameter used to change the name of a scheduler trace log file
Definition key Environment setting parameter Explanation

[JP1 DEFAULT\JP1AJSMANAGER] "TRACELOGFILE"=" Specifies the name of a scheduler trace log file.

The scheduler trace information for the physical host and all logical hosts is recorded in the file specified by this
parameter. To ensure that the trace information is recorded, always specify the name of a file on a local disk.

Note that the specified file is created when trace information is output. Do not specify the name of an existing file.

For details about the definition of this environment setting parameter, see 2.2.2(3) TRACELOGFILE in the Job
Management Partner 1/Automatic Job Management System 3 Configuration Guide 2.

6.1.5 Enabling the suspend function

When you edit the definition of a subunit of a root jobnet during registration for execution, you need to enable the
suspend function so that the root jobnet can be suspended.

Initially, the suspend function of JP1/AJS3 is disabled. Use the aj ssetup command to enable it.
To enable the suspend function:

1. In Windows Control Panel, open the Services administrative tool, and stop the following service:

e JP1/AJS3 service

2. Execute the following command to set up the environment for using the suspend function.

ajssetup [-F scheduler-service-name] -m

For details about the syntax of the aj ssetup command and notes on the command, see ajssetup in 2. Commands
Used during Setup in the manual Job Management Partner 1/Automatic Job Management System 3 Command
Reference 2.

3. Restart the JP1/AJS3 service.
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For details about changing the definition of a subunit of a root jobnet during registration for execution, see 4.5.17
Changing job and jobnet definitions without unregistering the jobnet in the manual Job Management Partner 1/
Automatic Job Management System 3 Overview.

6.1.6 Changing the mode in which unregistration or generation
management deletes the generations of a jobnet
The number of generations to be saved for a root jobnet or root remote jobnet can be set to a value from 1 to 99 (the
maximum can be increased to 999). However, if an attempt is made to unregister the execution of a jobnet that satisfies
either of the following conditions, the unregistration processing takes a long time:
* Jobnet whose number of generations to be saved is 30 or more

 Jobnet for which the number of generations to be saved is 10 or more and a start condition (LEGACY is set for the
SAVEGENTYPE environment setting parameter) is used

If processing to unregister the execution of a jobnet takes a long time, the status of the start-condition monitoring of
other jobnets might become Monitor terminated or execution of the jobnet might fail.

These problems occur because the unregistration mode set in the scheduler service is synchronous. If the unregistration
mode is synchronous, the time required to cancel registration depends on the number of generations to be deleted. If
there are many generations for which execution needs to be unregistered, a long time is required, with adverse effects
on the execution of other jobnets.

To prevent these problems, change the unregistration mode to asynchronous. Note that the procedure for changing the
unregistration mode to asynchronous differs depending on whether the registration information for the jobnet being
executed before the mode is changed is necessary.

When JP1/AJS3 is initially installed and set up, you do not need to change the unregistration mode because asynchronous
(yes) is specified for the BACKGROUNDLEAVE environment setting parameter. However, if JP1/AJS3 is installed as
an upgrade installation, unregistration mode might be set to synchronous (no).

If synchronous is set for the BACKGROUNDLEAVE environment setting parameter or if BACKGROUNDLEAVE has not
been set, we recommend that you change the unregistration mode to asynchronous due to the time required to unregister
execution. If you change the mode to synchronous, note that registration information is deleted for the jobnets being
executed before the mode is changed.

Before you change the unregistration mode of a scheduler service, make sure that the scheduler service is not running.
Use the procedures below to change the unregistration mode of a scheduler service.

(1) Procedure for changing the unregistration mode from synchronous to
asynchronous

The following operation is unnecessary if the BACKGROUNDLEAVE environment setting parameter is already set to
asynchronous (yes).
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(a) When the registration information for the jobnet that was being executed is not
necessary

To change the unregistration mode from synchronous to asynchronous when the registration information for the jobnet
that was being executed is not necessary:

1. Execute the following command to stop the scheduler service:
jajs_spmd stop -n jajs schd -F scheduler-service
Example:
When the scheduler service is AJSROOT 1, execute the command as follows:

jajs_spmd stop -n jajs_schd -F AJSROOT1

2. Execute the following command:

jajs config -k [{JPl DEFAULT|logical-host}\JP1AJSMANAGER\ scheduler-
service] "BACKGROUNDLEAVE"="yes"

The specification of the { JP1 DEFAULT | logical-host} part depends on whether the host is a physical host or a
logical host. For a physical host, specify JP1 DEFAULT. For a logical host, specify the logical host name.

Example:
When the scheduler service is AJSROOT1 on the JP1 DEFAULT physical host, execute the command as follows:

jajs _config -k [JP l_DEFAULT\ JP1AJSMANAGER\AJSROOT1]
"BACKGROUNDLEAVE"="yes"
3. Execute the following command to cold-start the scheduler service:
jajs spmd -n jajs schd -F scheduler-service -cold
Example:
When the scheduler service is AJSROOT 1, execute the command as follows:

jajs spmd -n jajs schd -F AJSROOT1 -cold

(b) When registration information for the jobnet that was being executed is necessary

To change the unregistration mode from synchronous to asynchronous when the registration information for the jobnet
that was being executed is necessary:

1. Execute the following command to stop the scheduler service:
jajs spmd stop -n jajs schd -F scheduler-service

Example:
When the scheduler service is AJSROOT 1, execute the command as follows:

jajs spmd stop -n jajs schd -F AJSROOTI

2. Execute the following command:

jajs config -k [{JPl DEFAULT|logical-host}\JP1AJSMANAGER\ scheduler-
service] "BACKGROUNDLEAVE"="yes"
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The specification of the { JP1 DEFAULT | logical-host} part depends on whether the host is a physical host or a
logical host. For a physical host, specify JP1 DEFAULT. For a logical host, specify the logical host name.

Example:

When the scheduler service is AGJSROOT1 on the JP1 DEFAULT physical host, execute the command as follows:
jaj s_config -k [JP l_DEFAULT\ JP1AJSMANAGER\AJSROOT1]
"BACKGROUNDLEAVE"="yes"

3. Convert the information about registration for execution to asynchronous type.
Execute the following command:

JP1/AJS3-installation-folder\tools\ajsregcnv -F scheduler-service

Example:
When the scheduler service is AJSROOT 1, execute the command as follows:

JP1/AJS3-installation-folder\tools\ajsregcnv —-F AJSROOTI1

4. Execute the following command to start the scheduler service:
jajs_spmd -n jajs schd -F scheduler-service
Example:
When the scheduler service is AJSROOT 1, execute the command as follows:

jajs _spmd -n jajs_ schd -F AJSROOTI

(2) Procedure for changing the unregistration mode from asynchronous
to synchronous

To change the unregistration mode from asynchronous to synchronous:

1. Execute the following command to stop the scheduler service:
jajs_spmd stop -n jajs schd -F scheduler-service
Example:
When the scheduler service is AJSROOT 1, execute the command as follows:

jajs _spmd stop -n jajs schd -F AJSROOTI

2. Execute the following command:

jajs config -k [{JP1l DEFAULT|logical-host}\JP1AJSMANAGER\scheduler-
service] "BACKGROUNDLEAVE"="no"

The specification of the { JP1 DEFAULT | logical-host} part depends on whether the host is a physical host or a
logical host. For a physical host, specify JP1 DEFAULT. For a logical host, specify the logical host name.

Example:
When the scheduler service is AGJSROOT1 on the JP1_DEFAULT physical host, execute the command as follows:

jajs config -k [JP1 DEFAULT\JP1AJSMANAGER\AJSROOT1] "BACKGROUNDLEAVE"="no"
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3. Execute the following command to cold-start the scheduler service:

jajs_spmd -n jajs schd -F scheduler-service -cold

Example:
When the scheduler service is AJSROOT1, execute the command as follows:

jajs_spmd -n jajs _schd -F AJSROOT1 -cold

6.1.7 Settings for using wait conditions

When you use wait conditions to control the execution order of units that are in different jobnets, you need to enable
wait conditions.

Wait conditions are disabled by default. To use wait conditions, you need to set the PREWATITUSE environment setting
parameter.

Use the PREWAITEXTEND environment setting parameter to extend the wait condition function.

The following describes the procedure for using wait conditions.

(1) Definition procedure

1. Execute the following command to stop the scheduler service:

jajs_spmd stop -n jajs schd -F scheduler-service

2. Execute the following command to set the environment setting parameter described in (2) below:

jajs config -k definition-key "parameter-name"=value

3. Execute the following command to start the scheduler service:

jajs_spmd -n jajs schd -F scheduler-service

(2) Environment setting parameter

Table 6-5: Environment setting parameter for specifying whether to use wait conditions

Definition key Environment setting parameter Explanation

[{JP1 DEFAULT |logical-host } "PREWAITUSE"= Specifies whether to use wait conditions.

\JP1AJSMANAGER\scheduler-service]® . . . . .
PREWAITEXTEND"= Extends the wait condition function.

The specification of the { JP1 DEFAULT | logical-host} part depends on whether the host is a physical host or a
logical host. For a physical host, specify JP1 DEFAULT. For a logical host, specify the logical host name.

For details about the definition of these environment setting parameters, see the following:

e 2.2.2(95) PREWAITUSE in the Job Management Partner 1/Automatic Job Management System 3 Configuration
Guide 2
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e 2.2.2(96) PREWAITEXTEND in the Job Management Partner 1/Automatic Job Management System 3
Configuration Guide 2

6.1.8 Settings for using the temporary change operation management
function

When you display a list of information about operations such as Change Plan and Change Hold Attribute performed
on jobnets, or re-execute a temporary change operation selected from the temporary change information list, you need
to enable the temporary change operation management function.

The temporary change operation management function is disabled by default. To use this function, enable the
SAVEPLANINFO environment setting parameter.

The following describes the procedure for using the temporary change operation management function.

(1) Definition procedure

1. In Windows Control Panel, open the Services administrative tool, and stop the following service:
e JP1/AJS3 service

2. Execute the following command to set the environment setting parameter described in (2) below:

jajs config -k definition-key "parameter-name"=value

3. Restart JP1/AJS3.
The new settings are applied to the configuration definition.
(2) Environment setting parameter

Table 6-6: Environment setting parameter that specifies whether to use the temporary change
operation management function

Definition key Environment setting parameter Explanation
[{JP1 DEFAULT |logical-host } "SAVEPLANINFO"= Enables or disables the temporary change
\ JP1AJSMANAGER \scheduler-service]* operation management function.

#:

The specification of the { JP1 DEFAULT | logical-host} part depends on whether the host is a physical host or a
logical host. For a physical host, specify JP1 DEFAULT. For a logical host, specify the logical host name.

For details about the definition of this environment setting parameter, see 2.2.2(102) SAVEPLANINFO in the Job
Management Partner 1/Automatic Job Management System 3 Configuration Guide 2.

6.1.9 Settings for preventing scheduler services for which the user does
not have access permission from appearing in JP1/AJS3 - View

You can prevent scheduler services for which the user does not have access permission from appearing in JP1/AJS3 -
View (scheduler service reference restriction function).
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The access permission for a scheduler service indicates the access permission of a JP1 user for the JP1 resource group
of the root job group of the scheduler service. If the scheduler service reference restriction function is enabled, scheduler
services do not appear if a JP1 user without access permission for the JP1 resource group of the root job group starts
JP1/AJS3 - View.

The scheduler service reference restriction function is disabled by default. To use the function, enable the
HIDEOTHERSERVICE environment setting parameter.

The following is the procedure for using the scheduler service reference restriction function.

(1) Definition procedure

1. In Windows Control Panel, open the Services administrative tool, and stop the following service:

» JP1/AJS3 service
2. Execute the following command to set the environment setting parameter described in (2) below:

jajs _config -k definition-key "parameter-name"=value

3. Restart JP1/AJS3.
The new settings are applied to the configuration definition.
(2) Environment setting parameter

Table 6-7: The environment setting parameter for setting whether the scheduler service reference
restriction function is to be used

Definition key Environment setting parameter Explanation
[ {JP1 DEFAULT | logical-host } "HIDEOTHERSERVICE"= Sets whether the scheduler service reference
\JPIAJSMANAGER] # restriction function is to be used.

#:

The specification of the { JP1 DEFAULT | logical-host} part depends on whether the host is a physical host or a
logical host. For a physical host, specify JP1 DEFAULT. For a logical host, specify the logical host name.

For details about the definition of this environment setting parameter, see 2.2.2(22) HIDEOTHERSERVICE in the Job
Management Partner 1/Automatic Job Management System 3 Configuration Guide 2.

(3) Notes

* If you enable the scheduler service reference restriction function, define the JP1 resource groups of all the root job
groups. If there is a root job group whose JP1 resource group is not defined, its scheduler service will not be displayed
in JP1/AJS3 - View even if a JP1 user has access permission for all JP1 resource groups.

* Ifyou enable the scheduler service reference restriction function, specify a separate directory for each scheduler
service as the backup information directory for that scheduler service. If a backup information directory is shared
by multiple scheduler services, any user with access permission for any of the scheduler service can access all of
the backup information stored in the common backup information directory.

Use the -b option of the jajs_setup command to specify a backup information directory for scheduler services.
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6.1.10 Settings for restricting the maximum number of allowed concurrent
sessions for scheduler services

You can specify the maximum number of allowed concurrent sessions for each scheduler service in JP1/AJS3 - View.
This setting is not in effect by default. To set it, specify it based on how the scheduler services operate.

Note that when you set the maximum number of allowed concurrent sessions, also consider whether you need to change
the setting of the MAXSESSTION environment setting parameter. For details, see 2.2.2(105) SERVICEMAXSESSION in

the Job Management Partner 1/Automatic Job Management System 3 Configuration Guide 2.

(1) Definition procedure

1. In Windows Control Panel, open the Services administrative tool, and stop the following service:

e JP1/AJS3 service

2. Execute the following command to set the environment setting parameter described in (2) below:

jajs config -k definition-key "parameter-name"=value

3. Restart JP1/AJS3.
The new settings are applied to the configuration definition.

(2) Environment setting parameter

Table 6-8: The environment setting parameter for setting the maximum number of allowed
concurrent sessions for scheduler services

Definition key Environment setting parameter Explanation
[{JP1 DEFAULT |logical-host } "SERVICEMAXSESSION"= Sets the maximum number of allowed concurrent
\JP1AJSMANAGER\scheduler- sessions for each scheduler service.
service] #
#:

The specification of the { JP1 DEFAULT | logical-host} part depends on whether the host is a physical host or a
logical host. For a physical host, specify JP1 DEFAULT. For a logical host, specify the logical host name.

For details about the definition of this environment setting parameter, see 2.2.2(105) SERVICEMAXSESSION in the
Job Management Partner 1/Automatic Job Management System 3 Configuration Guide 2.
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6.2 Settings for controlling job execution

This section describes how to change the settings for controlling job execution.
When you set environment setting parameters, use the jajs config command or jbssetcnf command.

For details about the jajs configcommand, seejajs_config in 2. Commands Used during Setup in the manual Job
Management Partner 1/Automatic Job Management System 3 Command Reference 2.

For details on the jbssetcnf command, see the Job Management Partner 1/Base User's Guide.

6.2.1 Defining variables for work paths used during job execution

You can define variables for the work paths of the following items that are displayed in the Define Details dialog box
for a PC, UNIX, or a queue job. Because specific values can be set for these variables for each agent host, the same job
definition can be used to execute a job on all agent hosts.

Table 6-9: List of job definition items for which variables can be defined
Job definition item Whether variable can be defined
Command statement (UNIX only) Y

File name (Windows only)

Script file name (UNIX only)*

<<

Parameters
Environment variables --
Environment file -
Working path --
Standard input

Standard output

Standard error output Y
File to transfer --

Destination file -

Legend:
Y: A variable can be defined for this item.

--: A variable cannot be defined for this item.

The variables discussed in this subsection have no effect in a script file.

The following describes how to define variables for the work paths used during job execution.
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(1) Definition procedure

To define a variable for a job definition item:
1. In Windows Control Panel, open the Services administrative tool, and stop the following services:
» JP1/AJS3 service
 JP1/AJS3 Queueless Agent service”
#:
This service needs to be stopped only if queueless jobs are used.
2. Execute the following command to set the environment setting parameter described in (2) below:

jajs config -k definition-key "parameter-name"=value

3. Restart the services that you stopped in step 1.
The new settings are applied.

(2) Environment setting parameter

Table 6-10: Environment setting parameter used to define a variable for a work path
Definition key Environment setting parameter Explanation

[{JP1 DEFAULT |logical-host} "variable-name"= Specifies the work path for a variable name.
\JP1NBQAGENT\Variable]#

The specification of the { JP1 DEFAULT | logical-host} part depends on whether the host is a physical host or a
logical host. For a physical host, specify JP1 DEFAULT. For a logical host, specify the logical host name.

For details about the definition of this environment setting parameter, see 2.3.2(72) variable-name in the Job
Management Partner 1/Automatic Job Management System 3 Configuration Guide 2.

(3) Definition example

The following shows an example of specifying the job definition and commands when the progl . exe job program
isin c: \ppl\bin onthe Agentl hostand in d:\ppl\bin onthe Agent?2 host.

¢ Job definition

file-name=Sppl instS$\progl.exe

¢ Command to be executed on the Agent1 host

jajs config -k [{JP1l DEFAULT|logical-host}\JPINBQAGENT\Variable]

"ppl inst"="c:\ppl\bin"
The specification of the { JP1 DEFAULT | logical-host} part depends on whether the host is a physical host or a
logical host. For a physical host, specify JP1 DEFAULT. For a logical host, specify the logical host name.

¢ Command to be executed on the Agent?2 host

jajs _config -k [{JP1l DEFAULT|logical-host}\JP1INBQAGENT\Variable]
"ppl inst"="d:\ppl\bin"
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The specification of the { JP1 DEFAULT | logical-host} part depends on whether the host is a physical host or a
logical host. For a physical host, specify JP1 DEFAULT. For a logical host, specify the logical host name.

With the above definition and commands, c: \ppl\bin\progl.exe is executed on the Agent1 host and d:
\ppl\bin\progl.exe is executed on the Agent2 host.

(4) Note

Do not use a character string that begins with JP1, a character string that begins with JP1 is used by the system.

6.2.2 Defining search paths for a file to be transferred

When you have defined search paths for a file that is to be transferred, the location of the file can also be resolved from
a relative path.

This subsection describes how to define a search path.

(1) Definition procedure
To define a search path:
1. In Windows Control Panel, open the Services administrative tool, and stop the following services:
e JP1/AJS3 service

* JP1/AJS3 Queueless File Transfer service”
#:
This service needs to be stopped only if queueless jobs are used.

2. Execute the following command to set the environment setting parameters described in (2) below:

jajs config -k definition-key "parameter—-name-l"=value-1 ["parameter-
name-2"=value-2]

3. Restart the services that you stopped in step 1.
The new settings are applied.

(2) Environment setting parameters

Table 6-11: Environment setting parameters used to define the search path for a file that is to be

transferred
Definition key Environment setting parameter Explanation
[{JP1 DEFAULT |logical-host} "All Users"= Specifies the search path for the file to be
\JP1NBQCLIENT\PathEnv]?* transferred.
"JP1-user-name" = Specifies the search path for the file to be
transferred.

The specification of the { JP1 DEFAULT | logical-host} part depends on whether the host is a physical host or a
logical host. For a physical host, specify JP1 DEFAULT. For a logical host, specify the logical host name.
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For details about the definition of these environment setting parameters, see the following:

e 2.3.2(73) All Users in the Job Management Partner 1/Automatic Job Management System 3 Configuration Guide
2

o 2.3.2(74) JPI-user-name in the Job Management Partner 1/Automatic Job Management System 3 Configuration
Guide 2

(3) Definition example

Conditions:
Name of the JP1 user that will execute the job: userl
Search paths for userl only: \home\userl\transl and \home\userl\trans2
Search paths common to all JP1 users: \ tmp and \usr\ tmp

Name of the file to be transferred: \home\userl\transl\TransFilel
Definition example:
* Definition of the file to be transferred in the job

Name of the file to be transferred: TransFilel

¢ Definition of the search paths on the host sending the submit request

jajs config -k [{JPl DEFAULT | logical-host} \ JP1AJSMANAGER\ SCHEDULER \scheduler-
service\QUEUE\CLI