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Preface

This manual describes the functions of and explains how to operate Job Management
Partner 1/File Transmission Server/FTP (referred to hereafter as JPL/FTP).

The Linux version of JPL/FTP is not supported.
Intended readers

This manual isintended for users who use JP1/FTP to transmit files.
Organization of this manual

This manual is organized into the following chapters:

1. Overview of JP1/FTP

Chapter 1 provides an overview of the functions of JPL/FTP and describes its
features and operating procedures.

2. Installation and Setup

Chapter 2 describes how to install and set up JPL/FTP in preparation for using
JPL/FTPR.

3. File Transmission by JP1/FTP

Chapter 3 describes how to use JPL/FTP to transmit files.
4. JP1/FTP Operations Management

Chapter 4 describes the Operations-Manager function of JPL/FTP.
5. Linkage with Other JP1 Programs

Chapter 5 describes how to set up and operate the JP1 programsthat can be linked
with JPY/FTP.

6. Commands
Chapter 6 describes the commands provided by JPL/FTP.
7. API Library
Chapter 7 describes the API library provided by JPL/FTP.
8. Messages
Chapter 8 describes the messages that are displayed by JPI/FTP.



9. Troubleshooting
Chapter 9 describes how to handle problems that can occur in JPY/FTP.
Related publications

Thismanual is part of arelated set of manuals. The manualsin the set arelisted below
(with the manual numbers):

* Job Management Partner 1/Automatic Job Management System 3 Linkage Guide
(3020-3-S12(E))

» Job Management Partner 1/Base User's Guide (3020-3-R71(E))

* Job Management Partner 1/Integrated Management - Manager Configuration
Guide (3020-3-R77(E))

* Job Management Partner 1/Software Distribution Manager Description and
Administrator's Guide (3000-3-841(E))

* Job Management Partner 1/Software Distribution Client Description and User's
Guide (3020-3-S85(E)), for UNIX systems

Conventions: Abbreviations

This manual uses the following abbreviations for product names:

Abbreviation Full name or meaning
AlIX AIX 5L V5.3
AIX V6.1
HP-UX HP-UX (IPF) HP-UX 11i V2 (IPF)

HP-UX 11i V3 (IPF)

JP1/AJS3 JP1/AJS3 - Manager Job Management Partner 1/Automatic Job Management
System 3 - Manager

JP1I/AJSS - View Job Management Partner 1/Automatic Job Management
System 3 - View

JPYFTP Job Management Partner 1/File Transmission Server/FTP

JPY/IM JPVIM - Manager Job Management Partner 1/Integrated Management -
Manager

JPVIM - View Job Management Partner 1/Integrated Management - View

JP1/SD Job Management Partner 1/ Software Distribution

Linux Linux 5 (AMD/Intel 64) Red Hat Enterprise Linux 5 (AMD/Intel 64)




Abbreviation

Full name or meaning

Linux 5 Advanced Platform
(AMD/Intel 64)

Red Hat Enterprise Linux 5 Advanced Platform (AMD/Intel
64)

Linux 5 (IPF)

Red Hat Enterprise Linux 5 (IPF)

Linux 5 Advanced Platform
(IPF)

Red Hat Enterprise Linux 5 Advanced Platform (IPF)

Linux 5 (x86)

Red Hat Enterprise Linux 5 (x86)

Linux 5 Advanced Platform

Red Hat Enterprise Linux 5 Advanced Platform (x86)

(x86)
Solaris Solaris 9
Solaris 10
Windows Microsoft(R) Windows Server(R) 2003, Datacenter Edition

for Itanium-based Systems

Microsoft(R) Windows Server(R) 2003, Enterprise Edition

Microsoft(R) Windows Server(R) 2003, Enterprise Edition
for Itanium-based Systems

Microsoft(R) Windows Server(R) 2003, Enterprise x64
Edition

Microsoft(R) Windows Server(R) 2003, Standard Edition

Microsoft(R) Windows Server(R) 2003, Standard x64
Edition

Microsoft(R) Windows Server(R) 2008 Enterprise

Microsoft(R) Windows Server(R) 2008 for Itanium-based
Systems

Microsoft(R) Windows Server(R) 2008 Standard

Microsoft(R) Windows Server(R) 2008 R2 Datacenter x64
Edition

Microsoft(R) Windows Server(R) 2008 R2 Enterprise x64
Edition

Microsoft(R) Windows Server(R) 2008 R2 Standard x64
Edition

HP-UX, Solaris, AlX, and Linux may be referred to collectively as UNIX.
JPY/FTPthat isrun on HP-UX (IPF) or Linux (1PF) may bereferredto asHP-UX




(IPF version) and Linux (IPF version), respectively.

This manual also uses the following abbreviations:

Abbreviation

Full name or meaning

APl Application Programming Interface

CDE Common Desktop Environment

IPF Itanium(R) Processor Family

JRE Java Runtime Environment

LAN Local AreaNetwork

NAT Network Address Trang ator

NIC Network Interface Card

RFC Request for Comments

TCP/IP Transmission Control Protocol/Internet Protocol
ucs Universal multi-octet coded Character Set
UTF UCS Transformation Format

WAN Wide Area Network




Conventions: Diagrams

This manual uses the following conventions in diagrams:

+ Computer + Server or computer + Input/output + Program
operation
i%;.
+ File + Network WAN + Bus-type LAN + Flow of process
or task
+ Flow of data + Other flows
> —
. h - >
1 -
Conventions: Fonts and symbols
Font and symbol conventions are classified as.
» General font conventions
» Conventionsin syntax explanations
These conventions are described below.
General font conventions
The following table lists the general font conventions:
Font Convention
Bold Bold type indicates text on awindow, other than the window title. Such text includes

menus, menu options, buttons, radio box options, and explanatory |abels. For example,
bold is used in sentences such as the following:

¢ From the File menu, choose Open.
¢ Click the Cancel button.
¢ Inthe Enter name entry box, type your name.




Font Convention

Ttalics Italics are used to indicate a placehol der for some actual text provided by the user or
system. Italics are also used for emphasis. For example:
¢ Write the command as follows:
copy source-file target-file
* Do not delete the configuration file.

Code font A codefont indicatestext that the user enterswithout change, or text (such as messages)
output by the system. For example:

¢ At the prompt, enter dir.

¢ Usethe send command to send mail.

¢ Thefollowing messageis displayed:

The password is incorrect.

Examples of coding and messages appear as follows (although there may be some
exceptions, such aswhen coding isincluded in adiagram):
MakeDatabase

StoreDatabase temp DB32

In examples of coding, an ellipsis(. . .) indicates that one or more lines of coding are
not shown for purposes of brevity.

Conventions in syntax explanations

Syntax definitions appear as follows:

StoreDatabase [temp|perm] (database-name . ..)

The following table lists the conventions used in syntax explanations:

Example font or symbol Convention
StoreDatabase Code-font characters must be entered exactly as shown.
database-name Thisfont style marksaplaceholder that indicateswhere appropriate charactersare

to be entered in an actual command.

SD Bold code-font characters indicate the abbreviation for a command.

perm Underlined characters indicate the default value.

(] Square brackets enclose an item or set of items whose specification is optional.
If multiple items are enclosed, either omit al or select one of them.

Example:

[a] means either nothing or A must be specified.

[B| c] means either nothing or B or ¢ must be specified.
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Example font or symbol Convention

| Only one of the options separated by avertical bar can be specified at the same
time.

Example:

A|B|C Meansa, B, Of C.

Andlipsis(. . .) indicates that theitem or itemsenclosed in ( ) or [ ]
immediately preceding the ellipsis may be specified as many times as necessary.

0 Parentheses indicate the range of items to which the vertical bar (|) or ellipsis
(...)isapplicable.

{3 One of the items or sets of items enclosed in curly brackets must be selected.
Inside the curly brackets, theitems or sets of items are delimited by avertical bar
(1)
Example:
{a|B|c} meansthat a, or B, or c must be specified.
(@) Double parentheses enclose the range of values that can be specified.
<< >> Double angle brackets enclose the default value.

Conventions: KB, MB, GB, and TB
This manual uses the following conventions:
+ 1KB (kilobyte) is 1,024 bytes.
« 1MB (megabyte) is 1,0242 bytes.
+ 1GB (gigabyte) is 1,0243 bytes.
« 1TB (terabyte) is 1,024% bytes.
Conventions: Version numbers

The version numbers of Hitachi program products are usually written as two sets of
two digits each, separated by a hyphen. For example:

» Version 1.00 (or 1.0) iswritten as 01-00.
» Version 2.05 iswritten as 02-05.

» Version 2.50 (or 2.5) iswritten as 02-50.
* Version 12.25 iswritten as 12-25.

Theversion number might be shown on the spine of amanual as Ver. 2.00, but the same
version number would be written in the program as 02-00.
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Chapter

1. Overview of JP1/FTP

JPUFTPisaprogram for transmitting filesin LAN and WAN environments. This
chapter describes the features and functions of JPL/FTP. It also uses an example to
explain the flow of the file transmission operations.

1.1 Features
1.2 Functions
1.3 Flow of JPY/FTP operations



1. Overview of JP1/FTP

1.1 Features

JPY/FTPisafile transmission program that is provided with an Operations-Manager
function. It uses the FTP procedure, a standard protocol for file transmission.
Compared withthe UNIX standard FTPfunctions, JP1/FTP providesfunctionsthat are
especially useful when files are transmitted by standard applications.

B Automation of file transmission jobs

» Thejob start function enables you to automate processing startup when file
transmission is compl eted.

» The APl function enables you to send files to and receive files from user
applications.

* You can automate processing such as receiving data from a base server on a
regular schedule throughout the day and then summing up the data at the end of
the day.

B Management of execution status

» By using the display and notification of file transmission status, you can take
actions such as error handling.

* You can manage the transmission status by collecting and displaying log
information during file transmission.

B Scheduling transmissions

When linked to JPL/AJS3, JP1/FTP enables you to easily perform scheduled
transmission for standard applications. Additionally, JPL/FTP's automated job startup
enables you to automate job execution when file transmission is finished.

B Centralized monitoring by JP1/IM

By using JP1/IM, you can achieve centralized monitoring of services starting and
stopping and the termination status of transmissions (normal, warning, abnormal).

B Operations-Manager function (not applicable to Linux)

You can perform processing on multiple JPL/FTP hosts that are linked in a network,
such as by displaying their file transmission histories and distributing and setting up
various definition information.
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1.2 Functions

The following figure presents an example of file transmission using JPL/FTP.

Figure 1-1: Example of file transmission (transmitting files between the
Chicago branch and the New York headquarters)

New York
headquarters

| "'1

Send

Transmission <

(g

Receive [—Tt]
e

Chicago
branch

Useof JPI/FTPto send and receivefiles between hostsis called transmission. Theend
that sends afileis called the client, while the end that receives thefileis called the

server. A host functions as both client and server.
JPL/FTP provides the following three functions:

* Filetransmission function
Operations-Manager function (not applicable to Linux)

» JP1 program linkage function
The following subsections describe these functions.

1.2.1 Functions depending on the OS
The following table lists the OSs that support the JPL/FTP functions.
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Table 1-1: OSsthat support JP1/FTP functions

Function

HP-UX

AlX

Solaris

Linux

File transmission
function

Registerstransmission information and then
transmitsiit

Y

Y

Starts a program automatically when file
transmission is completed

Checksfile transmission

<

<

<

API#

<

<

<

Saves and restores definition information

Operations-Manager function

JP1 program
linkage function

Linksto JP1/AJS3

Linksto JP1/IM

Commands (GUI)

Displaysthe ftsdefine
Environment Definition
dialog box

<|=<|=<|=<|=<

<|<|=<|=<|=<

<|=<|=<|=<|=<

Displaysthe Auto-Start | ftsauto
Program Registration
window

Displays the ftsclient
Registration And
Execution Of
Transmission Requests
window

Displaysthe Log ftshist
Information window

Commands
(command line)

Sarts the IP/FTP jftsd
daemon

Terminatesthe JPI/FTP | ftsstop
daemon

Changes and displays ftsutil
environment
information

Registers, deletes, and ftsautoma
displays auto-start
programs

Executes transmission ftstran
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Function

HP-UX

AlIX

Solaris Linux

Registers, changes,
deletes, and displays
transmission
information

ftsregc

Y Y

Displays transmission
information

ftsregcv

Displayslog
information

ftshistory

Starts the log daemon

jftslogd

Terminates the log
daemon

ftslogstop

Checksthe start status
of the JPL/FTP daemon

jftsdstatus

Checksthe start status
of the
Operations-Manager
Agent

jftsastatus

Checksthe start status
of the log daemon

jftslogdstat
us

Commands (Java)

Starts the
Operations-Manager
Console

ftsconsole

Sartsthe
Operations-Manager
Agent

jftsa

Terminates the
Operations-Manager
Agent

ftsastop

L egend:

Y: Supported
--: Not supported

The provided interfacesand library are for the ILP32 data model only (in the case
of Linux (IPF version), only the L P64 data model is supported).
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1.2.2 File transmission function
(1) Using transmission cards to register and transmit transmission information

You use a transmission card 10 register the information to be transmitted. You can
specify multiple transmission cards and send them in the batch mode. You can use a
transmission card that has already been registered as a model by editing its contents
and then registering the edited version as a new transmission card.

JPL/FTP supports the following operations:
» Transmitting multiple files in the batch mode

You can use wildcards to specify multiple files that are to be transmitted. If you
set standard file naming rules, you can achi eve efficient transmission, for example
when business report files of multiple groups are to be transmitted on a weekly
basis.

» Checking the file size during transmission

You can check that the size of afile isthe same at the sender and the receiver. If
transmission terminates successfully, any damage to the file that occurs during
transmission is not detected. However, if you check the file size, any changein
the file sizeis detected as atransmission error. This helps you achieve reliable
transmission.

Checking the file size is supported only during JP1/FTP-to-JPL/FTP
transmission.

(2) Automatically starting a program after file transmission

You can specify a program to start automatically when file transmission is compl eted,
thereby achieving automation of task execution. The following types of automated
program startup are supported:

» Starting a specified program when file transmission is performed by a specified
user
» Starting a specified program when a specified file is transmitted
(3) Checking file transmission logs
You can check transmission logs from either the server or the client. Supported
operations include viewing transmission logs and checking for errors when

transmission has terminated abnormally. You can also select the information to be
included inthelogs, such asdisplaying logs of abnormal termination information only.

(4) Using an API to link with user programs

You can use an API to link with user programs to perform file transmission. This
feature enables you to achieve file transmission that is appropriate to the environment
in use and to automate task execution after transmission.
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(5) Saving and restoring definition information

You can save the JPL/FTP definition information items and distribute them to other
hosts. You can also restore definition information from the saved items. By restoring
the definition information of one host at multiple different hosts, you can simplify the
setup procedure.

1.2.3 Operations-Manager function

The Operations-Manager function enables you to reference the logs of multiple JPL/
FTP hosts that are linked in a network and check their definition information from a
single host, thereby reducing the administrator's workload.

Note
The Operations-Manager function is not supported in Linux.
1.2.4 JP1 program linkage function
(1) Linking to JP1/AJS3 to perform scheduling transmissions

You can link to JPL/AJS3 to execute jobs when transmission occurs. This function
enables you to automate execution of a series of jobs.

(2) Linking to JP1/IM to check transmission results

You can link to JP1/IM to check the JPL/FTP service status and the results of file
transmission. Normally, JPL/IM is used to monitor operations. In the event of an error,
you can use the JPL/FTP logs to check the details.
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1.3 Flow of JP1/FTP operations

This section uses the following application example to describe the flow of the file
transmission operations.

Figure 1-2: Example of application

Example of application:

(1) At each branch host, the sales report files are stored by Sales Sections 1 and 2.

(2) At each branch host, the sales report files are summarized and then JP1/FTP is used to transmit them to
the New York headquarters.

New York
headquarters

-
WAN I |
[ —— Los Angeles ( — San Francisco | ([ ———"
JP1/FTP| branch JPFTP) branch | JP/FTP() ‘
S J

[== o]

Chicago
branch

Sales Sales Sales Sales Sales Sales
Section 1 Section 2 Section 1 Section 2 Section 1 Section 2

1.3.1 Registering JP1/FTP definition information
The following definition information must be registered:
» Environment definition information

e Transmission execution information (auto-start program information,
transmission information, and login user information)
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Figure 1-3: Example of registering definition information

Defining environment
definition information

Environment
definition

e

MNew York
headquarters

Registering
login user information

User name: sales
Password: =+
Directory: /szles

Registering auto-start
program information

User name: sales
File: Sales report
Auto-start program at
normal end:

Totaling program

Registering transmission WAN
information
Transmission card .~ | Chicago branch .
destination: ree
New York
headquarters ‘>
File name:
Sales report
Type of Overview of operation Executing | Commands that are used
information host
Environment Defining environment definition information: | All hosts ftsdefine
definition Defines a JPL/FTP environment, such as (see 3.1 Defining an
information the buffer size during transmission and the environment for JP1/FTP)
log filesize. ftsutil
(see ftsutil - changes and
displays environment
information in 6. Commands)
Transmission Registering login user information: Server passwd
_executi on Registers the users who are permitted to (see 3.2 Registering the users
information log in to the server during file

transmission.
Inthe example, auser (sales) whologsinto
the New York headquarters from the Chicago
branch is registered.

who can log in to a JP1/FTP
server)
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Type of Overview of operation Executing | Commands that are used
information host
Registering auto-start program information: Server ftsauto
Registers programs that are started (see 3.3 Registering auto-start
automatically at the server when file programs)
transmission is completed. ftsautoma
The example registers at the New York (gaeftsautoma - registers,
headquartersthat the Totaling programistobe deletes, and displays
started when a Sales report fileisreceived auto-start programs iné.
from sales. Commands)
Regi stering transmission information: Client ftsclient

Registersin transmission cards the
information to be transmitted (such as
remote host names and transmission file
names).
In this example, information about file
transmission from the Chicago branch to the
New York headquartersis registered.

(see 3.4 Registering
transmission information)
ftsregc

(seefisrege - registers,
changes, deletes, and displays
transmission informationin 6.
Commands)

1.3.2 Transmitting a file

You register transmission information onto a transmission card and then execute
transmission. Logs can be used to check the transmission results.

New York

Figure 1-4: Example of file transmission

headquarters

Executing

Displayed logs

41 -Sales report Receive Chicago branch

| J WAN

Chicago eiee
branch =

10

Displayed logs

4/1 Salesreport Send New York headquarters
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Overview of operation

Executing host

Commands that are used

Transmitting afile: Client ftsclient
Specifies aregistered transmission card and (see 3.5 Transmitting files)
then executes transmission. You can use ftstran
dialog boxes or commands to execute (see fistran - executes transmission
transmission. in 6. Commands)
This example transmits afile from the Chicago
branch to the New York headquarters.
Displaying logs: All hosts ftshist

Displays logsto check the result of file
transmission.
Inthisexample, reception logs can be checked at
the New York headquarters and transmission
logs can be checked at the Chicago branch.

(see 3.6 Checking the transmission
logs)

ftshistory

(seefishistory - displays log
information in 6. Commands)

11



1. Overview of JP1/FTP

1.3.3 Saving and recovering JP1/FTP settings
You can save and recover JP1/FTP settings and output them in text format.
Figure 1-5: Example of saving and recovering JPL/FTP settings

New York
headquarters

WAN
| Recovering
Chicago
branch Los San
Text output Angeles Francisco
Definition <l\:| branch branch
information
L |
Overview of operation Executing host Reference

Saving and recovering JPL/FTP settings: Host where the 3.7 Saving and recovering JP1/FTP
You can save the definition information information is settings
created at one host and then recover it at registered
other hosts.

Definition information that can be saved and

recovered:

¢ Environment settings
« Auto-start program settings
e Transmission settings

This exampl e recovers definition information

for the Chicago branch at the Los Angeles and

San Francisco branches. This makesit easy to

Set up environments.

Outputting definition information as text: Host where the 3.8 Outputting definition
You can output the registered informationin | information is information as text
text format. For the output format, usethe | registered
provided sample.

Definition information that can be output astext:

e User-to-login settings

¢ Auto-start program settings
¢ Transmission settings

¢ Loginformation

12
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1.3.4 Checking the JP1/FTP definition information for another host

You can use the Operations-Manager Console to check and change the JP1/FTP
definition information and to reference logs.

Note

The Operations-Manager Console is not supported in Linux.
Figure 1-6: Example of checking the JPL/FTP definition information for

another host

New York headquarters: Operations-Manager Console

Los Angeles
branch

Chicago
branch

branch

San Francisco

QOperations-Manager Agents

Overview of operation

Executing host

Commands that are used

Operations-Manager Console:
Enables you to reference log information
and to check, register, change, and delete
definition information for another host.
Theendthat checksdefinitioninformationis
called the Operations-Manager Console,
and the end whose definition information is
checked is called the Operations-Manager
Agent.

In the above example, the New York

headquarters can reference each branch's log

information and check its definition

information.

Operations-Manager
Console

ftsconsole
(see 4. JP1/FTP Operations
Management)

13






Chapter
2. Installation and Setup

This chapter describes the setup of JP1/FTP and the procedures required before JP1/
FTP can be used.

2.1 JPU/FTP system configuration
2.2 Installing and uninstalling

2.3 Setting up

2.4 Starting and terminating JPL/FTP

15
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2.1 JP1/FTP system configuration

This section describes the JP1/FTP system configuration.
The following OSs are supported:
« HP-UX
» Solaris
« AIX
2.1.1 Basic system configuration

The following figure shows an example of abasic system configuration for installing
JPL/FTP and transmitting files.

Figure 2-1: Example of abasic system configuration for using JP1/FTP to
transmit files

.‘(-

#. Or the OS's default FTP

16
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2.2 Installing and uninstalling

You use the Hitachi Program Product Installer to install and uninstall JP1/FTP,

A distribution medium is provided for installing JPL/FTP, or you can use JP1/SD to
perform remote installation.

17
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2.3 Setting up

After you haveinstalled JPL/FTP, you must specify the following settings before you
can start the JP1/FTP daemon:

e Path

* Language type

* Port numbers
2.3.1 Setting the path

Before the JPL/FTP commands can be used, each user must specify the full path for
the commands or must set the path that stores the commands. The superuser must also

specify the path.
You use the pATH environment variable to set the path. The following table shows the
path to be set.
Table 2-1: Path to be set
oS Path to be set

HP-UX /opt/jpl_fts/bin

Solaris /opt/jpl_fts/bin

AlX /opt/jpl_fts/bin

Linux /opt/jpl_fts/bin

2.3.2 Setting the language type

JPL/FTP can be run only in an English-language environment. The following table
shows the value to be set for the LaANG environment variable.

Table 2-2: Value of the LANG environment variable

oS Value of the LANG environment variable
HP-UX ¢
Solaris c
AlX C
Linux ¢

18
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2.3.3 Setting the port numbers

The following shows the file to use for setting the port numbers and the port number
settings.

File used for setting the port numbers

/etc/services
Settings
ftssdata aaaaa-1/tcp #Used by the JP1/FTP daemon during data transmission
ftss aaaaa/tcp #Used by the server during reception
ftsc bbbbb/tcp #Used by the client

ftsagent® cccee/tep #Used by the Operations-Manager function

Legend:

aaaaa, bbbbb, cccec: Unique port numbers. Each must be different from any
port numbers used by any other programs.

Use the same port number at all machines.

aaaaa-1 can be set automatically, but we recommend that you specify the number
explicitly, as shown above.

Example of setting port numbers
ftssdata 20124/tcp #Used by the JP1/FTP daemon during data transmission
ftss 20125/tcp  #Used by the server during reception
ftsc 20126/tcp  #Used by the client
ftsagent 20252/tcp #Used for the Operations-Manager function (agent)

A samplefileis provided in /var/opt/jpl fts/sys/services.model.
Specification during transmission

To use JPL/FTP at the server, the client must specify the port number that was
assigned to ftss during file transmission (in the above example, 20125).

When transmitting files from the OS's default FTP to JP1/FTP

If IP1/FTPisat the server and the OS'sdefault FTPisused at the client to transmit
files, the port specifications are as shown below.

19
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Figure 2-2: Example of file transmission from the OS's default FTP to JP1/FTP

ftp> open hostnamel 20125

' Name of remote host Port number specified for ftss
Omitted

> put  localfilel remotefilel

File to be transmitted  Name of remote file

Omitted

2.3.4 Setting the system log

To output to the system log, you must make OS system log settings for outputting the
following facilities.

Table 2-3: System log-related facilities used by JPL/FTP

Name Value of /etc/ Macro value Remarks
syslog.conf
System daemon daemon LOG_DAEMON --
User process user LOG_USER Enable thisfacility in

order to output system
logsfor the ftsstop
and ftslogstop
commands.

The following figure shows an example of atypical system log specification (/etc/
syslog.conf file):

This example outputsto the /var/syslog file al messages whose priority (level) is
anotification message or higher for all facilities.

For details, see the information for such items as syslog, syslogd, and
syslog.conf inthe OS documentation.

20
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2.4 Starting and terminating JP1/FTP

2.4.1 Starting and terminating the JP1/FTP daemon
You must start the JP1/FTP daemon in order to use JPL/FTP.
(1) Starting the JP1/FTP daemon
To start the JP/FTP daemon:

1

As a superuser, execute the § ftsd command.

The JPL/FTP daemon's messageisoutput to the system | og file and to the terminal
where the command was entered.

For details about the § ftsd command, see jfisd - starts the JP1/FTP daemon in
6. Commands.

Automatic startup method (in HP-UX, Solaris, and Linux)

There are two ways to have the JPL/FTP daemon start automatically during
system startup, as described below. When either of these settingsis specified, it
takes effect the next time the system is started.

» Useaprogram (such as atext editor) to open /etc/opt/jpl_fts/
startup, delete the comment (: #), and then save thefile.

* Replace /etc/opt/jpl_fts/startup With ashell that has been
customized using /etc/opt/jpl fts/startup.model.

Automatic startup method (in AIX)

To havethe JP1/FTP daemon start automatically during system startup, you must
specify the settings described below. These settings take effect the next time the
system is started.

1. Creating the start command
Create the start command using either of the following methods:

* Useaprogram (such as atext editor) to open /etc/opt/jpl_fts/
startup, delete the comment ( : #), and then save thefile.

* Replace /etc/opt/jpl_fts/startup with ashell that has been
customized using /etc/opt/jpl_fts/startup.model.

2. Specifying the automatic startup setting

Use themkitab command to specify the automatic startup setting:
# mkitab "jpl fts:2:wait:/etc/opt/jpl fts/startup"

21
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If you use JP1-series products, you must first set JP1/Base and then set the
other JP1-series products sequentially so that the automatic startup sequence
is set correctly. If you use JP1/IM and JPL/AJS3, register the JPL/FTP start
command after them.

For example, to have JP1/Base, JPV/IM, JPL/AJS3, and JPL/FTP start
automatically in this order, execute the following commands:

# mkitab -1 hntr2mon "jplbase:2:wait:/etc/opt/jplbase/
jbs start™"

# mkitab -i jplbase "jplcons:2:wait:/etc/opt/jplcons/
jco_start™"

# mkitab -1 jplcons "jplajs2:2:wait:/etc/opt/jplajs2/
jajs_start"

# mkitab -1 jplajs2 "jpl fts:2:wait:/etc/opt/jpl fts/
startup"

After you have specified the settings, usethe 1s i tab command to check the
settings.

Execute the following command:
# lsitab -a

Example of output
init:2:initdefault:
brc::sysinit:/sbin/rc.boot 3 >/dev/console 2>&1 # Phase
3 of system boot

hntr2mon:2:once:/opt/hitachi/HNTRLib2/etc/D002start
jplbase:2:wait:/etc/opt/jplbase/jbs start
jplcons:2:wait:/etc/opt/jplcons/jco start
jplajs2:2:wait:/etc/opt/jplajs2/jajs_start

jpl fts:2:wait:/etc/opt/jpl fts/startup

(2) Terminating the JP1/FTP daemon

Once the JPL/FTP daemon has terminated, no more transmission requests will be
accepted.

To terminate the JPI/FTP daemon:

22
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As asuperuser, execute the ftsstop command.

The JPL/FTP daemon's messageis output to the system log file and to the terminal
where the command was entered.

For details about the £tsstop command, seefisstop - terminates the JP1/FTP
daemon in 6. Commands
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Automatic termination method (in HP-UX, Solaris, and Linux)

Onceit has been installed, the JIPL/FTP daemon is set to terminate automatically
during system termination. If you want to change the termination procedure,
replace /etc/opt/jpl_ fts/stop with ashell that has been created using /
etc/opt/jpl fts/stop.model

Automatic termination method (in AlX)

To have the JPL/FTP daemon terminate automatically during system termination,
add the following settingsto /etc/rc. shutdown:

Example
if [ -x /etc/opt/jpl fts/stop ]
then
/etc/opt/jpl fts/stop
fi

If thereisno /etc/rc. shutdown file, you must createit. In such a case, set the
attributes of the /etc/rc. shutdown file asfollows:

chmod 550 /etc/rc.shutdown

chown root /etc/rc.shutdown

chgrp shutdown /etc/rc.shutdown

If you use JP1-series products, you must set thistermination processing so that it
executes before the termination processing for JP1/Base and JPL/AJS3.

If you want to terminate programsin a different manner from what is shown
above, replace /etc/opt/jpl_fts/stop with ashell that has been created
using /etc/opt/jpl_fts/stop.model

2.4.2 Starting and terminating the Operations-Manager Agent

In order to use the Operations-Manager Console, you must start the
Operations-Manager Agent.

Note
The Operations-Manager Agent is not supported in Linux.
(1) Starting the Operations-Manager Agent
To start the Operations-Manager Agent:
1. Asasuperuser, execute the § ftsa command.

For detail s about the § £t sa command, see jfisa - starts the Operations-Manager
Agent in 6. Commands.

23
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Notes

This command returns control immediately after it has moved the
Operations-Manager Agent to the background. The Operations-Manager
Agent then displays the start message once its services are ready. Therefore,
the interval between when the command returns control and when the
message is output varies.

In 09-00 or later, specifying the gava_Path argument that was supported by
08-00 or earlier resultsin an error.

Automatic startup method (in HP-UX and Solaris)

There are two ways to have the Operations-Manager Agent start automatically
during system startup, as described below. When either of these settingsis
specified, it takes effect the next time the system is started.

Use a program (such as atext editor) to open /etc/opt/jpl fts/
startup, delete the comment (: #), and then save the file.

Replace /etc/opt/jpl fts/startup with ashell that has been
customized using /etc/opt/jpl_fts/startup.model.

Automatic startup method (in AIX)

To havethe Operations-Manager Agent start automatically during system startup,
you must specify the settings described bel ow. These settingstake effect the next
time the system is started.

1. Creating the start command

Create the start command using either of the following methods:

» Useaprogram (such as atext editor) to open /etc/opt/jpl fts/
startup, delete the comment (: #), and then save thefile.

* Replace /etc/opt/jpl fts/startup with ashell that has been
customized using /etc/opt/jpl_fts/startup.model.

2. Specifying the automatic startup setting

Usethemkitab command to specify the automatic startup setting:
# mkitab "jpl fts:2:wait:/etc/opt/jpl fts/startup"

If you use JP1-series products, you must first set JP1/Base and then set the
other JP1-series products sequentially so that the automatic startup sequence
is set correctly. If you use JP1/IM and JPL/AJS3, register the JPL/FTP start
command after them.

For example, to have JP1/Base, JPV/IM, JPL/AJS3, and JPL/FTP start
automatically in this order, execute the following commands:
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# mkitab -i hntr2mon "jplbase:2:wait:/etc/opt/jplbase/
jbs _start"

# mkitab -i jplbase "jplcons:2:wait:/etc/opt/jplcons/
jco_start"

# mkitab -1 jplcons "jplajs2:2:wait:/etc/opt/jplajs2/
jajs_start"

# mkitab -i jplajs2 "jpl fts:2:wait:/etc/opt/jpl fts/
startup"

After you have specified the settings, usethe 1sitab command to check the
settings.

Execute the following command:
# lsitab -a

Example of output
init:2:initdefault:
brc::sysinit:/sbin/rc.boot 3 >/dev/console 2>&1 # Phase
3 of system boot

hntr2mon:2:once:/opt/hitachi/HNTRLib2/etc/D002start

jplbase:2:wait:/etc/opt/jplbase/jbs start
jplcons:2:wait:/etc/opt/jplcons/jco _start
jplajs2:2:wait:/etc/opt/jplajs2/jajs_start
jpl fts:2:wait:/etc/opt/jpl fts/startup

(2) Terminating the Operations-Manager Agent
1. Asasuperuser, execute the ftsastop command.

For details about the ftsastop command, see fisastop - terminates the
Operations-Manager Agent in 6. Commands

Automatic termination method (in HP-UX and Solaris)

Onceit has been installed, the Operations-Manager Agent is set to terminate
automatically during system termination. If you want to change the termination
procedure, replace /etc/opt/jpl_fts/stop with ashell that has been created
using /etc/opt/jpl_fts/stop.model

Automatic termination method (in AlX)

To have the Operations-Manager Agent terminate automatically during system
termination, add the following settingsto /etc/rc. shutdown. If these settings
have already been added for automatic termination of the JP1/FTP daemon, there
isno need to add them again.
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Example
if [ -x /etc/opt/jpl fts/stop ]
then
/etc/opt/jpl fts/stop
fi

If thereisno /etc/rc. shutdown file, you must createit. In such a case, set the
attributes of the /etc/rc. shutdown file asfollows:

chmod 550 /etc/rc.shutdown

chown root /etc/rc.shutdown

chgrp shutdown /etc/rc.shutdown

If you use JP1-series products, you must set thistermination processing so that it
executes before the termination processing for JP1/Base and JPI/AJS3.

If you want to terminate programsin a different manner from what is shown
above, replace /etc/opt/jpl_fts/stop with ashell that has been created
using /etc/opt/jpl_fts/stop.model.

2.4.3 Starting and terminating the log daemon
In order to receive event logs, you must start the log daemon.

(1) Starting the log daemon

26

To start the log daemon:

1

As a superuser, execute the j ft s1ogd command.

The log daemon's message is output to the system log file and to the terminal
where the command was entered.

For details about the j ft s1ogd command, see jfislogd - starts the log daemon in
6. Commands.

Automatic startup method (in HP-UX, Solaris, and Linux)

» Therearetwowaysto havethelog daemon start automatically during system
startup, asdescribed bel ow. When either of these settingsis specified, it takes
effect the next time the system is started.

» Useaprogram (such as atext editor) to open /etc/opt/jpl_fts/
startup, delete the comment (: #), and then save thefile.

* Replace /etc/opt/jpl_fts/startup With ashell that has been
customized using /etc/opt/jpl_fts/startup.model

Automatic startup method (in AIX)

To have the log daemon start automatically during system startup, you must
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specify the settings described below. These settings take effect the next time the
system is started.

1. Creating the start command
Create the start command using either of the following methods:

» Useaprogram (such as atext editor) to open /etc/opt/jpl fts/
startup, delete the comment (: #), and then save thefile.

* Replace /etc/opt/jpl fts/startup with ashell that has been
customized using /etc/opt/jpl_fts/startup.model

2. Specifying the automatic startup setting

Usethemkitab command to specify the automatic startup setting:
# mkitab "jpl fts:2:wait:/etc/opt/jpl fts/startup"

If you use JP1-series products, you must first set JP1/Base and then set the
other JP1-series products sequentially so that the automatic startup sequence
is set correctly. If you use JPY/IM and JPL/AJS3, register the JPL/FTP start
command after them.

For example, to have JP1/Base, JPV/IM, JPI/AJS3, and JPL/FTP start
automaticaly in this order, execute the following commands:

# mkitab -i hntr2mon "jplbase:2:wait:/etc/opt/jplbase/
jbs_start"

# mkitab -i jplbase "jplcons:2:wait:/etc/opt/jplcons/
jco_start"

# mkitab -i jplcons "jplajs2:2:wait:/etc/opt/jplajs2/
jajs_start"

# mkitab -i jplajs2 "jpl fts:2:wait:/etc/opt/jpl fts/
startup"

After you have specified the settings, usethe 1sitab command to check the
settings.

Execute the following command:
# lsitab -a

Example of output
init:2:initdefault:
brc::sysinit:/sbin/rc.boot 3 >/dev/console 2>&1 # Phase
3 of system boot

hntr2mon:2:once:/opt/hitachi/HNTRLib2/etc/D002start

jplbase:2:wait:/etc/opt/jplbase/jbs start
jplcons:2:wait:/etc/opt/jplcons/jco _start

27



2. Installation and Setup

jplajs2:2:wait:/etc/opt/jplajs2/jajs_start
jpl fts:2:wait:/etc/opt/jpl fts/startup

(2) Terminating the log daemon
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Once the log daemon has terminated, no more event logs will be received.

To terminate the log daemon:

1

As asuperuser, execute the ftslogstop command.

The log daemon's message is output to the system log file and to the terminal
where the command was entered.

For details about the ft s1ogstop command, see fislogstop - terminates the log
daemon in 6. Commands.

Automatic termination method (in HP-UX, Solaris, and Linux)

Onceit hasbeeninstalled, thelog daemon is set to terminate automatically during
system termination. If you want to change the termination procedure, replace /
etc/opt/jpl_fts/stop With ashell that has been created using /etc/opt/
jpl fts/stop.model

Automatic termination method (in AlX)

To have the log daemon terminate automatically during system termination, add
the following settingsto /etc/rc. shutdown:

Example

if [ -x /etc/opt/jpl fts/stop ]
then

/etc/opt/jpl fts/stop
fi

If thereisno /etc/rc. shutdown file, you must createit. In such a case, set the
attributes of the /etc/rc. shutdown file asfollows:

chmod 550 /etc/rc.shutdown

chown root /etc/rc.shutdown

chgrp shutdown /etc/rc.shutdown

If you use JP1-series products, you must set thistermination processing so that it
executes before the termination processing for JP1/Base and JPI/AJS3.

If you want to terminate programsin a different manner from what is shown
above, replace /etc/opt/jpl_fts/stop with ashell that has been created
using /etc/opt/jpl_fts/stop.model.
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3. File Transmission by JP1/FTP

This chapter describes how to use JPL/FTP to transmit files.

3.1 Defining an environment for JPL/FTP

3.2 Registering the users who can log in to a JPI/FTP server
3.3 Registering auto-start programs

3.4 Registering transmission information

3.5 Transmitting files

3.6 Checking the transmission logs

3.7 Saving and recovering JP1/FTP settings

3.8 Outputting definition information as text

3.9 Function for controlling remote logins

3.10 Event log function

3.11 File transmission in the PASV mode

3.12 Changing the maximum number of concurrent transmissions
3.13 Function for controlling remote host connections

3.14 Function for limiting directory access

3.15 Using JPY/FTP in amultiple | P address environment
3.16 Collecting access logs

3.17 FTP connection response message control function
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3.1 Defining an environment for JP1/FTP

You must specify the environment definition for JPL/FTP at all hosts.

To specify an environment definition, you must execute the ftsde f ine command,
which enables you to make settings in the Environment Definition dialog box.
Alternatively, you can usethe ftsutil command.

Note

Because Linux does not support the £t sdefine command, you must use the
ftsutil command in Linux.

How to display the Environment Definition dialog box

For details about the permissions required for command execution, see List of’
commands in 6. Commands.

Execute the following command:
ftsdefine

The following figure shows the Environment Definition dialog box.

Figure 3-1: Environment Definition dialog box

Environment Definition

N of file transmissions to log: 1000 Ttems

Size of protocol trace file: 4 Bytes
Size of module trace file: P thytes

When conpecting t

Bytes Eyte:
bytes te
fa Secs File creation mask
Fil jon mask
Lirk with JP1/IM Output transeission result to system log
f [ Canol Hel

3.1.1 Defining an environment for JP1/FTP

The default values are set during installation. We recommend that you change these
values only if necessary.
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This section describes how to use the Environment Definition dialog box and the
ftsutil command to define an environment for JPL/FTP.

(1) Using the Environment Definition dialog box
To use the Environment Definition dialog box to define an environment for JPL/FTP:

1. Change settings as desired in the Environment Definition dialog box, and then
click OK.

After you have changed the settings, restart the service as instructed in the
displayed message.

Thefollowing tablelists and describes each item in the Environment Definition dialog
box.

Table 3-1: ltemsin the Environment Definition dialog box

Item Setting

No. of filetransmissionsto | Specifiesthe number of log entriesto retain. Onefile transmission is
log counted as one entry. When the number of files transmitted exceeds
((0 to 100,000)) the number of entries being retained, the oldest information is
<<1,000>> overwritten.

Because the size of one entry is 1,500 bytes, the required file size
(in Linux (IPF version): equals;mmbe;_’ of retained entries X 1,500 bytes. (In LinL_JX (1 PF
((0to 1,000,000)) version), the size of one entry is 1,536 bytes, so the required file size
< <2,00(,)>>)’ equals number of retained entries x 1,536 bytes.)

Increasing the number of log entries to be retained:
If you increase the number of log entries to be retained, it might
take longer to display logs, depending on the CPU and hardware
performance aswell ason the amount of memory that isinstalled.
If you want to retain log information over along period of time,
we recommend that you copy the following log information file
and then store the copy.

Log information file:

* /var/opt/jpl_fts/sys/history

Size of protocol tracefile Specifies the size of the file to be used to collect FTP protocol trace

((4t0 1,000 KB)) information. The protocol trace file enables you to check command

<<4 KB>> operation at the FTP level. When the amount of trace information
exceeds the specified size, the oldest information is overwritten.

(in Linux (IPF version): The required disk capacity equa|Sspeczﬁ_ed size X maximum number

((4t0 10,000 KB)) of concurrent transmissions x 2. For details about the maximum

number of concurrent transmissions, seefisutil - changes and displays
environment information in 6. Commands.
You can use atext editor to view the tracefile.

<<50 KB>>)
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Item

Setting

Size of moduletracefile
((4 to 1,000 KB))
<<q4 KB>>

(in Linux (IPF version):
((4t0 10,000 KB))
<<60KB>>)

Specifies the size of the file to be used to collect module trace
information. A moduletraceis collected as maintenance information.
When the amount of trace information exceeds the specified size, the
oldest information is overwritten.

The required disk capacity equals specified size X maximum number
of concurrent transmissions X 2 + specified size x 10. For details about
the maximum number of concurrent transmissions, see ftsutil -
changes and displays environment information in 6. Commands.
The module trace file cannot be viewed.

No. of retries (When
connecting to a host)
Retry interval (When
connecting to a host)

Specifies the number of and interval for retries when connection for
file transmission cannot be established (for a reason such as busy
status). Retries are attempted at a server whenever aconnect system
cal resultsin an error, and at a client when a connect system call
results in one of the following errors:
ETIMEDOUT, ECONNREFUSED, ENETUNREACH, EADDRINUSE,
EINPROGRESS, EALREADY, ENOBUFS, ENETDOWN
1. No. of retries (When connecting to a host) ((0 to 100,000))
<<5>>
If you specify o, no retries will be attempted.
2. Retryinterval (When connecting to a host) ((0 to 86,400
seconds)) <<2 seconds>>
If you specify o, retries are attempted immediately (without any
interval between retry attempts).

Time-limit waiting to send
data

((1 to 3,600 seconds))
<<60 seconds>>

Specifies the amount of time to wait for the sending buffer to become
available after a package has been sent during datatransmission. If the
buffer is till not available when the specified amount of time elapses,
the transmission terminates abnormally.

Time-limit waiting to
receive data

((1to 3,600 seconds))
<<60 seconds>>

Specifiesthe amount of timeto wait for apacket to bereceived during
data reception (a packet is transmitted by aremote target). If no data
isreceived after the specified amount of time has elapsed, the
transmission terminates abnormally.
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Item

Setting

Server/Client

¢ Sizeof sending buffer/Size of receiving buffer ((512t0 262,144
bytes)) <<40,960 bytes>>
Specifies the size of the buffer (memory) for file transmission
(sending) at both the server and the client. You might want to
changethisvalueif the amount of memory islimited or when you
want to improvetransmission efficiency. Notethat variousfactors
affect transmission efficiency, such astheline speed, usage status,
and CPU performance. Specify values as appropriate for the
system being used.
The maximum memory size that we recommend you allocate for
the transmission buffer equals specified buffer size x maximum
number of concurrent transmissions. Buffers for sending and
receiving are not allocated at the same time. Allocation occurs
only during transmission. If the allocation fails, the transmission
terminates abnormally.

¢ Time-limit for idle connection ((30 to 7,200 seconds)) <<900
seconds>>
If thereis no request from the client for a specific period of time,
the server releases the connection with the client. Thisitem
specifies the amount of time before the connection isto be
released.

¢ Filecreation mask ((octal number from 000 to 777)) <<027>>
Specifies the file mode creation mask for areceivefile. This
setting is used when anew fileis created. If afile with the same
name already exists, its file mode remains unchanged.

Example:
To create afile with user=rw, group=rw, and other=r: 113
To create afilewith user=r, group=r, and other=r: 333

For details about the mode, see the documentation that explains the

umask and chmod commands. Note that afile with execution

permission (x) cannot be created.

Link with JP1/IM

Specifies that JP1 events are to be issued. If you select thisitem, JP1
eventswill be issued when the service status changes and when
transmission ends. During transmission as a superuser, events are
issued with superuser permissions. During transmission as an
ordinary user, events are issued as ordinary user permissions. |f you
link to JPL/IM, you can monitor the status on JPL/IM. For details
about linkage with JPL/IM, see 5.2 Linking to JP1/IM. The default is
that thisitem is not selected.
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Item Setting
Output transmissionresult | Specifiesthat the result of file transmission (normal, error, warning)
to system log isto be output to the system log. When thisitem is sel ected, messages
with the following message | Ds are outpui:
¢ KDJF2001-I
® KDJF2002-E
® KDJF2003-W
®* KDJF3001-I
* KDJF3002-E
* KDJF3003-W
Messages with all other message | Ds are always output to the system
log, regardless of this setting.
The default is that thisitem is not selected.
Default Clicking this button resets al environment definition settings to their
default values.

Note about the values for "No. of file transmissions to log", "Size of protocol trace
file", and "Size of module trace file"

If you specify avalue that is smaller than the current setting, the corresponding
information files will be deleted when the service is restarted. This means that
information in these files before the restart will be deleted. The log information
fileis backed up to the following file:

e /var/opt/jpl fts/sys/history.old

(2) Using the ftsutil command

The following figure shows an example of a command for changing definitions:

This command changes the following information:

» -EH: Changes the number of log entries to be retained to 10,000

» -EL: Selectsthe Output transmission result to system log option
The new settings take effect when the JPL/FTP daemon is restarted.

For details about the ftsutil command, seefisutil - changes and displays
environment information in 6. Commands.

3.1.2 Checking the JP1/FTP environment
We recommend that you check the definitions before you start the JP1/FTP daemon.

This subsection describes how to usethe ftsut i1l command to check the JPI/FTP
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(1) Using the ftsutil command to check the environment

The following figure shows an example of acommand for checking definitions:

ftsutil -L

For details about the ftsutil command, see fisutil - changes and displays
environment information in 6. Commands.

3.1.3 Using environment variables to define a JP1/FTP environment

You can use the OS's environment variables to define some of the JPL/FTP
environment settings. The specified settings take effect when you start the JP1/FTP
daemon (5 ££sd) from the environment for which you have set the environment

variables.

The following table lists and describes the environment variables that can be set.

Table 3-2: List of environment variables

Environment variable name

Value

JP1FTS_LS OPTION
Setsthe options of the 1s command that are used for
the JPL/FTP daemon's response (output) to the L1sT
command.

Options that can be specified in the 1s command
(maximum of 32 characters).
The specified options are used.
When omitted:
The following options are used:
InHP-UX: -1
In Solaris; -1g
InAIX: -1a
InLinux: -1a
Note:
You must specify ahyphen (-) immediately
before each option.

JP1FTS_LS_LANG':

Sets the display language of the 1s command that is
used for the JPL/FTP daemon's response (output) to
the LTsT command.

Value that can be specified in the LanG environment
variable (maximum of 32 characters).
The specified display language is used.
When omitted:
The system uses the display language that isin
effect when the JP1/FTP daemon starts.
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Environment variable name

Value

JP1FTS AUTO_STDIO

Specifies the standard input/output and error output
for an auto-start program (process).

path-name
The specified path nameis assigned for the
standard input/output and for the error output.
When omitted:
The standard input/output and error output are
placed in closed status.
Note:
If the standard input/output and error output
cannot be opened, they are placed in closed
status.

JP1FTS_PRIVILEGE ADDITION
Specifies that the real user ID of an auto-start
program (process) is not to be adjusted to match the

actual user 1D.#2

oN (specify the character string on)

Therea user ID is not adjusted to match the
actual user ID.

When omitted:

Thereal user ID is adjusted to match the actual
user ID.

JP1FTS_LARGEFILE
Sets the maximum size for transmission files at 4
gigabytes minus 1 byte#3 #4. #

oN (specify the character string on)
Enables you to transmit files with a maximum
size of 4 gigabytes minus 1 byte.

When omitted:
Fileswhose sizeis 2 gigabytes or greater cannot
be transmitted.

JP1FTS_LARGEFILE2
Specifies that there is to be no limit on file size for
transmission (files with a size of 4 gigabytes or
greater are to be allowed).# #. #6. #7

oN (specify the character string on)
Thereis no limit to the size of files that can be
transmitted. The setting of the
JP1FTS_LARGEFILE environment variableis
ignored.

When omitted:
The setting of the JP1FTS LARGEFILE
environment variable is effective.

JP1FTS_CONREFUSELOG
Specifies whether to output to the access log the log
information on connection requeststhat wererejected
by the function for controlling remote host
connections.

on (specify the character string on)
Logs of rejected connection requests are output
to the access log.

When omitted:
Rejected connection requests are not logged.

JP1FTS_CSUPPLEGROUP
Specifies whether to use the secondary group at the
client.”®

oN (specify the character string on)
The secondary group is used.
When omitted:
The secondary group is not used.
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Environment variable name

Value

JP1FTS_WKPORT_ ENABLE

Specifieswhether connection isto be permitted when
awell-known port (0to 1023) is specified inthe PorT

command at the FTP server.

on (specify the character string on)

Connection to awell-known port is permitted.
When omitted:

Connection to awell-known port is rejected.

JP1FTS_ANOTHER_ADDRESS ENABLE

Specifieswhether connection isto be permitted when
the IP address specified in the porT command at the

FTP server does not belong to the client that
established the control connection.

on (specify the character string on)
Connection to an | P address that does not belong
to the client that established the control
connection is permitted.

When omitted:
Connection to an | P address that does not belong
totheclient that established control connectionis
rejected.

JP1FTS MASK CHMOD
Specifies whether to suppress reception of the s1TE
cuMoD command at the FTP server.”®

on (specify the character string on)
Reception of the sT1TE cumMop command is
suppressed.

When omitted:
Reception of the sTTE cuMop command is not
suppressed.

JP1FTS MASK PORT
Specifies whether to suppress reception of the PorT
command at the FTP server.#®

on (specify the character string on)
Reception of the PorT command is suppressed.
When omitted:
Reception of the porT command is not
suppressed.

#1
Not supported in Al X.
#2

When on is specified, an auto-start program (process) can become a superuser
even if it is started as an ordinary user.

#3

Note the following about specifying on:

e Anattempt to transmit afile whose size exceeds 4 gigabyteswill result in an

error.

» |If afilewhose size islessthan 4 gigabytes is transmitted to a Windows
system in the ASCIl mode, the size of the resulting file might exceed 4
gigabytesin the Windows system. Therefore, when JPL/FTPis used as an
FTP program in a Windows system, the maximum file size set in the
Windows version of JP1/FTP might be exceeded during transmission.
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#4

#5

#1

This environment variable is not supported in Linux (IPF version).

In the following circumstances, atimeout might occur at the FTP client and could
result in abnormal termination of the transmission:

e JPYFTP-to-JPL/FTP transmission

* Filetransmission from an FTP server to an FTP client
e Transmission of largefiles

e ASCII mode

« Size checking function is used

A timeout might occur because it takes time for the FTP server to calculate the
filesize, resultingin adelay in transmitting the response message. If thisbecomes
aproblem, either increase the timeout value for waiting to receive data or execute
transmission without using the size checking function.

Although JP1/FTP does not limit the size, transmission might fail dueto OS
limitations.

Note the following when the transmission size is 4 gigabytes or greater:

» If thesize of thetransmission fileisto be referenced by auser program using
the API library (other than in Linux (IPF version)), you must modify the API
library. For details, see 7. API Library.

* Inthetransmission log list displayed by ftshist and thelist displayed by
the ftshistory command, the columns might be shifted in the case of
transmission of alargefile.

* The Operations-Manager Console does not support a transmission size of 4
gigabytes or greater. If atransmission log for atransmission whose sizeis4
gigabytes or greater is referenced, the transmission size that is displayed in
the transmission log will be smaller than the actual size.

When on is specified and the user program using the API library functions
(fts_ftp syn request ex() and fts ftp asyn request ex())iS
linked to astatic library version earlier than 09-00, you must re-link thelibrary. If
you do not re-link the library, the API library functions will return an error.

The old-format API library functions (fts_ftp syn request () and
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fts ftp asyn request ()) cannot use a secondary group. If oN is specified,
the old-format API library functions will return an error.

When on is specified and the FTP server receives the corresponding command, it
sendsthemessage 500 'command-name' : command not understood tothe
FTP client.

Help for the corresponding command is not disabled.
B Examples of enviroment variable definition
This example specifies - 1ga in the 1s option:

Incsh:
>setenv JP1FTS LS OPTION -1gA
>jftsd

In sh:
>JP1FTS LS OPTION=-1gA
>export JP1FTS LS OPTION
>jftsd
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3.2 Registering the users who can log in to a JP1/FTP server

40

You must register inthe OS asan OS user all login userswho will belogging in to the
server during file transmission. JPL/FTP will reject login requests from any other
users.

The following limitations apply to the length of the login user names and passwords:
* Login user name
Character string in the range from 1 to 80 bytes
» Password
Character string in the range from 1 to 8 bytes
Note

Normally, apassword that islonger than 8 bytesisignored. However, apassword
exceeding 8 bytes might be accepted depending on OS specifications and settings.
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3.3 Registering auto-start programs

You can register a program to start at the server after file transmission is finished.

To register auto-start programs, you execute the ftsauto command to open the
Auto-Start Program Registration window. Alternatively, you can usethe ftsautoma
command.

Note

Because Linux does not support the £t sauto command, you must use the
ftsautoma command in Linux.

How to display the Auto-Start Program Registration window

For details about the permissions required for command execution, see List of’
commands in 6. Commands.

Execute the following command:
ftsauto

The following figure shows the Auto-Start Program Regi stration window.

Figure 3-2: Auto-Start Program Registration window

Auto-Start Prosram Registration

Edit.
S A

File View File/Directory
User name Fi
152 001, wod
useril dataliil
. default, file

3.3.1 Registering auto-start programs
The following features characterize auto-start programs:

* You canregister different programsto start in the event of normal termination and
abnormal termination of transmission.

» Thetimeat which aspecified program starts depends on how thetransmissionfile
is specified:
file-name is specified
The program starts when the specified file is transmitted.
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directory-name is specified
The program starts when afile is transmitted to the specified directory.

An auto-start program is executed when transmission is completed for the
registered user. To register an auto-start program for all the registered usersrather
than for a specific user, specify .default in User name.

When you use the Auto-Start Program Registration window, you can either
specify from scratch the auto-start programs to be registered or you can edit
existing registration information to specify different auto-start programs. The
ftsautoma command supports only the first method for registering auto-start
programs.

This subsection describes how to register auto-start programs using the Auto-Start
Program Registration window and using the ftsautoma command.

(1) Using the Auto-Start Program Registration window

To register auto-start programs using the Auto-Start Program Registration window:

1

In the Auto-Start Program Registration window, from the Edit menu, choose
Register and then For File Trigger or For Directory Trigger. Alternatively,
select existing registration information, and then from the Edit menu, choose
Register and then For File Trigger or For Directory Trigger.

The Register Auto-Start Program dialog box appears.
Figure 3-3: Register Auto-Start Program dialog box (for files)

User na'ne:[ |

File name:

I Brouwse, ..

Program to start when transmission ends normally: _

I Brouwse, ..

Program to start when transmission ends abnormally:

I Brouse...
Register Cancel

Register Auto-Start Program

2.

42

Specify theitems and then click Register.

You can make entries for multiple auto-start programs one after another until you
click Cancel.
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3. After registering the programs, click Cancel.

The following table lists and describes each item in the Register Auto-Start Program

dialog box.
Table 3-3: ltemsin the Register Auto-Start Program dialog box
Item Setting
User name Specifiesauser namefor registering an auto-start program. Thisitem

is mandatory.
The following users can be registered in auto-start programs:
¢ Userswho can login to JPL/FTP (users registered in the OS)
e .default (default users)
This specification can beappliedto all users(registered inthe OS)
who can log in to JP1/FTP. If there is no registration information
that correspondsto individual users, JP1/FTP references the
default user registration information. If an applicableitemis
found, JP1/FTP performs automatic start.
When auser nameis aready setin User name:
If auser hasbeen specifiedinInfo. For Specific User inthe View
menu, that user name is displayed here. From the View menu,
choose Info. For All Users.

File name/Directory name
((1 to 256-byte character
string))

Specifies the name of the file or directory that isto be subject to
automatic start.

If you specify afile, specify itsfull path or only the file name. If you
specify adirectory, specify itsfull path.

For the path of afile name, specify the real path, not a path that
includes a symbalic link.

Thisitem is mandatory.

Program to start when
transmission ends
normally

Program to start when
transmission ends
abnormally

((2 to 256-byte character
string))

Specifiesthe program to start when transmission terminates normally
and/or when transmission terminates abnormally.

For the name of a program to start, specify its full path. When the
program starts, transmission information can be passed as arguments.
For details, see Parameter keywords.

Priority of program start

If multiple auto-start programs have been registered, the start condition (file name
or directory name) might be applicable to more than one of the programs. In such
a case, JPL/FTP searches the programs based on the priority order described
below and starts only the first program that satisfies a priority condition. The
following figure shows the priorities.
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Figure 3-4: Priority of starting auto-start programs

| File (full path) information is for the user who is logged in to the server |

!

| File (file name only) information is for the user who is logged in to the server |

v

| Directory information is for the user who is logged in to the server |

v

| File (full path) information is for the default user |

v

| File (file name only) information is for the default user |

Y

| Directory information is for the default user |

v

| There is no corresponding information |

Note about the specification of "Program to start when transmission ends
normally" and "Program to start when transmission ends abnormally"

If an argument contains the character \, be aware that some programs might
interpret this character as an escape symbol.

Parameter keywords

You can pass al the transmission-end information items to the user program by
specifying a keyword in the auto-start program. You can also use keywords to
pass specific transmission-end information items. The following table lists and

describes the keywords.
Table 3-4: List of parameter keywords
Parameter Information that is output Client Server
keyword
ALL All items Y Y
TRNO Transmission number Y Y
TCNO Connection number Y Y
CARD Card name Y -
HOST Connection-target host name or |P address Y -
Connecting client's |P address - Y
PORT Connection-target host's port number Y -

44



3. File Transmission by JP1/FTP

Parameter Information that is output Client Server
keyword
USER Login user name Y Y
TRTP Transmission mode: Y Y
1: ASCII
2: Binary
TRCM Transmission command: Y Y
1: Send
2: Receive
3: Append
COMP Compression mode: Y Y
1: Stream
2: Compress
LCFN Local file name Y Y
RMFN Remote file name Y --
STTM Transmission start time (return value of time ( )) Y Y
SPTM Transmission end time (return value of time ( )) Y Y
TRSZ Transmission data size (bytes) Y Y
CMNT Comment Y --
TRST Transmission end status: Y Y
1: Success
2: Failure
ERKD Error type: Y Y
1: System call error
2: Logical error
3: Protocol error
4: Termination error
SYCN System call name Y Y
ERNO Error number Y Y
PLMG Protocol message Y -
L egend:
Y: Enabled
--: Disabled
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About keyword specification

If any keyword other than the ones shown in the table above or an invalid
keyword is specified, the specified keyword is passed to the user program.

Example of argument specification

The following shows an example of specifying arguments when the
Auto-Start Program Registration window is used to register auto-start
programs.

Example:
/users/accounting/PROC TRNO USER TRCM COMP TRSZ

When the above arguments are specified, the user program is executed in the
following format:

/users/accounting/PROCA12AaccountingA]J32A3OOOO(AZ
space)
» Transmission connection number: 12
e Login user name: accounting
* Transmission command: Send
» Compression mode: Compress
e Transmission data size: 30,000 bytes
Information can be received as program arguments.
Standard input/output

The standard input/output is closed. You can allocate the standard input/output to
files. For details, seethe gP1FTS AUTO STDIO environment variable listed in
Table3-2in 3.1.3 Using environment variables to define a JP1/FTP environment.

Environment for the process

The JPL/FTP daemon environment is used, not the environment that is set based
on the profile of the login user.

How to start programs when multiple files are transmitted

If awildcard is used to transmit multiple files, an auto-start program is started as
many times as there are file transmissions. Information is inherited to the
auto-start program separately for each transmission. The transmission
information cannot all be inherited to the auto-start program at once.

(2) Using the ftsautoma command
The following figure shows an example of a command for registering new auto-start
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programs:

This command registers the following information:

Thetargetisafile (file).
The user nameisaccounting.

Thefile/directory nameisfileil.

-AS: The name of the program to start when transmission ends normaly is /
home/accounting/normal. sh.

-AF: The name of the program to start when transmission ends normaly is /
home/accounting/abnormal. sh.

For details about the ftsautoma command, see fisautoma - registers, deletes, and
displays auto-start programs in 6. Commands.

3.3.2 Changing auto-start programs

You can use the Auto-Start Program Registration window to change registered
auto-start programs.

To change an auto-start program:

1

From the Auto-Start Program Registration window, select the information that
you wish to change, and then from the Edit menu, choose Change.

The Change Auto-Start Program dialog box appears.

47



3. File Transmission by JP1/FTP

Figure 3-5: Change Auto-Start Program dialog box

Change 8uto-Start Program

User name: [.default |

File name:

|ffile Brouse,..

Program to start when transmission ends normally: _

| /home/user/tran_success Brouwse. ..

Program to start when transmission ends abnormally: _

|/home/user/tran_failure Browse, ..
Change  Cancel

2. Enter the desired information in the applicable items.
3. Click Change.

3.3.3 Deleting auto-start programs
You can delete registered auto-start programs.

This subsection describes two methods, one that uses the Auto-Start Program
Registration window and one that uses the ft sautoma command.

(1) Using the Auto-Start Program Registration window
To delete auto-start programs:

1.  From the Auto-Start Program Registration window, select the information that
you wish to delete.

To select multiple items, select them while holding down the Shift or Ctrl key.
2. From the Edit menu, choose Delete.
A configuration message is displayed.
3. Click OK.
(2) Using the ftsautoma command

The following example deletes a registered auto-start program:

ftsautoma -dir -D accounting /temp/dirl

48



3. File Transmission by JP1/FTP

This example deletes the following auto-start program:
» Thetargetisadirectory (dir).
* Theuser nameisaccounting.
e Thefile/directory nameis /temp/diril.

For details about the ft sautoma command, see fisautoma - registers, deletes, and
displays auto-start programs in 6. Commands.

3.3.4 Checking the registered information about auto-start
programs

You can check the registered information about auto-start programs.

This subsection describes two methods, one that uses the Auto-Start Program
Registration window and one that uses the ftsautoma command.

(1) Using the Auto-Start Program Registration window
To check the registered information about an auto-start program:

1.  From the Auto-Start Program Registration window, select the information that
you wish to check.

2. From the Edit menu, choose Details.
The Auto-Start Program Details dialog box appears.
Figure 3-6: Auto-Start Program Details dialog box

Auto-Start Program Details

User name: | . default |

_File name:
[FFile

Program to start when transmission ends normally:
|/home/user/tran_success

Program to start when transmission ends abnormally:
|/home/user/tran_failure

0K

3. Check the displayed information and then click OK.
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(2) Using the ftsautoma command

The following example displays the registered information about an auto-start
program (default format):

ftsautoma -file -L accounting filel

This example displays information about the following auto-start program:
» Thetargetisafile(file).
e Theuser nameisaccounting.
» Thefile/directory nameisfilel.

For details about the ftsautoma command, see fisautoma - registers, deletes, and
displays auto-start programs in 6. Commands.

3.3.5 Changing how information is displayed in the Auto-Start
Program Registration window

You can change how information about auto-start programs is displayed in the
Auto-Start Program Registration window, as follows (the ft sautoma command
cannot be used for this purpose):

» Digplay by user who registered the auto-start programs (all users, specified user,
or default user)

» Display by program start trigger target (file or directory)
(1) Displaying the auto-start programs by user
To display the auto-start programs by user:

1. Fromthe View menu, choose Info. For All Users, Info. For Specific User, or
Info. For .default User.

* Info. For All Users
Displays al the information that has been registered.
» Info. For Specific User
Specify adesired user in the Specify User name dialog box.
The following figure shows the Specify User name dialog box.

50



3. File Transmission by JP1/FTP

Figure 3-7: Specify User name dialog box

Specify User name

¢ |nfo. For .default User

Displays only the information registered for the default user.

(2) Displaying the auto-start programs by program start trigger target (file or
directory)

To display the auto-start programs by program start trigger target:

1. Sdect File/Directory, and then select either Trigger IsFile, or Trigger Is
Directory.

e Trigger IsFile

Displays only the information associated with files.
e Trigger IsDirectory

Displays only the information associated with directories.
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3.4 Registering transmission information

You register information about a transmission (such as the remote host name, remote
user name, and transmission file) onto a transmission card. You can also specify a
program that is started by the client when transmission finishes.

To register transmission information, you execute the ftsclient command at the
client and then specify the necessary information in the Registration And Execution Of
Transmission Requests window. Alternatively, you can use the ftsregc command.

Note

Because Linux does not support the ftsclient command, you must use the
ftsrege command in Linux.

How to display the Registration And Execution Of Transmission Requests window

For details about the permissions required for command execution, see List of’
commands in 6. Commands.

Execute the following command:
ftsclient

The Registration And Execution Of Transmission Requestswindow appears. The
following figure shows the Registration And Execution Of Transmission
Requests window.

Figure 3-8: Registration And Execution Of Transmission Requests window

Registration &nd Execution Of Transmission Requests

3.4.1 Registering transmission information onto a transmission

card
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You register transmission information onto a transmission card.

This subsection describes two methods, one that uses the Registration And Execution
Of Transmission Requests window and one that uses the ft srege command.
Alternatively, you can edit an existing transmission card and register it as a new
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transmission card.
(1) Using the Registration And Execution Of Transmission Requests window
To register transmission information onto a transmission card:

1. Inthe Registration And Execution Of Transmission Reguests window, from the
Edit menu, choose Register, or select an existing transmission card, and then
from the Edit menu, choose Register.

The Register Transmission Information dialog box appears.
Figure 3-9: Register Transmission Information dialog box

Remister Transmission Information

Transmission card nape: |
Remote host nane Port number: 21

Remote user nape Passuord

Serd/receive type: Send Transmdssion mode:  ASCII Size check
Output type : Overwrite Coupression mode @ Uncoapress

SingleMultiple-file transmission: Automstic switch
Brouwse, ..

Local file nane

Browse, ..

Remote file nape

BIOWSE, . .

Brouse, .,

FTP command

Comment

Register Cancel

2. Specify the items and then click Register.
You can register multiple sets of transmission information until you click Cancel.
3. After you have finished with the registration, click Cancel.

The following table lists and describes each item in the Transmission Information
dialog box.
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Table 3-5: ltemsin the Register Transmission Information dialog box

Item Setting
Transmission card name Specifies aname for the transmission information. If you link to JP1/
((1 to 20-byte character AJS3, make sure that the specified transmission card name does not
string)) contain any spaces. This item is mandatory.
Remote host name Specifies the name of the remote host. This must be a host name that
((1 to 256-byte character has been defined in the system (a host name specified in /etc/
string)) hosts) or an |P address. Thisitem is mandatory.
Port number Specifies the port number of the remote host. If thisitem is omitted,
((1to 65,535)) 21 isassumed.
<<21>> e For transmitting to a JPL/FTP host:

Specify the port number that was specified in £tss in the port
number settings.
« For transmitting to the OS's default FTP host:

Specify the default value (21).

Remote user name Specifies the name of the login user at the transmission target. This
((1 to 80-byte character must be alogin user name that has been registered. Thisitemis
string)) mandatory.
Password Specifies the password registered for the login user. If the password
((0 to 80-byte character was omitted during the registration process, leave thisitem blank.
string))
Send/receive type Specifies the transmission type:

e Send

¢ Receive
Transmission mode Specifies the transmission mode according to the file to be

transmitted.

¢ ASCII: Inthistransmission mode, the receiving end adjusts
linefeed codes according to the local system. Use this mode to
transmit text files.

« BINARY: This mode achieves transparent transmission without
having to be aware of the data contents. Use this mode to transmit
datafiles and executablefiles.

Size check Specifieswhether to check the size of atransmittedfilefor errorsafter

file transmission. If afile's transmission data size does not match
between the sending and receiving ends, atransmission error results.
Notethat in order to check the data size, the remote FTP host must be
running JP1/FTP (06-00 or later).
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Item

Setting

Output type

Specifies how to output files after transmission:

« Append: If afile with the same name already exists, the
transmitted data will be appended to that file. If thereis nofile
with the same name, anew file will be created. Thisoptionis not
available when the send/receive typeis Receive.

« Overwrite: If afile with the same name already exists, that file
will be overwritten (in which case thefile's existing contents will
be destroyed). If there is no file with the same name, anew file
will be created.

Compression mode

Specifies whether to compress the transmitted files.
About the compression specification:
¢ If theremote FTP host does not support the compression mode,
data is not compressed during transmission even if you specify
compression.
¢ Therun-length compression method defined in RFC 959 (FILE
TRANSFER PROTOCOL) is used as the compression method.

Single/Multiple-file
transmission

Specifies whether transmission isto be of asingle file or multiple
files.

e Automatic switch: JPL/FTPisto check whether awildcard
character (* or ?) isused in the local file name when the
transmission typeis Send or in the remote file name when the
transmission typeisReceive. If thefile name contains * or 2, JP1/
FTPwill perform multiple-filetransmission. If the file name does
not contain * or 2, JPL/FTP will perform single-file transmission.

¢ Multipleffilee IPUFTPisto perform multiple-file transmission
exactly as dictated by the wildcard.

¢ Singlefile JPUFTPisto perform single-file transmission. If a
wildcard is specified, JPI/FTP treatsit as a character and
transmitsasinglefile.

L ocal filename

Specification depends on the transmission type, as described below.
Thisitem is mandatory.
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Item

Setting

¢ Send transmission type ((1 to 256-byte character string))
Specifiesthe name of thefileto be sent fromthelocal system. You
can use wildcard characters to specify multiple files. If you use a
wildcard character, thelength of the expanded path name must not
exceed 256 bytes.

How to specify multiplefiles:

The specification method depends on the setting for Single/
Multiple-file transmission:

When Single/M ultiple-filetransmission is set to Automatic switch:
You can use thefollowing wildcard charactersto specify multiple
files:

*: Any number of any characters, including no characters
2: Any single character
If neither * nor 2 isused, single-file transmission is performed.

When Single/M ultiple-file transmission is set to Multiple-file:
You can specify the [1 and ! wildcard characters, in addition to *
and ».

If you send multiplefiles, specify adirectory for theremotefile name.
If the specified directory contains afile with the same name as the
local file name, that file will be overwritten. If thereisno filewith the
same name, a new file will be created.

If Single/M ultiple-filetransmission is set to Automatic switch or
Multiple-file, no wildcard character can be used in the specification
of adirectory name. If adirectory name containsawildcard character,
you must set Single/M ultiple-file transmission to Single-file.

¢ Receivetransmission type ((1 to 256-byte character string))

Specifiesthe name of thefileto be output at thelocal system after
thefileisreceived. If you have specified awildcard in the remote
file name, specify adirectory name (other than theroot directory).
Note that the length of the expanded path name must not exceed
256 bytes.

When specifying arelative path:
For both sending and receiving, the specified path isrelative to the
following directory:
/var/opt/jpl_fts/work

Remote file name

Specification depends on the transmission type, as described below.
Thisitem is mandatory.

¢ Send transmission type ((1 to 256-byte character string))
Specifies the name of the output file at the remote system. If you
have used a wildcard character in the local file name, specify a
directory name. Note that the length of the expanded path name
must not exceed 256 bytes.
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Item

Setting

* Receivetransmission type ((1 to 256-byte character string))
Specifies the name of theinput file at the remote system.
You can use wildcard characters to specify multiple files. Note
that the length of the expanded path name must not exceed 256
bytes.

How to specify multiple files:

The specification method depends on the setting for Single/
Multiple-file transmission:

When Single/M ultiple-filetransmission is set to Automatic switch:
You can use one of the following wildcard characters to specify
multiplefiles:

*: Any number of any characters, including no characters

2: Any single character

If neither * nor » isused, single-file transmission is performed.
When Single/M ultiple-filetransmission is set to Multiple-file:

You can specify the [1 and ! wildcard characters, in addition to
and ».

If you receive multiple files, specify a directory for the local file

name. Files with the same names as the remote fileswill be created in

the specified directory.

How wildcard characters are interpreted:
A wildcard is specified in the nL.sT command and then sent to the
remote FTP host. The file to be transmitted is determined by the
response from the FTP host. Therefore, interpretation of the
wildcard depends on the remote FTP host.
JPL/FTP supports *, 2, and [1 aswildcard characters. Wildcard
characters cannot be used in directory names. If adirectory name
contains awildcard, set Single/Multiple-filetransmission to
Single-file.

About the specification of remotefiles:
Browse displaysfiles as viewed from the local system. For the
remote file name, specify afile name that is viewed from the
remote system.

About the directory delimiter:
The directory delimiter \ istreated as part of afile name.

When specifying arelative path:
For both sending and receiving, the specified path isrelativeto the
current directory.

Program tostart at normal

end

((0 to 256-byte character

string))

Specifiesthe full path name of aprogram to start automatically at the
client when transmission terminates normally. You can also specify
arguments to pass as transmission information to the program when
the program starts. For details about the arguments, see Parameter
keywords in 3.3.1 Registering auto-start programs.
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Item

Setting

Program to start at
abnormal end

((0 to 256-byte character
string))

Specifiesthe full path name of aprogram to start automaticaly at the
client when transmi ssion terminates abnormally. You can also specify
arguments to pass as transmission information to the program when
the program starts. For details about the arguments, see Parameter
keywords in 3.3.1 Registering auto-start programs.

FTP command

((0 to 300-byte character
string))

Specifies an FTP command to be executed prior to transmission after
connection is established with the host. To specify multiple
commands, separate them with a semicolon (;).
Example: cWD /home/userl;SITE xxxx
You can specify only commands that do not establish adata
connection. Whether the specified commands can be executed at the
FTP server depends on the FTP server.
When the FTP server is PLFTP:
¢ Commands that can be specified:
CDUP, CWD, DELE, HELP, MDTM, MKD, NOOP, PWD, RMD, SITE, SIZE,
STAT, SYST, XCUP, XCWD, XMKD, XPWD, XRMD
« Commands that can reference the result by means of a protocol
trace:
HELP, MDTM, SIZE, STAT, SYST
About the specification of FTP commands:
Some commands require consecutive command transmission.
Before using commands, check the FTP specifications.

Comment
((0 to 80-byte character
string))

Specifies any comment. Because the comment is displayed in thelog
information, this option is useful for setting a memo about the
transmission. A comment is not passed to the transmission target.

Note about the specification of "Program to start at normal end" and "Program to

start at abnormal end"

If an argument contains the character \, be aware that some programs might
interpret this character as an escape symbol.

Standard input/output

The standard input/output is closed. You can all ocate the standard i nput/output to
files. For details, seethe gP1FTS AUTO STDIO environment variablelisted in
Table3-2in 3.1.3 Using environment variables to define a JP1/FTP environment.

Environment for the process

The JP1/FTP daemon environment is used, not the environment of the user
executing the transmission.

How to start programs when multiple files are transmitted

If awildcard is used to transmit multiple files, an auto-start program is started as
many times as there are file transmissions. Information is inherited to the
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auto-start program separately for each transmission. The transmission
information cannot all be inherited to the auto-start program at once.

(2) Using the ftsregc command

The following figure shows an example of using acommand to register new
transmission information:

Transmission information options

I I I I I

C cardl -TH hostl -TU accounting =TT SEND -TY BINARY -TL /temp/filel

Transmission information option

Transmission option parameters

This example registers the following information:
e -TC: Thetransmission card nameis cardi.
e -TH: The connection-target host nameishost1.
e -TU: Thelogin user nameis accounting.
e -TT: The send/receive typeis SEND.
e -TY: Thetransmission mode iSBINARY.
* -TL: Theloca filenameis /temp/filel.
* -TR: Theremotefilenameis /temp/file2.

The following figure shows an example of a command that registers transmission
information using an existing transmission card:

Transmission information options

Transmission information option - I .
Transmission option parameters

This example registers the following information:
» The name of the existing transmission card that is being used is cardi.
» -TC: The name specified for the new transmission card is card2.
e -TH: The connection-target host nameishost1.

e -TU: Thelogin user nameis accounting.
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* -TT: The send/receive typeis SEND.

e -TY: Thetransmission mode iS BINARY.

* -TL: Theloca filenameis /temp/filel.

e -TR: Theremotefilenameis /temp/file2.

For details about the £t sregc command, seefisregc - registers, changes, deletes, and
displays transmission information in 6. Commands.

3.4.2 Changing the information registered on a transmission card
You can change the information registered on a transmission card.

This subsection describes two methods, one that uses the Registration And Execution
Of Transmission Requests window and one that uses the ftsregc command.

(1) Using the Registration And Execution Of Transmission Requests window
To change the information registered on atransmission card:

1. Inthe Registration And Execution Of Transmission Requests window, select the
transmission card to be edited, and then from the Edit menu, choose Change.

The Change Transmission Information dial og box appears.
Figure 3-10: Change Transmission Information dialog box

Change Transmission Information

Transwission card nane:card(l

Remote host name : | host Port rumber: 20125

Remote user nape : |user! Password 1 Meekrr
Serd/receive type: Send Transmdssion mode:  ASCII W Cize cleck
Output type : Overwrite Coupression mode :  Compress

SingleMultiple-file transmission: Automstic switch

Local file name : | /hone/user/file Browse, ..
s | /home/userd/file Brous
Browse,
Brou
FTP command
Comment
Change Cancel
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2. Enter new information in the applicable items.
3. Click Change.
(2) Using the ftsregc command
The following example changes information on a transmission card:

Transmission information options

_Card name T [ [ . [

Transmission option parameters

This example changes the following transmission information on cardi:
e -TC: Thecard nameis card2.
e -TH: The connection-target host nameishost1.
* -TL: Theloca filenameis /temp/filel.
* -TR: Theremotefilenameis /temp/file2.

For detail sabout the ft sregc command, seefisregc - registers, changes, deletes, and
displays transmission information in 6. Commands.

3.4.3 Deleting transmission cards
You can delete registered transmission cards.

This subsection describes two methods, one that uses the Registration And Execution
Of Transmission Requests window and one that uses the £tsregc command.

(1) Using the Registration And Execution Of Transmission Requests window
To delete transmission cards:

1. Inthe Registration And Execution Of Transmission Requests window, select a
transmission card to be del eted.

To select multiple transmission cards, select them while holding down the Shift
or Ctrl key.

2.  From the Edit menu, choose Delete.
A configuration message is displayed.
3. Click OK.
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(2) Using the ftsregc command
The following example deletes information on a transmission card:

ftsregc -D cardl

Card name

For details about the £t sregc command, seefisregc - registers, changes, deletes, and
displays transmission information in 6. Commands.

3.4.4 Checking the contents of a transmission card
You can check the contents of atransmission card before you start transmission.

This subsection describes two methods, one that uses the Registration And Execution
Of Transmission Requests window and one that uses the £t sregc command.

(1) Using the Registration And Execution Of Transmission Requests window
To check the contents of atransmission card:

1. Inthe Registration And Execution Of Transmission Requests window, select a
transmission card whose contents are to be displayed.

2.  From the Edit menu, choose Details.
The Transmission Card Details dialog box appears.
3. After checking the contents, click OK.
(2) Using the ftsregc command
The following example displays the contents of atransmission card:

Card name

For details about the £t sregc command, seefisregc - registers, changes, deletes, and
displays transmission information in 6. Commands.
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3.5 Transmitting files

There are two ways to transmit files:

Select Card method of file transmission

This method specifies aregistered transmission card in the Registration And
Execution Of Transmission Requests window and then executes transmission.

Enter Information method of file transmission

This method executes transmission without registering transmission information
onto atransmission card.

To transmit files, you execute the ftsclient command at the client to open the
Registration And Execution Of Transmission Requestswindow. Alternatively, you can
use the ftstran command to specify atransmission card.

Note

Because Linux does not support the ftsclient command, you must use the
ftstran command in Linux. Transmission by the ftstran command is
applicable only to synchronous execution.

How to display the Registration And Execution Of Transmission Requests window

As an ordinary user, execute the following command:
ftsclient

The Registration And Execution Of Transmission Requestswindow appears. The
following figure shows the Registration And Execution Of Transmission
Requests window.

Figure 3-11: Registration And Execution Of Transmission Requests window

Registration &nd Execution Of Transmission Requests
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3.5.1 Executing transmission by specifying a transmission card
(Select Card method of file transmission)

This method specifies atransmission card. You can specify multiple transmission
cards.

This subsection describes two methods, one that uses the Registration And Execution
Of Transmission Requests window and one that uses a command.

(1) Using the Registration And Execution Of Transmission Requests window
To execute transmission:

1. Inthe Registration And Execution Of Transmission Requests window, select a
transmission card to be transmitted.

To select multiple transmission cards, select them while holding down the Shift
or Ctrl key.

2. From the Execute menu, choose Select Card.
The Execute Transmission (Select Card) dialog box appears.
Figure 3-12: Execute Transmission (Select Card) dialog box

Execute Transmission (Select Card)

s to execute

or transmission results

fzyme, Ezecute

Cancel

3. Click either Sync. Execute or Async. Execute.
e Synchronous execution

Transmission is executed sequentially for each card (each card name).
Transmission of one file must be completed before the next file can be
transmitted, thereby preventing line overloading.
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The transmission result is displayed under the details in the Execute
Transmission (Select Card) dialog box. The numbersin parenthesesindicate
the sequential transmission numbers of the file transmissions. If an error
occurs before transmission, no transmission number is displayed.

Asynchronous execution

All cards are transmitted in the batch mode. You can transmit up to the
permitted maximum number of concurrent transmissions. If you select
asynchronous execution, the message Registration ended isdisplayed,
and no transmission results are displayed. You must check the logs for the
results.

4. After executing transmission, click Cancel.

How to cancel file transmission

When you click Sync. or Async., Sop or Force Stop is displayed.

Sop

Synchronous execution: The request is canceled after the current file
transmission is finished.

Asynchronous execution: The request is canceled after the current file
transmission request is registered.

If connection isbeing established with the client, the request iscancel ed after
the connection process is terminated.

Force Stop

Cancels the transmission immediately. When asynchronous execution has
been specified, transmissions that have already been registered are not
canceled. Note that the file transmission log might not be output.

About the display of file transmission errors when a wildcard is used

Only thefirst error that occurred is displayed in Comment or transmission
results.

(2) Using the ftstran command

Thefollowing figure shows an exampl e of using acommand to execute the Select Card
Method of file transmission:

Card name

Transmission by the ftstran command is applicable only to synchronous execution.
For details about the ftstran command, see fistran - executes transmission in 6.
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Commands.

3.5.2 Executing transmission by entering atransmission card (Enter
Information method of file transmission)

This method transmits the contents of a transmission card asis. You can enter anew
transmission card or use an existing transmission card and edit its contents. The Enter
Information method of file transmission does not register the transmission card.

This subsection describes two methods, one that uses the Registration And Execution
Of Transmission Requests window and one that uses a command.

(1) Using the Registration And Execution Of Transmission Requests window
To execute transmission:

1. Inthe Registration And Execution Of Transmission Requests window, from the
Execute menu, choose Enter Info.. Alternatively, in the Registration And
Execution Of Transmission Requests window, specify the transmission card to be
used, and then from the Execute menu, choose Enter Info..

The Execute Transmission (Enter Information) dialog box appears.
Figure 3-13: Execute Transmission (Enter Information) dialog box

Execute Transmission (Enter Information)

Transudssion card naws: |card00l

Remote host nane : [ host Port number: 20125

Remote ussr nane : | usey Password @ e
Send/receive type: Send Transnission mode: ASCIT W Size check
Output type : Ouerwrite Conpression mode @ Compress

SingleMultiple=file transmission: Autcmstic switch

Local file name = | /home/user/fild Browse. ..

Remote file name : | fhome/user?/file Brouse, ..

a Eroues,
Program to
at abnor Erowee,
FTP command
Comnent

Sync, Executs feyne, Execute Cancel

2. Enter or edit the transmission contents.
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For details about the settings of the items, see 3.4.1 Registering transmission
information onto a transmission card.
3. Click either Sync. Execute or Async. Execute.
e Synchronous execution

Transmission is executed sequentially for each card (each card name).
Transmission of one file must be completed before the next file can be
transmitted, thereby preventing line overloading.

e Asynchronous execution

All cards are transmitted in the batch mode. You can transmit up to the
permitted maximum number of concurrent transmissions. If you select
asynchronous execution, the message Registration ended isdisplayed,
and no transmission results are displayed. You must check the logs for the
results.

4. After executing transmission, click Cancel.
How to cancel file transmission

When you click Sync. or Async., the Now executing dialog box is displayed.
Clicking Force Stop in this dialog box cancels the transmission immediately.
Note that the file transmission log might not be outpui.

If you execute synchronous execution after forced cancellation, there might be a
delay before transmission begins.

About the display of file transmission errors when a wildcard is used

Only thefirst error that occurred isdisplayed in the message that is displayed after
transmission.

(2) Using the ftstran command

The following figure shows an example of using acommand to execute the Enter
Information method of file transmission:

Transmission information options

Ca_rd name | [

BINARY -TL /temp/filel -TR/

Transmission option parameters

Itstran cardl 1l Cards TH hostl -TT SEND -TY

This example changes the following transmission information on cardi and then
executes transmission:

e« -Tc: Thecard nameis card2.
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e -TH: The connection-target host nameishost1.
* -TT: The send/receive typeis SEND.

e -TY: Thetransmission mode iS BINARY.

* -TL: Theloca filenameis /temp/filel.

* -TR: Theremotefilenameis /temp/file2.

Transmission by the ftstran command is applicable only to synchronous execution.
For details about the ftstran command, seefistran - executes transmission in 6.
Commands.
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3.6 Checking the transmission logs

You can check the logs of file transmissions (such as for the transmission times, the
names of the transmitted files, the results and details of the transmissions, and the
details of errors).

L ogs can be displayed by both the server and the client. Execute the ftshist
command to display the Log Information window, or usethe ftshistory command.

Note

Because Linux does not support the £tshist command, you must use the
ftshistory command in Linux.

How to display the Log Information window

As an ordinary user, execute the following command:
ftshist

The following figure shows the Log Information window.
Figure 3-14: Log Information window

File Wiew Details Help
Nate Bnd Lims Card Trans, Mo, Snd/Rev  Local file Fytes Remote host Error type Comment.

B l 03716 21:06: 25 errtest(? 11 Received testdata i fileser System call ermar

A& C08/18 21:04:45 errt 10 Sent nmofile 0 fileserver Swystem call error

N C03/16 21:02:51 r;ard{'d- 9 Sent FILE(2 10240 host
i] l.J 08/15 21:(K & Sent FILE(Z 10240 host
N C03/16 21:0 7 Sent FILEO] 10240 host
N C03/16 21z 01:%6 L.in@ Il 6 Sent testdata 10240 localhost
NS 08716 21:01:36 1 Received testdata 10240 127, 0.0, 1

NC : Transmission that terminated normally at the client

AC : Transmission that terminated abnormally at the client

PC : Program that cannot be started automatically at the client
NS : Transmission that terminated normally at the server

AS : Transmission that terminated abnormally at the server

PS : Program that cannot be started automatically at the server

3.6.1 Using the Log Information window to check the details of
transmission results and errors

To display detailed information from the Log Information window:
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1. From the Log Information window, select the log information whose details are
to be displayed, and then choose Details.

The Log Details dialog box appears. If a protocol trace and errors have been
output, you can check the details of the errors.

Figure 3-15: Log Details dialog box

Transmission nunber :6 26

Transedzeion start-end:2010/03/16 21:01:26 - 2010/08/16 21:01:26

Transmiszion card name:card(

Client or server Remote host name @ | Iocalhost End status sormal

rdent Remote port number:20125

: oot

sOverurite La

Cormection muber :7

Transmission mode  :ASCII Compression mode  :Uncoupress

Local file name

estdata

: hone/test,/

Remote file name : /hone/test/rov/testdata

[ Protocol Trace... oK

2. Check the detailed information, and then click OK.
The following table lists and describes each item in the Log Detail s dialog box.
Table 3-6: Itemsinthe Log Details dialog box

Item

Description

Transmission number

Displays the transmission number. This number is determined
separately at the server and the client. Because thisisaunique number
assigned to each transmission, you can useit asan identifier whenyou
view logs. The largest transmission number is 999,999 (if this value
is exceeded, the counter isreset to 0).

Transmission start-end

Displaysthe date and time transmission started and the date and time
transmission ended.

Transmission card name

e Client

Displays the name of the card that was transmitted.
e Server

Not displayed.

Client or server

* Client

Displayed when file transmission was executed by the client.
® Server

Displayed when file transmission was executed by the server.
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Item Description
Sent or received Displaysthe send/receivetype (send or Receive) that was specified
during the transmission request.
Output type Displays the output type (append or overwrite) that was specified

in the transmission request.

Transmission mode

Displays the transmission mode (asc11 or BINARY) that was
specified in the transmission request.

Remote host name

Displays the remote host name that was specified in the transmission
reguest. Thisis a host name defined in the system or an | P address.

Remote port number

e Client
Displays the remote port number that executed transmission.
e Server

Displays o.

L ogged-in user

e Client
Displays the name of the remote login user that executed
transmission.

e Server
Displaysthe name of thelogin user that received the transmission.

Compression mode

Displays the compression mode (Compress Of Uncompress) that
was specified in the transmission request.

End status

Displays the termination status of the file transmission (Normal or
Abnormal).

If automatic program start fails but file transmission itself was
successful, Normal is displayed.

Transmission period

Displays the amount of time (in seconds) required for the file
transmission.

Sizetransmitted

Displays the data size (in bytes) of the transmitted file.

Connection number

Displaysatransmissionidentifier based on when JP1/FTP established
connection with the remote system. Thisis a separate number for the
server and the client in the range from 1 to the maximum number of
concurrent transmissions for each. For details about the maximum
number of concurrent transmissions, seefisutil - changes and displays
environment information in 6. Commands. Because various traces
(such as the protocol trace) are output for each connection number,
you can use this number as a guide for viewing traces of the
corresponding transmission.
Example: When Connection number is 2:

Client's protocol tracefile: csprotocolTrace?2

Server's protocol tracefile: ssProtocolTrace2
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Item Description

Local file name ¢ For sending
Displays the name of the file sent from the local system.
« For receiving
Displays the name of thefile received by the local system.

Remote file name e Client
For sending: Displays the output file name at the remote system.
For receiving: Displays the name of the input source file asis.

e Server
Not displayed.

Comment ¢ Client
Displays the comment that was specified in the transmission
request.

e Server
Not displayed.

Error type When the transmission statusis Abnormal, displays one of the errors
listed below. To view the details of an error, click Error Details.

¢ Systemcal error

e Protocol error

« Logical error

¢ Forced termination error

Protocol Trace Displaystheinterna processing from the start to the end of the
transmission.

For the protocol traces output by 07-50 or later, traces for the
corresponding transmission are displayed. If thereis no trace for the
corresponding transmission, all traces are displayed.

Error Details Displays error details, such as the error types and locations.

3.6.2 Changing the information displayed in the Log Information
window

You can change the information that is displayed in the L og | nformation window, such
as by refreshing the information or displaying only those logs that satisfy specified
conditions.

To change the information:

1. IntheLog Information window, from the View menu, choosetheinformation that
you wish to have displayed:

Entire L og or Specify Log I nfo.
Specifies either all logs or only those logs that satisfy specific conditions.
If you choose Specify L og info., the View Range dialog box is displayed.
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Sort By End Timeor Sort By Sart Time

Specifieswhether to sort thelogs by file transmission end time (starting with
the most recent) or by file transmission start time (starting with the most

recent).

Newest L og Info.
Refreshes the log information.
Figure 3-16: View Range diaog box

—Date/tine rangs T = = A ] =

# Display info, from the log beginning, | All Info.
From: Today’ s Info.
& Display info. until the log end, 0K,
Until: |falo/02/18 21 Cancel

Sent. or received Transmission end status
Sent. S Normal
Recedved ) Bbnormal

® Sent and received ® Normal and abnormal

The following table lists and describes each item in the View Range dialog box.

Table 3-7: Itemsinthe View Range dialog box

Item

Setting

Date/time range

Specifiesthetime period for which log information isto be displayed.
The | eft column specifieswhether the display isto be sorted based on
start time or end time. The right column specifies the date/time range.

¢ Left column (sort order)
Specifies whether the log information is to be searched by start
time or by end time.

« Right column (time period)
Specifies the beginning and ending dates and times of the period
for which log information is to be displayed, using the following
format:
YYYY/MM/DD HH:MM:SS

All Info. Sets the time period so that it isfrom the oldest | og to the most recent
log inthe log file.
Today's I nfo. Changes the time period settings to today's date.
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Item Setting

Client or server Specifies Client or Server asthelog typeto display. If thereis no
need to make this distinction, select Client and server.

Sent or received Specifies Sent or Received asthe log type to display. If thereis no
need to make this distinction, select Sent and received.

Transmission end status Specifies Normal or Abnor mal asthe log typeto display. If thereis
no need to make this distinction, select Normal and abnormal.

3.6.3 Changing the log file that is displayed in the Log Information
window

You can specify to have a different log file displayed in the event of afailure.

To load adifferent log file:

1. Inthe Log Information window, from the File menu, choose Specify L og File.
The Select Log File dialog box is displayed.

2. Specify thelog file to be loaded and then click OK.
The specified log file is loaded.
To return to the current log file, from the File menu, choose Current Log File.

3.6.4 Using the ftshistory command to display logs
The following example displays al log information:

The following example displays the details of 1og information (default format) with a
specified time (transmission end time of 2004/04/01 15:30:45):

ftshistory -s "2004/04/01 15:30:45"

The following example changes the log file and displays the log information:
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ftshistory -f /temp/historyl -v

' Log file

For detailsabout the ft shistory command, seefishistory - displays log information
in 6. Commands.
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3.7 Saving and recovering JP1/FTP settings

Definition information and log information can be saved and then restored in a
different environment. You can achieve a standardized system environment by
specifying definition information in one system and then distributing it to multiple
systems.

3.7.1 Information that can be saved and recovered

(1) Definition information

Thefollowing tablelists and describesthe definition information that can be saved and
recovered.

Table 3-8: JPLUFTP definition information

Information File and directory names Owner Access
permission”l
Environment settings /var/opt/ipl fts/sys/environment® | Superuser Oowner: rw
Other: r
Aut_o-start program /var/opt/jpl_fts/sys/USerData#S Superuser owner: rwx
settings Other: rx
Transmission settings /var/opt/ipl fts/sys/carddata™ Superuser Oowner: rw
Other: r
Managed I'_]OS . /var/opt/jpl_fts/sys/hostdef.csv #5 | Superuser Owner: rw
definition information Other: r
Log daemon definition /var/opt/jpl_fts/sys/ftslog.conf Superuser owner: rw
information Other: r
Connection-rejection /var/opt/ipl fts/sys/jplftpusers™ | Superuser Owner: r

user definition file

Connection-permission /var/opt/jpl_fts/sys/ Superuser Oowner: r

user definition file jplftpusers.allow™®

FASV-.mo.defiIe. . /var/opt/jpl_fts/sys/ftspasvmode#7 Superuser Owner: r
transmission definition

file

Definition file for the /var/opt/jpl_fts/sys/ Superuser Oowner: r

function for controlling | jp1ftphost.access 1ist™
remote host connections
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Information File and directory names Owner Access
permission®l

Definition file for the /var/opt/jpl_fts/sys/ Superuser Oowner: r
f'-'mCtlon for limiting jplftpusers. directory_list#9
directory access
JPY/FTP host definition | /var/opt/jpl_fts/sys/ Superuser Owner: r
filefor amultiple IP ftshostenv . conf o
address environment
FTP connection /var/opt/ipl_fts/sys/ftsbanner’ Superuser Owner: r
response message file
Tableinformation file /var/opt/jpl_fts/sys/.ftstblvers Superuser Oowner: r

#1

#2

#3

#1

These are the minimum permissions. Other permissions might be added
depending on the execution environment.

Thisfile does not exist if the environment definition has never been changed
(neither ftsdefine nor ftsutil has been executed).

There arefileswith individual user names under UserData and each of those
filescontainsauto-start program information for that user. You can save and move
files only for an applicable user.

Thisfile does not exist if transmissions have not been registered (ftsclient or
ftsregc) or if transmission information has not been registered using the
Operations-Manager Console (ftsconsole).

Thisfile does not exist if no managed host has been added by the
Operations-Manager Console (ftsconsole).

Thisfile does not exist if the function for controlling remote logins has not been
defined.

Thisfile does not exist if file transmissions in the PASVY mode have not been
defined.
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#8

Thisfile does not exist if the node connection control function has not been
defined.

Thisfile does not exist if the function for limiting directory access has not been

defined.

#10

Thisfile does not exist if settings for amultiple | P address environment have not

been defined.

#11

Thisfile does not exist if FTP connection response messages have not been
defined.

(2) Log information

The following table lists and describes the log information that can be saved and
recovered.

Table 3-9: JPL/FTPlog information

Information File and directory names Owner Access
permission”
Log information /var/opt/jpl_fts/sys/history Superuser owner: rw
Other: ¢
Protocol trace /var/opt/jpl_fts/trace Superuser owner: rwx
Other: rx
System /var/opt/jpl_fts/sys/system Superuser owner: rw
information
Event log Reference file name for the event log that is | Superuser Owner: rw
defined in the log daemon definition Other: ¢
information
Default:
/var/opt/jpl_fts/trace/
ftsevent.log.n
n: Value from 1 to the number of event log
backup files
Accesslog /var/opt/jpl_fts/trace/ Superuser owner: rw
ftsaccess.log
#
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These are the minimum permissions. Other permissions might be added
depending on the execution environment.
3.7.2 Saving and recovering JP1/FTP settings
(1) Saving

You save necessary information by saving the corresponding files and directories.
Execute the command at the host whose environment is to be saved.

Example
In HP-UX, Solaris, and AILX:
>tar cvfp definedata /var/opt/jpl fts/sys/environment /var/
opt/jpl_fts/sys/UserData /var/opt/jpl fts/sys/carddata /
var/opt/jpl fts/sys/.ftstblvers

>tar cvfp historydata /var/opt/jpl fts/sys/history /var/opt/
jpl fts/sys/system /var/opt/jpl fts/trace

In Linux:

>tar cvipP definedata /var/opt/jpl fts/sys/environment /var/
opt/jpl fts/sys/UserData /var/opt/jpl fts/sys/carddata /
var/opt/jpl fts/sys/.ftstblvers

>tar cvipP historydata /var/opt/jpl fts/sys/history /var/
opt/jpl_fts/sys/system /var/opt/jpl fts/trace

(2) Recovering

You recover information by restoring it to the same directories from which the
information was saved.

Note
If the location or attributes have changed, JPL/FTP will not run correctly.
Execute the command at the host whose environment is to be recovered.

Example
In HP-UX, Solaris, and AILX:
>star xvfp definedata

>tar xvfp historydata

In Linux:
>tar xvipP definedata

>tar xvfpP historydata

In the above example, notethat if the definition information already exists, it will
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be overwritten.

When recovering definition information that was saved by a version earlier than
07-50

If you use definition data that was saved by aversion earlier than 07-50, you must
execute the following command after the data has been recovered:

In HP-UX:
>rm -f /var/opt/jpl fts/sys/.ftstblvers
>/opt/jpl fts/bin/ftstbldef

When recovering definition information that was saved by version 07-50 or later
through a version earlier than 09-00

If you use definition data that was saved by version 07-50 or later through a
version earlier than 09-00, you must execute the following command after the
data has been recovered:

In HP-UX:

>/opt/jpl _fts/bin/ftstbldef

When recovering definition information that was saved by version 09-00 or later

If you use definition data that was saved by version 09-00 or later, you must
execute the following command after the data has been recovered:
>/opt/jpl fts/bin/ftstbldef
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3.8 Outputting definition information as text

You can output the following four types of definition information to atext file:
o Auto-start program information
» Transmission information
* Log information
* Login user information

From the Operations-Manager Console, you can output to a text file information
about users who can log into a Windows host only. Information about userswho
canlogintoaUNIX host cannot be output. For details, see 4.3.4 Example of
outputting multiple registration information items as text.

When you output definition information, you can use a sample format file that was set
up during the new installation. You can edit the format file to a desired format. For
details about the format file, see E. Format Files Used for Output of Definition
Information.

3.8.1 Outputting definition information as text

To output definition information as text, you use the File menu in each registration
window.

You can select one of the following text output formats:
Output text

Thisformat outputs information to a specified file. If the specified file already
exists, its contents are overwritten.

Append text
Thisformat adds the information after the last line of the specified file.
To output definition information as text:
1. Display the window in which the information to be output was registered.
2. From the File menu, choose Output To Text Fileor Append To Text File.
A dialog box for specifying the output destination file is displayed.
3. Specify the output destination file and then click OK.

The following figures show aformat file for auto-start programs and an example
of text output.
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Figure 3-17: Format file

SAAAAA/ Y Buto-Start Program Registrations /////7/// No.$ICNT //// /070700

User name: SUSER

Trigger key: SAKEY
Auto-start program at normal end: SANML
RButo-start program at abnormal end: $AERR

Figure 3-18: Example of text output

Yy ARuto-Start Program Registrations /////////7/77 No.l J/77 7077077074077

User name: ACCOUNTING

Trigger key: accountingC0l
Autc-start program at normal end: /accounting/tran success
Auto-start program at abnormal end: fﬂccounti:qftran_e:r

fAAAAAA /! Buto-Start Program Registrations /// No.2
User name: SALES]
Trigger key: sales003
Auto-start program at normal end: JP1EV
Auto-start program at abnormal end: JP1

1124 ALL
1144 ALL
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3.9 Function for controlling remote logins

Thisfunction controlswhether to accept FTPlogin requests from users. You can make
settingsto permit connection only from specified users or to reject connection requests
from specified users.

Thisisan FTP server function.

3.9.1 How to specify

Use atext editor to specify in definition files the users whose login requests are to be
accepted and the users whose login requests are to be rejected.

» Userswhose login requests are to be accepted: Connection-permission user
definition file (jpiftpusers.allow)

» Userswhose login requests are to be rejected: Connection-rejection user
definition file (jp1ftpusers)

The following figure shows the specification format:

OS-user-name| [all]

Specify one user name on each line. Specify [al1] for all users.
The attributes of these files are shown below.

Table 3-10: Attributes of the connection-permission user definition file
(jplftpusers.allow)

Item name Setting
File name jplftpusers.allow
Directory name /var/opt/jpl_fts/sys
Owner Superuser
Access permission Owner: r

Table 3-11: Attributes of the connection-rejection user definition file
(iplftpusers)

Item name Setting

File name jplftpusers

Directory name /var/opt/jpl_fts/sys
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Item name Setting

Owner Superuser

Access permission Oowner: r

3.9.2 Examples of definition
This subsection presents examples of these definitions.
(1) Permitting connection requests from all users

To enable connection requests from all users, define the connection-permission user
definition file (jp1ftpusers.allow) asfollows:

[all]

In this case, do not specify anything in the connection-rejection user definition file
(jpilftpusers).

(2) Permitting connection requests from only specified users

To permit connection requests from users ftp and guest only, specify the
connection-permission user definition file (jp1ftpusers.allow) asfollows:

In this case, do not specify anything in the connection-rejection user definition file
(jplftpusers).

(3) Rejecting connection requests from specified users

To reject connection reguests from users root and guest, specify the
connection-permission user definition file (jp1ftpusers.allow) asfollows:

[all]

Also specify the connection-rejection user definition file (jp1ftpusers) asfollows:
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(4) Rejecting connection requests from all users

To reject connection requests from all users, do not specify anything in the
connection-permission user definition file (jp1ftpusers.allow).

Specify the connection-rejection user definition file (jp1ftpusers) asfollows:

3.9.3 Notes

No format checking is performed on these definition files.

The function for controlling remote logins is activated when either one of the
definition filesis created.

Each definition takes effect as soon asit is specified in a definition file.

If thereis no connection-permission user definition file, the function permits
connections by default regardless of whether there is a connection-rejection user
definition file.

If there is a connection-permission user definition file, the function rejects
connections by default regardless of whether there is a connection-rejection user
definition file.

If adefinition isinvalid in the connection-permission user definition file, the
function rejects al user connection requests regardless of whether thereisa
connection-rejection user definition file.

If the same host is defined in both the connection-permission user definition file
and the connection-rejection user definition file, the definition in the
connection-rejection user definition file takes precedence.
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3.10 Event log function

3.10.1

3.10.2
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The event log function outputs event logsto afile, such asinformation on the start and
termination of JPLY/FTP, file transmissions, and errors.

The event log function enables you to specify information such as the output
destination file and the rotation timing. For details about event log definition, see
Jftslogd - starts the log daemon in 6. Commands.

Starting output of event logs to afile

You start output of event logs by starting the event log daemon. The following figure
shows an exampl e of the command:

For details about the § fts1ogd command, see jfislogd - starts the log daemon in 6.
Commands.

Stopping output of event logs to afile

You stop output of event logs to afile by terminating the event log daemon. The
following figure shows an example of the command:

For details about the fts1ogstop command, see fislogstop - terminates the log
daemon in 6. Commands.
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3.11 File transmission in the PASV mode

At the client, you can transmit filesin the PASV mode.

File transmission is permitted in the PASV mode for each host at the remote FTP

server.

Totransmit filesin the PASV mode, you must register in advance the host names at the
remote FTP server to which you wish to transfer filesin the PASV mode.

This registration information takes effect when the JPL/FTP daemon (5 £tsd) starts.
3.11.1 Registering the host name
Create a definition file (ft spasvmode) as shown below and then specify the host

names.

(1) Creating a definition file

Create a definition file with the following attributes:
Table 3-12: Attributes of the definition file (ftspasvmode)

Item name Setting
File name ftspasvmode
Directory name /var/opt/jpl_fts/sys
Owner Superuser
Access permission Oowner: r
(2) Contents of the definition file
Specify asfollows:
stname] e————7— |[fyou specify [a11] instead of [hostname], all hosts are
specified (and the host name specifications below are ignored).
host-name-1
— |
host-name-2 Specify each host that is to be registered, one host name per line.
Notes

» For ahost name, specify the remote host name that was specified in the
transmission information.
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* A line beginning with a hash mark (#) is treated as a comment.

Examples of specification
Example 1: For transmitting filesto host1 and host2 in the PASV mode:

Example 2: For transmitting files to al hostsin the PASV mode:

*1/File Transmission Server/FTP

SV mode configuration file

3.11.2 Notes
» No format checking is performed on this definition file.
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3.12 Changing the maximum number of concurrent transmissions

The default for the maximum number of concurrent transmissionsis 64. You can
change the maximum number of concurrent transmissions to any value in the range
from 64 to 128.

To change the maximum number of concurrent transmissions:
1. Terminatethe JPL/FTP daemon.

Usethe ftsstop command. For details about the command, see fisstop -
terminates the JP1/FTP daemon in 6. Commands.

2. Change the maximum number of concurrent transmissions.

Usethe ftsut il command. For detail s about the command, see fisutil - changes
and displays environment information in 6. Commands.

3. Start the JPL/FTP daemon.

Use the j ftsd command. For details about the command, see jfisd - starts the
JP1/FTP daemon in 6. Commands.

Example: This example changes the maximum number of concurrent transmissionsto
128.

Maximum number of concurrent transmissions
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3.13 Function for controlling remote host connections

You can limit for an FTP server the remote hosts that are permitted to establish
connection.

When the | P addresses or host names of remote hosts whose connection isto be
permitted are defined in apermission list, transmission can be performed only by those
remote hosts. You can also control connection by defining in arejection list the IP
addresses or host names of remote hosts whose connection requests are to be rejected.

Thisisafunction of the FTP server. The definitions take effect when the JIPL/FTP
daemon (5 f£tsd) starts.

3.13.1 Registering host names
Use atext editor to specify host names in the definition file
(jplftphost.access_ list) according to the definition method described below.
# comment
definition-name
value
Begin by specifying a definition name, and then specify values on the following lines.
If you specify multiple values, make sure that you specify only one value on each line.
Any charactersfollowing ahash mark (#) through alinefeed are treated as acomment.
The following table lists and describes the definition names and values that can be
specified.
Table 3-13: Definition names and values that can be specified in the definition
file (jplftphost.access list)
Definition name Description Value
[allow list] Specifies hosts whose connectionisto | |P address or host name
be permitted.
[deny list] Specifies hosts whose connectionisto | |P address or host name
be regjected.
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3. File Transmission by JP1/FTP

Table 3-14: Attributes of the definition file (jplftphost.access_list)

Item name

Setting

File name

jplftphost.access_list

Directory name

/var/opt/jpl_fts/sys

Owner

Superuser

Access permission

owner: r

Example

192.173.%.10

ho:

«dnan

.sample.co.ip

[deny list]
192.16%.20.3
192.170.10.
www. sample.co.jp

192.173.%.10/255.255

¢ Defines hosts whose connection is permitted.

¢ IP address. Connection is permitted if the IP address matches exactly.

¢ Specifies multiple IP addresses. Connection is permitted for any
IP address that begins with the specified value.

¢ Same as above, but this uses mask specification.

¢ Specifies multiple IP addresses.

¢ Same as above, but this uses mask specification.

# Specifies multiple IP addresses. Connection is permitted for any
IP address that begins with the specified value.

#+ Same as above, but this uses mask specification.

# Specifies a range of IP addresses.

¢ Permits 192.171.17.68 through 122.171.17.71

# Same as above, but thls uses mask spemﬂcat[on

# Specifies a range of IP addresses.

4 Permits1 92.172.18.1 through 192.172.18.255 and

192.172 1 through 122.172.19.255.

Spemfles a range of |IP addresses.

¢ Permits 192.173.1.10through 192.173.255.10.

=

255 # Same as above, but this uses mask specification.

# Specifies host names.
¢ Specifies multiple host names. Connection is permitted for any
host name that ends with the specified value.
# Defines hosts to be rejected (among the hosts that are
permitted).
169.20.1 through 192,169.20.255 are permitted, except for

: 0.0 through 192,170

192,170.10.0 through 132, 170.

# Hosts whose name ends with . szmple. co. jp are permitted,
except for www.sample.co.jp.

255 are permitted, except for

3.13.2 Notes

» No format checking is performed on this definition file.

» If thereisno definition file, connection is permitted from all hosts.
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» |fthereisadefinition file but it does not contain any valid definitions, connection
reguests from all hosts are rejected.

» A connection request from a host that is not specified in the definition fileis
rejected.

* Thedefinitionsunder [deny 1ist] take precedence over the definitions under
[allow list]. For thisreason, a connection request from ahost that is
specified in both [allow 1ist] and [deny list] isrejected.

» When aconnection is rgjected, the control connection islost, in which case no
response message is sent immediately after control connection is established.
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3.14 Function for limiting directory access

This function restricts a user who logsin to the FTP server to access only those
directoriesand files under that user's home directory. You usethisfunctionto limit file
access by specified FTP users.

A user controlled by thisfunction can access only the directories and files under hisor
her home directory at the FTP server. Such auser cannot moveto ahigher directory or
transmit filesin another user's home directory. Additionally, such auser cannot access
the standard commands and definition files provided by the OS because they are not
in the user's home directory.

Thisisan FTP server function. The definition takes effect when the JP1/FTP daemon
(§ftsd) starts.

3.14.1 Registering user names
Use atext editor to specify the necessary information in the definition file
(jplftpusers.directory list) according to the definition method described
below.
# comment
definition-name
value
Begin by specifying a definition name, and then specify values on the following lines.
If you specify multiple values, make sure that you specify only one value on each line.
Any charactersfollowing ahash mark (#) through alinefeed are treated as acomment.
Table 3-15: Definition names and valuesthat can be specified in the definition
file (jplftpusers.directory_list)
Definition name Description Value
[enable list] Specifiesuserstowhom thefunction | user-name or [al11]
for limiting directory accessisto be
applied.
[disable list] Specifiesuserstowhom thefunction | user-name or [al1l]
for limiting directory accessis not to
be applied.

The attributes of this definition file are shown below.
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Table 3-16: Attributes of the definition file (jplftpusers.directory_list)

Item name Setting
File name jplftpusers.directory list
Directory name /var/opt/jpl_fts/sys
Owner Superuser
Access permission Owner: r
Example

This example definition applies the function for limiting directory accessto al
users except users root and jplftp user. #ftp istreated asacomment.

3.14.2 User environment settings with the function for limiting
directory access enabled

When file transmission is performed by a user to whom the function for limiting
directory accessis applied, some user environment settings might be necessary
depending on the functions that are used. The following functions require user
environment settings:

* When auto-start programs are to be started during file transmission

* Whenafilelist (LzsT command) or file status (STAT command) isto be acquired
(if the remote FTP client is JP1/FTR, no setting is required)

If you use either of these functions, specify the following settings:

1. You need the commands listed below under the home directory of the user who
uses each function. Copy each command including the path under the home
directory. Set the settings, such as file access permissions and link status, to the
same values as for the source.

Commands used for starting auto-start programs:
e /bin/sh
e /usr/bin/sh (not required in Linux)
Commands used for acquiring afilelist (LT1sT command or NLST command

94



3. File Transmission by JP1/FTP

whose arguments begins with a hyphen (-)) and afile status (sTAT command):

e /bin/sh

e /bin/ls

e /usr/bin/sh (not required in Linux)

e /usr/bin/1s (not required in Linux)

Example

When useri1 isauser to whom the function for limiting directory accessis
applied (operation performed as a superuser):

In HP-UX or AIX

# cd /
# tar cvf /tmp/work.tar usr/bin/sh usr/bin/ls
# cd ~userl
# tar xvf /tmp/work.tar
# 1ln -s ./usr/bin bin
In Solaris
# cd /
# tar cvf /tmp/work.tar sbin/sh usr/bin/ls
# cd ~userl
# tar xvf /tmp/work.tar
# 1ln -s ./usr/bin bin
# cd usr/bin
# ln -s ../../sbin/sh ../../usr/bin/sh
In Linux
# cd /
# tar cvf /tmp/work.tar bin/sh bin/ls
# cd ~userl
# tar xvf /tmp/work.tar
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2.

Copy the shared library that is used by the commands copied in step 1 to the home
directory exactly asisincluding the paths. To check the shared library used by the
commands, use the 1dd command (for details about the 1dd command, see the
OS documentation).

Example

When user1 isauser to whom the function for limiting directory accessis
applied (operation performed as a superuser):

# 1dd ~userl/usr/bin/sh

In HP-UX or Solaris, copy dynamic loaders in the same manner as for other
commands and the shared library. The following show an example when user1
isauser to whom the function for limiting directory accessis applied (operation
performed as a superuser).

Example
When copying dynamic loaders (d1d. so, uld. sol) for HP-UX:

# cp -p /usr/lib/hpux32/dld.so ~userl/usr/lib/hpux32/
dld.so

# cp -p /usr/lib/hpux32/uld.so ~userl/usr/lib/hpux32/
uld.so

Example
When copying adynamic loader (1d.so. 1) for Solaris:
# cp -p /usr/lib/ld.so.l ~userl/usr/lib/ld.so.1l

3.14.3 Notes
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No format checking is performed on this definition file.
If thereis no definition file, the function for limiting directory access is disabled.

If the definition file does not contain any valid definitions, the function for
limiting directory accessis disabled.

The function for limiting directory accessis disabled for (not applied to) a user
that is not specified in the definition file.

If [a11] isspecified, that definition appliesto all users.

The definition of [disable 1ist] takes precedence over the definition of
[enable list]. For thisreason, the function for limiting directory accessis
disabled for (not applied to) a user that is specified in both [enable 1ist] and
[disable list].
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When the function for limiting directory accessisused, auser's homedirectory is
changed to the root directory. If you use the absolute path to specify file and
directory names at the client or the auto-start programsthat are used at the server,
delete the part that indicates the user's home directory.

If auser to whom the function for limiting directory accessis applied isto start
auto-start programs, check in advance that the shell and programsthat are to be
started can actually start in the directory-limited environment. Use the chroot
command for this checking (for details about the chroot command, see the OS
documentation).

Example

This example checks the execution of sample.sh immediately under the
home directory of user user1 for whom the function for limiting directory
access is enabled (operation performed as a superuser):

# chroot ~userl /sample.sh

When the function for limiting directory accessis used, the user can execute only
those programs under the user's home directory. If an automatically executed
program is used, place the program and the shared libraries used by that program
appropriately under the user's home directory.

The location of the program will be the directory that is obtained by adding the
path name defined in the PATH environment variableto the user's home directory.
Thelocation of the shared librarieswill be the path that is obtained by adding the
library search path to the user's home directory path.

If auser controlled by the function for limiting directory access restarts alog
daemon while being logged in to the FTP server, that user's event logs will no
longer be output after the restart.

In AlX, createa /dev/null device under the home directory of the user for
whom the function for limiting directory accessisenabled. Set thefiletype, major
and minor numbers, and access permissions of the copied dev/nu1l1 to the same
values asfor the original /dev/null device.

Example

When useri1 isauser to whom the function for limiting directory accessis
applied (operation performed as a superuser):

# 1s -1 /dev/null

crw-rw-rw- 1 root system 2, 2 Nov 20 13:10 /dev/null
# mkdir ~userl/dev

# mknod ~userl/dev/null c 2 2

# chmod 0666 ~userl/dev/null
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# chown -R root:system ~userl/dev

In AlX, if you select Link with JP1/IM in the environment definition, copy the
fileslisted below asisincluding the path under the home directory of the user to
whom the function for limiting directory access is applied. Set the settings, such
asfile access permissions and link status, to the same values as for the source.

o Allfilesunder /opt/jpl fts/lib/nls
Example

When useri1 isauser to whom the function for limiting directory accessis
applied (operation performed as a superuser):

# cd /

# tar cvf /tmp/work.tar opt/jpl fts/lib/nls
# cd ~userl
#

tar xvf /tmp/work.tar
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3.15 Using JP1/FTP in a multiple IP address environment

In an environment in which multiple I P addresses can be used, such as an environment
that uses multiple NICs or acluster environment, the following functions are available:

» Function that enables you to specify the local 1P address of the FTP client

» Function for setting the FTP server host name in a response message sent by the
FTP server to the address that accepted the connection

» Function for specifying the destination of JP1 events
The definition takes effect when the JPI/FTP daemon (5 £t sd) starts.

3.15.1 How to specify
You use atext editor to define each functioninthe definitionfile (ft shostenv. conf)
according to the definition method described below.
# comment
definition-name : value
Specify one definition per linein this definition file. A maximum of a 2,048 bytes of
characters can be specified per line. Use the space or tab as the delimiter between a
definition name and the colon (:), and as the delimiter between the colon (;) and a
value. A definition name can be preceded by spaces or tabs. Any charactersfollowing
ahash mark (#) through alinefeed are treated as a comment.
Table 3-17: Definition names and values that can be specified in the definition
file (ftshostenv.conf)
Definition name Description Value

specify client Enables specification of the FTP [YES |NO] <<NO>>

localhost client'slocal IP address.

response Setsthe FTP server host namein a [YES |NO | omitted]

hostname reverse | response message sent by the FTP <<omitted>>

lookup server to the address that accepted the

connection.
jplevent host Specifies the destination of JP1 Lhost-name | IP-address | omitted]
events. <<omitted>>

The attributes of this definition file are shown below.
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Table 3-18: Attributes of the definition file (ftshostenv.conf)

Item name Setting
File name ftshostenv.conf
Directory name /var/opt/jpl_fts/sys
Owner Superuser
Access permission Owner: r

The following figure shows an example of this definition file:

A sample definition file is stored in the following directory:

e /var/opt/jpl fts/sys/ftshostenv.conf.model

3.15.2 Definitions for each function
(1) Enabling specification of the FTP client's local IP address
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This function enables you to specify the FTP client's local 1P address when you
transmit files from the client.

To set whether an FTP client'slocal | P address can be used, specify specify client
localhost inthedefinition file (ftshostenv. conf). Thefollowing values can be
specified:

» YES: Enablesthe local |P address to be specified.

 No: Disables specification of the local |P address.

Enabling specification of the local 1P address means that you can specify the local 1P
address for the FTP client.

If you disable specification of the local |P address, the FTP client'slocal |P address
will be assigned automatically by the OS.

When you have enabled specification of the local 1P address and you omit the host
name, the physical address (host name returned by the OS's hostname command) is
used.

The following table shows the local |P address that is used for file transmission
depending on whether this function is enabled or disabled and the specification of the
FTP client'slocal IP address.
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Table 3-19: Loca IP address used for file transmission depending on whether
the function is enabled or disabled and the specification of the FTP client's local
IP address

Command or API

Host name
specification

Function is enabled

Function is disabled

ftstran command

Host nameis specified

Address of the host whose
nameis specified

Addressis assigned
automatically by the OS

Host nameis omitted Physical address Addressis assigned
automatically by the OS
fts_ftp open() Host name is specified Address of the host whose | Addressis assigned

function

name is specified

automatically by the OS

NULL is specified

Physical address

Addressis assigned
automatically by the OS

To usethe host namefor thelocal | P address specification, specify the name of the host
onwhich the user program that callsthe ft st ran commandorthe fts_ftp open ()
function runs.

Example

This example enables specification of the FTP client'slocal | P address.

In this case, you would specify the FTP client'slocal 1P address as follows:

When using the ftstran command

see fistran - executes transmission in 6. Commands.

In the -H option, specify the host name for the address that is to be used as
the FTP client'slocal IP address. For details about the £t stran command,

Example: This example executes file transmission that is defined on
transmission card cardo1 from the FTP client 1ocalhostname.

ftstran card0l -H localhostname

Transmission
card name

Host name

Whe

n using API

The host name (hostname) of the JPI/FTP daemon that is specified in the
fts ftp open(char* hostname) function becomesthe FTP client's
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local IP address. For detailsabout fts ftp open, Seefis fip open() -
establish connection with the JP1/FTP daemon in 7. API Library.

(2) Setting the FTP server host name in a response message sent by the FTP
server to the host or address that accepted the connection

You can set the local host name in a response message sent by the FTP server to the
address that accepted the connection. The following shows the response message that
is set by the FTP server.

1. Immediately after control connection is established:
220 host-name FTP server (JP1/File Transmission Server/FTP
VV-RR-SS month date year) ready.

2. After the sSTAT command is received:
211 host-name FTP server status:

In these messages, host-name is replaced with the address that accepted the
connection.

To set whether the FTP server host nameisto be set in aresponse message to the host
or address that accepted the connection, you must define response hostname
reverse lookup inthe definition file (ftshostenv.conf). The following values
can be specified:

* YES: Enablesthe function. The function searches for the host name from the IP
address (reverse host name lookup) and then returns the host name of the address
that accepted the connection to the response message.

» No: Enablesthe function. The IP addressthat accepted the connection is setin the
response message, and no host name search (reverse host name lookup) is
performed.

» Omitted: Disables the function. The host name at the physical address (that is
returned by the OS's hostname command) is returned to the response message.

Example

This example returns aresponse message using the host name of the address that
accepted the connection.

(3) Specifying the destination of JP1 events

You can specify the destination of JP1 events. We recommend that you specify a
destination for JP1 events that indicate start and termination of daemons (JPL/FTP
daemon, log daemon, and Operations-Manager Agent). The target event IDs arefrom
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00010D20 t0 00010D28.

JP1 events indicating termination of file transmission are sent to the local host that
executed the transmission. The target event IDs are from 00010D0B t0 00010DOD.

To enable specification of the destination of JP1 events, definejpievent host inthe
definition file (ftshostenv. conf). The following values can be specified:

* host-name | IP-address: The JP1 events indicating start and termination of
daemons are sent to the specified host. JP1 events indicating termination of file
transmission are sent to the local host that executed the transmission.

» omitted: The JP1 events indicating start and termination of daemons and
termination of file transmission are all sent to the physical address (host name
returned by the OS's hostname command).

Example

This example specifies jp1eventhost asthe host to which JP1 events are to be
sent.

3.15.3 Note
» No format checking is performed on this definition file.
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3.16 Collecting access logs

3.16.1

3.16.2

You can log invalid or unsuccessful accesses attempted by an FTP client until it
successfully logsin (achieves user authentication) after establishing connection.

Settings for collecting access logs

To set JP1/FTP to collect access logs, you use the ftsutil command. Inthe -Ea
option of the ft sut i1 command, specify at least 1 megabyte asthefile sizefor access
logs. For details about the ftsutil command, see fisutil - changes and displays
environment information in 6. Commands.

Example
This example sets the file size for access logs to 1 megabyte:

File size

A new setting takes effect when you restart the JP1/FTP daemon.
Access log output file

Access logs are output as text to the access log file. The following table shows the
access log file and backup file.

Table 3-20: Accesslog output file and backup file

File Backup file

/var/opt/jpl_fts/trace/ftsaccess.log /var/opt/jpl_fts/trace/ftsaccess.log.old

3.16.3
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Thefilesizeisfrom 0 bytesto the size specified in the ftsutil command. When it
exceeds the size specified in the ftsuti1l command, JPL/FTP saves thefile to the
backup file, initializes the file size to 0 bytes, and then writes data from the beginning
of thefile.

If the backup file already exists when a backup is needed, JP1/FTP overwrites the
existing backup file.

Messages that are output to the access logs

The following table lists and describes the messages that are output to the access | ogs.
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Table 3-21: Messages that are output to the access logs

Message ID Message Description

KDJF3101-E The connection was closed without login. The FTP client disconnected
[Remote host address:IP-address™ ] [Remote itself without logging in.
port number :port-number #2] [Connection
number : connection-number %3]

KDJF3102-E Login failed. [Remote host Login faled.
address : IP-address™] [Remote port
number : port-number #1 [connection
number : connection-number’™)

KDJF3103-E FTP-command™ is invalid because it was An FTP command t_hat becomes
sent by a user who was not logged in. executable after IOg!n was
[Remote host address:IP-address™ ] [Remote accepted before login.
port number :port-number #2] [Connection
number : connection-number %3]

KDJF3104-E The max. number of FTP clients was M ore connectionswere accepted
reached. No more clients can use the than the maximum number of
service. [Remote host concurrent transmissions.
address : IP-address™] [Remote port
number : port-number #2)

KDJF3105—E#5 FTP server refused the connection. Connection was refused.
[Remote host address:IP-address™] [Remote
port number :port-number #2

#1
IP-address: Indicates the | P address of the FTP client.
#2
port-number: Indicates the port number of the FTP client.
#3
connection-number: Indicates the connection number.
#4
FTP-command: Indicates the FTP command.
#5

This message is output only when the JP1FTS CONREFUSELOG environment
variableis set to log refused connections.

For details about the output format of accesslogs, see 8.4 Access log messages.

105



3. File Transmission by JP1/FTP

3.17 FTP connection response message control function

3.17.1

106

Normally, the following response message is displayed at the time of an FTP
connection:

220 HHH FTP server (JP1/File Transmission Server/FTP VV-RR-55 YY/MM/DD) ready.
Host name Product name Version information®

#
VV-RR-SS: Version (-SS might not be displayed)
YY: Year (last two digits of the calendar year)
MM: Month
DD: Date

You can set that the response message is not to display the host name, product name,
and versioninformation. You can al so set the response message to display any optional
character string.

To changethe FTP connection response message, you must have already registered the
definition information.

Thisisan FTP server function. The definition takes effect when the JPL/FTP daemon
(5ftsd) starts.

Definition method
To define the information to be displayed in the FTP connection response message:

1. Inthe ftsutil command, specify FTP connection response message control in
CHECK.

2. Inthe FTP connection response message file (ft sbanner), specify a character
string for the FTP connection response message.

To specify adesired character string for the FTP connection response message,
use atext editor to specify the character string in the FTP connection response
message file (ftsbanner) according to the following definition method:

FTP-connection-response-message-character-string
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The FTP connection response message file consists of one or more lines.

The maximum length of onelineis 256 bytes. Any charactersin excess of
this limit areignored.

The maximum file sizeis 512 bytes. If the file size exceeds 512 bytes, the
fileisignored.

A line consisting of only alinefeed isvalid.
No comment can be defined.
If thefile sizeis 0 bytes, the fileisignored.

Some restrictions might apply to the response message format depending on
the FTP client that is connected. For thisreason, you must specify aresponse
message in the FTP connection response messagefilein aformat that will be
recoghized by the target FTP client.

The attributes of the FTP connection response message file are shown below.

Table 3-22: Attributes of the FTP connection response message file (ftsbanner)

Item name Setting

File name

ftsbanner

Directory name

/var/opt/jpl_fts/sys

Owner

Superuser

Access permission

Owner: r

3.17.2 FTP connection response message that is displayed

The subsection shows and explains the FTP connection response message that is
displayed.

If thereis no FTP connection response messagefile (ftsbanner), thefollowing FTP
connection response message is displayed:

If thereisan FTP connection response messagefile (ft sbanner), the FTP connection
response message is set as follows according to the FTP protocol specifications:

 If thefile contains only one line of data, response code 220 is added at the
beginning of theline.

107



3. File Transmission by JP1/FTP

108

» If thefile containsmultiple lines, 220- isadded at the beginning of thefirst line,
220 is added at the beginning of thelast line, and five spaces are added at the
beginning of each of the intervening lines.

The following figures show an example of an FTP connection response message.

Contents of the FTP connection response message file (ftsbanner)

annot connect To Thls server.

he username and password.

FTP connection response message

to FTP server.

OUS USers ot connect to this server.

se enter the username and password.




Chapter
4. JP1/FTP Operations Management

The Operations-Manager Console enables you to check JPL/FTP definition
information and view transmission logs. This chapter describes how to use the
Operations-Manager Console.

Note
The Operations-Manager Consoleis not supported in Linux.

4.1 Setting up the Operations-Manager Console
4.2 Organization and functions of the Operations-Manager Console windows
4.3 Examples of Operations-Manager Console menu operations
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4.1 Setting up the Operations-Manager Console

To use the Operations-Manager function, you must run the program at both the
managing host and the managed hosts.

m Managing host: Start the Operations-Manager Console.

Start the Operations-Manager Console at the managing host. It enables you to
view transmission logs of the remote and local hosts and to register, update, and

view definition information items.
How to start the Operations-Manager Console

Execute the following command as a superuser:
ftsconsole

Notes about starting the Operations-Manager Console

» If you use version 09-00 or later, an error will result if you specify the
Java_Path argument, which was supported by version 08-00 and

earlier.
The following figure shows the Operations-Manager Console window.

Figure 4-1: Operations-Manager Console window

(1@

~ (4)List
window
(3) Tree Vi
window i T T Bt | ; _ Wit
e | s | BAe0 | o switch
S | tabs
—(5) Details
window
View !
swWitoh ——# e e | = -
tabs

1. Choosing Host List from the Edit menu: See 4.1.1 Adding managed hosts.
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2. Choosing Display L og Count from the View menu:

Set the number of logsto be displayed in the Log I nformation window. When the
Display Log Count dialog box appears, specify the number of logs that you wish
to display, in the range from 1 to 10,000.

3.  Treewindow:

Thiswindow displaysalist of the managed hosts and corresponding information.
The view switch tabs enable you to switch between displaying by hosts and
displaying by functions. Note that the login user's registration information is not

displayed.

If there are too many managed hosts to fit in the tree window, information about
four hosts before and after the selected host is displayed.

4, List window:

Thiswindow provides alisting of the information selected in the tree window.
You can use the view switch tabs to change the display for each function.

5. Detailswindow:

Thiswindow displays details of theinformation selected in thelist window. Note
that nothing is displayed for the Environment Definition utility.

m Managed host: Start the Operations-Manager Agent.

Start the Operations-Manager Agent on each host where the Operations-Manager
Agent isto berun.

How to start the Operations-Manager Agent

Usethe j ftsa command to start a manager agent that is to be managed by
the Operations-Manager Console. For details about the start method, see
2.4.2 Starting and terminating the Operations-Manager Agent.

4.1.1 Adding managed hosts

You use the Operations-Manager Console to set the hosts that are to be managed.
These are the hosts for an Operations-Manager Agent that are all to be started in the
same |anguage environment. You must use the English environment for all hosts.

To add managed hosts:
1. At the Operations-Manager Console, from the Edit menu, choose Host List.
The Define Managed Hosts dialog box appears.
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Figure 4-2: The Define Managed Hosts dialog box

J

host-address [, name-to-display [, port number]]

MNew-York-Headquarters, New York
003000300000, Chicago

boot 3000300000, Los Angeles

boot 000300000, 3an Francisco

| Change || Close |

Specify the address and display name, separated by acomma, of a managed host
that isto be added.

host-address [, name-to-display [, port-number] ]
host-address

Specifiesthe host name defined in the system definition (host name specified
in /etc/hosts) or the IP address. Thisitem is mandatory.

name-to-display ((0 to 15-byte character string))

Specifies aname to be displayed for the managed host on the
Operations-Manager Console window.

Thisitem isoptional. If it is omitted, the specified host address is displayed.
port-number
Specifies the port number of the managed host.

Specification of aport number isoptional. If it isomitted, the port number of
thelocal host in ftsagent isassumed.

When the host address or name to be displayed contains a comma (,) or
double-quotation mark (")

Enclose the entire host address or name to be displayed in double-quotation
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marks ().

Example: Specifying aaa, bbb as the name to be displayed:
myhost, "aaa,bbb",20252

Example: Specifying aaa"bbb as the name to be displayed:
myhost, "aaa""bbb", 20252

3. Repeat step 2 for each additional host that is to be registered.

4. Click Change.
The specified host names are displayed in the tree window.

4.1.2 Deleting managed hosts

To delete a managed host:

1. At the Operations-Manager Console, from the Edit menu, choose Host List.
The Define Managed Hosts dialog box appears.

2.  Select the managed host that you want to delete, and then press the Delete key.

3. Click Change.

Other editing method

Information about the managed hosts is saved in the following
(comma-delimited) CSV file:

e /var/opt/jpl fts/sys/hostdef.csv

You can use atext editor to edit thisfile. To apply the edited information, you
must restart the Operations-Manager Console.
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4.2 Organization and functions of the Operations-Manager Console
windows

The Operations-Manager Console provides different windows for displaying various
types of information. This section presents the windows of the Operations-Manager
Console that are used to display information.

4.2.1 Environment Definition window

The figure below shows an example of the Environment Definition window for
another host that is displayed in the Operations-Manager Console. This subsection
describes the functions that you can use in the Environment Definition window.

Figure 4-3: Environment Definition window

m @ & @
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— | Edit 2
w4 JP1File Transmission Server TP -—
¢ B new rork 1 B ="
Envionment Defgtes —__ ., o ] Vaiie
— = [No. o file kansmissions b log 1000
o~ B8 nuto-Start Progral Copy (2) |iSize of protocol race fle 4
i Transmission Re| paste (3) [flSize of module trace file ]
ﬁ Log Infarmalion Output T |0 of retries when connecting 1o a host 5
o= _! Chicago UtTEN JlFetry interval when connecling to a host 2
o 3| os angeles : Iirne-:irn:‘t\\raltinyﬁ send Ua;am 23
. M Time- it wating to recere
> B San Francisco N[Eize of sanding buffer [Server 40860
:f|Size of receiving buffer [Server] 40960
[Time- it for idle connection [Served 900
‘WFile crealion mask [Server] 027
Nlsize of sending buffer [Cliert 40860 | Change &= (4)
-JiSize of raceimng bufer [Clignt 40960 | Refresh
:WFile crealion mask [Client] L
- fILink with JP 1M Mo
Jloutput transmission resultfo system log Ho

Ermad Liser Mo Tran Li

Host lFunc I

1 , or right-click in the tree window: Opens host information.
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B
2. Click , or right-click in the tree window: Copies host information.
3. Click ‘ , or right-click in the tree window: Pastes the copied information.

4. Click Ll or right-click in the list window: Changes the definition
information.

N
5. Click g , or right-click in the list window: Refreshes the information.
Note

Definition information cannot be copied between Windows hostsand UNIX hosts
that have been set as managed hosts.

4.2.2 Auto-Start Program Registration window

The figure below shows an example of an Auto-Start Program Registration window
that displays from the Operations-Manager Console the registration status of the
auto-start programs at another host. This subsection describes the functions that you
can use in the Auto-Start Program Registration window.
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Figure 4-4: Auto-Start Program Registration window
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B Transmission Ra|
8 Log Infarmation
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L s San Francisco

Imemaiusentran_success lhomelusentran_f

2 Ik Walue
“JUsernamea useri
“|File name 001 ewd
“{Program to starnt at normal end omeuserDimkbmp.sh
infcheck_f

E Program fo slart at e

1. Click ’E , or right-click in the tree window: Opens host information.

2. Click

, or right-click in the tree window: Copies all registration

information for the auto-start programs.

3. Click ‘
information.

, or right-click in the tree or list window: Pastes the copied

4. Click “ , or right-click in the list window: Registers new auto-start

programs.

5. Click m , or right-click in the list window: Changes the registration details

of auto-start programs.

6. Click ‘“ , or right-click in the list window: Deletes auto-start programs.
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B
7. Click , or right-click in the list window: Copies information about a
specified auto-start program.

N
Click g , or right-click in the list window: Refreshesinformation.

Right-click in the tree window: Outputs information about auto-start programs as
text.

When Cancdl is clicked while Register or Change processing is underway

The message canceled isdisplayed, but the registration or change processing
might have already been completed.

When the Operations-Manager Agent is UNIX

If the Operations-Manager Agent is UNIX, whether the login user name has been
registered is not checked when auto-start programs are registered.

About text output

A sample format for text that is output is set up during installation. You use this
format file at the Operations-Manager Console host.

You can edit the format file to create a desired format. For details about how to
edit the format file, see E. Format Files Used for Output of Definition
Information.

Note

Information about auto-start programs cannot be copied between Windows hosts
and UNIX hosts that have been set as managed hosts.

4.2.3 Transmission Registration window

The figure below shows an example of awindow that displays from the
Operations-Manager Consol e the transmission information registration details at
another host. This subsection describes the functions that you can use in the
Transmission Registration window.
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Figure 4-5: Transmission Regist
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information.
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information.
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Click ’ﬁ , or right-click in the tree window: Opens host information.

, or right-click in the tree window: Copies all transmission

ed.

Click ‘m , or right-click in the tree or list window: Pastes the copied
Click “ , or right-click in the list window: Registers new transmission
Click _ , or right-click in the list window: Changes registered transmission

Click ‘“ , or right-click in the list window: Deletes transmission
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B
7. Click , or right-click in thelist window: Copiesthe specified transmission
information.

N
8. Click g , or right-click in the list window: Refreshesinformation.
9. Right-click in the tree window: Outputs the transmission information as text.
When Cancdl is clicked while Register or Change processing is underway

The message canceled isdisplayed, but the registration or change processing
might have already been completed.

About text output

A sample format for text that is output is set up during installation. You use this
format file at the Operations-Manager Console host.

You can edit the format file to create a desired format. For details about how to
edit the format file, see E. Format Files Used for Output of Definition
Information.

Note

Transmission information cannot be copied between Windows hosts and UNIX
hosts that have been set as managed hosts.

4.2.4 Log Information window

The figure below shows an example of awindow that displays from the
Operations-Manager Console another host's log information. This subsection
describes the functions that can be used in the Log Information window.
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Figure 4-6: Log Information window
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1. Click ’ﬁ , or right-click in the tree window: Opens host information.

2. Click _ , or right-click in the list window: Displays all log information.

3. Click - , or right-click in thelist window: Displays specific log information.

4. Click ﬁ or right-click in the list window: Displays protocol trace.

5. Click -I or right-click in the list window: Refreshes information.
6. Right-click in the tree window: Outputs log information as text.

About the logs for transmissions with the same time

If there are multi

ple logs with the same time, the order in which the information

isdisplayed in the Operations-Manager Consol€e's log information window might
be different from the display order in the Log Information window.
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About the display of protocol trace information

The Log Information window displays all trace information, evenif thereisa
trace of atransmission. Thisdiffersfrom when aprotocol traceisdisplayed using
the ftshist command for displaying the Log Information window

About text output

A sample format for text that is output is set up during installation. You use this
format file at the Operations-Manager Console host.

You can edit the format file to create a desired format. For details about how to

edit the format file, see E. Format Files Used for Output of Definition
Information.
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4.3 Examples of Operations-Manager Console menu operations

122

The operations when you use the Operations-Manager Console to register and edit
information are the samein all windows. This section presents four examples of menu
operations for reference purposes.

4.3.1 Example of registering transmission information
This example registers transmission information in the New York headquarters.

To register transmission information:

1

In the tree window, double-click New York

Under New York, select Transmission Registration, and then click Al

The transmission information that has been registered in the New York
headquartersis displayed in the list window.

In the list window, click Al

A dialog box for registering transmission information is displayed. If
transmission information is selected in the list window, the selected transmission
information is displayed. You can also register new information by using the
displayed information as a model.
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Figure 4-7: Didog box for registering transmission information

=

Transmission card name

Remote host name
Port number
Remote user name
Password
SendReceive type
Transmission mode
Output type
Compression mode

SingleMultiple-file transmission

Size check

IS
[M Register Transmission Information Host : New York

Send

ASCI

Overwrite

Uncompress

|Automatic switch

A4 fd

[IYes

Local file name

Remote file name

Program to start at normal end |

Program to start at abnormal end |
|
|

21
2|
£

FTP command
Comment

5.

Enter the transmission information and then click Register.

For details about the information to be registered, see 3.4 Registering
transmission information.

You can register multiple sets of transmission information one after another until
you click Close.

Click Close.

Changing and deleting transmission information

You can change and delete transmission information in the same manner.
Changing: Specify the desired transmission information and then click Ll .

Deleting: Specify the desired transmission information and then click ‘A‘ .

4.3.2 Example of distributing (copying) transmission information

Th

is example copies transmission information by distributing it from the New York

headquartersto three branches (Chicago, Los Angeles, and San Francisco). If the same

inf

ormation already exists, it will be overwritten.
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To copy information:
1. Inthetree window, double-click New York.

Under New York, select Transmission Registration, and then click : %

In the tree window, click chicago, and then click Los Angeles and san
Francisco While holding down the Shift or Ctrl key.

4. Inthetree window or the list window, click ‘ @
A dialog box for copying and pasting information is displayed.
Figure 4-8: Diaog box for copying and pasting information

JP1/File Transmission Server/FTP

Copy & Paste

Copy-Host Paste-Host Info. Type Item | Result | Details
New York Chicago Transmission Information All Info.

New York Los Angeles  [Transmission Information JAll Info.

New York San Francisco [Transmission Information Al Info.

[_] Overwrite the same item l Execute I | Close

[[] overwrite the directory for log

About Overwritethedirectory for log

This option is enabled only when environment definition information is
being copied. Select it only if you want to overwrite the existing log
information directory.

5. Sdlect Overwritethe sameitem and then click Execute.

When the copy and paste operation isfinished, Result and Details are displayed.
By clicking Details, you can view the copied information and error information.

6. Click Close.
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4.3.3 Example of displaying log information
This example displays the log information for the New York headquarters.
To display log information:
1. Inthetree window, click the Func tab at the bottom.
Information is displayed in the tree window by function.
2. Inthetree window, double-click L og Information.

3. SdectNew York under the loginformation, and then click Al .
Log information is displayed in the list window.
To display only specific log information:

Inthelist window, click Ll . Inthe displayed dialog box, specify acondition
for displaying information.
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Figure 4-9: Diaog box for displaying specific information

Iﬁ JP1/File Transmission Server/FTP I

\ﬂewRanne Host : New York
Dateftime range Fror v
Until the log end -
Sort by end time -
Client or server All v
Send/Receive type All v
End status Al ~
Transmission card name |
Remote host name I |
Remote user name [ |
Remote file name | J
Transmission number - ]
Connection number - |
Size transmitted (Bytes) l || |
Transmission period (Secs) || ]
Transmission mode All v
Output type All -
Compression mode All -
Error type All -
Comment |
{ Al Info. ‘ \ Today’s Info. j { 0K j { Cancel ]

4.3.4 Example of outputting multiple registration information items

as text

126

This example outputs registration information for the Chicago, Los Angeles, and San
Francisco branches astext. You can select for the output method either Output Text
or Append Text.

A sampleformat for text that isoutput is set up during installation. You use thisformat
file at the Operations-Manager Console host.

You can edit theformat fileto create adesired format. For details about how to edit the
format file, see E. Format Files Used for Output of Definition Information.



4. JP1/FTP Operations Management

To output multiple registration information items as text:

1. Inthetreewindow, click chicago, and thenclick Los Angeles and san
Francisco While holding down the Shift or Ctrl key.

2. From theright-click menu, choose Output Text.
The Output or Append To Text File dialog box appears.
Figure 4-10: Output or Append To Text File dialog box

Text output destination directory
| Browse |

| Output Text || Append Text Close

3. Specify the directory to which the text is to be output, and then click either
Output Text or Append Text.

Output Text

Outputsthe registration information to the specified file. If the specified file
aready exists, its contents are overwritten.

Append Text
Outputs the registration information at the end of the specified file.
The text output status is displayed.
4. Click Close.
File name for the output text

The following table shows the name of the output file depending on the type of
information.
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Table 4-1: Names of output text files

Type of information

File name*1

User information™?

host-name-to-be-displayed user.txt

Auto-start program information based on
file

host-name-to-be-displayed_autof . txt

Auto-start program information based on
directory

host-name-to-be-displayed_autod.txt

Transmission information

host-name-to-be-displayed tran.txt

Log information

host-name-to-be-displayed hist .txt

#1

If the host name to be displayed contains any illegal character for the file name
N\, /y:v.vir* 2, " <, >, |), each suchillegal character will be replaced with #

to create the file name.
#2

The information cannot be output when the target host is UNIX.




Chapter
5. Linkage with Other JP1 Programs

This chapter describes the settings required for linking JP1/FTP to other JP1 programs
and the respective operation methods.

5.1 Linking to JPI/AJS3
5.2 Linking to JP1/IM
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5.1 Linking to JP1/AJS3

You can link JP/FTP to JPI/AJS3 to perform scheduled file transmissions.
This section describes the settings for linking to JP1/AJS3 and the operation method.
5.1.1 System configuration for linking to JP1/AJS3
Required program
Install the following program on the computer where JPL/FTPisinstalled:
e JP1/AJS3 - Manager or JPL/AJS3 - Agent
Figure 5-1: Example of asystem configuration for linking to JP1/AJS3

P \
[ JP1/AJS3 - Agent U
& 7l
Host used to [ JRI/RER U
execute custom jobs & ]
= | JPiBase || |
X [} X

21

I/JP1 /AJS3 - Manager u

| pd
y

‘ | JP1/AJS3 - View U ";| JP1/Base ﬂ

Host used to define custom jobs
(Windows host)

I

5.1.2 Specifying the settings for linking to JP1/AJS3

To register JPL/FTP into JPL/AJS3 as a custom job in order to link JPL/FTP to JPL/
AJS3:

1. FromtheWindows Sart menu, choose Programsand then JP1_Automatic Job
M anagement System 3 - View, and then Register Custom Jaob.

The Register Custom Job dialog box appears.
2. Click Add.
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The Set Properties of Custom Job dialog box appears.
3. Set each item and then click OK.
Restart JP1/AJS3.

The custom job isregistered. The following shows the Set Properties of Custom
Job dialog box and the settings.

Figure 5-2: Set Properties of Custom Job dialog box

x|
Name: [JPIFTP
Comment: [ Custom Job for JPIFTP
Defining program: | =]
Executing pogram. | &l
Vegsor: [os00
Class: [JPIFTP
Job Type o i & UNIX

| oK | Camell

Table 5-1: Settingsin the Set Properties of Custom Job dialog box

Item Setting
Name Specify any name for the custom job. Thisitem is mandatory.
((1 to 8-byte character
string))
Comment Specify any desired comment. The forward slash (/) and the space
((0 to 40-byte character cannot be used in acomment.
string))
Defining program Specify nothing.
Executing program Specify nothing.
Version 0600 (fixed)
Class Jp1FTP (fixed)
Job Type UNIX

5.1.3 Performing scheduled transmissions

To perform scheduled transmissions, you must first create ajobnet and then register

131



5. Linkage with Other JP1 Programs

the schedule in the jobnet.

(1) Creating a jobnet
To create ajobnet:

132

1

From the Windows Start menu, choose Programs, JP1_Automatic Job
M anagement System 3 - View, and Job System M anagement, and then log in.

The JP1/AJS3 - View window is displayed.
From the Edit menu, choose New and then Jobnet to create ajobnet.
Specify each setting and then click OK.

The following figure shows an example of the settings. For details, see the Job
Management Partner 1/Automatic Job Management System 3 Linkage Guide.
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Figure 5-3: Example of the settingsin the Define Details - [Jobnet] dialog box

Define Details - [Jobnet] X!

Unit name Data_Transmission J |

Conment

Exec-agent

Concurrent exec.

Monitor jobnet

Exec. order control

Cormection range

Jobnet connector

Exec. order method

4. Double-click the created jobnet.
The Jobnet Editor window appears.
Select Exclusive edit.
6. Fromtheicon list, drag the required job icon to the map area.

miu)
The JPI/FTPicon isthe @@ icon on the Custom Jobs page.

The Define Details - [Custom Job] dialog box appears.
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7. InCommand statement, specify the transmission card in the following format:
ftstran transmission-card-name

The following figure shows an example of the settings.

Figure 5-4: Example of the settingsin the Define Details - [ Custom Job] dialog
box

Define Details - [Custom Job]

Unit name
Conment

Exec-agent

Conmand statement

pt file name

Parameters

Environment wvariables

Environment file

Working path

Priority
Standard input
Standard output

Standard error

End judouent

8. Specify other settings, and then click OK.
For details, see the Job Management Partner 1/Automatic Job Management
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System 3 Linkage Guide.

9. If necessary, set the job type as a UNIX job and associate the jobs.
The following figure shows an example of the settings.
Figure 5-5: Example of the jobnet settings

ata Los
geles_Br.

otaled_dac
a

@ Total_data Totaling sales report data from each branch Unix Job
Q Transmit_data_Los_Angeles_Br. Sending sales report data from Los Angeles Branch Custom Job
Q Transmit_data_Chicago_Br. Sending sales report data from Chicago Branch Cusctom Job
J Transmit_totaled data Sending sales report data

10. Close the Jobnet Editor window.
(2) Registering a schedule
To register aschedule:

1. Fromthelist area of the JPL/AJIS3 - View window, select the jobnet that isto be
scheduled, and then from the Edit menu, choose Schedule.

The Schedule Settings dialog box is displayed.
2. Specify each setting and then click OK.

The figure below shows an example of the settings. For details, see the Job
Management Partner 1/Automatic Job Management System 3 Linkage Guide.
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5. Linkage with Other JP1 Programs

Figure 5-6: Example of the settingsin the Schedule Settings dialog box

Schedule Settings

T

Schedule rules

Valid term

Job ¢rolg nama I

Erolugiya jonazc I

Options

ok | _ cemcet |  mewp |

3. Fromthelist area of the JP1/AJS3 - View window, select the jobnet to be
registered for execution, and then from Oper ations, choose Register for
Execution.

The Register for Execution dialog box is displayed.
4. Specify each setting and then click OK.

The figure below shows an example of the settings. For details, see the Job
Management Partner 1/Automatic Job Management System 3 Linkage Guide.
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Figure 5-7: Example of the settingsin the Register for Execution dialog box

i Register for Execution

Jobnet name

Register method

Planned time passed

when reg. for exe.
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5.2 Linking to JP1/IM

You can link JPL/FTP to JPY/IM in order to use JP1/IM's Event Console window to
perform centralized monitoring of the start and stop of the JPL/FTP service and the
termination of transmissions (normal, warning, abnormal).

5.2.1 System configuration for linking to JP1/IM
Required programs
Install the following program on the computer where JPL/FTPisinstalled:
» JP1/Base

Additionally, install the following programs on the computer that isto be used to
monitor JPL/FTP:

e JPVIM - Manager
» JP1/Base

To use JPL/IM's Event Console window for monitoring, you need a Windows
system on which the following program is installed:

* JPVIM - View
Figure 5-8: Example of a system configuration for linking to JPL/IM

N )

Host used to monitor JP1/FTP
(Windows) JP1/IM - Manager

)

JP1/Base

| =

JP1/IM -View

JP1/FTP

JP1/Base

| - ] |

5.2.2 Specifying the settings for linking to JP1/IM
To specify the settings for linking to JP1/IM:
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In the Environment Definition dialog box, select Link with JPL/IM, and then
click OK.

For details about the Environment Definition dialog box, see 3.1 Defining an
environment for JP1/FTP.

5.2.3 Starting the services

Start the services of JPY/IM and JPI/FTP that are listed below. If either serviceis
aready running, stop it and then restart it.

JP1/IM event service

For details, see the Job Management Partner 1/Integrated Management -
Manager Configuration Guide.

JP1/File Transmission Server/FTP service
Execute the j £t sd command to start the JPI/FTP daemon.

Thereafter, JP1 eventswill beissued to report the status of the JP1/FTP service and the
status of file transmissions.

5.2.4 Monitoring transmission results by JP1/IM
To monitor transmission results in the Event Console window of JP1/IM:

1

From the Windows Sart menu, choose Programs, JP1_Integrated
Management - View, and then Integrated View.

The Login window is displayed.

In the Login window, enter the user name, password, and name of the connected
host.

Click OK.
The Event Console window is displayed.

For thelist of JP1 eventsthat are output by JPL/FTP and details about their attributes,
see D. JPI Events.
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Chapter
6. Commands

This chapter describes the commands provided by JPL/FTP.

List of commands
Details of commands
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List of commands

List of commands

The following table lists and describes the commands supported by JPI/FTP and the
required execution permissions.

Table 6-1: Commands supported by JPI/FTP

Function

Command name

Required execution permissions

Referencing

Registration,
change,
deletion

Execution

Sarts the IP/FTP
daemon

jftsd

Superuser

Terminates the JP1/
FTP daemon

ftsstop

Superuser

Displaysthe
Environment
Definition dialog box

ftsdefine

Ordinary user

Superuser

Changes and displays
environment
information

ftsutil

Ordinary user

Superuser

Displaysthe
Auto-Start Program
Registration window

ftsauto

Ordinary user

Superuser

Registers, deletes, and
displays auto-start
programs

ftsautoma

Ordinary user

Superuser

Displaysthe
Registration And
Execution Of
Transmission
Requests window

ftsclient

Ordinary user

Superuser

Ordinary user

Executes transmission

ftstran

Ordinary user

Registers, changes,
deletes, and displays
transmission
information

ftsregc

Ordinary user

Displaystransmission
information

ftsregcv

Ordinary user
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List of commands

Function Command name Required execution permissions
Referencing Registration, Execution
change,
deletion

Displaysthe Log ftshist Ordinary user -- -
Information window
Displayslog ftshistory Ordinary user -- -
information
Starts the ftsconsole Superuser Superuser -
Operations-Manager
Console
Starts the jftsa - -- Superuser
Operations-Manager
Agent
Terminates the ftsastop - -- Superuser
Operations-Manager
Agent
Startsthelog daemon | jftslogd - -- Superuser
Terminates the log ftslogstop - -- Superuser
daemon
Checks the JPL/FTP jftsdstatus - -- Superuser
daemon status
Checksthe jftsastatus - -- Superuser
Operations-Manager
Agent status
Checksthe log jftslogdstatus - -- Superuser
daemon status

Legend:

--: No applicable function

Notes about executing the commands (in AIX)

The following message might be displayed when you execute a command in an
AlX system, but this does not indicate a problem:

Warning:Missing charsets in String to FontSet conversion
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Details of commands

Details of commands

Storage location for commands:
e /Jopt/jpl fts/bin/
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jftsd - starts the JP1/FTP daemon

jftsd - starts the JP1/FTP daemon

Format

jftsd

Function

Notes

The j ftsd command starts the JP1/FTP daemon. To execute this command, you need
superuser permissions.

If you have used the ftsutil command to change the maximum number of
concurrent transmissions, the following settings are reset to their initial status
(initialized) when you start the JP1/FTP daemon:

e Transmission log

» Transmission number
» Connection number

» Protocol trace

e Moduletrace

When settings are initialized, their previous status is deleted. Therefore, we
recommend that you back up any needed information before you start the JPL/FTP
daemon. For details about the information to back up, see (2) Log informationin 3.7.1
Information that can be saved and recovered. When you restore from a backup, make
sure that the maximum number of concurrent transmissionsis set to the same value as
when the backup was created. If the maximum number of concurrent transmissions at
the time the backup was made does not match the number at the time of recovery, the
JPY/FTP daemon will not start.

When you restore from initialized status, the JP1/FTP daemon might be delayed
temporarily. To avoid this delay, delete the above settings beforehand. The deletion
tool enables you to do this easily. For details about the deletion tool, see H. Log
Information Deletion Tool after Changing the Maximum Number of Concurrent
Transmissions.
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ftsstop - terminates the JP1/FTP daemon

Format

ftsstop [-f|-z]

Function

The £tsstop command terminates the JPL/FTP daemon and accepts no more
transmission requests. To execute this command, you need superuser permissions.

Arguments

W [-f|-z]
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Omitted: If atransmission isunderway at the time the command is executed, the
command waits until the transmission is finished before terminating the JP1/FTP
daemon.

- £: If atransmission is underway at the time the command is executed, the
command forcibly terminates the transmission and then terminates the JPL/FTP
daemon. The forcibly terminated transmission islogged as a forced termination
error.

-z: If atransmission is underway at the time the command is executed, the
command forcibly terminates the transmission and then terminates the JPL/FTP
daemon. Log information about the forcibly terminated transmission is not
retained.

Usethe - z option only when the JPL/FTP daemon cannot be terminated using the
command with the - £ option specified or with no option specified.



ftsdefine - displays the Environment Definition dialog box

ftsdefine - displays the Environment Definition dialog box

Format
ftsdefine

Function

The ftsdefine command displays the Environment Definition dialog box. To
register or change environment definitions after using this command, you need

superuser permissions. You can view definition information with ordinary user
permissions.

Note

Linux does not support the ftsdefine command.
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ftsutil - changes and displays environment information

ftsutil - changes and displays environment information

Format

Changing environment information:

ftsutil -C environment-information-option transmission-option-parameter

Displaying environment information:
ftsutil -L

Function

The ftsutil command changes or displays environment information.

Arguments

B -C environment-information-option transmission-option-parameter

Changes the environment information in accordance with the specified environment

information options.

To change environment information, you need superuser permissions.
The new settings take effect when you restart the JPL/FTP daemon.

The table below lists and describes the environment information options. For details
about the transmission option parameters, see 3.1.1 Defining an environment for JP1/

FTP.

Table 6-2: Environment information options

Option name Transmission option parameter Value
-EH Number of log entries to retain ((0 to 100,000))
-EP Size of the protocol trace file ((4to 1,000))

-EM Size of the module tracefile ((4 to 1,000))

-ER Number of retries when connecting to a host ((0to 100,000))
-EY Retry interval when connecting to a host ((0to 86,400))
-EO Time-limit for waiting to send data ((1 to 3,600))

-EU Time-limit for waiting to receive data ((1to 3,600))

-ES Size of the send buffer at the server ((512 to 262,144))
-EB Size of the receive buffer at the server ((512 to 262,144))
-ET Time-limit for idle connection at the server ((30to 7,200))
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Option name Transmission option parameter Value
-EV File creation mask at the server Octal value ((000 to 777))
-EF Size of the send buffer at the client ((512 to 262,144))
-EE Size of the receive buffer at the client ((512 to 262,144))
-EK File creation mask at the client Octal value ((000 to 777))
-EI Link to JPL/IM (CHECK Of UNCHECK) CHECK | UNCHECK
-EL Output transmission result to system log CHECK | UNCHECK
(CHECK Of UNCHECK)
-EC Maximum number of concurrent 64 to 128 <<64>>
transmissions™!
-EA File size for the access log™ ((0t0 100))
-EX FTP connection response message control CHECK | UNCHECK
(cHECK Or U'NCHECK)#3
#1

Specify the permitted maximum number of concurrent transmissions. Thisisthe
same as the permitted maximum number of concurrent FTP connections

(control). Any transmission requests in excess of this value will be rejected. For
detail s about rejection of transmission, see G Transmission Rejection Messages.

If you have changed the maximum number of concurrent transmissions, the
following settings are initialized the next time you start the JP1/FTP daemon:

e Transmission log

e Transmission number
« Connection number
« Protocol trace

e Moduletrace

When settings are initialized, their previous status is deleted. Therefore, we
recommend that you back up any needed information before you start the JP1/
FTP daemon. For details about the information to back up, see (2) Log
information in 3.7.1 Information that can be saved and recovered. When you
restore from the backup, make sure that the maximum number of concurrent
transmissions is set to the same value as when the backup was created. If the
maximum number of concurrent transmissions at the time the backup was made
does not match the number at the time of recovery, the JPL/FTP daemon will not
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#2

#3

H -L

start.

When you restore from initialized status, the JP1/FTP daemon might be delayed
temporarily. To avoid this delay, delete the above settings beforehand. The
deletion tool enables you to do this easily. For details about the deletion tool, see
H. Log Information Deletion Tool after Changing the Maximum Number of
Concurrent Transmissions.

Specify the size of thefile to usefor storing accesslogs. You can use access logs
to obtain information about invalid accesses dueto login errors during connection
at the FTP server. When the access log exceeds the specified size, the old
information isbacked up and anew fileis created. The valueisin megabytes and
theinitial valueis 0. You need a maximum disk capacity of double the specified
size (including the backup files). You can use atext editor to view the accesslogs.
For details about the access logs, see 3.16 Collecting access logs.

If the setting for FTP connection response message control is set t0 UNCHECK, a
response message is displayed as follows during FTP connection:

220 HHH FTP server (JP1/File Transmission Server/FTP VV=RRE-55 YY/MM/DD) ready

Host name Product name Version information®

#

Vv=-RR-355: Version (the - 55 part might not be displayed)
Year (last two digits of the calendar year)

Month

pp: Day

If the setting is set to CHECK, a response message is displayed as follows during
FTP connection:

The default is uNcHECK. When you set CHECK, you can also specify a desired
character string for the response message that is sent during FTP connection. For
detail s about the FTP connection response message control function, see 3.17
FTP connection response message control function.

Displays environment information.



ftsutil - changes and displays environment information

Example of display:

to be retained: 10000

at the client: 027

ission result to system log: UNCHECK

oncurrent transmissions: 64%

sage control: UNCHECKo

If you have changed the maximum number of concurrent transmissions, anumber
in parentheses might be displayed in the maximum number of concurrent
transmissions column. This number indi cates the maximum number of concurrent
transmissions that were in effect at that point and is displayed when a new
maximum number of concurrent transmissions is different from the maximum
number of concurrent transmissions that was in effect when the information was

displayed.
The following example shows a change in the maximum number of concurrent
transmissions from 64 to 128:

Maximum number of concurrent transmissions; 128 (64)

Return values

0

Normal termination

62

Abnormal termination during change

64

Abnormal termination during display

91

Abnormal termination due to a syntax error in acommand parameter
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ftsauto - displays the Auto-Start Program Registration window

Format
ftsauto

Function

The ftsauto command displays the Auto-Start Program Registration window. To
execute this command to register, change, or delete auto-start programs, you need

superuser permissions. You can view the registered information with ordinary user
permissions.

Note

Linux does not support the ft sauto command.
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ftsautoma - registers, deletes, and displays auto-start programs

Format
Registering:
ftsautoma -file | dir -N user-name file-name | directory-name
end-of-transmission-start-program-option option-parameter
Deleting:
ftsautoma -file | dir -D user-name file-name | directory-name
Displaying:
ftsautoma -file | dir -L [user-name [file-name | directory-name] ]
[-m format-file-name | -v]
Function

The ftsautoma command registers, deletes, or displays auto-start programs.

Arguments
B -file | dir
Specifies the type of key:
* -file: Usesafile name asthe key.
* -dir: Usesadirectory name as the key.
B -N user-name file-name | directory-name ((1 to 256-byte character string))

Registers anew auto-start program with the specified file name (or directory name) as
the key value.

The user name must be a user registered in the /et c/passwd file or the default user
(default).

A file name must be the full path or the file name. A directory name must be the full
path.

At least one of -aAs and -AF must aso be specified.
To register auto-start program information, you need superuser permissions.
B -D user-name file-name | directory-name

Deletes the auto-start program identified by the specified user name and file name (or
directory name).

To delete auto-start program information, you need superuser permissions.
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B -1 [user-name [file-name | directory-name] ]

Displaysregistration information for the auto-start program identified by the specified
user name and file name (or directory name).

If you omit the file name and directory name, the command displays registration
information for all auto-start programs for the specified user name.

If you omit all of user name, file name, and directory name, the command displays
registration information for all auto-start programs.

-m format-file-name ((1 to 256-byte character string))

Displays the auto-start program registration information in the format that is set up in
the specified format file.

For details about the format file, see E. Format Files Used for Output of Definition
Information.

If arelative path is specified for the format file name, the command assumes the
directory relative to the command execution directory.

This argument and -v are mutually exclusive.
Example of display when the default format file is specified:

‘bin/normalend proc

er/bin/abnormalend proc

If -m and -v are both omitted, the command displays information in the format that is
set up in the default format file.

For details about the default format file, see E. Format Files Used for Output of
Definition Information.

-V
Displays auto-start program registration information in list format.
This argument and -m are mutually exclusive.




ftsautoma - registers, deletes, and displays auto-start programs

Example of display:

gram at normal end

If thelist format is used, the length of each itemislimited as shown in the table bel ow.
Table 6-3: Number of characters displayed in thelist format columns

Item name Maximum number of characters displayed
User name 15 characters
File name Of Directory name 15 characters

Auto-start program at normal end

23 characters (32 characters when LanG=c is
specified)

Auto-start program at abnormal end

23 characters (32 characters when L.ang=C is
specified)

If -mand -v are both omitted, the command displaysinformation in the format that is

set up in the default format file.

For details about the default format file, see E. Format Files Used for Output of

Definition Information.

B directory-name end-of-transmission-start-program-option option-parameter

Thetable below lists and describes the end-of -transmission start program options. For
details about the transmission option parameters, see 3.3.1 Registering auto-start

programs.

Table 6-4: End-of-transmission start program options

Option name Transmission option parameter Value

-AS Name of the program to start when ((0 to 256 bytes))
transmission ends normally

-AF Name of the program to start when ((0 to 256 bytes))
transmission ends abnormally

Return values

0 Normal termination

61 Abnormal termination during registration
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Note

156

63 Abnormal termination during deletion
64 Abnormal termination during display
91 Abnormal termination due to a syntax error in acommand parameter

A space character contained in a program name specified in -as or -AF has a specia
meaning to the shell. In such a case, you must escape the space characters.

Example: Specifying 1 in the option when the program nameis /home /useri1/
sample:

"/home/userl/sample 1"




ftsclient - displays the Registration And Execution Of Transmission Requests window

ftsclient - displays the Registration And Execution Of Transmission
Requests window

Format
ftsclient

Function

The ftsclient command displaysthe Registration And Execution Of Transmission
Requests window. To execute this command to register, change, or del ete transmission

information, you need superuser permissions. You can view theregistered information
with ordinary user permissions.

Note

Linux does not support the ftsclient command.
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ftstran - executes transmission

Format
ftstran transmission-card-name [-N file-namel [-E file-name] [-M [B|T]
1 [-H host-namel [transmission-information-option
transmission-option-parameter]

Function

The ftstran command executes file transmission based on the information in a
specified transmission card (Select Card method of file transmission) or by modifying
information in a specified transmission card (Enter Information method of file
transmission).

Arguments
B ransmission-card-name ((1 to 20-byte character string))

Specifies the name of atransmission card that has been registered using the
Transmission Regist. & Exe. window

B -N file-name ((1to 256-byte character string))

Specifies the name of the file to which the results are output when the transmission
terminates normally. If thisoption isomitted, transmission results are not output when
the transmission terminates normally.

If you specify arelative path for the file name, the command assumes the directory
relative to the command execution directory.

B -E file-name ((1to 256-byte character string))

Specifies the name of the file to which the results are output when the transmission
terminates abnormally. If this option is omitted, transmission results are not output
when the transmission terminates abnormally.

If you specify arelative path for the file name, the command assumes the directory
relative to the command execution directory.

B -M [B|T]
Specifies the output format.

» B: Binary format (data consisting of consecutive FTS FTP_API DATA EX Of
FTS_FTP_API RETDATA EX Structures)

e T: Text format
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B -H host-name ((1to 256-byte character string))

Specifies the host name of the computer on which the client's JPL/FTP daemon is
running. Use this option to specify a specific addresswhen the £t st ran command is
executed in an environment where the local host has multiple | P addresses.

If you have enabled specification of the FTP client'slocal P address, the value
specified in this option becomesthe FTP client'slocal |P address. If you omit this
option, the address of the physical host is assumed.

If you have disabled specification of the FTP client'slocal | P address, the address that
is assigned automatically by the OS becomes the FTP client's local |P address
regardless of the specification of this option. For details about how to enable
specification of the FTP client'slocal |Paddress, see 3.15 Using JP1/FTP in a multiple
IP address environment.

B fransmission-information-option transmission-option-parameter

Specifies desired options in order to modify some of the transmission information on
the specified transmission card (Enter Information method of file transmission).

For detail s about the transmission information options, seefisregc - registers, changes,
deletes, and displays transmission information in this chapter. For details about the
transmission option parameters for the transmission information options, see 3.4.1
Registering transmission information onto a transmission card.

Return values

0 Normal termination

10 Normal termination with awarning due to an open error on the transmission-end
information storage file

11 Normal termination with awarning due to an output error on the transmission-end
information storage file

12 Normal termination with awarning due to a JP1/FTP connection release error

13 Abnormal termination due to unacquired card information

50 Abnormal termination dueto an errorin [fts_ftp open( )] during JPL/FTP

connection establishment

51 Abnormal termination dueto an errorin [fts_ftp syn request ex( )] during
transmission request registration (synchronous)

90 Abnormal termination of transmission

91 Abnormal termination due to a syntax error in acommand parameter

For details about the messages that are displayed, see 8.2.5 Messages issued by the
ftstran command.
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Usage examples
» Example of the Select Card method of file transmission:

ITCstran

Card name

» Example of the Enter Information method of file transmission:

Transmission information options

Ca_rd name | [ [ [ [ [ |

ftstran cardl -TC cardZ -TH hostl -TT SEND - BINARY -TL /temp/filel -TR /temp/file’

Transmission option parameters

This example changes the following transmission information on card1 and then
executes transmission:

e -1c: The namefor the new card is card2.

» -TH: The connection-target host nameishost1.
* -TT: The send/receive typeis SEND.

e -TY: Thetransmission mode iS BINARY.
 -TL: Thelocal filenameis /temp/filel.
 -TR: Theremotefilenameis /temp/file2.
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ftsregc - registers, changes, deletes, and displays transmission
information

Format
Registering:
ftsregc -N [transmission-card-name) [transmission-information-option
transmission-option-parameter
Changing:
ftsregc -C [transmission-card-name transmission-information-option
transmission-option-parameter
Deleting:
ftsregc -D transmission-card-name
Displaying:
ftsregc -L transmission-card-name
Function
The ftsregc command registers, changes, deletes, or displays transmission
information.
Arguments

B -N [transmission-card-name] [transmission-information-option
transmission-option-parameter]

There are two ways to register transmission information. Oneis by registering new
transmission information that has been set on atransmission card. The other isby using
an existing transmission card as amodel and editing its contentsin order to register it
as a separate transmission card.

» Registering new transmission information onto a transmission card

ftsregc -N [transmission-information-option
transmission-option-parameter

This method creates new transmission information based on the information
specified with the transmission information options. Among the available
transmission information options, you must always specify -Tc, -TH, -TU, -TT,
-TY, -TL, ahd -TR. You must use the - T¢ transmission information option to
specify aname for the transmission card.

» Registering transmission information using an existing transmission card
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ftsregc -N [transmission-card-name) [transmission-information-option

transmission-option-parameter]

This method specifies the name of atransmission card to use asamodel and then
specifies transmission information options to change. You must specify in -Tc a
name for the new transmission card that you are registering.

To register transmission information, you need superuser permissions.

Thetable below lists and describes the transmission information options. For details
about the transmission option parameters, see 3.4.1 Registering transmission
information onto a transmission card.
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Table 6-5: Transmission information options

Option name Transmission option parameter Value
-TC Transmission card name ((1to 20 bytes))
-TH Connection-target host name ((1to 256 bytes))
-TP Connection-target port number ((1to 65,535))
-TU Login user name ((1to 80 bytes))
-TW Login password ((0to 80 bytes))
-TT Send/receive type: SEND | RECV | APPE
¢ SEND: Sendsfiles (overwrite).
e RECV: Recelvesfiles.
« appE: Sendsfiles (append).
-TY Transmission mode: ASCII|BINARY
e ascrii: Transmitsfilesin the ASCII mode.
e BINARY: Transmitsfilesin the binary
mode.
-TM Compression mode: STREAM | COMPRESS
e STREAM: Transmits files without
compressing them.
* coMPRESS: Compresses files during
transmission.
-TK Size check: CHECK | UNCHECK
e cHECK: Checksthesize.
e UNCHECK: Does not check the size.
-TL Locd file name ((1 to 256 bytes))
-TR Remote file name ((1to 256 bytes))




Return

ftsregc - registers, changes, deletes, and displays transmission information

Option name Transmission option parameter Value

-TS Name of the program to start when ((0to 256 hytes))
transmission ends normally

-TF Name of the program to start when ((0to 256 hytes))
transmission ends abnormally

-TX FTP command ((0to 300 bytes))

-TO Comment ((0to 80 bytes))

-TA Single/multiple-file transmission: AUTO | MULTIPLE | SINGLE

¢ auTo: Switches automatically between
single-file transmission and multiple-file
transmission.

¢ MULTIPLE: Performs multiple-file
transmission.

¢ sINGLE: Performssingle-filetransmission.

-C transmission-card-name [transmission-information-option
transmission-option-parameter]

Changes from the specified transmission card the transmission information that is
specified by the transmission information options.

To change transmission information, you need superuser permissions.
-D transmission-card-name

Deletes the transmission information identified by the specified transmission card
name.

To delete transmission information, you need superuser permissions.
-L transmission-card-name

Displays the transmission information for the specified transmission card.

values
0 Normal termination
61 Abnormal termination during registration
62 Abnormal termination during change
63 Abnormal termination during deletion
64 Abnormal termination during display
91 Abnormal termination due to a syntax error in acommand parameter
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For details about the messages that are displayed, see 8.2.7 Messages issued by the
ftsregc command.

Note

To specify zero charactersin an option argument, specify the null character string.

Example: Delete the name of the program that is started when transmission ends
normally:

ftsregc -C cardl -Ts ""
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ftsregcv - displays transmission information

Format

ftsregcev [-c transmission-card-name]l [-m format-file-name | -v]

Function

The ftsregcv command displays transmission information that has been registered.

Arguments

- c transmission-card-name
Specifies the name of the transmission card that isto be displayed.

The command displays the transmission card information that matches the specified
transmission card name.

-m format-file-name ((1 to 256-byte character string))

Displaystransmission information in the format that was set up in the specified format
file.

For details about the format file, see E. Format Files Used for Qutput of Definition
Information.

If arelative path is specified for the format file name, the command assumes the
directory relative to the command execution directory.

This argument and -v are mutually exclusive.
Example of display when the default format file is specified:

: Automatic switch
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ftsregev - displays transmission information

If -m and -+ are both omitted, the command displays information in the format that

was set up in the default format file.

For details about the default format file, see E. Format Files Used for Output of

Definition Information.

-

Displays transmission information in list format.

This argument and -m are mutually exclusive.

Example of display:

In thelist format, the meanings of theinformation in the DTOM column are asfollows:

» D: Send/receivetype
e s:Send
* R: Receive

e T: Transmission type
* AIASCII
e I:Binary

* 0: Output type
» 0: Overwrite
e Aa: Append

» M: Compression mode
e 3. Uncompressed
e ¢: Compressed

If thelist format is used, the length of each item islimited as shown in the table bel ow.
Table 6-6: Number of charactersdisplayed in the list format columns

Item name Maximum number of characters displayed
Card name 14 characters
Host name 14 characters
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Item name Maximum number of characters displayed
User name 14 characters
Local file name 19 characters
Remote file name 19 characters
Comment 20 characters

If -m and -+ are both omitted, the command displays information in the format that
was set up in the default format file.

For details about the default format file, see E. Format Files Used for Output of
Definition Information.

Return values

0 Normal termination
64 Abnormal termination during display
91 Abnormal termination due to a syntax error in the command parameter
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ftshist - displays the Log Information window

ftshist - displays the Log Information window

Format
ftshist

Function

The ftshist command displays the Log Information window.
Note

Linux does not support the £t shist command.
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ftshistory - displays log information

ftshistory - displays log information

Format
ftshistory [-m format-file-name | -v]1 [-s transmission-time
[, transmission-time]l 1 [-f log-file-name]
Function
The ftshistory command displayslog information.
Arguments
B -n format-file-name ((1 to 256-byte character string))
Displays log information in the format that was set up in the specified format file.

For details about the format file, see E. Format Files Used for Qutput of Definition
Information.

If you specify arelative path for the file name, the command assumes the directory
relative to the command execution directory.

This argument and -v are mutually exclusive.
Example of display when the default format file is specified:
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(LA APES A Log Information /f//7/ /00000 Nell frA00 000000000,

SO0 PR AT

Transmission card: test_card 001
Local file name: /tmp/snd/datal
Remcte file name rev/datal

1t or receive ps
Transmission mode: ASCII
Cutput type: Overwrite
Compress mode: Uncompress
Remcte host name hostOl
- 2012

Fort numb

User name: jplftp
Comment :

Transmission numb
Server or client r
Status at termination: N
Starting time: 2010/03/17
Ending time: 2010/03/17 15
Transmi e ri

ssion
Transmission s

Connection number: 16
Error type:

Position where error occurred:
Errer module name:

Error system function name:
Error message:

Error protocol:

If -m and -+ are both omitted, the command displaysinformation in the format that
was set up in the default format file.

For details about the default format file, see E. Format Files Used for Output of
Definition Information.

u -v
Displayslog information in list format.
This argument and -m are mutually exclusive.
Example of display:

Stat s/C Error type Comment
NEF C

N c

H ] ctest_nocard

N s a ctest nocard

A s 7 9 tdats System call er

A 58 2010/ T 8 data System call er

N s 2010/03/17 1 7 tdata

A c 2010/03/17 1 13 tdat. System call error

In thelist display format, the entriesin the sTAT (result) and s/c (server or client)
columns have the following meanings:
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e STAT (result)

ftshistory - displays log information

e N: Transmission that terminated normally

e A: Transmission that terminated abnormally

e p: Start of auto-start program failed

e g/cC (server or client)
e ¢:Client
e S Server

If thelist format is used, the length of each item islimited as shown in the table below.
Table 6-7: Number of characters displayed in the list format columns

Item name Maximum number of characters displayed
Card name 10 characters
Local file name 18 characters
Remote host name 15 characters
Comment 15 characters

If -m and -+ are both omitted, the command displays information in the format that

was set up in the default format file.

For details about the default format file, see E. Format Files Used for Output of

Definition Information.

B -s transmission-time [, transmission-time]

Displays the log information for the specified transmission time.

If you specify two transmission time val ues, the command displaysall log information
items with an end-of-transmission time that falls within the range of the two times.

A transmission timeis displayed in the following format:

YYYY/MM/DD HH:MM:SS

B -f Jog-file-name ((1 to 256-byte character string))
Changesto the log information in the specified log file.

If you specify arelative path for the log file name, the command assumes the directory
relative to the command execution directory.

Return values

0 Normal termination
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ftshistory - displays log information

Note

64 Abnormal termination during display

91

Abnormal termination due to a syntax error in acommand parameter

A space character contained in atransmission time has a special meaning to the shell.
In such acase, you must escape the space characters.

Example: Specifying 2004-01-01 at 00:00:00:
-s "2004/01/01 00:00:00"




ftsconsole - starts the Operations-Manager Console

ftsconsole - starts the Operations-Manager Console

Format
ftsconsole

Function

The £t sconsole command displays the Operations-Manager Console window. To
execute this command, you need superuser permissions.

Notes
» Linux does not support the ftsconsole command.

* In09-00 or later, an error resultsif you specify the Java_Path argument, which
was supported by 08-00 and earlier.
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jftsa - starts the Operations-Manager Agent

jftsa - starts the Operations-Manager Agent

Format
jftsa
Function
Thej ftsa command startsthe Operations-Manager Agent. To execute thiscommand,
you need superuser permissions.
Notes
» Linux does not support the j ftsa command.

» Thiscommand returns control immediately after it has moved the
Operations-Manager Agent to the background. The Operations-Manager Agent
then displaysthe start message onceits servicesareready. Therefore, it might take
some time after the command returns control before the start message is
displayed.

* In09-00 or later, an error resultsif you specify the Java_Path argument, which
was supported by 08-00 and earlier.
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ftsastop - terminates the Operations-Manager Agent

ftsastop - terminates the Operations-Manager Agent

Format
ftsastop [-£f]

Function

The ftsastop command terminates the Operations-Manager Agent. To execute this
command, you need superuser permissions.

Arguments
m £

Forcibly terminates the Operations-Manager Agent without waiting for Javato
terminate. If this option is omitted, the command terminates the Operations-M anager
Agent after Java has terminated.

Note
Linux does not support the ftsastop command.
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jftslogd - starts the log daemon

jftslogd - starts the log daemon

Format

jftslogd

Function

176

The j fts1logd command starts the log daemon. To execute this command, you need
superuser permissions.

The log daemon startsin accordance with the information specified in the definition
file(ftslog.conf). If youwant to change definition information, use atext editor to
edit /var/opt/jpl fts/sys/ftslog.conf, and then restart thelog daemon.

If thereis no definition file or the definition is invalid, the command uses the default
values.

The following figure shows an example of adefinition file:

# JP1/File Transmission Server/FTP event logging configuration.

File Format

In a definition file, one definition is specified on asingle line. A maximum of 2,048
bytes can be specified per line.

The following figure shows the format of a definition file:

4comment
definition-name : value

There must be space or atab between a definition name and the colon (:) and between
the colon and a value. The definition name can be preceded by spaces or tabs. Any
number of characters following a hash mark (#) through alinefeed code are treated as
acomment.

The following table lists and describes the definition names and the values.



Table 6-8: Definition names and values

jftslogd - starts the log daemon

Definition Description Value
name
rotation Specifies the maximum size of an event log file (in ((1t09,999))
size megabytes). Event log filesarerotated so that the size of afile | <<2>>
does not exceed the specified size.
rotation Specifies a usage period for an event log file (in days). When | ((1to 366))
days the specified number of days elapses for one event log, the <<omitted>>
next event log is used.
rotation Specifies the number of backup event log files. Rotation ((2 to 500))
files occurs among the specified number of files. <<5>>
output Specifies output levels for the event log. Only events at the ((0to 6))
level specified levels are output. To specify multiple levels, delimit | <<o, 1, 2, 3, 4, 5, 6>>

them with the comma(, ).

Example: output level : 0,1,2

file name

Specifies the name of the default event log file, expressed asa
full path. The actual file name is generated by suffixing
.serial-number 10 the specified default file name.

Example: If the default file nameis /var/log/

ftsevent . log, thefirst file that is generated will be /var/
log/ftsevent.log.1. Theseria number that isassignedis
from 1 to the number of event log backup files.

Example: In the above example, if the number of backup files
is 3, the following files are generated:
"/var/log/ftsevent.log.1"
"/var/log/ftsevent.log.2"
"/var/log/ftsevent.log.3"

((1 to 250 bytes))
<</var/opt/jpl_ fts/
trace/ftsevent.log>>

The following table describes the output levels for the event log.

Level

Messages that are output

processing

Error messages reporting an error that resulted in cancellation or termination of

Messages reporting an error in afunction that did not result in cancellation or
termination of processing but that prevented normal operation of the function

Start and termination of the daemon

Transmission termination status

Transmission start status

Details of the transmission status

ftstran command status messages
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ftslogstop - terminates the log daemon

ftslogstop - terminates the log daemon

Format
ftslogstop [-f]
Function

The £tslogstop command terminates the log daemon and stops accepting event
logs. To execute this command, you need superuser permissions.

Arguments
m £

Terminates the log daemon without outputting the event logs that are queued for file
output at the time of command execution.

When this option is omitted and there are event logs waiting for file output at the time
of command execution, the command outputs those event logs and then terminates the
log daemon.

178



jftsdstatus - checks the JP1/FTP daemon status

jftsdstatus - checks the JP1/FTP daemon status

Format
jftsdstatus

Function

The jftsdstatus command checks the status of the JP1/FTP daemon. To execute
this command, you need superuser permissions.

Return values

o The daemon is running
1 The daemon is stopped
64 Abnormal termination due to acommand error

For details about the messages that are displayed, see 8.2.16 Messages issued by the
Jftsdstatus command.

Execution example
When the JPL/FTP daemon is running:

server is running.
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jftsastatus - checks the Operations-Manager Agent status

jftsastatus - checks the Operations-Manager Agent status

Format
jftsastatus

Function

Thejftsastatus command checksthe status of the Operations-Manager Agent. To
execute this command, you need superuser permissions.

Return values

o The daemon is running
1 The daemon is stopped
64 Abnormal termination due to a command error

For details about the messages that are displayed, see 8.2.17 Messages issued by the
Jftsastatus command.

Execution example
When the Operations-Manager Agent is running:

= JP1/FTS agent is running.
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jftslogdstatus - checks the log daemon status

jftslogdstatus - checks the log daemon status

Format
jftslogdstatus

Function

Thejftslogdstatus command checksthe status of thelog daemon. To executethis
command, you need superuser permissions.

Return values

o The daemon is running
1 The daemon is stopped
64 Abnormal termination due to acommand error

For details about the messages that are displayed, see 8.2.18 Messages issued by the
Jftslogdstatus command.

Execution example

When the log daemon is running:

S log daemon is running.
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Chapter
7. API Library

This chapter describes how to use the JPL/FTP API library to link user programs to
JPL/FTP and presents an example of library usage.

How to use thelibrary
Example of library usage
List of functions

Details of functions
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How to use the library

You use the JPI/FTP API library when you use the file transmission function of JP1/
FTP from a user program.

The JPI/FTP API library enables you to do the following:

* Register transmission requests from a single user program to multiple JPL/FTPs
that are running on different hosts (or on the same host)

» Select the transmission type when you register transmission requests:

Synchronous type: Waits until atransmission is completed and the termination
result is obtained.

Asynchronous type: Performs registration only and does not wait for the
termination results (obtains the termination results | ater).

Languages
The following languages are supported for user programs:
e C
o C++
Setting up an environment
B Setting /etc/services

Set the JPL/FTP client's service name as ftsc. For details, see 2.3.3 Setting the port
numbers.

B Setting /etc/hosts

Set the host name and | P address of the host on which the client's JIPL/FTP daemon is
running. Specify this host namein the first argument of fts_ftp open () andthe
transmission information structure.

Add thefollowing lineto /etc/hosts:

XXX . XXX . XXX . XXX wyyyy
Legend:

xxx . xxx . xxx . xxx: | P address

yyyyyy: Host name
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How to use the library

B Specifying the transmission information

To register afile transmission request, you set the registered transmission card name
and the address of the transmission information structure in the arguments of
fts ftp syn request ex() and fts ftp asyn request ex().

Using the card name to register transmission requests:

You can register a transmission request by specifying atransmission card name
registered using Registration And Execution Of Transmission Requests.

Using the transmission information structure to specify transmission information:

You can register atransmission request by specifying the information needed for
transmission.

Transmission information structure
typedef struct FTS FTP API DATA EX ({
char cardname[20+1] ;
char host[256+1];
unsigned int portnum;
char username[80] ;
char password([80] ;
int type;
int cmd;
int mode;
char quote[300+1];
char localname [256+1] ;
char remotename[256+1];
char end program[256+1];
char abend program[256+1] ;
char comment [80+1] ;
int fsize;
char reserve[1240];
} FTS FTP_API DATA EX;

Description of the transmission information structure members
cardname
Specifies the card name.
host
Specifiesthe FTP host name: ftp>open aaaa
portnum

Specifies the FTP port number: ftp>open aaaa bbbb
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username

Specifiesthelogin name: ftp>user aaaa
password

Specifies the password.
type

Specifies the transmission mode:

FTS_TYPE_A: Interprets data as being in ASCII code and then sendsit
(ftp>ascii).

FTS_TYPE_ I:Interpretsthe dataasanimage and then sendsit
(ftp>binary).

cmd
Specifies the type of transmission.

By using OR to specify single/multiple-file transmission, you can specify a
combination of single-file transmission and multiple-file transmission.

Transmission types:

FTS_CMD_SEND (send): ftp>put aaaa bbbb

FTS_CMD RECV (receive): ftp>get cccc ddddd
FTS_CMD_APPE (send with append): ftp>append eeee fffff
Single/multiple-file transmission:

FTS_MLT AUTO: Switch automatically between single-file and multiple-file
transmission. Thisis the default.

FTS_MLT MULTIPLE: Perform multiple-file transmission.
FTS_MLT SINGLE: Perform single-file transmission.

FTS_MLT AUTO Switches transmission automatically asfollows:
When sending

Thefunction checkswhether * or ? isused inthelocal filename. If * or ? is
used, multiple-file transmissionisused. If neither of themisused, single-file
transmission is used.

When receiving

The function checks whether * or ? isused in theremotefilename. If * or »
isused, multiple-file transmission is used. If neither of them is used,
single-file transmission is used.
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Examples

Sending multiplefiles:

cmd = FTS CMD SEND | FTS MLT MULTIPLE;
Receiving asinglefile:

cmd = FTS CMD RECV | FTS MLT SINGLE;
Sending (with append) by automatic switching:

cmd = FTS_CMD APPE | FTS MLT AUTO;
or
cmd = FTS_CMD_APPE;

(If specification of single/multiple-file transmission is omitted,
FTS_MLT AUTO iSassumed.)

mode
Specifies compressed transmission.
FTS_MODE_S: Does not perform compressed transmission.
FTS_MODE_C: Performs compressed transmission.
quote
Specifies the FTP command to execute.

This structure member isa character string consisting of commands, such as
cwb and SITE, delimited by semicolons (;) (the character string must end
with \ 0).

localname
Specifies the local file name.
Examples
ftp>put aaaa bbbb
ftp>get cccc dddd
remotename
Specifies the remote file name.
Examples
ftp>put aaaa bbbb
ftp>get cccc dddd
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end program

Specifies the full path name of the program to start when transmission ends
normally.

abend program

Specifies the full path name of the program to start when transmission ends
abnormally.

comment
Specifies any character string.

fsize
Specifies whether to check the file size after transmission.
FTS_FSIZE TRUE: Checksthesize.
FTS_FSIZE FALSE: Doesnot check the size.

Note
Make sure that a char-type variable value ends with \ 0.
Obtaining transmission-end information

You can obtain the termination information for transmission requests registered by
fts ftp syn request ex() and fts ftp asyn request ex().

* Whenfts ftp syn request ex() iSused to register requests:

Specify the address of the transmission-end information structure in the fourth
argument of fts ftp syn request ex().

* Whenfts ftp asyn request ex () isSused to register requests:

Specify the address of the transmission-end information structure in the second
argument of fts ftp event ex().

m Transmission-end information structure
typedef struct FTS FTP API RETDATA EX ({
/* Data when transmission was successful */
int trans_ status; /* Transmission end status:
success (TRANS SUCCESS) */
/* Transmission end status:
failure (TRANS_FAILURE) */

char cardname[20+1]; /* Card name */
unsigned long trno; /* Transmission number */
unsigned long trcno; /* Connection number */

/* Data when transmission was successful */
unsigned long trans_size; /* Transmitted data size */
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/* Data when transmission

unsigned long trans size comp;

(compressed)
/* Transmitted data size

How to use the library

was successful */

after compression */

/* Data when transmission failed */

int ab_kind;

char ab place[8];
char ab_ func[32];

char ab_system[32];
unsigned long ab_errno;
char ab_promes[256] ;

char full trans size[8];
char full trans size comp[8];

char reserve[1l672];
} FTS _FTP_API RETDATA EX;

%
/s
/s
/s

/*
/*

/*

/*
/*

/*
/*

/*

System call error

(FTS_ERR_SYSTEM) */
Logical error
(FTS_ERR_LOGIC) */

Protocol error
(FTS_ERR_PROTOCOL) */
Forced termination error
(FTS_ERR_FORCE) */
Location of error */
Name of module resulting
in error */

System call name */
Error number */

Protocol message

(error) */

Transmitted data size */
Transmitted data size

after compression */

Reserved area */

m Description of transmission-end information structure members

trans status

Returns one of the following values indicating the termination status of

transmission:

TRANS_ SUCCESS: Normal termination

TRANS FAILURE: Abnormal termination

cardname

Returns the transmission card name.

trno

Returns the transmission number.

trcno

Returns the connection number.
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trans_size (Applicable to normal termination only)

Transmitted data size (referenced in the case of Linux (IPF). In a system
other than Linux (IPF), this value can be referenced only when the
transmitted data size is less than 4 gigabytes).

trans size comp (Applicable to normal termination only)

Transmitted data size after compression (referenced in the case of Linux
(IPF). In asystem other than Linux (IPF), this value can be referenced only
when the transmitted data size is less than 4 gigabytes).

ab_kind (Applicable to abnormal termination only)
Returns the error type:
FTS_ERR SYSTEM: System call error
FTS_ERR LOGIC: Logical error
FTS_ERR PROTOCOL: Protocol error
FTS_ERR FORCE: Forced termination error
ab_place (Applicable to abnormal termination only)
Returns the location of the error.
ab_func (Applicable to abnormal termination only)
Returns the name of module resulting in the error.
ab_system (Applicable to abnormal termination only)
Returns the system call name.
ab_errno (Applicable to abnormal termination only)
Returns the system call error number.
ab_promes (Applicable to abnormal termination only)
Returns the protocol message sent from the server.
full trans size (Applicable to normal termination only)

Transmitted data size (not available for Linux (IPF)). Thisvalueis
referenced by using fts_ftp buftoll () inasystem other than Linux
(IPF).

full trans size comp (Applicable to normal termination only)

Transmitted data size after compression (not availablefor Linux (1PF)). This
valueisreferenced by using fts ftp buftoll () inasystem other than
Linux (IPF).
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Compiling and linking
m Single-thread program

ILP32 data models are provided for al interfaces and libraries. Create,
compile, and link your user programs also as | L P32 datamodels. (For Linux
(IPF version), only L P64 data models are provided for all interfaces and
libraries. Therefore, create, compile, and link your user programs as L P64
data models.)

Link the following library:
libftsftp.a Or libftsftp.so
In Solaris, specify the -1 and -r optionswhen you link shared libraries

(.s0).

Example: cc -o sample sample.c -L/opt/jpl fts/lib/api/
apilib -R/opt/jpl fts/lib/api/apilib -1lftsftp

InAIX,if youlink 1ibftsftp.so, specify -brtl inthelink option.

If youuse fts ftp buftoll (), specify the
-DFTS_NO TRANSIZE LIMIT compile option.

m  Multi-thread program

ILP32 data models are provided for al interfaces and libraries. Create,
compile, and link your user programs also as | L P32 datamodels. (For Linux
(IPF version), only L P64 data models are provided for all interfaces and
libraries. Therefore, create, compile, and link your user programs as L P64
data models.)

In the definition of a preprocessor, define and compile FTS_ THREAD SAFE.
Example: cc -D FTS THREAD SAFE -c sample.c
InHP-UX, link 1ibpthread.sl

In Solaris, link 1ibpthread. so.

Link the following library:

libftsftp r.aoOr libftsftp r.so

In Solaris, specify the -1 and -r options when you link shared libraries

(.s0).
InAIX,if youlink 1ibftsftp r.so, specify -brt1 inthelink option.
In Linux, specify -1pthread inthelink option.

If youuse fts ftp buftoll (), specify the
-DFTS_NO TRANSIZE LIMIT compile option.
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Notes about using libraries

192

The following usage is not permitted:

Usingasinglefts_ftp_open () function to issue multiple

fts ftp syn request ex() and fts ftp asyn request ex()
functions concurrently (concurrent executionof fts_ftp syn request ex()
and fts ftp asyn request ex () by multiple processes)

If awildcard is specified, fts ftp event ex () canobtain the following
transmission-end information:

When the function terminates normally: Transmission-end information for the
last file transmitted

When the function terminates abnormally: Transmission-end information for the
first file resulting in an error

InSolaris, if you have compiled auser program using aversion earlier than 09-00,
change the old library path to the new path supported by version 09-00 or later
and then re-compil e the user program.

In Linux, if you use a shared library, specify thelibrary path in the following
environment variable:

LD LIBRARY PATH
Examplein bash:
LD LIBRARY PATH=/opt/jpl fts/lib/api/apilib
export LD LIBRARY PATH
Examplein csh:
setenv LD LIBRARY PATH /opt/jpl fts/lib/api/apilib

In asystem other than Linux (IPF), if the transmitted data size (or the transmitted
data size after compression) is 4 gigabytes or greater, the transmission-end
information structure memberstrans size and trans_size comp cannot be
referenced. Thisisbecause trans size and trans_size comp arethe
unsigned longtype, andinthelLP32datamodel, if the datasizeis4 gigabytes
or greater, overflow occurs. If the transmitted data size (or transmitted data size
after compression) is 4 gigabytes or greater, reference the transmission-end
information structure members t rans_size and trans_size comp.

In Linux (IPF), you can reference trans _size and trans_size comp asSis
even if the transmitted data size (or transmitted data size after compression) is 4
gigabytes or greater.

The transmission-end information structure members full trans size and
full trans size comp cannot be referenced directly. Use
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fts ftp buftoll () to convert them to numeric values before you reference
them.

Whenyouusefts ftp buftoll (), you usethevariabletype long long.
However, some compilers do not support the 1long 1long type by default. In such
a case, specify the compile option that enablesthe 1ong long type.

If you use a secondary group (set the JP1FTS CSUPPLEGROUP environment
variable to oN) and a static library, you must link alibrary version 09-00 or later.

Notes about using libraries for multi-thread programs

In HP-UX, only kernel threads are supported for HP-UX 11.0 or later. DCE
threads are not supported.

Only POSIX threads are supported.
A value cannot be set in £ts_errno. It can only be referenced.

If youcall fts_ftp_open () oncein aprocessand call

fts ftp syn request ex () by multiplethreads concurrently, transmission
is performed serially. To perform concurrent transmissions, call

fts ftp open() eachtimefts ftp syn request ex() iscaled. Note
that you need asmany £ts_ftp close () functions as the number of
fts_ftp open|() calsthat areissued.

fts ftp syn request ex() and fts ftp asyn request ex () cannot
be mixed together whenonly onefts ftp open () isusedtocall them. If these
functions are mixed, the transmission result cannot be received successfully.

All API functions become thread cancellation points.

If athread has been canceled, make surethat you use fts ftp close() tO
rel ease connection with the JP1/FTP daemon that was used by the canceled
thread. If you continue using the connection, the transmission result cannot be
received successfully.
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Example of library usage

This sample program usesthe registered transmission cards (transmission card names:
CARD1 through CARD3) to register asynchronous transmission requests and obtainsthe
termination results.

Figure 7-1: Flowchart of sample program

!

Establish connection with the
JP1/FTP daemon

Program A
»Transmission card name: CARD1
Processing
»Transmission card name: CARD2
Re-transmit if transmission Processing
terminates abnormally » Transmission card hame: CA
Processing

p»-Processing result

Release connection with the
JP1/FTP daemon

/************************************************************/

/* Sample program: program to register an asynchronous x/
/* transmission request and obtain the transmission */
/* termination flags (This example uses a registered card) */
/************************************************************/
#include <stdio.h>

#include <stdlib.h>

#include <errno.hs>

#include <string.hs>

#include <apihead.h>

#define CARD1 "cardl"
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#define CARD2 "card2"
#define CARD3 "card3"
#define FTS EXECUTION 0
#define FTS_ SUCCESS 1
#define FTS FAILURE 2

#define FTS MAX RETRY 3

int main()
{
FTS_FTP _API DATA EX datal, data2, data3;
/* Transmission information structure */
FTS FTP_API RETDATA EX ret data;
/* End of transmission information structure */
int sock;
unsigned long trnol, trno2, trno3;
int flagl, flag2, flag3;

int 1i;
flagl = FTS EXECUTION;
flag2 = FTS EXECUTION;

flag3 = FTS_EXECUTION;

for( i = 0; i <= FTS MAX RETRY; i++ ) {
if( i ==0) {
printf ( "Transmission is executed. \n" );
} else {

printf( "Transmission is executed again.\n" );

}

memset ( &datal, 0, sizeof (FTS FTP_API DATA EX) );
memset ( &data2, 0, sizeof (FTS FTP_API DATA EX) );
memset ( &data3, 0, sizeof (FTS FTP_API DATA EX) );

/**************************************************/

/* Establish a connection with JP1/FTP */
/**************************************************/
sock = fts ftp open( NULL ) ;
if ( sock == INVALID SOCKET ) {
/* Error */
printf ( "fts ftp open() error!! error number = $1d\n",
fts_errno );
exit (1) ;
}
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/*************************************/

/* Register the transmission request */
/*************************************/

if ( flagl == FTS_EXECUTION )
if( !fts ftp asyn request ex( sock, CARD1, &datal,
&trnol, FTS GET RETURN ) )

/* Error */
printf( "fts ftp request ex(l) error!! error

number = %$1d\n", fts errno );
}
}
if( flag2 == FTS EXECUTION ) {
if( !fts ftp asyn request ex( sock, CARD2, &data2,
&trno2, FTS GET RETURN ) )

/* Error */
printf( "fts ftp request ex(2) error!! error
number = %1d\n", fts errno );

}
}

if ( flag3 == FTS EXECUTION ) {
if( !fts ftp asyn request ex( sock, CARD3, &data3,
&trno3, FTS GET RETURN ) ) (
/* Error */
printf( "fts ftp request ex(3) error!! error

number = %$1d\n", fts errno );
/*********************************************/

/* Obtain the transmission termination flags */
/*********************************************/

while (1) {
if( !fts ftp event ex( sock, &ret data ) ) {
if( fts_errno == FTS API_ERROR NODATA ) ({
/* Obtained all the transmission
termination flags */
break;
} else {

/* Error */
printf ( "fts ftp event ex error!! error number

= %1d\n", fts _errno );
fts ftp close( sock );
exit (1) ;
}
}
if ( flagl == FTS EXECUTION ) {
if ( ret data.trno == trnol ) {

/* Termination of CARD1 */
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if ( ret data.trans status == TRANS SUCCESS ) {
/* Transmission ends normally. */
printf ( "CARD1 trnas success!!\n" );
flagl = FTS SUCCESS;
} else {
/* Transmission ends abnormally. */
printf ( "CARD1l trnas failure!!\n" );

}

continue;
}
}
if( flag2 == FTS EXECUTION ) {
if ( ret data.trno == trno2 ) {
/* Termination of CARD2 */
if ( ret data.trans status == TRANS SUCCESS ) {
/* Transmission ends normally. */
printf ( "CARD2 trnas success!!\n" );
flag2 = FTS_SUCCESS;
} else {

/* Transmission ends abnormally. */
printf ( "CARD2 trnas failure!!\n" );

}

continue;
}
}
if ( flag3 == FTS EXECUTION ) {
if ( ret data.trno == trno3 ) {
/* Termination of CARD3 */
if ( ret data.trans status == TRANS SUCCESS ) {
/* Transmission ends normally. */
printf ( "CARD3 trnas success!!\n" );
flag3 = FTS_ SUCCESS;
} else {

/* Transmission ends abnormally. */
printf ( "CARD3 trnas failure!!\n" );

}

continue;

}

/***************************************/

/* Release the connection with JP1/FTP */
/***************************************/

fts_ftp close( sock );

if ( flagl == FTS_ SUCCESS && flag2 == FTS_SUCCESS && flag3
== FTS SUCCESS ) {
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break;
}
}
printf ( "Transmission is ended. \n" );

exit (0) ;
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List of functions

The following table lists and describes the functions supported by the JPL/FTP API
library.

Table 7-1: Functions supported by the JPL/FTP API library

Function Function name
Establish connection with the JPL/FTP daemon fts_ftp open()
Register transmission requests (synchronous) fts ftp syn request ex()
Register transmission requests (asynchronous) fts_ftp asyn request_ex()
Obtain the transmission-end results fts_ftp_event_ex()
Release connection with JIPL/FTP fts_ftp close()
Obtain transmission information fts_ftp get card info()
Referencethe full trans size and fts_ftp buftoll()
full trans_size comp transmission-end structure
members

About the provided functions (for HP-UX)

In addition to the above, fts ftp syn request (),

fts ftp asyn request(),and fts ftp event () are provided for the
purpose of compatibility with the older versions of JP1/FTP. Note that the library
for multi-thread programs (1ibftsftp r.*) doesnot provide these functions.

About the provided functions (for Solaris and AlX)

In addition to the above, fts ftp syn request (),

fts ftp asyn request(),and fts ftp event () are provided for the
purpose of compatibility with the same products for different OSs. Note that the
library for multi-thread programs (1ibftsftp r.*) doesnot provide these
functions.

About the provided functions (for Linux (IPF))
fts ftp buftoll () isnot provided.
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Call the functions from a user program in the following order:
1. Establish connection with JPL/FTP by calling fts_ftp open().

2. Set the transmission information in the transmission information structure and
thencal fts ftp syn request ex() (Synchronous) or
fts ftp asyn request ex() (asynchronous) to register transmissions. If
youusefts_ftp syn request_ex (), you can obtain the result of each
transmission upon termination of the function.

3. Ifyoucdl fts ftp asyn request ex() instep 2, you can obtain
transmission results by calling fts_ftp event ex().

4. Release connection with JPY/FTP by calling fts_ftp close().
Youcancal fts ftp get card info() and fts_ftp buftoll() at any time.

The details of the functions provided in the following sections describe individual
functions in the order they are called.



fts_ftp_open() - establish connection with the JP1/FTP daemon

fts_ftp_open() - establish connection with the JP1/FTP daemon

Format

#include <apihead.h>
int fts ftp open(char *hostname)

Function

This function establishes connection with the client's JP1/FTP daemon.

Arguments

B jostname

Notes

Specifies the host name of the computer on which the client's JPL/FTP daemon is
running. If you specify NULL, the local host name (host name returned by the OS's
hostname command: physical host) is assumed.

If you have enabled specification of the FTP client'slocal |P address, the value
specified in this argument becomes the FTP client'slocal |P address. If you specify
NULL, the address of the physical host is assumed.

If you have disabled specification of the FTP client'slocal |P address, the FTP client's
local IP addressis assigned automatically by the OS. For details about how to enable
specification of the FTP client'slocal |Paddress, see 3.15 Using JP1/FTP in a multiple
IP address environment.

» Call thisfunction beforeyou cal fts ftp syn request ex(),
fts ftp asyn request ex(),and fts ftp close().

» Thisfunction'sreturn value is needed when you use other functions.

Return values

Socket handler Normal

INVALID SOCKET Abnormal

A valueindicating an error isset in fts_errno. The table below lists and describes
the return values for error information. In the case of an error other than one listed
below, the system function's error number is set. For details, see the displayed error
number for the system function.
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Return value of extended error Description Can be
information (decimal) retried?

FTS_API_ERROR UNDEFFTSHOST The specified host nameisnot definedinthe / | No
(805306112) etc/hosts file.
FTS_API_ERROR CONNREFUSED A connection request was rejected. The JPL/ No
(805306113) FTP daemon might not have been started.
FTS_API_ERROR_TIMEOUT A connection request to the JPL/FTP daemon | Yes
(805306114) resulted in atimeout. The connection

processing in the JP1/FTP daemon might be

taking too long or the system on which the

JP1/FTP daemon is supposed to be running

might be down.
FTS_API_ERROR_UNREACH Routing to the system on which the JPUFTP | No
(805306115) daemon is running might have failed.
FTS_API_ERROR_DISCONNECT A connection with the JPL/FTP daemon was No
(805306116) released. If you want to register the

transmission request again, you must start the

processing over from £tp ftp open ().
FTS_API_ERROR_MEMORY Memory allocation failed. No
(805306122)
FTS_API_ERROR UNDEFFTSSERV Thedefinition of client (ftsc) fortheJPl/ | No
(805306123) FTP daemon ismissing inthe /etc/

services file
FTS_API_ERROR_MAXCONNECT The maximum number of APIsthat can be Yes

(805306126)

connected concurrently (maximum number of
concurrent transmissions established through
issuance of the fts_ftp open () function)
has been reached. No more connections can be
established until a connection is released by
means of another API (through issuance of the
fts_ftp_close () function). For details
about the maximum number of concurrent
transmissions, see fisutil - changes and
displays environment information in 6.
Commands.




fts_ftp_syn_request_ex() - register transmission requests (synchronous)

fts_ftp_syn_request_ex() - register transmission requests
(synchronous)

Format
#include <apihead.h>

int fts_ftp syn request ex( int sock,
char *cardname,
FTS FTP_API DATA EX *data,
FTS FTP_API RETDATA EX *retdata )

Function

This function registers a transmission request to JPL/FTP and returns the termination
result when the transmission is terminated. You can specify the details for the
transmission request by specifying atransmission information structure or the name of
aregistered transmission card. The termination result is returned to the
transmission-end information structure. You can determine whether the transmission
was successful by checking the trans status member of the transmission-end
information structure.

Arguments
B sock
Specifiesthereturn value of fts_ ftp open().
B cardname

Specifies the name of aregistered transmission card. The file transmission request is
registered in accordance with the information on the transmission card.

B data
Specifies the address of atransmission information structure.

If NULL is specified in cardname, the file transmission request is registered according
to the information specified in data.

If the name of aregistered transmission card is specified in cardname, thefile
transmission request is registered according to the information on the transmission
card. Theregistered transmission information isstored in the transmission information
structure. You can use thistransmission information structure again when you register
another file transmission request.

W retdata

Specifies the address of atransmission-end information structure. It returns the
termination result of transmission.
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Notes
» Call thisfunction after you havecalled fts ftp open().

» Thisfunction does not return control until the requested transmission is
terminated.

Return values

TRUE Normal

FALSE Abnormal.
Registration of the transmission request or acquisition of the transmission
termination result failed.

A valueindicating an error isset in £ts_errno. The table below lists and describes
the return values for error information. In the case of an error other than one listed
below, the system function's error number is set. For details, see the displayed error
number for the system function.

Return value of extended error Description Can be

information (decimal) retried?
FTS_API_ERROR_DISCONNECT A connection with the JP1/FTP daemonwas | No
(805306116) released. If you want to register the

transmission request again, you must start the
processing over from ftp_ftp_ open ().

FTS_API_ERROR NOTREADCARD The specified card name cannot bereferenced. | No
(805306117) The card might not have been registered

correctly.
FTS_API_ERROR_ MAXPALTRANS The maximum number of transmissions that Yes
(805306119) can be executed concurrently (maximum

number of concurrent transmissions) has been
reached. Register the transmission request
after another transmission isfinished. For
details about the maximum number of
concurrent transmissions, see fisutil - changes
and displays environment information in 6.

Commands.
FTS_API_ERROR_MEMORY Memory allocation failed. No
(805306122)
FTS_API_ERROR NOTSOCK Thereturnvalue of fts_ftp open() might | No
(805306124) not have been set in the first argument.
FTS_API_ERROR_FTSMISS An error occurred in the JPL/FTP daemon. No
(805306125)
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Return value of extended error Description Can be
information (decimal) retried?

FTS_API_ERROR_FORCEEND The JPL/FTP daemon wasterminated forcibly. | No

(805306127)

FTS_API_ERROR_LOGIC A logical conflict error occurred in API. No

(805306128)

FTS_API_ERROR_MAXGROUPS The maximum number of secondary groups No

(805306129) has been reached.

205



fts_ftp_asyn_request_ex() - register transmission requests (asynchronous)

fts_ftp_asyn_request_ex() - register transmission requests
(asynchronous)

Format

#include <apihead.h>

int fts ftp asyn request ex( int sock,
char *cardname,
FTS FTP_API DATA EX *data,
unsigned long *#no,
int get return flag )

Function

This function registers a transmission request to JPL/FTP, but does not wait for the
transmission to terminate. You must use fts_ftp event ex ()to obtainthe
termination result. You can define the transmission request by specifying a
transmission information structure or the name of aregistered transmission card. You
can determine whether the transmission was successful by checking the
trans_status member of the transmission-end information structure that is
obtained by fts ftp event ex().

Arguments
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B sock

Specifiesthereturn value of £ts_ ftp open().

B cardname

Specifies the name of aregistered transmission card. The file transmission request is
registered in accordance with the information on the transmission card.

data
Specifies the address of atransmission information structure.

If NULL is specified in cardname, the file transmission request is registered according
to the information specified in data.

If the name of aregistered transmission card is specified in cardname, theinformation
on the transmission card is registered. The registered transmission information is
stored in the transmission information structure. You can use this transmission
information structure again when you register another file transmission request.

B frno

Specifies the address at which the transmission number is stored.



fts_ftp_asyn_request_ex() - register transmission requests (asynchronous)

This matches the transmission number in the transmission-end information that is
obtained from log information or by fts_ftp event ex().

B get return flag

If you have specified FTS GET RETURN, you can obtain the transmission-end
information by calling fts_ftp event ex().

If you have specified FTS UNGET RETURN, the transmission-end information cannot
be obtained.

Notes
» Call thisfunction after you havecalled fts ftp open().

* If youwant to obtain transmission-end information, call fts ftp event ex()
with FTS GET RETURN specified in the fifth argument. In this case, make sure
thatyouissuefts ftp event ex().If fts ftp event ex() iSnotissued,
you might not be able to release the system resources (memory) because the
transmission-end information remainsin the processthat issued thefunction or in
JPYFTP.

Return values

TRUE Normal

FALSE Abnormal.
Registration of the transmission request failed.

A valueindicating an error isset in £ts_errno. The table below lists and describes
the return values for error information. In the case of an error other than one listed
below, the system function's error number is set. For details, see the displayed error
number for the system function.

Return value of extended error Description Can be

information (decimal) retried?
FTS_API_ERROR_DISCONNECT A connection with the JPL/FTP daemonwas | No
(805306116) released. If you want to register the

transmission request again, you must start the
processing over from ftp_ftp open().

FTS_API_ERROR NOTREADCARD The specified card name cannot bereferenced. | No
(805306117) The card might not have been registered
correctly.
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Return value of extended error Description Can be
information (decimal) retried?
FTS_API_ERROR MAXPALTRANS The maximum number of transmissions that Yes
(805306119) can be executed concurrently (maximum
number of concurrent transmissions) has been
reached. Register the transmission request
after another transmission is finished. For
details about the maximum number of
concurrent transmissions, seefisutil - changes
and displays environment information in 6.
Commands.
FTS_API_ERROR_MEMORY Memory allocation failed. No
(805306122)
FTS_API_ERROR_NOTSOCK Thereturn value of fts_ftp open() might | No
(805306124) not have been set in the first argument.
FTS_API_ERROR FTSMISS An error occurred in the JP1/FTP daemon. No
(805306125)
FTS_API_ERROR_FORCEEND The JPL/FTP daemon wasterminated forcibly. | No
(805306127)
FTS_API_ERROR LOGIC A logical conflict error occurred in API. No
(805306128)
FTS_API_ERROR_MAXGROUPS The maximum number of secondary groups No

(805306129)

has been reached.




fts_ftp_event_ex() - obtain the transmission-end results

fts_ftp_event_ex() - obtain the transmission-end results

Format
#include <apihead.h>

int fts ftp event ex( int sock, FTS_FTP_API RETDATA EX *retdata )

Function

This function obtains the termination results of atransmission that was registered by
fts ftp asyn request ex().

You can determine whether the transmission was successful by checking the
trans_status member of the transmission-end information structure.

Arguments
B sock
Specifiesthereturn valueof fts_ ftp open().
B retdata

Specifies the address of atransmission-end information structure. It returns the
termination result of transmission.

Notes
» Call thisfunction after you havecalled fts ftp open().

« |f transmissionis not finished when thisfunctionisissued, the function waits until
the transmission is finished.

Return values

TRUE Normal

FALSE Abnormal.
Acquisition of the transmission-end information failed.

A valueindicating an error isset in £ts_errno. The table below lists and describes
the return values for error information. In the case of an error other than one listed
below, the system function's error number is set. For details, see the displayed error
number for the system function.
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Return value of extended error Description Can be
information (decimal) retried?

FTS_API_ERROR_DISCONNECT A connection with the JP1/FTP daemonwas | No
(805306116) released. If you want to register the

transmission request again, you must start the

processing over from ftp _ftp_ open ().
FTS_API_ERROR_NODATA There is no registered transmission request. No
(805306120)
FTS_API_ERROR_NOTSOCK Thereturn value of fts_ftp open() might | No
(805306124) not have been set in the first argument.

A logical conflict error occurred in API. No

FTS_API_ERROR LOGIC
(805306128)




fts_ftp_close() - release connection with JP1/FTP

fts_ftp_close() - release connection with JP1/FTP

Format
#include <apihead.h>

int fts_ ftp close(int sock )

Function
This function releases connection with JPL/FTP.
Arguments
B sock
Return valueof fts ftp open ()
Note

* Iffts ftp open() hasterminated normally, make surethat you call this
function after all transmission registration processing is finished.

Return values

TRUE Normal

FALSE Abnormal

A valueindicating an error isset in £ts_errno. The table below lists and describes
the return values for error information. In the case of an error other than one listed
below, the system function's error number is set. For details, see the displayed error
number for the system function.

Return value of extended error Description Can be
information (decimal) retried?
FTS_API_ERROR_INVALIDSOCK An invalid argument was specified. This No
(805306121) might not be areturn value of
fts ftp open().
FTS_API_ERROR_LOGIC A logical conflict error occurred in API. No
(s05306128)
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fts_ftp_get_card_info() - obtain transmission information

Format
#include <apihead.h>

int fts ftp get card info ( char *cardname,
FTS _FTP_API DATA EX *data )

Function
This function obtains the transmission information on a registered card.
Arguments
B cardname
Specifies the name of aregistered transmission card.
B data

Specifies the address of atransmission information structure. It returns transmission
information.

Note

» Theactua password isnot set in the password area, but you can use the password
asisor overwrite it with anew password.

Return values

TRUE Normal

FALSE Abnormal.
Acquisition of transmission information failed.

A valueindicating an error isset in £ts_errno. The table below lists and describes
the return values for error information. In the case of an error other than one listed
below, the system function's error number is set. For details, see the displayed error
number for the system function.

Return value of extended error Description Can be
information (decimal) retried?
FTS_API_ERROR NOTREADCARD The specified card name cannot bereferenced. | No
(805306117) The card might not have been registered
correctly.
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fts_ftp_buftoll() - reference the full_trans_size and
full_trans_size_comp transmission-end structure members

Format
#include <apihead.h>

long long fts ftp buftoll ( char *full trans size )

Function

Thisfunction convertsthe full trans size and full trans size comp
transmission-end structure members to numeric values. During compilation, specify
the -DFTS_NO TRANSIZE LIMIT compileoption.

Arguments
B full trans size

Specifiesthe full trans size Or full trans_size comp transmission-end
structure member.

Notes
» Thisfunction is not supported in Linux (IPF).

» Some compilers do not support the 1ong 1long type by default. In such a case,
specify the compile option that enablesthe 1ong 1ong type.

Return values

The function converts the values of the specified full trans size Or
full trans_size comp transmission-end structure member to numeric valuesand
then returns them. There will be no error.
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Chapter
8. Messages

This chapter describes the messages that are issued by JPL/FTP.

8.1 Format of displayed messages
8.2 List of messages

8.3 Event log messages

8.4 Access log messages

8.5 Details of error numbers
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8.1 Format of displayed messages

A message consists of a message |ID followed by a message text.
The format of the messages displayed by JP/FTP is as follows:

KDJFnnnnn-Z message-text

The message ID is composed of the following elements:
K
Indicates the system identifier.
DJF
Indicates a JPL/FTP message.
nnnnn

I ndicates the message number.

Indicates the type of message, as described below:

E: Error message. The processing is canceled, or processing will resume with
some functions disabled.

w: Warning message. The processing is resumed after the message is displayed.
1: Information message. The system is providing the user with information.

Thefollowing describes the format of the explanationsin this manual of the messages
that are issued by JPI/FTP.

8.1.1 Format of message explanations

This manual uses the following explanatory format for messages and lists the
messages in the order of the message IDs:

message-1D
message-text

Explanation of the message

©)
Explains the processing performed by JPL/FTP,
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©)

Explains the action recommended for the user to take when the message is
displayed.
In this chapter, the part of a message text that is shown in italics represents avariable.
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8.2 List of messages

This section explains the messages with message | Ds that are issued by JPL/FTP.
8.2.1 Messages related to the JP1/FTP daemon

These messages are output to the system log. If aterminal was used to execute the
command, the message is also output to the terminal.

KDJF1000-I
JP1/FTS server started.

The JPI/FTP daemon has started.

KDJF1001-I
JP1/FTS server stopped.

The JPL/FTP daemon has been terminated.

KDJF1002-W
JP1/FTS server already started.

The JP1/FTP daemon is already running.

KDJF1003-E
A system call error occurred.
[system-call-name (error-number) 1 [module-name (line-number) ]

A system call error has occurred.
©)

The JPL/FTP daemon might be terminated.
©)

Contact the system administrator.

KDJF1004-E
Permission denied

The user is not authorized to start JPI/FTP.
S
Cancels the JPL/FTP daemon start processing.
©)
Execute the start command using superuser permissions.

KDJF1005-E
Port number is not defined in the Services file. [service-namel
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Theindicated service-name has not been defined in /etc/services.
S

Terminates the JPL/FTP daemon.
©)

Define service-name by referencing 2.3.3 Setting the port numbers.

KDJF1006-E
Cannot connect to the JP1/IM Event Server.

An attempt to establish connection with JP1/Base has failed.
S

Stops the JP1 event issuance processing and then resumes the start processing.
©)

Check and, if necessary, revisethe JPL/Base status. If thereisno problem with the
JP1/Base status, contact the system administrator.

KDJF1007-E
JP1/IM not installed.

JP1/Base has not been installed.
S

Stops the JP1 event issuance processing and then resumes the start processing.
©)

Install JPl/Base and then restart the JP1/FTP daemon.

KDJF1015-E
The environment is invalid. (Maximum number of concurrent
transmissions)

The setting in the environment definition for the maximum number of concurrent
transmissionsisinvalid.

(S
Terminates the JPL/FTP daemon.
(@)

Check and, if necessary, revise the maximum number of concurrent transmissions
in the environment definition.

8.2.2 Messages related to file transmission (client)
These messages are output to the system log.
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KDJF2000-E
A system call error occurred.
[system-call-name (error-number) 1 [module-name (line-number) ]
[connection-number : transmission-number]

A system call error has occurred.
©)

Terminates file transmission (client) processing.
©)

Contact the system administrator.

KDJF2001-I

Transmission ended normally.
[Transmission number :transmission-number]
[Connection number :connection-number]
[Card name :transmission-card-name]
[Logged-in user :login-name]
[Remote host name :remote-host-name]
[Local file name :local-file-namel
[Remote file name :remote-file-name]

Transmission terminated normally.

KDJF2002-E

Transmission ended abnormally.
[Transmission number :transmission-number]
[Connection number :connection-number]
[Card name :transmission-card-name]
[Logged-in user:login-name]
[Remote host name :remote-host-namel
[Local file name:local-file-name]
[Remote file name :remote-file-namel

Transmission terminated abnormally.
S

Transmission terminated abnormally.
©)

Check the transmission logs for errors.

KDJF2003-W
Auto-start program failed to execute.
[Transmission number :transmission-number]
[Connection number :connection-number]
[Card name :transmission-card-name]
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[Logged-in user:login-name]

[Remote host name :remote-host-name]

[Local file name:local-file-namel

[Remote file name :remote-file-namel

[Auto-start program:auto-start-program-name]

Execution of the auto-start program failed and the transmission terminated with a
warning.

KDJF2004-E
Cannot connect to the JP1/IM Event Server.

An attempt to establish connection with JP1/Base has failed.

S
Stops the JP1 event generation processing and then resumes the transmission
processing.

©)

Check and, if necessary, revisethe JPL/Base status. If thereisno problem with the
JP1/Base status, contact the system administrator.

KDJF2005-E
JP1/IM not installed.

JP1/Base has not been installed.

)
Stops the JP1 event generation processing and then resumes the transmission
processing.

)

Install JPJJ Base, restart the JPL/FTP daemon, and then re-execute the
transmission.
8.2.3 Messages related to file transmission (server)
These messages are output to the system log.
KDJF3000-E

A system call error occurred.
[system-call-name (error-number) 1 [module-name (line-number) ]

[connection-number : transmission-number]

A system call error has occurred.

)

Terminates file transmission (server) processing.
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©)
Contact the system administrator.

KDJF3001-I
Transmission ended normally.
[Transmission number :transmission-number]
[Connection number :connection-number]
[Logged-in user :login-name]
[Remote host name :remote-host-name]
[Local file name :local-file-namel

Transmission terminated normally.

KDJF3002-E
Transmission ended abnormally.
[Transmission number :transmission-number]
[Connection number :connection-number]
[Logged-in user :login-name]
[Remote host name :remote-host-name]
[Local file name :local-file-name]l

Transmission terminated abnormally.
©)

Transmission terminated abnormally.
©)

Check the transmission logs for errors.

KDJF3003-W
Auto-start program failed to execute.
[Transmission number :transmission-number]
[Connection number :connection-number]
[Logged-in user:login-name]
[Remote host name :remote-host-name]
[Local file name:local-file-name]
[auto-start program:auto-start-program-name]

Transmission is terminating with awarning.

KDJF3004-E
Cannot connect to the JP1/IM Event Server.

An attempt to establish connection with JP1/Base has failed.
)

Stops the JP1 event generation processing and then resumes the transmission
processing.
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0)
Check and, if necessary, revise the JP1/Base status. If thereisno problem with the
JP1/Base status, contact the system administrator.

KDJF3005-E
JP1/IM not installed.

JP1/Base has not been installed.

S
Stops the JP1 event generation processing and then resumes the transmission
processing.

©)

Install JP1/Base, restart the JIP1/FTP daemon, and then re-execute the
transmission.

8.2.4 Messages issued by the ftsstop command

These messages are output to the system log. If aterminal was used to execute the
command, the messages are also output to the terminal.

KDJF4000-I
JP1/FTS server is stopped.

The JPI/FTP daemon has terminated.

KDJF4001-W
JP1/FTS server is not started.

The JP1/FTP daemon is not running. It has already been terminated.

KDJF4002-1
JP1/FTS server is ending now.

Termination processing of the JP1/FTP daemon is underway.

KDJF4003-E
Permission denied.

The user is not authorized to terminate the JPL/FTP daesmon.
)
Cancels the JPL/FTP daemon termination processing.
©)
Execute the termination command using superuser permissions

KDJF4004-E
JP1/FTS server can't be stopped.
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The command with no option specified was unable to stop the JP1/FTP daemon,
because the command with the - £ option specified was executed while the command
with no option specified was executing.

)
Terminates £t sstop command processing.

KDJF4005-E
A system call error occurred.
[system-call-name (error-number) ] [module-name (line-number) 1

A system call error has occurred.
©)
Terminates ftsstop command processing.
©)
Contact the system administrator.
8.2.5 Messages issued by the ftstran command

These messages are output to the terminal used to execute the command.

KDJF5001-I
Transmission ended normally.

File transmission terminated normally. If you specified output of results upon
termination of transmission, output of transmission results also terminated normally.

KDJF5002-W
Transmission ended normally but with a warning.

File transmission terminated normally. If you specified output of results upon
termination of transmission, output of transmission results terminated abnormally.

KDJF5003-E
Transmission ended abnormally.

File transmission terminated abnormally.
S

Terminates £t stran command processing.
©)

Check the transmission logs for error details.

KDJF5004-E
Invalid option.- opt

Aninvalid opt option was specified.
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(S
Terminates £t stran command processing.
0)
Check and, if necessary, revise the specified option.

KDJF5005-E
Duplicated option.- opt

The opt option was specified more than once.
S
Terminates ftstran command processing.
©)
Check and, if necessary, revise the specified options.

KDJF5006-W
Usage: ftstran cardname [-N file] [-E file]l [-M[B|T]] [-H
hostname] [transmission-option transmission-option-parameter]

The operands are not specified correctly.
)
Terminates £t stran command processing.
)
Check and, if necessary, revise the specified operands.

KDJF5007-E
The file name is specified incorrectly.

(S
Terminates £t stran command processing.
0)
Check and, if necessary, revise the specified file name.

KDJF5008-E
The file name is too long.

S
Terminates ftstran command processing.
©)
Express the file name as a character string in the range from 1 to 256 bytes.
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KDJF5009-E
The card name is specified incorrectly.

©)
Terminates ftstran command processing.
©)
Check and, if necessary, revise the specified card name.

KDJF5010-E
The card name is too long.

©)
Terminates ftstran command processing.
©)
Express the card name as a character string in the range from 1 to 20 bytes.

KDJF5011-E
The specified card is not registered.

S
Terminates £t stran command processing.

©)
Check the card name. To register acard, see 3.4 Registering transmission
information.

KDJF5012-E
The JP1/FTP server is not running.

©)
Terminates £t stran command processing.

©)
Start the JP1/FTP daemon. For details about starting the JPL/FTP daemon, see
2.4.1 Starting and terminating the JP1/FTP daemon.

KDJF5013-E
A function error occurred.
(Function name : func , Error code : errno) .

A function error occurred.

®

Terminates ftstran command processing.
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O)
For detail s about the error number, see the extended error information for the
corresponding function in 7. API Library.
KDJF5014-E
The card information is unacquirable. - func(errno)

A system call error occurred while card information was being acquired.

S
Terminates ftstran command processing.

©)
For details about the error number, see the error numbers for the corresponding
system function.

KDJF5015-E
The remote host name is too long.

S
Terminates ftstran command processing.
©)
Express the host name as a character string in the range from 1 to 256 bytes.

KDJF5016-E
The name of a user to log in is too long.

)
Terminates £t stran command processing.
©)
Express the user name as a character string in the range from 1 to 80 bytes.

KDJF5017-E
The password is too long.

)
Terminates £t stran command processing.
©)
Express the password as a character string in the range from 1 to 80 bytes.

KDJF5018-E
Specify the port number with an integer.

The port number contains a nonnumeric character.
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©®

Terminates £t stran command processing.
©)
Specify the port number as al numeric characters.
KDJF5019-E
Specify the port number in the range from 1 to 65535.
©
Terminates ftstran command processing.

(O)

Express the port number as an integer in the range from 1 to 65,535.
KDJF5020-E
Specify SEND, RECV, or APPE after the -TT option.

Neither sEND (send (overwrite)), nor RECV (receive), nor APPE (send (append)) is
specified after the - TT option.

©

Terminates ftstran command processing.

(O)

Specify SEND (send (overwrite)), RECV (receive), or APPE (send (append)) after
the -TT option.

KDJF5021-E
Specify ASCII or BINARY after the -TY option.

Neither ASCIT nor BINARY is specified after the - Ty option.
)
Terminates £t stran command processing.

©)

Specify either ASCIT or BINARY after the - Ty option.
KDJF5022-E

Specify STREAM or COMPRESS after the -TM option.

Neither sTREAM (do not compress) nor COMPRESS (compress) is specified after the
-TM option.

®

Terminates ftstran command processing.
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©)
Specify either STREAM (do not compress) or COMPRESS (compress) after the -T™
option.

KDJF5023-E
The local file name is too long.

S
Terminates ftstran command processing.
©)
Expressthe local file name as a character string in the range from 1 to 256 bytes.

KDJF5024-E
The remote file name is too long.

S
Terminates ftstran command processing.
©)
Expressthe remotefile name asacharacter string in therange from 1 to 256 bytes.

KDJF5025-E
The name of the program that starts when file transmission ends
normally is too long.

)
Terminates £t stran command processing.

)
Express the name of the program to start when transmission ends normally asa
character string in the range from 1 to 256 bytes.

KDJF5026-E
The name of the program that starts when file transmission ends
abnormally is too long.

S
Terminates ftstran command processing.
©)

Express the name of the program to start when transmission ends abnormally as
acharacter string in the range from 1 to 256 bytes.

KDJF5027-E
The FTP command is too long.
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)
Terminates £t stran command processing.
©)
Express the FTP command as a character string in the range from 1 to 300 bytes.

KDJF5028-E
The comment is too long.

©)
Terminates ftstran command processing.
©)
Express the comment as a character string in the range from 1 to 80 bytes.

KDJF5029-E

Specify the name of the program that starts when file
transmission ends normally with a full-path name.

)
Terminates £t stran command processing.

©)
Express the name of the program to start when transmission ends normally as a
full path beginning with aforward sash (/).

KDJF5030-E

Specify the name of the program that starts when file
transmission ends abnormally with a full-path name.

©
Terminates £t stran command processing.
©)

Express the name of the program to start when transmission ends abnormally as
afull path beginning with aforward slash (/).

KDJF5031-E
Specify CHECK or UNCHECK after the -TK option.

Neither cHECK (with size checking) nor uNncHECK (without size checking) is specified
after the - Tk option.

®

Terminates ftstran command processing.
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©)

Specify either cHECK (with size checking) or uNcHECK (without size checking)
after the - Tk option.

KDJF5032-E
The card name is empty.

The null character string was specified for the card name.
S

Terminates ftstran command processing.
©)

Specify anon-null character string for the card name.

KDJF5033-E
The remote host name is empty.

The null character string was specified for the host name.
S

Terminates ftstran command processing.
©)

Specify anon-null character string for the host name.

KDJF5034-E
The name of a user to log in is empty.

The null character string was specified for the user name.
)

Terminates £t stran command processing.
©)

Specify anon-null character string for the user name.

KDJF5035-E
The local file name is empty.

The null character string was specified for the local file name.
)

Terminates £t stran command processing.
©)

Specify anon-null character string for the local file name.
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KDJF5036-E
The remote file name is empty.

The null character string was specified for the remote file name.
©)

Terminates ftstran command processing.
©)

Specify anon-null character string for the remote file name.

KDJF5047-E
Specify AUTO, MULTIPLE or SINGLE after the -TA option.

Neither auTo (switch automatically), nor MULTIPLE (perform multiple-file
transmission), nor sINGLE (perform single-filetransmission) isspecified after the -Ta

option.
©)

Terminates ftstran command processing.
©)

Specify auTo (switch automatically), or MuLTIPLE (perform multiple-file
transmission), or SINGLE (perform single-file transmission) after the -T2 option.

8.2.6 Messages issued by the ftsutil command

These messages are output to the terminal used to execute the command.

KDJF5101-E
Invalid option.- - opt

Aninvalid opt option was specified.
©)
Terminates ftsutil command processing.
©)
Check and, if necessary, revise the specified options.

KDJF5102-E
Duplicated option.- - opt

The opt option was specified more than once.

©®

Terminates £tsutil command processing.
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0)
Check and, if necessary, revise the specified options.

KDJF5103-W
Usage: ftsutil -C environment information option
environment information option parameter
ftsutil -L

The operands are not specified correctly.
S
Terminates ftsutil command processing.
©)
Check and, if necessary, revise the specified operands.

KDJF5104-E
A function error occurred.
(Function name : func , Error code : errno)

A function error occurred.
func: Function name, errno: Error number
S
Terminates £tsutil command processing.
©O)

For details about the error number, see the error numbers for the corresponding
system function.

KDJF5105-E
Permission denied.

The user does not have superuser permissions.
)
Terminates £tsutil command processing.
)
Execute the command using superuser permissions.

KDJF5111-E
Specify No. of file transmissions to log using integral numbers.

The specification of the number of log entries to be retained contains a nonnumeric
character.
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)
Terminates £tsutil command processing.
©)
Specify numeric characters only for the number of log entries to be retained.

KDJF5112-E

Specify No. of file transmissions to log in the range from 0 to
100000.

(In Linux (IPF version) :)

Specify No. of file transmissions to log in the range from 0 to
1000000.

The number of log entries to be retained is not an integer in the range from 0 to
100,000.

In Linux (IPF version), the number of log entriesto beretained isnot an integer in the
range from O to 1,000,000.

©)
Terminates ftsutil command processing.
©)

Express the number of log entries to be retained as an integer in the range from 0
to 100,000.

In Linux (IPF version), express the number of log entries to be retained as an
integer in the range from 0 to 1,000,000.

KDJF5113-E

Specify the size of protocol trace file using integral numbers.
The specification of the protocol trace file size contains a nonnumeric character.
)
Terminates £tsutil command processing.
©)
Specify numeric characters only for the protocol trace file size.

KDJF5114-E
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Specify the size of protocol trace file in the range from 4 to
1000.

(In Linux (IPF version) :)

Specify the size of protocol trace file in the range from 4 to
10000.

The size of the pratocol trace file is not an integer in the range from 4 to 1,000.
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In Linux (1PF version), the size of the protocol trace file is not an integer in the range
from 4 to 10,000.

)
Terminates £tsutil command processing.
)

Express the size of the protocol trace file as an integer in the range from 4 to
1,000.

In Linux (IPF version), express the size of the protocol trace file as an integer in
the range from 4 to 10,000.

KDJF5115-E
Specify the size of module trace file using integral numbers.

The specification of the module trace file size contains a nonnumeric character.
S

Terminates ftsutil command processing.
©)

Specify numeric characters only for the module trace file size.

KDJF5116-E
Specify the size of module trace file in the range from 4 to
1000.
(In Linux (IPF version):)
Specify the size of module trace file in the range from 4 to
10000.

The size of the module trace file is not an integer in the range from 4 to 1,000.
In Linux (IPF version), the size of the module trace file is not an integer in the range

from 4 to 10,000.
)

Terminates £tsutil command processing.
©)

Expressthe size of the module trace file asan integer in the range from 4 to 1,000.

In Linux (IPF version), express the size of the module trace file as an integer in
the range from 4 to 10,000.

KDJF5117-E
Specify No. of retries when connecting to a host using integral
numbers.
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The specification of the number of retries for establishing connection with a host
contains a nonnumeric character.

)
Terminates £tsutil command processing.
©)

Specify numeric characters only for the number of retries for establishing
connection with a host.

KDJF5118-E
Specify No. of retries when connecting to a host in the range
from 0 to 100000.

The number of retries for establishing connection with ahost is not an integer in the
range from O to 100,000.

©)
Terminates ftsutil command processing.
©)

Expressthe number of retriesfor establishing connection with ahost asan integer
in the range from O to 100,000.

KDJF5119-E
Specify the retry interval when connecting to a host using
integral numbers.

The specification of the retry interval for establishing connection with ahost contains
anonnumeric character.

)
Terminates £tsutil command processing.
©)

Specify numeric characters only for the retry interval for establishing connection
with a host.

KDJF5120-E
Specify the retry interval when connecting to a host in the range
from 0 to 86400.

Theretry interval for establishing connection with ahost is not an integer in the range
from O to 86,400.

®

Terminates ftsutil command processing.
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©)

Expressthe retry interval for establishing connection with ahost asan integer in
the range from O to 86,400.

KDJF5121-E
Specify the time-limit waiting to send data using integral
numbers.

The specification of the time limit for waiting to send data contains a nonnumeric
character.

S
Terminates ftsutil command processing.
©)
Specify numeric characters only for the time limit for waiting to send data.

KDJF5122-E

Specify the time-limit waiting to send data in the range from 1
to 3600.

The time limit for waiting to send data is not an integer in the range from 1 to 3,600.
)

Terminates £tsutil command processing.
©)

Expressthetime limit for waiting to send dataasan integer in therange from 1 to
3,600.

KDJF5123-E
Specify the time-limit waiting to receive data using integral
numbers.

The specification of the time limit for waiting to receive data contains a nonnumeric
character.

S
Terminates ftsutil command processing.
©)
Specify numeric characters only for the time limit for waiting to receive data.

KDJF5124-E

Specify the time-limit waiting to receive data in the range from
1 to 3600.

Thetimelimit for waiting to receive datais not an integer in the range from 1 to 3,600.
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)
Terminates £tsutil command processing.
©)

Express the time limit for waiting to receive data as an integer in the range from
1 to 3,600.

KDJF5125-E
Specify the size of sending buffer for the server using integral
numbers.

The size of the sending buffer for the server contains a nonnumeric character.
©)
Terminates ftsutil command processing.
©)
Specify numeric characters only for the size of the sending buffer for the server.

KDJF5126-E
Specify the size of sending buffer for the server in the range
from 512 to 262144

The size of the sending buffer for the server is not an integer in the range from 512 to
262,144,

)
Terminates £tsutil command processing.
©)

Expressthe size of the sending buffer for the server asan integer in the range from
512 to 262,144.

KDJF5127-E
Specify the size of receiving buffer for the server using
integral numbers.

The specification of the size of the receiving buffer for the server contains a
nonnumeric character.

©)
Terminates ftsutil command processing.
©)
Specify numeric characters only for the size of the receiving buffer for the server.
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KDJF5128-E
Specify the size of receiving buffer for the server in the range
from 512 to 262144.

The size of the receiving buffer for the server is not an integer in the range from 512
to0 262,144.

S
Terminates ftsutil command processing.
©)

Express the size of the receiving buffer for the server as an integer in the range
from 512 to 262,144.

KDJF5129-E
Specify the time-limit of idle connection for the server using
integral numbers.

The specification of the time limit for an idle connection for the server contains a
nonnumeric character.

)
Terminates £tsutil command processing.
©)

Specify numeric characters only for the time limit for an idle connection for the
server.

KDJF5130-E
Specify the time-limit of idle connection for the server in the
range from 30 to 7200.

Thetimelimit for an idle connection for the server is not an integer in the range from
30 to 7,200.

S
Terminates ftsutil command processing.
©)

Express the time limit for an idle connection for the server as an integer in the
range from 30 to 7,200.

KDJF5131-E
Specify the file creation mask for the server using octal
numbers.

Thefile creation mask for the server contains non-octal characters.
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)
Terminates £tsutil command processing.
©)
Express the file creation mask for the server using octal characters.

KDJF5132-E

Specify the file creation mask for the server in the range from
000 to 777.

Thefile creation mask for the server is not an octal number in the range from 000 to
777.

©)
Terminates ftsutil command processing.
©)

Expressthefile creation mask for the server asan octal number in the range from
000 to 777.

KDJF5133-E

Specify the size of sending buffer for the client using integral
numbers.

The specification of the size of the sending buffer for the client containsanonnumeric
character.

)
Terminates £tsutil command processing.
©)
Specify numeric characters only for the size of the sending buffer for the client.

KDJF5134-E
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Specify the size of sending buffer for the client in the range
from 512 to 262144.

The size of the sending buffer for the client is not an integer in the range from 512 to
262,144.

©)
Terminates ftsutil command processing.
©)

Expressthe size of the sending buffer for the client as an integer in the range from
512 to 262,144.
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KDJF5135-E
Specify the size of receiving buffer for the client using
integral numbers.

The specification of the size of the receiving buffer for the client contains a
nonnumeric character.

S
Terminates ftsutil command processing.
©)
Specify numeric characters only for the size of the receiving buffer for the client.

KDJF5136-E
Specify the size of receiving buffer for the client in the range
from 512 to 262144.

The size of thereceiving buffer for the client isnot an integer in the range from 512 to
262,144,

)
Terminates £tsutil command processing.
©)

Express the size of the receiving buffer for the client as an integer in the range
from 512 to 262,144.

KDJF5137-E
Specify the file creation mask for the client using octal
numbers.

Thefile creation mask for the client contains non-octal characters.

S
Terminates ftsutil command processing.
©)
Express the file creation mask for the client using octal characters.
KDJF5138-E
Specify the file creation mask for the client in the range from
000 to 777.
Thefile creation mask for the client is not an octal number in the range from 000 to
777.
S

Terminates £tsutil command processing.
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©)

Express the file creation mask for the client as an octal number in the range from
000 to 777.

KDJF5139-E
Specify CHECK or UNCHECK after -EI option.

Neither cHECK (with JP1 event issuance) nor UNCHECK (without JP1 event issuance)
is specified after the -1 option.
©)
Terminates ftsutil command processing.
©)

Specify either caeck (with JP1 event issuance) or UNCHECK (without JP1 event
issuance) after the -E1 option.

KDJF5140-E
Specify CHECK or UNCHECK after -EL option.

Neither cHECK (with system log output) nor UNCHECK (without system log output) is
specified after the - EL option.

©)
Terminates ftsutil command processing.
©)

Specify either cHECK (with system |og output) or UNCHECK (without system log
output) after the -EL option.

KDJF5142-E

Specify the maximum number of concurrent transmissions using
integral numbers.

The specification of the maximum number of concurrent transmissions contains a
nonnumeric character.

S
Terminates £tsutil command processing.
©)

Specify numeric characters only for the maximum number of concurrent
transmissions.

KDJF5143-E

Specify the maximum number of concurrent transmissions in the
range from 64 to 128.
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The maximum number of concurrent transmissionsis not an integer in the range from
64 to 128.

)
Terminates £tsutil command processing.

)
Express the maximum number of concurrent transmissions as an integer in the
range from 64 to 128.

KDJF5144-E
Specify the size of access log file using integral numbers.

The specification of the access log file size contains a nonnumeric character.
S

Terminates ftsutil command processing.
©)

Specify numeric characters only for the access log file size.

KDJF5145-E
Specify the size of access log file in the range from 0 to 100.

The size of the accesslog fileis not an integer in the range from 0 to 100.
S
Terminates ftsutil command processing.
©)
Express the size of the access log file as an integer in the range from 0 to 100.

KDJF5152-E
Specify CHECK or UNCHECK after the -EX option.

Neither cHECK (with FTP connection response message control) nor UNCHECK
(without FTP connection response message control) is specified after the -Ex option.

)
Terminates £tsutil command processing.
©)

Specify either caEck (with FTP connection response message control) or
UNCHECK (without FTP connection response message control) after the -Ex
option.
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8.2.7 Messages issued by the ftsregc command

These messages are output to the terminal used to execute the command.

KDJF5201-E
Invalid option. - - opt

Aninvalid opt option was specified.
)
Terminates £t sregc command processing.
©)
Check and, if necessary, revise the specified options.

KDJF5202-E
Duplicated option.- - opt

The opt option was specified more than once.
©)
Terminates ftsregc command processing.
©)
Check and, if necessary, revise the specified options.

KDJF5203-W
Usage: ftsregc -N [cardname] transmission_information_option option_parameter
ftsregc -C cardname transmission_information_option option_parameter
ftsregc -D cardname
ftsregc -L  cardname

The operands are not specified correctly.
©)
Terminates ftsregc command processing.
©)
Check and, if necessary, revise the specified operands.

KDJF5204-E
A function error occurred.
(Function name : func Error code : errno)

A function error occurred.

©®

Terminates £t sregc command processing.
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0)
For details about the error number, see the error numbers for the corresponding
system function.

KDJF5205-E
Permission denied.

The user does not have superuser permissions.
S
Terminates ftsregc command processing.
©)
Execute the command using superuser permissions.

KDJF5211-E
The card name is empty.

The null character string was specified for the card name.
S

Terminates ftsregc command processing.
©)

Specify anon-null character string for the card name.

KDJF5212-E
The card name is too long.

)
Terminates £tsregc command processing.
©)
Express the card name as a character string in the range from 1 to 20 bytes.

KDJF5213-E
The host name is empty.

The null character string was specified for the host name.
)

Terminates £t sregc command processing.
©)

Specify anon-null character string for the host name.

KDJF5214-E
The host name is too long.
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)
Terminates £t sregc command processing.
©)
Express the host name as a character string in the range from 1 to 256 bytes.

KDJF5215-E
Specify the port number using integral numbers.

The specification of the port number contains a nonnumeric character.
©)

Terminates ftsregc command processing.
©)

Specify numeric characters only for the port number.

KDJF5216-E
Specify the port number in the range from 1 to 65535.

©)
Terminates ftsregc command processing.
©)
Express the port number as an integer in the range from 1 to 65,535.

KDJF5217-E
The user name is empty.

The null character string was specified for the user name.
)

Terminates £t sregc command processing.
©)

Specify anon-null character string for the user name.

KDJF5218-E
The user name is too long.

)
Terminates £t sregc command processing.
©)
Express the user name as a character string in the range from 1 to 80 bytes.

KDJF5219-E
The password is too long.
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)
Terminates £tsregc command processing.
)
Express the password as a character string in the range from 1 to 80 bytes.

KDJF5220-E
Specify SEND, RECV, or APPE after -TT option.

Neither sEND (send (overwrite)), nor RECV (receive), nor APPE (send (append)) is
specified after the - TT option.

S
Terminates ftsregc command processing.
©)

Specify SEND (send (overwrite)), RECV (receive), or APPE (send (append)) after
the -TT option.

KDJF5221-E
Specify ASCII or BINARY after -TY option.

Neither AsCIT nor BINARY isspecified after the - Ty option.
S

Terminates ftsregc command processing.
©)

Specify either ASCII or BINARY after the - Ty option.

KDJF5222-E
Specify STREAM or COMPRESS after -TM option.

Neither sTREAM (Uuncompressed) nor COMPRESS (compress) is specified after the -
option.

S
Terminates £t sregc command processing.
©)

Specify either STREAM (Uuncompressed) or COMPRESS (compress) after the -T™
option.

KDJF5223-E
Specify CHECK or UNCHECK after -TK option.

Neither cHECK (with size checking) nor uNcHECK (without size checking) is specified
after the - Tk option.
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)
Terminates £t sregc command processing.
©)

Specify either cHECk (with size checking) or UNCHECK (without size checking)
after the - Tk option.

KDJF5224-E
The local file name is empty.

The null character string was specified for the local file name.
©)

Terminates ftsregc command processing.
©)

Specify anon-null character string for the local file name.

KDJF5225-E
The local file name is too long.

©)
Terminates ftsregc command processing.
©)
Expressthelocal file name as a character string in the range from 1 to 256 bytes.

KDJF5226-E
The remote file name is empty.

The null character string was specified for the remote file name.
)

Terminates £t sregc command processing.
©)

Specify anon-null character string for the remote file name.

KDJF5227-E
The remote file name is too long.

)
Terminates £t sregc command processing.
©)
Expressthe remotefile name asacharacter string in therangefrom 1 to 256 bytes.
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KDJF5228-E
The name of the program that starts when file transmission ends
normally is too long.

S
Terminates ftsregc command processing.

©)
Express the name of the program to start when transmission ends normally as a
character string in the range from 1 to 256 bytes.

KDJF5229-E
The name of the program that starts when file transmission ends
abnormally is too long.

)
Terminates £t sregc command processing.
)

Express the name of the program to start when transmission ends abnormally as
a character string in the range from 1 to 256 bytes.

KDJF5230-E
FTP command is too long.

S
Terminates ftsregc command processing.
©)
Express the FTP command as a character string in the range from 1 to 300 bytes.

KDJF5231-E
The comment is too long.

S
Terminates ftsregc command processing.
©)
Express the command as a character string in the range from 1 to 80 bytes.

KDJF5241-E
The card is not registered.

)

Terminates £tsregc command processing.
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©)
Check the card name. To register acard, see 3.4 Registering transmission
information.

KDJF5242-E
The card is already registered.

©)
Terminates ftsregc command processing.
©)
Check the card name. Specify a card name that has not been registered.

KDJF5243-E
Specify the name of the program that starts when file
transmission ends normally with a full-path name.

)
Terminates £t sregc command processing.

©)
Express the name of the program to start when transmission ends normally as a
full path beginning with aforward sash (/).

KDJF5244-E
Specify the name of the program that starts when file
transmission ends abnormally with a full-path name.

©)
Terminates ftsregc command processing.

©)
Express the name of the program to start when transmission ends abnormally as
afull path beginning with aforward slash (/).

KDJF5251-E
Specify the card name.

The card name option is missing.

©)
Terminates ftsregc command processing.
©)
Specify the card name option.
KDJF5252-E

Specify the host name.
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)
Terminates £tsregc command processing.
)
Specify the host name option.
KDJF5253-E

Specify the user name.

The user name option is missing.

S
Terminates ftsregc command processing.
©)
Specify the user name option.
KDJF5254-E

Specify Send or Receive type.

The send/receive type option is missing.

S

Terminates ftsregc command processing.

©)
Specify the send/receive type option.

KDJF5255-E
Specify the transmission mode.

The transmission mode option is missing.

)

Terminates £tsregc command processing.

©)
Specify the transmission mode option.

KDJF5256-E
Specify the local file name.

Thelocal file name option is missing.

)

Terminates £tsregc command processing.

8. Messages
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©)
Specify thelocal file name option.

KDJF5257-E
Specify the remote file name.

The remote file name option is missing.
©)

Terminates ftsregc command processing.
©)

Specify the remote file name option.

KDJF5259-E
Specify AUTO, MULTIPLE or SINGLE after the -TA option.

Neither auTo (switch automatically), nor MULTIPLE (perform multiple-file
transmission), nor sINGLE (perform single-filetransmission) isspecified after the -Ta
option.

©)
Terminates ftsregc command processing.
©)

Specify auTo (switch automatically), or MuLTIPLE (perform multiple-file
transmission), or SINGLE (perform single-file transmission) after the -T2 option.

8.2.8 Messages issued by the ftsautoma command

These messages are output to the terminal used to execute the command.

KDJF5301-E
Invalid option. - - opt

Aninvalid opt option was specified.
©)
Terminates the £t sautoma command.
©)
Check and, if necessary, revise the specified options.

KDJF5302-E
Duplicated option.- - opt

The opt option was specified more than once.
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S
Terminates the ft sautoma command.
©)
Check and, if necessary, revise the specified options.

KDJF5303-E
These options cannot be specified simultaneously. - -optl, opt?

The mutually exclusive options opt! and opt2 are both specified.
S

Terminates the £t sautoma command.
©)

Check and, if necessary, revise the specified options.

KDJF5304-W
Usage: ftsautoma -file|dir -N username file or directory
auto start program option option parameter
ftsautoma -file|dir -D username file or directory
ftsautoma -file|dir -L [username [file or directory]] [-m
format | -v]

The operands are not specified correctly.
(S
Terminates the ft sautoma command.
0)
Check and, if necessary, revise the specified operands.

KDJF5305-E
A function error occurred.
(Function name : func Error code : errno)

A function error occurred.
(S

Terminates the £t sautoma command.
(@)

For details about the error number, see the error numbers for the corresponding
system function.

KDJF5306-E
Permission denied.
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The user does not have superuser permissions.
)
Terminates the £t sautoma command.
©)
Execute the command using superuser permissions.

KDJF5307-E
No file or directory name is specified.

The null character string is specified for thefile or directory.
©)
Terminates the £t sautoma command.
©)
Specify anon-null character string for the file and directory names.

KDJF5308-E
The file or directory name is too long.

S
Terminates the £t saut oma command.
©)

Expressthefile or directory name as a character string in the range from 1 to 256
characters.

KDJF5309-E
No user name is specified.

The null character string is specified for the user name.
S

Terminates the ftsautoma command.
©)

Specify anon-null character string for the user name.

KDJF5310-E
The user name is too long.

S
Terminates the ftsautoma command.
©)
Express the user name as a character string in the range from 1 to 80 characters.
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KDJF5311-E
The user name is not registered into /etc/password file.

S
Terminates the ftsautoma command.
©)
Specify auser registered in the /etc/passwd file.

KDJF5312-E
No file or directory type is specified.

The-file or -dir optionismissing.
S

Terminates the £t sautoma command.
©)

Specify the -file or -dir option.

KDJF5313-E
An incorrect character is used for the file name.

S
Terminates the ft sautoma command.
©)
Check and, if necessary, revise the file name.

KDJF5314-E
An incorrect character is used for the directory name.

S
Terminates the ft sautoma command.
(®)
Check and, if necessary, revise the directory name.

KDJF5315-E
Specify the directory name with the full path.

The directory nameis not specified as afull path beginning with aforward slash (/).
S

Terminates the £t sautoma command.
©)

Express the directory name as afull path beginning with aforward slash (/).
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KDJF5316-E
The auto-start program is already registered.

The specified auto-start program has already been registered.

©)
Terminates the £t sautoma command.

©)
Check the auto-start program information. Specify an auto-start program that has
not been registered.

KDJF5317-E
The auto-start program is not registered.

The specified auto-start program is not registered.

S
Terminates the ftsautoma command.
©)
Check the auto-start program information. If you are registering an auto-start
program, see 3.3.1 Registering auto-start programs.
KDJF5319-E
The program name is too long.
S
Terminates the ft sautoma command.
(®)
Express the program name as a character string in the range from 1 to 256
characters.
KDJF5320-E
An incorrect character is used for the program name.
S
Terminates the ft sautoma command.
©)
Check and, if necessary, revise the program name.
KDJF5324-E

Specify the program name with the full path.
The program name is not specified as afull path beginning with aforward slash (/).
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S
Terminates the ftsautoma command.
)
Express the program name as a full path beginning with a forward slash (/).

KDJF5325-E
No form file name is specified.

The null character string is specified for the format file name.
S

Terminates the £t sautoma command.
©)

Specify anon-null character string for the format file name.

KDJF5326-E
The form file name is too long.

S
Terminates the £t sautoma command.

©)
Express the format file name as a character string in the range from 1 to 256
characters.

KDJF5327-E
A form file does not exist.
File name : file-name

S

Terminates the £t sautoma command.
(@)

Check the format file.

KDJF5331-E
The file cannot be accessed.
File name : file-name
Exrror code: errno

)

Terminates the £t sautoma command.

©)

For details about the error number, see the error numbers for the corresponding
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system function.
KDJF5334-E

Enter the auto-start program for normal termination, or the

auto-start program for abnormal termination.

The name of the auto-start program to start when transmission ends normally or

abnormally is not specified.
S

Terminates the £t sautoma command.
0)

Specify the name of the auto-start program to start when transmission ends

normally or abnormally.
8.2.9 Messages issued by the ftshistory command

These messages are output to the terminal used to execute the command.

KDJF5401-E
Invalid option. - - opt

Aninvalid option opt was specified.
©)
Terminates ftshistory command processing.
©)
Check and, if necessary, revise the specified options.

KDJF5402-E
Duplicated option.- - opt

The opt option was specified more than once.
©)
Terminates ftshistory command processing.
©)
Check and, if necessary, revise the specified options.
KDJF5403-E

These options cannot be specified simultaneously.

The mutually exclusive options opt! and opt2 are both specified.

©®

Terminates £tshistory command processing.
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0)
Check and, if necessary, revise the specified options.
KDJF5404-W
Usage: ftshistory [-m format|-v] [-s timel[,endtime]l] [-£ historyfile]

The operands are not specified correctly.
S
Terminates ftshistory command processing.
©)
Check and, if necessary, revise the specified operands.

KDJF5405-E
No log file name is specified.

The null character string is specified for the log file name.
S

Terminates ftshistory command processing.
©)

Specify anon-null character string for the log file name.

KDJF5406-E
The log file name is too long.

)
Terminates £tshistory command processing.
©)

Express the log file name as a character string in the range from 1 to 256
characters.

KDJF5407-E
No form file name is specified.

The null character string is specified for the format file name.
)

Terminates £tshistory command processing.
©®)

Specify anon-null character string for the format file name.

KDJF5408-E
The form file name is too long.
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S
Terminates £tshistory command processing.

©)
Express the format file name as a character string in the range from 1 to 256
characters.

KDJF5409-E
No date and time of the log to display is specified.

©)
Terminates ftshistory command processing.
©)
Specify the date and time of the log that is to be displayed.

KDJF5411-E
Specify the date and time in YYYY/MM/DD HH:MM:SS form.

The format of the specified date and timeisinvalid.
©)
Terminates ftshistory command processing.
©)
Specify the date and time in the format YYYY/MM/DD HH: MM :SS.

KDJF5412-E
Specify the date and time in the range from 1970/01/01 00:00:00
to 2037/12/31 23:59:59 .

The specified date and time is outside the range from 1970-01-01 at 00:00:00 to
2037-12-31 at 23:59:59.

S
Terminates £tshistory command processing.
©)

Specify adate and time in the range from 1970-01-01 at 00:00:00 to 2037-12-31
at 23:59:59.

KDJF5413-E
A file cannot be accessed.
File name : file-name
Exrror code: errno
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(S
Terminates £tshistory command processing.

0)
For details about the error number, see the error numbers for the corresponding
system function.

KDJF5414-E
A function error occurred.
(Function name : func Error code : errno)

A function error occurred.

S
Terminates ftshistory command processing.

©)
For details about the error number, see the error numbers for the corresponding
system function.

KDJF5415-E
A log file does not exist.
File name : file-name

S

Terminates ftshistory command processing.
©)

Check and, if necessary, revisethe log file.

KDJF5416-E
A form file does not exist.
File name : file-name

)

Terminates £tshistory command processing.
)

Check the format file.

KDJF5417-W
There is no log to output.

)

Terminates £tshistory command processing.
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KDJF5418-E
It is not a log file. Or the log file is destroyed.
©)
Terminates ftshistory command processing.
©)

Check the log file.
8.2.10 Messages issued by the ftsregcv command

These messages are output to the terminal used to execute the command.

KDJF5501-E
Invalid option. - - opt

Aninvalid opt option was specified.
©)
Terminates ftsregcv command processing.
©)
Check and, if necessary, revise the specified options.

KDJF5502-E
Duplicated option. - - opt

The opt option was specified more than once.
©)
Terminates ftsregcv command processing.
©)
Check and, if necessary, revise the specified options.

KDJF5503-E
These options cannot be specified simultaneously.- -optl, opt?

The mutually exclusive options opt! and opt2 are both specified.
)

Terminates £t sregcv command processing.
©)

Check and, if necessary, revise the specified options.

KDJF5504-W
Usage: ftsregcv [-c card] [-m format|-v]

The operands are not specified correctly.
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(S
Terminates £t sregcv command processing.
0)
Check and, if necessary, revise the specified operands.

KDJF5505-E
No card name is specified.

The null character string was specified for the card name.
S

Terminates ftsregcv command processing.
©)

Specify anon-null character string for the card name.

KDJF5506-E
The card name is too long.

S
Terminates ftsregcv command processing.
©)
Express the card name as a character string in the range from 1 to 20 characters.

KDJF5507-E
The card is not registered.

)
Terminates £t sregcv command processing.
)

Check the card name. To register a card, see 3.4 Registering transmission
information.

KDJF5508-E
No form file name is specified.

The null character string was specified for the format file name.
)

Terminates £t sregcv command processing.
©®)

Specify anon-null character string for the format file name.
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KDJF5509-E
The form file name is too long.

©)
Terminates ftsregcv command processing.

©)
Express the format file name as a character string in the range from 1 to 256
characters.

KDJF5510-E
A form file does not exist.
File name : file-name

©)

Terminates ftsregcv command processing.
©)

Check the format file.

KDJF5514-E
A file cannot be accessed.
File name : file-name
Error code : errno

S
Terminates £t sregcv command processing.
©)

For details about the error number, see the error numbers for the corresponding
system function.

KDJF5515-E
A function error occurred.
(Function name : func Error code : errno)

A function error occurred.
)

Terminates £t sregcv command processing.
©)

For details about the error number, see the error numbers for the corresponding
system function.

8.2.11 Messages issued by the Operations-Manager Agent

These messages are output to the system log. If aterminal was used to execute the
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command, the messages are also output to the terminal.

KDJF6000-I
JP1/FTS agent started.

The Operations-Manager Agent has started.

KDJF6001-W
JP1/FTS agent already started.

The Operations-Manager Agent is already running.

KDJF6002-E
A system call error occurred.
[system-call-name (error-number) 1 [module-name (line-number) ]

A system call error has occurred.

)
Terminates j £t sa command processing.
©)
Contact the system administrator.
KDJF6003-E

Permission denied
The user is not authorized to start JPL/FTP.
S
Terminates § ftsa command processing.
©)
Execute the command using superuser permissions.

KDJF6004-E
Port number is not defined in the Services file. [service-namel

Theindicated service-name has not been set in /etc/services.
S

Terminates § ftsa command processing.
©)

The indicated service-name has not been setin /etc/services. For details
about how to specify the settings, see 2.3.3 Setting the port numbers.

KDJF6005-E
[Java_Path] : Not Found.

The Java start command cannot be found.
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)
Terminates j £t sa command processing.

©)
Check if thereis a path indicated as Java Path. Also check if the installation of
JP1L/FTP has been completed. If the path indicated as.Java Path does not exist or
theinstallation was canceled, reinstall JPL/FTP. If the path indicated asJava_Path

exists and the installation has been completed successfully, contact the system
administrator.

KDJF6006-E
JP1/FTS agent can't be started.

The Operations-Manager Agent could not be started.
©)

Terminates j ftsa command processing.
©)

Re-execute the command. If the command cannot be executed, contact the system
administrator.

KDJF6007-W
JP1/FTS agent is starting or ending now.

The Operations-Manager Agent is undergoing start or termination processing.

KDJF6008-E
Specify java file or jre file.

No Javafileis specified.
)

Terminates j £t sa command processing.
©)

Contact the system administrator.

KDJF6009-E
Cannot connect to the JP1/IM Event Server.

An attempt to establish connection with JP1/Base has failed.
)

Stops the JP1 event issuance processing and then resumes the start processing.
©)

Check and, if necessary, revise the JP1/Base status. If thereisno problem with the
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JP1/Base status, contact the system administrator.

KDJF6010-E
JP1/IM not installed.

JP1/Base has not been installed.

S
Stops the JP1 event issuance processing and then resumes the start processing.
©)
Install JP1/Base and then restart the Operations-Manager Agent.
KDJF6012-1

JP1/FTS agent stopped.
The Operations-Manager Agent has stopped.

KDJF6013-E
JP1/FTS agent will now stop.

The Operations-Manager Agent will now be canceled.
)
Terminates j £t sa command processing.
)
Contact the system administrator.
8.2.12 Messages issued by the ftsastop command

These messages are output to the system log. If aterminal was used to execute the
command, the messages are al so output to the terminal.

KDJF6100-I
JP1/FTS agent is stopped.

The Operations-Manager Agent has stopped.

KDJF6101-W
JP1/FTS agent is not started.

The Operations-Manager Agent has not started. It has already stopped.

KDJF6102-W
JP1/FTS agent is starting or ending now.

The Operations-Manager Agent is undergoing start or termination processing.

KDJF6103-E
Permission denied.

The user is not authorized to terminate the Operations-Manager Agent.
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)
Terminates ftsastop command processing.
©)
Execute the command using superuser permissions.
KDJF6104-E
JP1/FTS agent can't be stopped.
©
Terminates ftsastop command processing.
©)
Contact the system administrator.
KDJF6105-E

A system call error occurred.
[system-call-name (error-number) ] [module-name (line-number) 1

A system call error has occurred.

©)
Terminates ftsastop command processing.
©)
Contact the system administrator.
KDJF6106-E

Cannot connect to the JP1/IM Event Server.
An attempt to establish connection with JP1/Base has failed.
S

Stops the JP1 event issuance processing and then resumes the termination
processing.

©)
Contact the system administrator.

KDJF6107-E
JP1/IM not installed.

JP1/Base has not been installed.
S

Stops the JP1 event issuance processing and then resumes the termination
processing.
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©)

If you will be using JP1 events, install JP1/Base. If you will not be using JP1
events, specify the JPL/FTP environment definition in such amanner that the JP1/
IM event issuance processing is not used.

8.2.13 Messages issued by the ftsconsole command

These messages are output to the terminal used to execute the command.

KDJF7000-E
Port number is not defined in the Services file. [service-name]

Theindicated service-name has not been set in /etc/services.
S

Terminates £t sconsole command processing.
©O)

Set service-name by referencing 2.3.3 Setting the port numbers.

KDJF7001-E
[Java_Path] : Not Found.

The Java start command cannot be found.
S

Terminates ftsconsole command processing.
0)

Check if thereis apath indicated as Java_Path. Also check if the installation of
JPL/FTP has been completed. If the path indicated asJava Path does not exist or
theinstallation wascanceled, reinstall JPL/FTP. If thepathindicated asJava Path
exists and the installation has been completed successfully, contact the system
administrator.

KDJF7002-E
A system call error occurred.
[system-call-name (error-number) 1 [module-name (line-number) ]

A system call error has occurred.
S

Terminates ftsconsole command processing.
©)

Contact the system administrator.

KDJF7003-E
Specify java file or jre file.
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No Javafileis specified.
)

Terminates ftsconsole command processing.
©)

Contact the system administrator.

KDJF7004-E
Permission denied

The user is not authorized to start the command.
©)
Terminates ftsconsole command processing.
©)
Execute the command using superuser permissions.
8.2.14 Messages related to the log daemon

These messages are output to the system log. If aterminal was used to execute the
command, the messages are also output to the terminal.

KDJF9000-I
JP1/FTS log daemon started.

The log daemon has started.

KDJF9001-I
JP1/FTS log daemon stopped.

The log daemon has stopped.

KDJF9002-W
JP1/FTS log daemon already started.

Thelog daemon is aready running.

KDJF9003-E
A system call error occurred.
[system-call-name (error-number) ] [module-name (line-number) 1

A system call error has occurred.
S

Might terminate the log daemon.
©)

Contact the system administrator.
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KDJF9005-E
Cannot connect to the JP1/IM Event Server.

An attempt to establish connection with JP1/Base has failed.
S
Stops the JP1 event issuance processing and then resumes the start processing.
©)
Check and, if necessary, revisethe JPL/Base status. If thereisno problem with the
JP1/Base status, contact the system administrator.

KDJF9006-E
JP1/IM not installed.

JP1/Base has not been installed.
S
Stops the JP1 event issuance processing and then resumes the start processing.
©)
Install JPl/Base and then restart the JP1/FTP daemon.
8.2.15 Messages issued by the ftslogstop command

These messages are output to the system log. If aterminal was used to execute the
command, the messages are al so output to the terminal.

KDJF9100-I
JP1/FTS log daemon is stopped.

The log daemon has stopped.

KDJF9101-W
JP1/FTS log daemon is not started.

The log daemon has not started. It has already stopped.
KDJF9102-|

JP1/FTS log daemon is ending now.

The log daemon is undergoing termination processing.
KDJF9104-E

JP1/FTS log daemon can't be stopped.

The command with no option specified was unable to stop thelog daemon, becausethe
command with the - £ option specified was entered whil e the command with no option
specified was executing.
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S
Terminates ftslogstop command processing.

KDJF9105-E
A system call error occurred.
[system-call-name (error-number) ] [module-name (line-number) 1

A system call error has occurred.
©)
Terminates ftslogstop command processing.
©)
Contact the system administrator.
8.2.16 Messages issued by the jftsdstatus command

These message are output to the terminal.
KDJF4100-|
The JP1/FTS server is running.
The JPL/FTP daemon is running (has already started).

KDJF4101-W
The JP1/FTS server has stopped.

The JPY/FTP daemon has stopped.

KDJF4102-1
The JP1/FTS server 1s now stopping.

The JP1/FTP daemon is undergoing termination processing

KDJF4103-W
The command is now executing.

The jftsdstatus command is executing.
©)
Terminates jftsdstatus command processing.
©)
Execute the command after the current § ft sdstatus command has terminated.

KDJF4104-E

A system call error occurred.
[system-call-name (error-number) 1 [module-name (line-number) ]

A system call error has occurred.
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)
Terminates j ftsdstatus command processing.
©)
Contact the system administrator.
8.2.17 Messages issued by the jftsastatus command

These message are output to the terminal.

KDJF6200-I
The JP1/FTS agent is running.

The Operations-Manager Agent is running (has already started).

KDJF6201-W
The JP1/FTS agent has stopped.

The Operations-Manager Agent has stopped.

KDJF6202-I
The JP1/FTS agent is now starting or stopping.

The Operations-Manager Agent is undergoing start or termination processing.

KDJF6203-W
The command is now executing.

The jftsastatus command is executing.
S
Terminates j ftsastatus command processing.
©O)
Execute the command after the current j ft sastatus command has terminated.

KDJF6204-E
A system call error occurred.
[system-call-name (error-number) 1 [module-name (line-number) ]

A system call error has occurred.
S
Terminates j ftsastatus command processing.
©)
Contact the system administrator.
8.2.18 Messages issued by the jftslogdstatus command
These message are output to the terminal.
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KDJF9200-|
The JP1/FTS log daemon is running.

The log daemon is running (has already started).

KDJF9201-W
The JP1/FTS log daemon has stopped.

The log daemon has stopped.

KDJF9202-|
The JP1/FTS log daemon is now stopping.

The log daemon is undergoing termination processing.

KDJF9203-W
The command is now executing.

The jftslogdstatus command is executing.
S
Terminates jftslogdstatus command processing.
©)
Execute the command after the current j ftslogdstatus hasterminated.

KDJF9204-E
A system call error occurred.
[system-call-name (error-number) 1 [module-name (line-number) ]

A system call error has occurred.
S

Terminates jftslogdstatus command processing.
©)

Contact the system administrator.

274



8. Messages

8.3 Event log messages

This section describes the event log messages that are issued by JP1/FTP,
8.3.1 Output format of event log messages

An event log message consists of amessage ID followed by a message text.
The format of an event log message displayed by JP1/FTP is as follows:

YYYY/MM/DD hh:mm:ss X ccc, tttttt KDIFnnnnn-Z message-text

YYYY/MM/DD hh:mm:ss

M essage timestamp (year/month/date hour: minute:second)
X

Type of module that issued the event log:
: JPU/FTP daemon-related module

g

s: File transmission (server)

c: Filetransmission (client)

A: Operations-Manager Agent-related module

p: Other program (such as a transmission command)
cce

Connection number. If thereisno connection number, an asterisk (*) isdisplayed.
ttttt

Transmission number. If there is no transmission number, an asterisk (*) is
displayed.

KDJFnnnnn-Z message-text

The message ID and message text are the same asin 8.1 Format of displayed
messages.

8.3.2 Format of event log message explanations

Thismanual usesthefollowing explanatory format for event log messagesand liststhe
messages by module type in the order of the message IDs:

message-ID (module-type,output-level)
message-text
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Explanation of the message
)

Explains the processing performed by JPI/FTP.
©)

Explains the recommended action for the user to take when the message is

displayed.

In this chapter, the part of a message text that is shown in italics represents avariable.

8.3.3 List of event log messages

(1) Event log messages related to the JP1/FTP daemon

KDJF1000-I (D,2)
JP1/FTS server started.

The JPI/FTP daemon has started.

KDJF1001-1 (D,2)
JP1/FTS server stopped.

The JPI/FTP daemon has been terminated.

KDJF1002-W (D,2)
JP1/FTS server already started.

The JP1/FTP daemon is already running.

KDJF1003-E (D,0)
A system call error occurred.
[system-call-name (error-number) 1 [module-name (line-number) ]

A system call error has occurred.
S
Might terminate the JP1/FTP daemon.
©)
Contact the system administrator.
KDJF1005-E (D,0)

Port number is not defined in the Services file.

Theindicated service-name isnot defined in /etc/services.
S
Terminates the JPL/FTP daemon.
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©)
Define service-name by referencing 2.3.3 Setting the port numbers.

KDJF1006-E (D,0)
Cannot connect to the JP1/IM Event Server.

An attempt to establish connection with JP1/Base has failed.
S

Stops the JP1 event issuance processing and then resumes the start processing.
©)

Check and, if necessary, revisethe JPL/Base status. If thereisno problem with the
JP1/Base status, contact the system administrator.

KDJF1007-E (D,0)
JP1/IM not installed.

JP1/Base has not been installed.
S

Stops the JP1 event issuance processing and then resumes the start processing.
©)

Install JPl/Base and then restart the JP1/FTP daemon.

KDJF1009-W (D,1)
A system call error occurred.
[system-call-name (error-number) 1 [module-name (line-number) ]

A system call error has occurred.
S

Continues processing although an error was detected in the JP1/FTP daemon.
©O)

Contact the system administrator.

KDJF1010-I (D,5)
JP1/FTS server was connected from a transfer client.
[transfer-client-number]

The JP1/FTP daemon was connected from atransfer client.

KDJF1011-1 (D,5)
JP1/FTS server received a transmission request from a transfer
client. [transfer-client-number]

The JPY/FTP daemon received a transmission request from atransfer client.
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KDJF1012-I (D,5)
JP1/FTS server started an FTP client.
[transfer-client-number : connection-number]

The JP1/FTP daemon has started file transmission (client).

KDJF1013-I (D,5)
JP1/FTS server has sent transmission-end results to a transfer
client. [transfer-client-number]

The JPI/FTP daemon has sent the transmission-end results to the transfer client.

KDJF4000-1 (D,2)
JP1/FTS server is stopped.

The JPI/FTP daemon has terminated.

KDJF4001-W (D,2)
JP1/FTS server is not started.

The JP1/FTP daemon is not running. It has already been terminated.

KDJF4002-1 (D,2)
JP1/FTS server is ending now.

The JP1/FTP daemon is undergoing termination processing.

KDJF4004-E (D,0)
JP1/FTS server can't be stopped.

The command with no option specified was unable to stop the JPL/FTP daemon,
because the command with the - £ option specified was executed while the command
with no option specified was executing.

©)
Terminates ftsstop command processing.

KDJF4005-E (D,0)
A system call error occurred.
[system-call-name (error-number) 1 [module-name (line-number) ]

A system call error occurred in the ftsstop command.
©)

Terminates ftsstop command processing.
©)

Contact the system administrator.

(2) Event log messages related to file transmission (client)

KDJF2000-E (C,0)
A system call error occurred.
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[system-call-name (error-number) 1 [module-name (line-number) ]
[connection-number : transmission-number]

A system call error occurred during file transmission (at the client).

S
Terminates file transmission (client) processing.
©)

Contact the system administrator. For details about the error number, see 8.5
Details of ervor numbers.

KDJF2001-1 (C,3)
Transmission ended normally.
[Transmission number: transmission-number]
[Connection number: connection-number]
[Card name: transmission-card-namel
[Logged-in user: login-namel
[Remote host name: remote-host-namel
[Local file name: local-file-name]

[Remote file name: remote-file-namel

File transmission (client) terminated normally.

KDJF2002-E (C,3)
Transmission ended abnormally.
[Transmission number: transmission-number]
[Connection number: connection-number]
[Card name: transmission-card-name]
[Logged-in user: login-namel
[Remote host name: remote-host-namel
[Local file name: local-file-name]
[Remote file name: remote-file-name]

File transmission (client) terminated abnormally.

S
Transmission terminated abnormally.

©)
If another message (with the same modul e type, connection number, or
transmission number) was displayed before this message, take appropriate action
according to that error message. If there is no such error message, check the
transmission logs for any errors.

KDJF2004-E (C,0)
Cannot connect to the JP1/IM Event Server.
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An attempt to establish connection with JP1/Base has failed.
)

Stops the JP1 event generation processing and then resumes the transmission
processing.

©)
Check and, if necessary, revise the JP1/Base status. If thereisno problem with the
JP1/Base status, contact the system administrator.

KDJF2005-E (C,0)
JP1/IM not installed.

JP1/Base has not been installed.

©)
Stops the JP1 event generation processing and then resumes the transmission
processing.

©)

Install JP1/Base, restart the JP1/FTP daemon, and then re-execute the
transmission.

KDJF2006-W (C,1)
A system call error occurred.
[system-call-name (error-number) ] [module-name (line-number) 1
[connection-number : transmission-number]

A system call error has occurred.
©)

Continues processing although an error was detected in file transmission (client).
©)

Contact the system administrator. For details about the error number, see 8.5
Details of error numbers.

KDJF2007-W (C,3)
Transmission ended normally, but the auto-start program failed
to execute.
[Transmission number: transmission-number]
[Connection number: connection-number]
[Card name: transmission-card-name]
[Auto-start program: auto-start-program-namel
[Logged-in user: login-namel
[Remote host name: remote-host-name)
[Local file name: local-file-name]
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[Remote file name: remote-file-name)

Execution of the auto-start program failed and the transmission terminated with a
warning.
)

The file transmission (client) terminated normally, but the auto-start program
could not be executed.

©)

If another message (with the same module type, connection number, or
transmission number) was displayed before this message, take appropriate action

according to that error message. If thereis no such message, check the specified
auto-start program.

KDJF2008-E (C,0)
Transmission will now stop. A system call error occurred.
[system-call-name (error-number) 1 [name-of-module-resulting-in-error (location-of-error)

1
File transmission (client) will now be canceled. A system call error has occurred.
S
Terminates file transmission (client) processing.
©)

An overview of the error might be displayed in the subsequent message.
Determine the cause of the error from the error overview, system call name, or
error number, and then take appropriate action.

If no error overview isdisplayed and the cause of the error cannot be determined,
contact the system administrator. For details about the error number, see 8.5
Details of error numbers.

KDJF2009-E (C,0)
Transmission will now stop. A protocol error occurred.
[protocol-message] [name-of-module-resulting-in-error (location-of-error) ]

File transmission (client) will now be canceled. A protocol error has occurred.
S

Terminates file transmission (client) processing.
)

An overview of the error might be displayed in the subsequent message.
Determinethe cause of the error from the error overview or protocol message, and
then take appropriate action.
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If no error overview isdisplayed and the cause of the error cannot be determined,
contact the system administrator.

KDJF2010-E (C,0)
Transmission will now stop. A logical error occurred.
[name-of-module-resulting-in-error (location-of-error) ]

File transmission (client) will now be canceled. A logical error has occurred.
©)

Terminates file transmission (client) processing.
©)

Contact the system administrator.

KDJF2011-E (C,0)
Transmission will now stop. A forced stop occurred.
[name-of-module-resulting-in-error (location-of-error) ]

File transmission (client) will now be canceled. A forced termination error has
occurred.

©)
Terminates file transmission (client) processing.
©)

If this error has occurred for areason other than forced termination by the user,
contact the system administrator.

KDJF2012-E (C,0)
An attempt to connect to the FTP server has failed.

An attempt to establish control connection with the FTP server has failed.
S
Terminates file transmission (client) processing.
©)
Check and, if necessary, revise the following:
« Remote host settings
o Statusof the FTP server
* Network status

Also check the information in the error message (with the same module type,
connection number, or transmission number) that was displayed before this

message.
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KDJF2013-E (C,0)

An FTP command could not be sent. [FTP command:command-name]
Transmission of the command-name FTP command failed.
S

Terminates file transmission (client) processing.
©)

Check the information in the error message (with the same modul e type,
connection number, or transmission number) that was displayed before this
message.
KDJF2014-E (C,0)
A time out occurred during an attempt to receive a reply message.

A response from the FTP server could not be received within the specified amount of

time.
S

Terminates file transmission (client) processing.
©)

Check and, if necessary, revise the following:

e Valueof Time-limit waiting to receive data specified in 3.1.1 Defining an
environment for JP1/FTP

*  Status of the FTP server

* Network status

KDJF2015-E (C,0)
An error occurred during an access to a send file. [file-name]

An error occurred while accessing a send file (file-name).
S

Terminates file transmission (client) processing.
)

Check the information in the error message (with the same module type,
connection number, or transmission number) that was displayed before this
message.
KDJF2016-E (C,0)
An attempt to allocate a buffer for compression has failed.

An attempt to allocate a buffer for compressed file transmission has failed.
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S
Terminates file transmission (client) processing.
©)
Check and, if necessary, revise the following:
e Statusof virtual memory in the system

Also check the information in the error message (with the same module type,
connection number, or transmission number) that was displayed before this

message.
KDJF2017-E (C,0)
An error occurred during a data connection.

A data connection error occurred during file transmission.
©)
Terminates file transmission (client) processing.
©)
Check and, if necessary, revise the following:
o Statusof the FTP server
* Network status

Also check the information in the error message (with the same module type,
connection number, or transmission number) that was displayed before this

message.
KDJF2018-E (C,0)
An error occurred during a file send.

An error occurred while sending afile.
©)
Terminates file transmission (client) processing.
©)
Check and, if necessary, revise the following:
» Statusof the FTP server
* Network status

Also check the information in the error message (with the same module type,
connection number, or transmission number) that was displayed before this

message.
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KDJF2019-E (C,0)
An error occurred during an access to a receive file. [file-name]

An error occurred while accessing areceive file (file-name).
S

Terminates file transmission (client) processing.
©)

Check the information in the error message (with the same modul e type,
connection number, or transmission number) that was displayed before this
message.
KDJF2020-E (C,0)
An attempt to allocate a buffer for a file receive has failed.

An attempt to allocate a buffer for file reception has failed.
S
Terminates file transmission (client) processing.
©)
Check and, if necessary, revise the following:
e Status of virtual memory in the system

Also check the information in the error message (with the same module type,
connection number, or transmission number) that was displayed before this
message.
KDJF2021-E (C,0)
An attempt to allocate a buffer for compression has failed.

An attempt to allocate a buffer for compressed file reception has failed.
)

Terminates file transmission (client) processing.
)

Check and, if necessary, revise the following:

» Value of Size of receiving buffer for the client that was specified in 3.7.1
Defining an environment for JP1/FTP

e Status of virtual memory in the system

Also check the information in the error message (with the same module type,
connection number, or transmission number) that was displayed before this
message.
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KDJF2022-E (C,0)
An error occurred during a data connection.

A data connection error occurred during file reception.
©)
Terminates file transmission (client) processing.
©)
Check and, if necessary, revise the following:
o Statusof the FTP server
* Network status

Also check the information in the error message (with the same module type,
connection number, or transmission number) that was displayed before this

message.
KDJF2023-E (C,0)
An error occurred during a file receive.

An error occurred while receiving afile.
©)
Terminates file transmission (client) processing.
©)
Check and, if necessary, revise the following:
o Statusof the FTP server
* Network status

Also check the information in the error message (with the same module type,
connection number, or transmission number) that was displayed before this

message.
KDJF2024-E (C,0)
The sizes of the transmitted files do not match. [file-name]

The sizes of the receive files do not match.
S
Terminates file transmission (client) processing.
(®)
Check and, if necessary, revise the following:
e Status of the FTP server
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* Network status

KDJF2025-E (C,0)
An error occurred while a data connection was being prepared.

An error occurred while preparing to establish data connection.
S
Terminates file transmission (client) processing.
©)
Check and, if necessary, revise the following:
* Network status

Also check the information in the error message (with the same module type,
connection number, or transmission number) that was displayed before this
message.
KDJF2026-E (C,0)
An error occurred during an attempt to connect a data connection.

An error occurred while establishing data connection.
S
Terminates file transmission (client) processing.
©)
Check and, if necessary, revise the following:
e  Statusof the FTP server
» Network status

Also check the information in the error message (with the same module type,
connection number, or transmission number) that was displayed before this
message.
KDJF2027-E (C,0)
An error occurred during receipt of a file list.

An error occurred while receiving alist of receive files.
S
Terminates file transmission (client) processing.
)
Check and, if necessary, revise the following:
o  Statusof the FTP server
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* Network status

Also check the information in the error message (with the same module type,
connection number, or transmission number) that was displayed before this

message.
KDJF2028-E (C,0)

An error occurred during an attempt to create a file list to be
sent.

An error occurred while creating alist of send files.
©)
Terminates file transmission (client) processing.
©)
Check and, if necessary, revise the following:
» Specification of alocal file
» Status of the specified locd file

Also check the information in the error message (with the same module type,
connection number, or transmission number) that was displayed before this

message.
KDJF2029-W (C,1)
The specified auto-start program is invalid. [auto-start-program-name]

The specified auto-start program (auto-start-program-name) isinvalid.
)

Terminates start processing of the auto-start program and resumesfile
transmission (client) processing.

©)
Check and, if necessary, revise the following:
» Specified auto-start program

If another message (with the same modul e type, connection number, or
transmission number) was displayed before this message, take appropriate action
according to that error message.

KDJF2030-W (C,1)

The auto-start program could not be executed.
Lauto-start-program-name]

An attempt to start the specified auto-start program (auto-start-program-name) has
failed.
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)
Terminates start processing of the auto-start program and resumesfile
transmission (client) processing.
©)
Check and, if necessary, revise the following:
» Specified auto-start program

If another message (with the same module type, connection number, or
transmission number) was displayed before this message, take appropriate action
according to that error message.

KDJF2031-E (C,0)
An error occurred during an attempt to send a JP1/IM event.

An error occurred while issuing a JP1 event
S
Terminates JP1 event issuance processing and then resumesthe file transmission
(client) processing.
©)
Check and, if necessary, revise the following:
» JPl/Base status

Also check the information in the error message (with the same module type,
connection number, or transmission number) that was displayed before this

message.
KDJF2032-E (C,0)

Could not connect to the FTP server. [Remote host
name : remote-host-name]

An attempt to establish connection with the FTP server named remote-host-name has

failed.
S

Terminates file transmission (client) processing.
©)

Check and, if necessary, revise the following:
» Status of the FTP server

Also check the information in the error message (with the same module type,
connection number, or transmission number) that was displayed before this

message.
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KDJF2033-E (C,0)
command-name command failed.

The FTP command (command-name) failed.
©)
Terminates file transmission (client) processing.
©)
Check and, if necessary, revise the following:
o Statusof the FTP server
* Network status

Also check the information in the error message (with the same module type,
connection number, or transmission number) that was displayed before this

message.

KDJF2034-I (C,5)
Connected to the FTP server. [Logged-in user:login-name] [Remote
host name :remote-host-name]
Connection has been established with the FTP server.

KDJF2035-1 (C,4)
Transmission will now start.
[Card name: transmission-card-name]
[Logged-in user: login-namel
[Remote host name: remote-host-name)
[Local file name: local-file-name]
[Remote file name: remote-file-name]

File transmission (client) will now start.

KDJF2037-I (C,5)
The auto-start program has executed. [auto-start-program-name]

The auto-start program for file transmission (client) was executed.

KDJF2038-I (C,5)
FTP client disconnected from the FTP server.

The FTP client was disconnected from the FTP server.

KDJF2039-E (C,0)
There was no receive file.
[Logged-in user: login-namel
[Remote host name: remote-host-name)
[Remote file name: remote-file-name]

There was no receivefile.
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S
Terminates file transmission (client) processing.
©)
Check and, if necessary, revise the following:
» Specified remote file name
e FTP server status

KDJF2040-E (C,0)

An error occurred during an attempt to read a file to be sent.
[file-name]

An error occurred while reading a send file.
S
Terminates file transmission (client) processing.
©)
Check and, if necessary, revise the following:
» Specified local file name

Also check the information in the error message (with the same module type,
connection number, or transmission number) that was displayed before this
message.

KDJF2041-E (C,0)

An error occurred during an attempt to write a received file.
[file-name]

An error occurred while writing areceivefile.
S
Terminates file transmission (client) processing.
)
Check and, if necessary, revise the following:
» Specified local file name

Also check the information in the error message (with the same module type,
connection number, or transmission number) that was displayed before this
message.

(3) Event log messages related to file transmission (server)

KDJF3000-E (S,0)
A system call error occurred.
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[system-call-name (error-number) 1 [module-name (line-number) ]
[connection-number : transmission-number]

A system call error has occurred.

S
Terminates file transmission (server) processing.

©)
Contact the system administrator. For details about the error number, see 8.5
Details of error numbers.

KDJF3001-I (S,3)
Transmission ended normally.
[Transmission number: transmission-number]
[Connection number: connection-number]
[Logged-in user: login-namel
[Remote host name: remote-host-namel
[Local file name: local-file-name]

Transmission terminated normally.

KDJF3002-E (S,3)
Transmission ended abnormally.
[Transmission number: transmission-number]
[Connection number: connection-number]
[Logged-in user: login-namel
[Remote host name: remote-host-name]
[Local file name: local-file-name]

Transmission terminated abnormally.
S

Transmission terminated abnormally.
©)

If another message (with the same modul e type, connection number, or
transmission number) was displayed before this message, take appropriate action
according to that error message. If there is no such error message, check the
transmission logs for any errors.

KDJF3004-E (S,0)
Cannot connect to the JP1/IM Event Server.

An attempt to establish connection with JP1/Base has failed.
S

Stops the JP1 event generation processing and then resumes the transmission
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processing.

0)
Check and, if necessary, revisethe JP1/Base status. If thereisno problem with the
JP1/Base status, contact the system administrator.

KDJF3005-E (S,0)
JP1/IM not installed.

JP1/Base has not been installed.

S
Stops the JP1 event generation processing and then resumes the transmission
processing.

©)
Install JP1/Base, restart the JPL/FTP daemon, and then re-execute the
transmission.

KDJF3006-W (S,1)
A system call error occurred.
[system-call-name (error-number) 1 [module-name (line-number) ]

[connection-number : transmission-number]

A system call error has occurred.

S

Continues processing although an error was detected during file transmission
(server).

©)
Contact the system administrator. For details about the error number, see 8.5
Details of error numbers.

KDJF3007-W (S,3)
Transmission ended normally, but the auto-start program failed

to execute.
[Transmission number: transmission-number]
[Connection number: connection-number]
[Auto-start program: auto-start-program-name]
[Logged-in user: Jlogin-namel

[Remote host name: remote-host-namel

[Local file name: local-file-name]

Execution of the auto-start program failed and the transmission terminated with a
warning.
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©®

File transmission (server) terminated normally, but execution of the auto-start
program failed.

(©)

If another message (with the same modul e type, connection number, or
transmission number) was displayed before this message, take appropriate action
according to that error message. If thereis no such message, check the specified
auto-start program.

KDJF3008-E (S,0)
Transmission will now stop. A system call error occurred.
[system-call-name (error-number) 1 [name-of-module-resulting-in-error (location-of-error)

1
Transmission will now be canceled. A system call error has occurred.
©)
Terminates file transmission (server) processing.
©)
An overview of the error might be displayed in the subsequent message.

Determine the cause of the error from the error overview, system call name, or
error number, and then take appropriate action.

If no error overview isdisplayed and the cause of the error cannot be determined,
contact the system administrator. For details about the error number, see 8.5
Details of error numbers.

KDJF3010-E (S,0)
Transmission will now stop. A logical error occurred.
[name-of-module-resulting-in-error (location-of-error) ]

Transmission will now be canceled. A logical error has occurred.
©)

Terminates file transmission (server) processing.
©)

Contact the system administrator.

KDJF3011-E (S,0)
Transmission will now stop. A forced stop occurred.
[name-of-module-resulting-in-error (location-of-error) ]

Transmission will now be canceled. A forced termination error has occurred.
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S
Terminates file transmission (server) processing.

©)
If this error has occurred for areason other than forced termination by the user,
contact the system administrator.

KDJF3012-E (S,0)
Connection was lost.

Connection was lost suddenly.
S
Terminates file transmission (server) processing.
©)
Check and, if necessary, revise the following:
» Statusof the FTP client
* Network status

Also check the information in the error message (with the same module type,
connection number, or transmission number) that was displayed before this

message.
KDJF3013-E (S,0)
An error occurred during a send file access. [file-namel

An error occurred while accessing a send file (file-name).
S

Terminates file transmission (server) processing.
©)

Check the information in the error message (with the same modul e type,
connection number, or transmission number) that was displayed before this
message.
KDJF3014-E (S,0)
An error occurred during a receive file access. [file-name]

An error occurred while accessing areceive file (file-name).
S

Terminates file transmission (server) processing.
©O)

Check the information in the error message (with the same modul e type,
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connection number, or transmission number) that was displayed before this
message.
KDJF3015-E (S,0)
An error occurred while a data connection was being prepared.

An error occurred while preparing to establish data connection.
©)
Terminates file transmission (server) processing.
©)
Check and, if necessary, revise the following:
* Network status

Also check the information in the error message (with the same module type,
connection number, or transmission number) that was displayed before this
message.
KDJF3016-E (S,0)
An error occurred during an attempt to connect a data connection.

An error occurred while establishing data connection.
©)
Terminates file transmission (server) processing.
©)
Check and, if necessary, revise the following:
o Statusof the FTP client
* Network status

Also check the information in the error message (with the same module type,
connection number, or transmission number) that was displayed before this
message.
KDJF3017-E (S,0)
An attempt to allocate a buffer for a file send has failed.

An attempt to allocate a buffer for file transmission has failed.
S
Terminates file transmission (server) processing.
©)
Check and, if necessary, revise the following:
e Status of virtual memory in the system
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Also check the information in the error message (with the same module type,
connection number, or transmission number) that was displayed before this

message.
KDJF3018-E (S,0)
An attempt to allocate a buffer for compression has failed.

An attempt to allocate a buffer for compressed file transmission has failed.
S
Terminates file transmission (server) processing.
©)
Check and, if necessary, revise the following:
e Status of virtual memory in the system

Also check the information in the error message (with the same module type,
connection number, or transmission number) that was displayed before this

message.
KDJF3019-E (S,0)

An error occurred during an attempt to read a file to be sent.
[file-name]

An error occurred while reading a send file.
S
Terminates file transmission (server) processing.
©)
Check and, if necessary, revise the following:
o Status of file (file-name) requested to be sent

Also check the information in the error message (with the same module type,
connection number, or transmission number) that was displayed before this

message.
KDJF3020-E (S,0)
An error occurred during a file send.

An error occurred while sending afile.
S

Terminates file transmission (server) processing.
©O)

Check and, if necessary, revise the following:
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e Status of the FTP client
* Network status

Also check the information in the error message (with the same module type,
connection number, or transmission number) that was displayed before this

message.
KDJF3021-E (S,0)
An attempt to allocate a buffer for a file receive has failed.

An attempt to allocate a buffer for file reception has failed.
©)

Terminates file transmission (server) processing.
©)

Check and, if necessary, revise the following:

» Value of Size of receiving buffer for the server that was specified in 3.1.1
Defining an environment for JP1/FTP

e Status of virtual memory in the system

Also check the information in the error message (with the same module type,
connection number, or transmission number) that was displayed before this

message.
KDJF3022-E (S,0)
An attempt to allocate a buffer for compression has failed.

An attempt to allocate a buffer for compressed file reception has failed.
©)

Terminates file transmission (server) processing.
©)

Check and, if necessary, revise the following:

» Value of Size of receiving buffer for the server that was specified in 3.1.1
Defining an environment for JP1/FTP

e Status of virtual memory in the system

Also check the information in the error message (with the same module type,
connection number, or transmission number) that was displayed before this

message.
KDJF3023-E (S,0)
An error occurred during a file receive.

An error occurred while receiving afile.
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S
Terminates file transmission (server) processing.
©)
Check and, if necessary, revise the following:
o  Statusof the FTP client
e Network status

Also check the information in the error message (with the same module type,
connection number, or transmission number) that was displayed before this
message.

KDJF3024-E (S,0)

An error occurred during an attempt to write a received file.
[file-name]

An error occurred while writing areceivefile.
S
Terminates file transmission (server) processing.
©)
Check and, if necessary, revise the following:
o Status of file (file-name) requested to be received

Also check the information in the error message (with the same module type,
connection number, or transmission number) that was displayed before this
message.
KDJF3025-E (S,0)
The sizes of the transmitted files do not match. [file-name]

The sizes of the receive files do not match.
S
Terminates file transmission (server) processing.
©)
Check and, if necessary, revise the following:
* FTPserver status

* Network status

KDJF3026-E (S,0)
An error occurred during a reply send.

An error occurred while sending an FTP command's reply.
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S
Terminates file transmission (server) processing.
©)

Check the information in the error message (with the same modul e type,
connection number, or transmission number) that was displayed before this

message.

KDJF3027-E (S,0)
Connection was disconnected from a remote host.

Control connection was lost.
©)
Terminates file transmission (server) processing.
©)
Check and, if necessary, revise the following:
e Statusof the FTP client
» Network status

KDJF3028-E (S,0)
Transfer aborted. Data connection closed.

Transmission was aborted. An abort request was received from the FTP client.
©)
Terminates file transmission (server) processing.
©)
Check and, if necessary, revise the following:
o Statusof the FTP client

KDJF3030-E (S,0)
An error occurred during a control connection.

An error occurred in the control connection.
S
Terminates file transmission (server) processing.
(®)
Check and, if necessary, revise the following:
e Status of the FTP client
* Network status
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Also check the information in the error message (with the same module type,
connection number, or transmission number) that was displayed before this

message.
KDJF3031-W (S,1)
The specified auto-start program is invalid. [aufo-start-program-name]

The specified auto-start program (auto-start-program-name) isinvalid.
S

Terminates start processing of the auto-start program and resumesfile
transmission (server) processing.

©)
Check and, if necessary, revise the following:
e Specified auto-start program

If another message (with the same modul e type, connection number, or
transmission number) was displayed before this message, take appropriate action
according to that error message.

KDJF3032-W (S,1)
The auto-start program could not be executed.
[auto-start-program-name]

An attempt to start the specified auto-start program (auto-start-program-name) has
failed.

)

Terminates start processing of the auto-start program and resumesfile
transmission (server) processing.

)
Check and, if necessary, revise the following:
e Specified auto-start program

If another message (with the same modul e type, connection number, or
transmission number) was displayed before this message, take appropriate action
according to that error message.

KDJF3033-E (S,0)
An error occurred during an attempt to send a JP1l/IM event.

An error occurred while issuing a JP1 event.
S

Terminates JP1 event issuance processing and then resumes the file transmission
(server) processing.
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©)
Check and, if necessary, revise the following:
+ JP1/Base status

Also check the information in the error message (with the same module type,
connection number, or transmission number) that was displayed before this

message.

KDJF3034-I (S,5)
FTP server has been connected to an FTP client.
[Logged-in user:login-name] [Remote host name :remote-host-name]

Connection has been established with the FTP client.

KDJF3035-1 (S,4)
Transmission will now start.
[Logged-in user :login-name] [Remote host name :remote-host-name] [Local
file name:local-file-namel

File transmission (server) will now start.

KDJF3037-1 (S,5)
The auto-start program has executed. [auto-start-program-name]

The auto-start program for file transmission (server) was executed.

KDJF3038-I (S,5)
FTP server disconnected from an FTP client.

The FTP server was disconnected from the FTP client.

KDJF3039-E (S,0)
An error occurred during a data connection.

During file transmission, an error occurred while establishing data connection.
©)
Terminates file transmission (client) processing.
©)
Check and, if necessary, revise the following:
o Statusof the FTP client
* Network status

Also check the information in the error message (with the same module type,
connection number, or transmission number) that was displayed before this

message.
KDJF3040-E (S,0)
An error occurred during a data connection.
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During file reception, an error occurred while establishing data connection.
S
Terminates file transmission (client) processing.
(@)
Check and, if necessary, revise the following:
* Status of the FTP client
* Network status

Also check the information in the error message (with the same module type,
connection number, or transmission number) that was displayed before this

message.
(4) Messages related to the Operations-Manager Agent

KDJF6000-I (A,2)
JP1/FTS agent started.

The Operations-Manager Agent has started.

KDJF6001-W (A,2)
JP1/FTS agent already started.

The Operations-Manager Agent is already running.

KDJF6002-E (A,0)
A system call error occurred.
[system-call-name (error-number) 1 [module-name (line-number) ]

A system call error has occurred.
)

Terminates j £t sa command processing.
)

Contact the system administrator.

KDJF6004-E (A,0)
Port number is not defined in the Services file. [service-namel

Theindicated service-name has not been set in /etc/services.
S

Terminates j £t sa command processing.
©)

The indicated service-name has not been setin /etc/services. For details
about how to specify the settings, see 2.3.3 Setting the port numbers.
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KDJF6005-E (A,0)
[Java_Path] : Not Found.

The Java start command cannot be found.
S

Terminates §j ftsa command processing.
0)

Check if there is apath indicated as Java_Path. Also check if the installation of
JPL/FTP has been completed. If the path indicated asJava Path does not exist or
theinstallation wascanceled, reinstall JPL/FTP. If the pathindicated asJava Path
exists and the installation has been completed successfully, contact the system
administrator.

KDJF6006-E (A,0)
JP1/FTS agent can't be started.

The Operations-Manager Agent could not be started.
©)

Terminates the Operations-Manager Agent.
©)

Re-execute the command. If the command cannot be executed, contact the system
administrator.

KDJF6007-W (A,1)
JP1/FTS agent is starting or ending now.

The Operations-Manager Agent is undergoing start or termination processing.

KDJF6008-E (A,0)
Specify java file or jre file.

No Javafileis specified.
)

Terminates j £t sa command processing.
©)

Contact the system administrator.

KDJFB009-E (A,0)
Cannot connect to the JP1/IM Event Server.

An attempt to establish connection with JP1/Base has failed.
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)
Stops the JP1 event issuance processing and then resumes the start processing.
)

Check and, if necessary, revise the JP1/Base status. If thereisno problem with the
JP1/Base status, contact the system administrator.

KDJF6010-E (A,0)
JP1/IM not installed.

JP1/Base has not been installed.
S

Stops the JP1 event issuance processing and then resumes the start processing.
©)

Install JP1/Base and then restart the Operations-Manager Agent.

KDJF6011-W (A1)
A system call error occurred.
[system-call-name (error-number) 1 [module-name (line-number) ]

A system call error has occurred.
S

Continues processing although an error was detected in the Operations-M anager
Agent.

©)
Contact the system administrator.

KDJF6012-1 (A,2)
JP1/FTS agent stopped.

The Operations-Manager Agent has stopped.

KDJF6013-E (A,0)
JP1/FTS agent will now stop.

The Operations-Manager Agent will now be canceled.
)

Terminates j £t sa command processing.
©)

Contact the system administrator.

KDJF6100-1 (A,2)
JP1/FTS agent is stopped.
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The Operations-Manager Agent has stopped.

KDJF6101-W (A,2)
JP1/FTS agent is not started.

The Operations-Manager Agent has not started. It has already stopped.

KDJF6102-W (A,2)
JP1/FTS agent is starting or ending now.

The Operations-Manager Agent is undergoing start or termination processing.

KDJF6105-E (A,0)
A system call error occurred.
[system-call-name (error-number) 1 [module-name (line-number) ]

A system call error occurred in the ftsastop command.
S

Terminates £t sastop command processing.
©)

Contact the system administrator.

KDJF6106-E (A,0)
Cannot connect to the JP1/IM Event Server.

An attempt to establish connection with JP1/Base has failed.

©)
Terminates JP1 event issuance processing and then resumesthe ftsastop
processing.

©)

Check and, if necessary, revise the JP1/Base status. If thereisno problem with the
JP1/Base status, contact the system administrator.

KDJF6107-E (A,0)
JP1/IM not installed.

JP1/Base has not been installed.
S

Terminates JP1 event issuance processing and then resumesthe ftsastop
command processing.

(®)
Install JP1/Base.
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(5) Messages related to the ftstran command

KDJF5038-I (P,6)
The ftstran command will now start. [Process ID:process-ID] [User
ID:user-ID]

The £t stran command will now start.

KDJF5039-I (P,6)
Transmission ended normally.
[Process ID: process-ID]
[Card name: transmission-card-name]
[Transmission number: transmission-number]
[Connection number: connection-number]

File transmission terminated normally.

KDJF5040-E (P,6)
Transmission ended abnormally.
[Process ID: process-ID]
[Card name: transmission-card-namel
[Transmission number: transmission-number)]
[Connection number: connection-number]
[Error type: System call error]
[Module where error occurred: name-of-module-resulting-in-error]
[Location where error occurred: location-of-error]
[Name of system call: system-call-namel
[Error code: error-number]

File transmission terminated abnormally due to a system call error.

S
Terminates the ft st ran command.
(@)

For details about the error and how to handle it, see the error message regarding
the file transmission (client or server).

KDJF5041-E (P,6)
Transmission ended abnormally.
[Process ID: process-ID]
[Card name: transmission-card-namel
[Transmission number: transmission-number]
[Connection number: connection-number]
[Exrror type: Logic error]
[Module where error occurred: name-of-module-resulting-in-error]
[Location where error occurred: location-of-error]

File transmission terminated abnormally due to alogical error.
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©®

Terminates the £t st ran command.

©)
For details about the error and how to handle it, see the error message regarding
the file transmission (client or server).

KDJF5042-E (P,6)

Transmission ended abnormally.

[Process ID: process-ID]

[Card name: (transmission-card-namel]

[Transmission number: transmission-number]

[Connection number: connection-number]

[Error type: Forced stop error]

File transmission terminated abnormally due to aforced termination error.

®

Terminates the ft st ran command.

©)
For details about the error and how to handle it, see the error message regarding
the file transmission (client or server).

KDJF5043-E (P,6)

Transmission ended abnormally.

[Process ID: process-ID]

[Card name: transmission-card-name]

[Transmission number: transmission-number]

[Connection number: connection-number]

[Error type: Protocol error]

[Module where error occurred: name-of-module-resulting-in-error]

[Location where error occurred: location-of-error]

[Protocol message: protocol-message]

File transmission terminated abnormally due to a protocol error.

©

Terminates the ft st ran command.

©)
For details about the error and how to handle it, see the error message regarding
the file transmission (client or server).

KDJF5044-1 (P,6)
The ftstran command will now stop. [Process ID:process-ID]
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The ftstran command will now be terminated.

KDJF5045-E (P,6)
A system call error occurred.
[Process ID: process-ID]
[Function name: system-call-namel
[Error code: error-number]
[Exit status: return-value]

The ftstran command terminated abnormally due to asystem call error.
S

Terminates the ft stran command.
©)

Determine the cause of the error from the system call name and error number, and
then take appropriate action. If the cause of the error cannot be determined,
contact the system administrator.

KDJF5046-E (P,6)
A function error occurred.
[Process ID: process-ID]
[Function name: APIl-function-name]
[Error code: APIl-function-error-information]
[Exit status: return-valuel

The ftstran command terminated abnormally due to a JPL/FTP API function error.
S

Terminates the ft stran command.
©)

Determine the cause of the error from the API function name and API function
error information. |f the cause of the error cannot be determined, contact the
system administrator.
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8.4 Access log messages

This section describes the access log messages that are issued by JP1/FTP.
8.4.1 Output format of access log messages

An access |og message consists of amessage |D followed by a message text.

The format of an access log message displayed by JP1/FTPis asfollows:

YYYY/MM/DD hh:mm:ss KDJFnnnnn-Z message-text

YYYY/MM/DD hh:mm:ss

M essage timestamp (year/month/date hour:minute:second)
KDJFnnnnn-Z message-text

The message ID and message text are the same asin 8.1 Format of displayed
messages.

8.4.2 Format of access log message explanations

This manual uses the following explanatory format for access log messages and lists
the messages in the order of the message I Ds:

message-1D
message-text

Explanation of the message
In this chapter, the part of amessage text that is shown in izalics represents avariable.
8.4.3 List of access log messages

KDJF3101-E
The connection was closed without login. [Remote host
address:[P-address] [Remote port number :port-number] [Connection
number : connection-number]

The FTP client disconnected itself without logging in.
IP-address: |P address of the FTP client
port-number: Port number of the FTP client

connection-number: Connection number

KDJF3102-E
Login failed. [Remote host address:IP-address] [Remote port
number : port-number] [Connection number :connection-number]

Login failed.

310



8. Messages

IP-address: |P address of the FTP client
port-number: Port number of the FTP client
connection-number: Connection number

KDJF3103-E
FTP-command is invalid because it was sent by a user who was not
logged in. [Remote host address:[P-address] [Remote port
number : port-number] [Connection number :connection-number]

An FTP command that becomes executabl e after login was accepted before login.
FTP-command:. FTP command

IP-address: |P address of the FTP client

port-number: Port number of the FTP client

connection-number; Connection number

KDJF3104-E
The max. number of FTP clients was reached. No more clients can
use the service. [Remote host address:IP-address] [Remote port
number : port-number]

The number of connection requests exceeded the maximum number of concurrent
transmissions that are specified.

IP-address: |P address of the FTP client
port-number: Port number of the FTP client

KDJF3105-E
FTP server refused the connection. [Remote host
address:IP-address] [Remote port number :port-number]

The FTP server refused a connection request. The connection request wasfroman FTP
client that is specified as a connection-rejection user in the function for controlling
remote host connections.

IP-address: |P address of the FTP client
port-number: Port number of the FTP client
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8.5 Details of error numbers

Theerror number isassigned to the corresponding system function (system-call-name)
that was called. For the meanings of the error numbers, see the OS documentation.

The error numbers listed in the table below are set by JP1/FTP.

Error number Meaning
set by JPL/FTP

2000 Timeout was detected during system function (system-call-name) processing.

2001 Transmission file size mismatch was detected during system function
(system-call-name) processing.

2002 The aBor command was received from the FTP client during system function
(system-call-name) processing.

2003 The maximum file size supported for transmission by JPL/FTP was exceeded
during system function (system-call-name) processing.
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Chapter
9. Troubleshooting

This chapter describes how to handle problemsthat can occur while you are using JP1/
FTP.

9.1 Error handling procedures
9.2 Types of log information
9.3 Datato collect when a problem occurs
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9.1 Error handling procedures

314

This section describes the procedures for handling errors that might occur while you
areusing JP/FTP.

1

Checking the processing

Check the processing event that was underway when the error occurred. If a
message has been output, check the details of the message (for the messages, see
8. Messages). For details about the log information that is output by JPL/FTP, see
9.2 Types of log information.

Collecting data

Collect data to determine the cause of the error. For details about the data to be
collected, see 9.3 Data to collect when a problem occurs.

Checking the problem

Check the cause of the problem on the basis of the collected data. Also isolatethe
problem or the affected range.
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9.2 Types of log information

The following two types of log information are output during operation of JPL/FTP:
» Common message log
» Tracelog
This section describes these two types of 1og information.
9.2.1 Common message log

The common message | og containslog information that reports system errorsthat have
occurred and isintended for the system administrator. The common message log
provides the minimum amount of error information that is required.

The common message log is output to the sys1og file.
9.2.2 Trace log output by JP1/FTP

Thetrace log output by JPL/FTPisthelog information that is output by each function
of JP/FTP on aUNIX host. The trace log is output to a separate log file for each
function.
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9.3 Data to collect when a problem occurs

This section describes the datathat we recommend you collect in the event of an error
on JPL/FTP and how to collect it.

9.3.1 Log information about the operating system (OS)
The following table lists the log information about the OS that needs to be collected.

Type of information Default file name

syslog files /var/adm/syslog/syslog.log (in HP-UX)
/var/adm/messages (in Solaris)

All filesunder /var/adm/syslog/ (in AlX)
/var/log/messages (in Linux)

Patch information for the OS --

List of processes --

core files /var/opt/jpl_fts/work/core

core files under the command execution directory

core filesunder the login user's home directory

core filesunder the current directory if the current directory was changed
after login

9.3.2 Information about JP1/FTP
The following table lists the information about JP1/FTP that needs to be collected.
Table 9-1: Information about JPL/FTP

File name Directory name Overview Size Management
(0S) method
history” /var/opt/ Results of file Number of log | Wraparound
jpl_fts/sys transmission entriesto be
retained, as
specified in the
environment
definition, x
1,500 bytes
MAINModuleTrace /var/opt/ Module trace for the Module trace Wraparound
jpl_fts/trace daemon filesize
specified in the
environment
definition x 10
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File name Directory name Overview Size Management
(0S) method

CSModuleTracen /var/opt/ Module trace for the Module trace Wraparound

n: Valuefromltothe | jpl_fts/trace client filesize

maximum number of specified in the

concurrent environment

transmissions definition

SSModuleTracen Module trace for the Same asthe Wraparound

n: Valuefrom 1tothe server above

maximum number of

concurrent

transmissions

CSProtocolTracen Protocol trace for the | Protocol trace Wraparound

n: Value from 1 to the client filegi;e .

maximum number of specified in the

concurrent environment

transmissions definition

SSProtocolTracen Protocol trace for the | Sameasthe Wraparound

n: Valuefrom 1tothe server above

maximum number of

concurrent

transmissions

ftsagent{1|2}.lo | /var/opt/ Module trace for the 1 megabyte 2-file

g jpl_fts/trace Operations-Manager management
Agent

ftsconsole{1]|2}. Module trace for the 1 megabyte 2-file

log Operations-Manager management
Console

agent_trace Startand stoptracefor | Incremental --
the
Operations-Manager
Agent

console_trace Startand stoptracefor | Incremental --
the

Operations-Manager
Console
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File name Directory name Overview Size Management
(0S) method
Reference file name Directory for the Event log Maximum size Management of
for the event log that reference file name of theeventlog | asmany filesas
isdefined in the log for the event log that filein thelog therearebackup
daemon definition isdefined inthe log daemon event log files
information. daemon definition definition specified in the
Default: information. information log daemon
ftsevent.log.n Default: /var/opt/ definition
n: Valuefrom1tothe | jpl_fts/trace information
number of event log
backup files
ftsaccess.logl[.o /var/opt/ Accesslog File size of the 2-file
14d] jpl_fts/trace access log that management
was specified
bytheftsutil
command

If you change the number of logsto beretained, the system might create a backup
of the old log file. The backup filenameishistory.old.

9.3.3 List of JP1/FTP processes

You use UNIX'sps command to check the operating status of processes. For details
about the processes, see C. List of Processes.

9.3.4 Operation information

You need the following information about the operation that was underway when the
error occurred, so record this information:

» Details of the operation

e Timethe error occurred

» Computer configuration (such as the version of each OS and the host names)

9.3.5 Error information on screen displays

When an error is displayed in awindow, collect that information. Also make a
hardcopy of the following information:

» Error dialog box

If Detailsis displayed, make a copy of that information.
9.3.6 How to collect data
You can use the Extraction tool to collect the information described in 9.3.2
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9. Troubleshooting

Information about JP1/FTP. The Extraction tool simplifies the collection procedure.
(1) Collecting
The Extraction tool stores datain a specified directory.
Tool name:
ftslogclct.sh
Path:
/opt/jpl fts/lib/script
Example

Storethe datain the /home/ftpuser/fts/collect directory:

# /opt/jpl fts/lib/script/ftslogclct.sh /home/ftpuser/fts/
collect

(2) Archiving

If you archive the directory that stores the data described in 9.3.2 Information about
JPI1/FTP, the data can be distributed easily. Use the tar command to archive a
directory.

Example

Archivethe collected datain /home/ftpuser/fts/ftsclct.tar
# cd /home/ftpuser/fts
# tar cvifp ftsclct.tar ./collect

(3) Note

» Thetool must be executed by the superuser.
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A. List of Files and Directories

A. List of Files and Directories

(1) List of files and directories
Thefollowing tableliststhe names of thefilesand directoriesthat are used by JP1/FTP.
Table A-1: List of filesand directoriesfor JPI/FTP

Description Default file and directory names
Commands Starts the IPUFTP /opt/jpl_fts/bin/jftsd
daemon

Terminates the JPL/FTP
daemon

/opt/jpl fts/bin/ftsstop

Environment Definition
window

/opt/jpl_fts/bin/ftsdefine#1

Auto-Start Program
Registration window

/opt/jpl_fts/bin/ftsauto#l

Registration And
Execution Of
Transmission Requests
window

/opt/jpl_fts/bin/ftsclient#l

Executes transmission

/opt/jpl_fts/bin/ftstran

Registers, changes,
deletes, and executes
transmission information

/opt/jpl fts/bin/ftsregc

Log Information window

/opt/jpl_fts/bin/ftshist#l

Operations-Manager
Console window

/opt/jpl_fts/bin/ftsconsole#l

Starts the
Operations-Manager
Agent

/opt/jpl_fts/bin/jftsa#l

Terminates the
Operations-Manager
Agent

/opt/jpl_fts/bin/ftsastop#1

Starts the log daemon

/opt/jpl_fts/bin/jftslogd

Terminates the log
daemon

/opt/jpl_fts/bin/ftslogstop
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A. List of Files and Directories

Description Default file and directory names
Checks the start status of /opt/jpl_fts/bin/jftsdstatus
the JPL/FTP daemon
Checks the start status of #1

the Operations-Manager
Agent

/opt/jpl_fts/bin/jftsastatus

Checks the start status of
the log daemon

/opt/jpl fts/bin/jftslogdstatus

Definition information
files

Environment definition
information

/var/opt/jpl_fts/sys/environment

Transmission card
information

/var/opt/jpl_fts/sys/carddata

Auto-start program
information

/var/opt/jpl_fts/sys/UserData/user-name

L og daemon definition
information

/var/opt/jpl_fts/sys/ftslog.conf

Samplefilefor log
daemon definition
information

/var/opt/jpl_fts/sys/ftslog.conf.model

JP1/FTP host definition
filefor amultiple IP
address environment

/var/opt/jpl_fts/sys/ftshostenv.conf

Samplefile for the JPL/
FTP host definition file
for amultiple IP address
environment

/var/opt/jpl_fts/sys/
ftshostenv.conf .model

Samplefile for port
number settings

/var/opt/jpl_fts/sys/services.model

Log information files

Log file®

/var/opt/jpl_fts/sys/history

Backup of the log file

/var/opt/jpl_fts/sys/history.old

Module trace for the
daemon

/var/opt/jpl_fts/trace/MAINModuleTrace

Moduletracefor theclient

var/opt/jpl_fts/trace/CSModuleTracen
n: Value from 1 to the maximum number of concurrent
transmissions
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Description

Default file and directory names

Module trace for the
server

/var/opt/jpl_fts/trace/SSModuleTracen
n: Value from 1 to the maximum number of concurrent
transmissions

Protocol trace for the
client

/var/opt/jpl_fts/trace/CSProtocolTracen
n: Value from 1 to the maximum number of concurrent
transmissions

Protocol trace for the
server

/var/opt/jpl_fts/trace/SSProtocolTracen
n: Value from 1 to the maximum number of concurrent
transmissions

Log management
information

/var/opt/jpl_fts/sys/system

Format files for text
output

Login user registration
information

/opt/jpl_fts/share/format/usform

for default language
( 011206) Samplefilefor login user

registration information

/opt/jpl_fts/share/format/usform.model

Auto-start program
information

/opt/jpl fts/share/format/atform

Samplefile for auto-start
program information

/opt/jpl fts/share/format/atform.model

Transmission request
registration information

/opt/jpl fts/share/format/clform

Samplefilefor
transmission request
registration information

/opt/jpl_fts/share/format/clform.model

Log information

/opt/jpl fts/share/format/hsform

Samplefilefor log
information

/opt/jpl_fts/share/format/hsform.model

Format filesfor text Login user registration

/opt/jpl_fts/share/format/LAAKﬁwﬂuéﬁ/
usform

output information
(for non-default
language) Samplefilefor login user

registration information

/opt/jpl_fts/share/format/LAAKﬁwﬂuéﬁ/
usform.model

Auto-start program
information

/opt/jpl_fts/share/format/LAAKﬁwﬂuéﬁ/
atform

Samplefile for auto-start
program information

/opt/jpl_fts/share/format/LAAK}vahk#S/

atform.model
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Description

Default file and directory names

Transmission request
registration information

/opt/jpl_fts/share/format/LAﬁﬂ?ﬂ%ﬂue#S/

clform/

Samplefile for
transmission request
registration information

/opt/jpl_fts/share/format/LAﬁﬂ?ﬂ%ﬂue#S/

clform.model

Log information

/opt/jpl_fts/share/format/LAPﬂ?ﬂnﬂue##

hsform

Samplefilefor log

/opt/jpl_fts/share/format/LAPﬂ?Anﬂue#s/

information hsform.model

API library Library /opt/jpl_fts/lib/api/apilib/libftsftp*
Header file /opt/jpl_fts/lib/api/include/apihead.h
Sample program /opt/jpl fts/lib/api/sample/sample.c

Automatic start and
termination of the JP1/
FTP daemon during
system start and
termination

Automatic start

/etc/opt/jpl_fts/startup

Samplefile for automatic
Start

/etc/opt/jpl_fts/startup.model

Automatic termination

/etc/opt/jpl_fts/stop

Samplefile for automatic
termination

/etc/opt/jpl_fts/stop.model

Automatically executed
shell during log file
rotation

Automatically executed
shell

/etc/opt/jpl_fts/rotation

Samplefile for the
automatically executed
shell

/etc/opt/jpl_fts/rotation.model

Operations management

Managed host definition
information

/var/opt/jpl_fts/sys/hostdef.csv

Operations-Manager
Agent module trace

/var/opt/jpl_fts/trace/ftsagentl.log Of
ftsagent2.log

Operations-Manager
Console module trace

[var/opt/jpl_fts/trace/ftsconsolel.log Of
ftsconsole2.log

Operations-Manager
Agent start and
termination trace

/var/opt/jpl_fts/trace/agent trace
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Description

Default file and directory names

Operations-Manager
Console start and
termination trace

/var/opt/jpl_fts/trace/console_trace

Event log Event log file Reference file name for the event log that is defined in
the log daemon definition information.
Defaullt:
/var/opt/jpl_fts/trace/ftsevent.log.n
n: Value from 1 to the number of event log backup files
Accesslog Accesslogfile /var/opt/jpl_fts/trace/ftsaccess.log
Backupcﬁtheauxﬁslog /var/opt/jpl_fts/trace/ftsaccess.log.old
file
Script files Data collection tool /opt/jpl_fts/lib/script/ftslogclct.sh

Log information deletion
tool

/opt/jpl_fts/lib/script/ftsprestart.sh

PASV transmission

Definition file

/var/opt/jpl_fts/sys/ftspasvmode

Sample definition file

/var/opt/jpl_fts/sys/ftspasvmode.model

Protection files

Connection-rejection user
definition file

/var/opt/jpl_fts/sys/jplftpusers

Connection-permission
user definition file

/var/opt/jpl_fts/sys/jplftpusers.allow

Table information file

/var/opt/jpl_fts/sys/.ftstblvers

Correction patch information

/var/opt/jpl_fts/patch

access

Definition file for the function for limiting directory

/var/opt/jpl_fts/sys/
jplftpusers.directory list

host connections

Definition file for the function for controlling remote

/var/opt/jpl_fts/sys/
jplftphost.access_list

FTP connection response message file

/var/opt/jpl_fts/sys/ftsbanner

#1

Not supported in Linux.

#2

If you change the number of log entries to be retained, the system might create a

backup of the old log file.
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#3
LANG-value is replaced with the supported LANG code.
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B. Port Numbers

B. Port Numbers

This appendix describes the port numbers used by JPI/FTP and the firewall passage
directions. The protocol to be used is TCP/IP.

B.1 List of port numbers

Each port number is set after JPL/FTP hasbeen installed. You can set any port number.
Thetable below shows an example of port number settings. For details about the
settings, see 2.3.3 Setting the port numbers.

Table B-1: List of port numbers for JPI/FTP

Service name Port number Usage
(example)
ftssdata 20124 Used for transferring data to be received (FTP
data connection)
ftss 20125 Used asthe server port (FTP control connection)
ftsc 20126 Used by the client
ftsagent 20252 Used by the Operations-Manager function

B.2 Firewall passage directions

The following tables show the firewall passage directions.

Table B-2: Firewall passage directions (ACTV mode)

Connection type | Productat Port number | Firewall passage Product at Port
server (example) direction client number

Control connection | JPL/FTP 20125/tcp <- IPUETP? ANY/tcp

Data connection JPUFTP 20124/tcp -> JPUETP! ANY/tcp
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Table B-3: Firewall passage directions (PASV mode)

B. Port Numbers

Connection type | Productat Port number | Firewall passage Product at Port
server (example) direction client number

Control connection | JPL/FTP 20125/tcp <- IPUFTP! ANY/tcp

Data connection JPUFTP ANY/tcp <- IPUFETP? ANY/tcp

#

If the product at the client is not JPL/FTP, the port number depends on that
product.

ANY meansthat an available port number assigned by the OSisto be used. In this
case, the range of available port numbers depends on the OS.

B.3 Items to check when performing transmission via a firewall

We recommend that you check the following when you perform file transmission via
afirewall:

1. Check whether the firewall can passthe FTP protocol.

2. Check whether the OS's default FTP is also to be used.

Note

YES->2

NO -> Use afirewall that can pass the FTP protocol (evaluate this change).

YES->3

NO -> Change ftssdata and £tss to the port numbers used for normal

FTP:

ftssdata: 20/TCP
ftss: 2U/TCP
3. Check whether the firewall settings allow addition of FTP ports.

YES -> Set the firewall in such amanner that ftssdata and ftss can be
used as FTP ports.

NO -> If the default FTP is also used, JPI/FTP cannot be used.

The Operations-Manager function cannot be used via afirewall.
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C. List of Processes

The tables below list the processes that are displayed when the ps command is
executed. A numeric value in parentheses is the number of processes that can be
executed concurrently.

(@) In HP-UX, Solaris, or AIX

Table C-1: List of JPL/FTP processes (in HP-UX, Solaris, or AlX)

Parent
process name

Function

Child process name

Function

jftsd (1)

File transmission

/opt/jpl fts/bin/ftsftpd «#2

File transmission
process (server)

/opt/jpl_fts/bin/ftsftp 72

File transmission
process (client)

jftsa (1)#1

Operations-Manager
Agent (management)

/opt/jpl_fts/bin/java/bin/java

* (1)

Operations-Manager
Agent (core)

jftslogd (1)

Event log

#1

The value in the parentheses is the normal value. Because child processes are
generated, the number of child processes might increase temporarily.

#2

Maximum number of concurrent transmissions (64 to 128). For details about the
maximum number of concurrent transmissions, see fisutil - changes and displays
environment information in 6. Commands.

(b) In Linux
Table C-2: List of JPL/FTP processes (in Linux)

Parent
process name

Function

Child process name

Function

jftsd (1)

File transmission

/opt/jpl fts/bin/ftsftpd «#2

File transmission
process (server)

/opt/jpl_fts/bin/ftsftp 72

File transmission
process (client)

jftslogd (1)

Event log
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#1

#2

C. List of Processes

The value in the parentheses is the normal value. Because child processes are
generated, the number of child processes might increase temporarily.

Maximum number of concurrent transmissions (64 to 128). For details about the
maximum number of concurrent transmissions, see fisutil - changes and displays
environment information in 6. Commands.
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D. JP1 Events

This appendix provides alist of the JP1 events that are issued by JPL/FTP, aswell as
lists of their attributes.

D.1 List of JP1 events
Table D-1: List of JP1 events

Event ID Event Message
00010D20 Start of JPL/File Transmission Server/FTP Daemon | FTP Daemon started.
00010D21 Termination of JP1/File Transmission Server/FTP FTP Daemon ended.

Daemon
00010D22 Abnormal termination of JP1/File Transmission FTP Daemon ended
Server/FTP Daemon abnormally.
00010D23 Start of JPL/File Transmission Server/FTP Agent FTP Agent service started.
00010D24 Termination of JP1/File Transmission Server/FTP FTP Agent service ended.
Agent
00010D25 Start of JPL/File Transmission Server/FTP Log FTP Log Daemon started.
Daemon
00010D26 Termination of JP1/File Transmission Server/FTP FTP Log Daemon ended.
Log Daemon
00010D27 Abnormal termination of JP1/File Transmission FTP Log Daemon ended
Server/FTP Log Daemon abnormally.
00010D28 Abnormal termination of JP1/File Transmission FTP Agent service ended
Server/FTP Agent abnormally.
00010DOB Normal termination of file transmission FTP file transmission
ended normally.
00010D0OC Abnormal termination of file transmission FTP file transmission
ended abnormally.
00010DOD Termination of file transmission with awarning FTP file transmission is
(auto-start program start failure) terminated with a warning.
Automatic start of a
program failed.

D.2 Attributes

of JP1 events

This section presents the details of the JP1 events for each event ID.
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(a) Details of event ID: 00010D20

D. JP1 Events

Attribute type Item Attribute name Description
Basic attribute Message -- FTP Daemon started.
Extended attributes | Severity SEVERITY Information
(common
information) User name USER_NAME User who started the product

Product name PRODUCT NAME /HITACHI/JP1/FTP

Object type OBJECT TYPE JOB

Object name OBJECT NAME DAEMON

Root object type ROOT_OBJECT TYPE JOB

Root object name ROOT OBJECT NAME JP1/FTP/DAEMON

Object ID OBJECT_ID DAEMON

Occurrence OCCURRENCE START

Start time START_TIME Start time

End time END TIME --

End code RESULT CODE --
(b) Details of event ID: 00010D21

Attribute type Item Attribute name Description
Basic attribute Message -- FTP Daemon ended.
Extended attributes | Severity SEVERITY Information
(common
information) User name USER_NAME User who terminated the

product
Product name PRODUCT NAME /HITACHI/JP1/FTP
Object type OBJECT TYPE JOB
Object name OBJECT NAME DAEMON
Root object type ROOT_OBJECT TYPE JOB
Root object name ROOT_OBJECT_ NAME JP1/FTP/DAEMON
Object ID OBJECT_ID DAEMON
Occurrence OCCURRENCE END
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Attribute type Item Attribute name Description
Start time START TIME --
End time END TIME End time
End code RESULT_CODE o
(c) Details of event ID: 00010D22
Attribute type Item Attribute name Description
Basic attribute Message -- FTP Daemon ended
abnormally.
Extended attributes | Severity SEVERITY Error
(common
information) User name USER_NAME User who terminated the
product
Product name PRODUCT_NAME /HITACHI/JP1/FTP
Object type OBJECT TYPE JOB
Object name OBJECT NAME DAEMON
Root object type ROOT_OBJECT_ TYPE JOB
Root object name ROOT_OBJECT NAME JP1/FTP/DAEMON
Object ID OBJECT_ID DAEMON
Occurrence OCCURRENCE END
Start time START TIME --
End time END TIME End time
End code RESULT_CODE 1
Moduleinwhichtheerror | co Module in which the error
occurred occurred
Location of the error c1 Location of the error
Error type B6 System call error or logical
error
Name of the system call B7 Name of the system call in

which the error occurred
(Error type: system call error)
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D. JP1 Events

Attribute type

Iltem

Attribute name

Description

System call message

B8

System call error message
(Error type: system call error)

(d) Details of event ID: 00010D23

Attribute type Item Attribute name Description
Basic attribute Message -- FTP Agent service
started.
Extended attributes | Severity SEVERITY Information
(common
information) User name USER_NAME User who started the agent
Product name PRODUCT NAME /HITACHI/JP1/FTP
Object type OBJECT TYPE JOB
Object name OBJECT NAME AGENT
Root object type ROOT_OBJECT TYPE JOB
Root object name ROOT_OBJECT NAME JP1/FTP/AGENT
Object ID OBJECT_ID AGENT
Occurrence OCCURRENCE START
Start time START_ TIME Start time
End time END_TIME --
End code RESULT CODE --
(e) Details of event ID: 00010D24
Attribute type Item Attribute name Description
Basic attribute Message -- FTP Agent service
ended.
Extended attributes | Severity SEVERITY Information
(common
information) User name USER_NAME User who terminated the agent
Product name PRODUCT NAME /HITACHI/JP1/FTP
Object type OBJECT TYPE JOB
Object name OBJECT NAME AGENT
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Attribute type Item Attribute name Description
Root object type ROOT OBJECT TYPE JOB
Root object name ROOT_OBJECT_ NAME JP1/FTP/AGENT
Object ID OBJECT_ID AGENT
Occurrence OCCURRENCE END
Start time START TIME --
End time END_TIME End time
End code RESULT CODE 0
(f) Details of event ID: 00010D25
Attribute type Item Attribute name Description
Basic attribute Message -- FTP Log Daemon started.
Extended attributes | Severity SEVERITY Information
(common
information) User name USER_NAME User who started the product
Product name PRODUCT NAME /HITACHI/JP1/FTP
Object type OBJECT TYPE JOB
Object name OBJECT NAME LOGD
Root object type ROOT OBJECT TYPE JOB
Root object name ROOT OBJECT NAME JP1/FTP/LOGD
Object ID OBJECT_ID LOGD
Occurrence OCCURRENCE START
Start time START TIME Start time
End time END TIME --
End code RESULT CODE --
(g) Details of event ID: 00010D26
Attribute type Item Attribute name Description

Basic attribute

Message

FTP Log Daemon ended.
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Attribute type Item Attribute name Description
Extended attributes | Severity SEVERITY Information
(common
information) User name USER_NAME User who terminated the

product

Product name PRODUCT NAME /HITACHI/JP1/FTP
Object type OBJECT TYPE JOB
Object name OBJECT NAME LOGD
Root object type ROOT_OBJECT TYPE JOB
Root object name ROOT_OBJECT_ NAME JP1/FTP/LOGD
Object ID OBJECT_ID LOGD
Occurrence OCCURRENCE END
Start time START TIME --
End time END TIME End time
End code RESULT CODE o

(h) Details of event ID: 00010D27

Attribute type Item Attribute name Description

Basic attribute Message -- FTP Log Daemon ended
abnormally.
Extended attributes | Severity SEVERITY Error
(common
information) User name USER_NAME User who terminated the
product
Product name PRODUCT NAME /HITACHI/JP1/FTP
Object type OBJECT TYPE JOB
Object name OBJECT NAME LOGD
Root object type ROOT_OBJECT TYPE JOB
Root object name ROOT_OBJECT NAME JP1/FTP/LOGD
Object ID OBJECT_ID LOGD
Occurrence OCCURRENCE END
Start time START TIME --
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Attribute type Item Attribute name Description
End time END_TIME End time
End code RESULT_CODE 1
(program-specific Moduleinwhichtheerror | co Module in which the error
information) occurred occurred
Location of the error c1 Location of the error
Error type B6 System call error or logical
error
Name of the system call B7 Name of the system call in
which the error occurred
(Error type: system call error)
System call message B8 System call error message

(Error type: system call error)

(i) Details of event ID: 00010D28

Attribute type Item Attribute name Description
Basic attribute Message - FTP Agent service ended
abnormally.

Extended attributes | Severity SEVERITY Error

(common

information) User name USER_NAME User who terminated the agent
Product name PRODUCT NAME /HITACHI/JP1/FTP
Object type OBJECT TYPE JOB
Object name OBJECT NAME AGENT
Root object type ROOT OBJECT TYPE JOB
Root object name ROOT_OBJECT_ NAME JP1/FTP/AGENT
Object ID OBJECT_ID AGENT
Occurrence OCCURRENCE END
Start time START TIME --
End time END_TIME End time
End code RESULT CODE 1

338




D. JP1 Events

Attribute type

(program-specific
information)

Item Attribute name Description
Moduleinwhichtheerror | co Module in which the error
occurred occurred
Location of the error c1 Location of the error
Error type B6 System call error or logical

error
Name of the system call B7 Name of the system call in
which the error occurred
(Error type: system call error)
System call message B8 System call error message

(Error type: system call error)

(i) Details of event ID: 00010D0B

Attribute type Item Attribute name Description
Basic attribute Message -- FTP file transmission
ended normally.
Extended attributes | Severity SEVERITY Information
(common -
information) User name USER_NAME FTPlogin user
Product name PRODUCT NAME /HITACHI/JP1/FTP
Object type OBJECT TYPE JOB
Object name OBJECT NAME For sErVER: Transmission
number
For cL1ENT: Transmission
card name
Root object type ROOT_OBJECT TYPE JOB

Root object name

ROOT OBJECT NAME

JP1/FTP/SERVER Of JP1/
FTP/CLIENT

Object ID OBJECT_ID SERVER Of CLIENT
Occurrence OCCURRENCE END

End time END TIME End time

End code RESULT CODE o

(program-specific
information)

Transmission number

AQ

Transmission number
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Attribute type

Item Attribute name Description

Connection number Al Connection number

Card name A2 Transmission card name
(client only)

Name of the host at the A3 Name of the host at the

connection destination connection destination

Number of the port at the | a4 Number of the port at the

connection destination connection destination (client
only)

User name A5 FTPlogin user name

Transmission mode A6 ASCII Of BINARY

Transmission command A7 Send (overwrite), send
(append), receive (overwrite),
or receive (append)

Compression mode A8 Compressed or uncompressed

Locad file name A9 Locad filename

Remote file name BO Remotefile name (client only)

Transmission start time Bl Transmission start time

Transmission end time B2 Transmission end time

Size of the transmitted B3 Size of the transmitted data

data (bytes)

Comment B4 Comment (client only)

Transmission end status B5 Normal termination

(k) Details of event ID: 00010D0C

Attribute type Item Attribute name Description
Basic attribute Message -- FTP file transmission
ended abnormally.
Extended attributes | Severity SEVERITY Error
(common -
information) User name USER_NAME FTPlogin user
Product name PRODUCT_NAME /HITACHI/JP1/FTP
Object type OBJECT TYPE JOB
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Attribute type Item Attribute name Description
Object name OBJECT NAME For serVER: Transmission
number
For cLIENT: Transmission
card name
Root object type ROOT_OBJECT TYPE JOB

Root object name

ROOT_OBJECT_ NAME

JP1/FTP/SERVER Of JP1/
FTP/CLIENT

(program-specific
information)

Object ID OBJECT_ID SERVER Of CLIENT

Occurrence OCCURRENCE END

End time END_TIME End time

End code RESULT CODE 1

Transmission number A0 Transmission number

Connection number Al Connection number

Card name A2 Transmission card name
(client only)

Name of the host at the A3 Name of the host at the

connection destination connection destination

Number of the port at the | a4 Number of the port at the

connection destination connection destination (client
only)

User name A5 FTPlogin user name

Transmission mode 26 ASCII Of BINARY

Transmission command A7 Send (overwrite), send
(append), receive (overwrite),
or receive (append)

Compression mode A8 Compressed or uncompressed

Local file name A9 Local file name

Remote file name BO Remote file name (client only)

Transmission start time Bl Transmission start time

Transmission end time B2 Transmission end time

Size of the transmitted B3 Size of the transmitted data

data

(bytes)
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Attribute type Item Attribute name Description
Comment B4 Comment (client only)
Transmission end status B5 Abnormal termination
Auto-start program name | c3 --
Moduleinwhichtheerror | co Module in which the error
occurred occurred
Location of the error c1 Location of the error
Error type B6 System call error or logical

error, or protocol error
Name of the system call B7 Name of the system call in
which the error occurred
(Error type: system call error)
System call message B8 System call error message
(Error type: system call error)
Protocol message B9 Protocol error message (Error

type: protocol error)

() Details of event ID: 00010D0D

Attribute type Item Attribute name Description
Basic attribute Message -- FTP file transmission
is terminated with a
warning.
Automatic start of a
program failed.
Extended attributes | Severity SEVERITY Warning
(common -
information) User name USER_NAME FTPlogin user
Product name PRODUCT NAME /HITACHI/JP1/FTP
Object type OBJECT TYPE JOB
Object name OBJECT NAME For sERVER: Transmission
number
For cL1ENT: Transmission
card name
Root object type ROOT OBJECT TYPE JOB

Root object name

ROOT OBJECT_ NAME

JP1/FTP/SERVER Of JP1/
FTP/CLIENT
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Attribute type Item Attribute name Description
Object ID OBJECT_ID SERVER Of CLIENT
Occurrence OCCURRENCE END
End time END TIME End time
End code RESULT CODE 2
(program-specific Transmission number A0 Transmission number
information)
Connection number Al Connection number
Card name A2 Transmission card name
(client only)
Name of the host at the A3 Name of the host at the
connection destination connection destination
Number of the port at the | a4 Number of the port at the
connection destination connection destination (client
only)
User name A5 FTPlogin user name
Transmission mode A6 ASCII Of BINARY
Transmission command A7 Send (overwrite), send
(append), receive (overwrite),
or receive (append)
Compression mode A8 Compressed or uncompressed
Local file name A9 Local file name
Remote file name BO Remote file name (client only)
Transmission start time Bl Transmission start time
Transmission end time B2 Transmission end time
Size of the transmitted B3 Size of the transmitted data
data (bytes)
Comment B4 Comment (client only)
Transmission end status B5 Normal termination
Auto-start program name | c3 Auto-start program name
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E. Format Files Used for Output of Definition Information

This appendix describes the format files that are used for output of definition
information.

Sample format files are provided. For the storage locations and names of the format
files and the sample format files, see 4. List of Files and Directories.

You can edit aformat file for ease of use, such as by specifying the information you
wish to have output.

E.1 Creating a format file

Keywords are used to specify the information that is to be output to aformat file.

During output, information is embedded into the format file at the locations of the
corresponding keywords. Any characters other than the keywords (including linefeed
and control characters) are output as isto the text file.

Notes about creating a format file

A format file must be created within a size limit of 2,048 bytes. If a created file
exceeds 2,048 bytes, any excess information will be ignored.

(1) Keywords that can be specified
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This subsection lists the keywords that can be specified in each type of format file.
Note that the login user information is output as text from the Operations-Manager
Console.

Table E-1: Keywords that can be specified for login user information

Keyword Description
$ICNT Data count
$USER User name
$CDIR Current directory

Table E-2: Keywords that can be specified for auto-start program information

Keyword Description
$ICNT Data count
$USER User name
SAKEY Trigger for auto-start
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Keyword Description
SANML Name of the program to start when transmission ends
normally
SAERR Name of the program to start when transmission ends
abnormally
Table E-3: Keywords that can be specified for transmission information
Keyword Description
$ICNT Data count
$USER User name
$CARD Transmission card
$LCAL Local file name
$RMTE Remote file name
STRAN Sending or receiving
$MODE Transmission mode
$COMP Compression mode
$FSIZ Size check
$OUTK Output type
$HOST Remote host name
$PORT Port number
SANML Name of the program to start when transmission ends
normally
SAERR Name of the program to start when transmission ends
abnormally
$CMND FTP command
SCMNT Comment
$MULT Single-file or multiple-file transmission
Table E-4: Keywords that can be specified for log information
Keyword Description
$ICNT Data count
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Keyword Description
$USER User name
$CARD Transmission card
$LCAL Local file name
$RMTE Remote file name
$MODE Transmission mode
STRAN Sending or receiving
$COMP Compression mode
$OUTK Output type
$HOST Remote host name
$PORT Port number
$CMNT Comment
$TRNO Transmission number
$SVCE Client or server
$STAT End status
$STIM Start time
$ETIM End time
STIME Transmission period
$TSIZ Size transmitted
$CONO Connection number
SETYP Error type
$EPOS Location of the error
$EMOD Error module name
SESYS Name of the system call
$EMSG Error message
$SEPRT Protocol message
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F. Specification of Fonts for GUI Windows (X Windows)

If you open a GUI window when ¢ is specified in the LaNG environment variable, the
display might not be correct due to use of the wrong fonts. In such a case, create the
following file to specify the desired fonts:

File name Directory name Owner Access
permissions
JpirTs#l /usr/1lib/X11/app-defaults (HP-UX, Superuser 2 for al users
AlX)
/usr/openwin/lib/app-defaults
(Solaris)
#1

In HP-UX, thisfile already exists. Delete the existing fil€'s entire contents and
then edit the file as described below. Thisfileisoverwritten each timeinstallation
is performed. Therefore, whenever you perform installation, we recommend that
you first back up the existing file and then restore it after installation.

#2
Thisis the minimum permissions.
Specify asfollowsin thefile:

8x13 isanadliasfor font (recommended value). Specify the optimum font according to
the CDE environment in use.
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G. Transmission Rejection Messages

JPL/FTP rejects file transmissions when the maximum number of concurrent
transmissions would be exceeded. This appendix shows the messages that are
displayed when a transmission request is rejected for this reason.

(1) For the ftstran command

After the number of API connections has reached the maximum number of concurrent
transmissions;

The ftstran command displays the following error message and terminates
itself:
KDJF5013-E A function error occurred.
(Function name : fts ftp open ,
Error code : 805306126)

After the number of transmission requests has reached the maximum number of
concurrent transmissions:

The ftstran command displays the following error message and terminates
itself:
KDJF5013-E A function error occurred.
(Function name : fts ftp syn request ex ,
Error code : 805306119)

(2) For the server

Immediately after the FTP control connection is established, JPL/FTP returns the
following message as a response to the FTP client:

421 Maximum clients reached service unavailable.
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H. Log Information Deletion Tool after Changing the Maximum
Number of Concurrent Transmissions

If you usethe ftsutil command to change the maximum number of concurrent
transmissions and then start the JPL/FTP daemon, JPL/FTP will reset (initialize) the
log information to theinitial status.

Depending on the amount of log information, it might take awhile for the JPL/FTP
daemon to start. The log information del etion tool that is associated with changing the
maximum number of concurrent transmissions can be used in advance to perform this
initialization processing. By using thistool before you start the JPL/FTP daemon, it
will not take any extratime for the JPL/FTP daemon to start.

The log information deletion tool deletes the log fileslisted below. For details about
thelog files, see A. List of Files and Directories.

Logfile

Protocol trace

Module trace

Log management information

(1) Executing the tool

Tool name: ftsprestart.sh
Path: /opt/jpl fts/lib/script

Example:

(2) Notes

# /opt/jpl fts/lib/script/ftsprestart.sh
Is it OK to delete the log information files? y

Deletion will now start.
Do not start the JP1/FTS server until deletion has ended.

Deletion has ended.

#

To continue, enter y. If any other value is entered, the toal is canceled.

Execute thistool as a superuser.
Make sure that the JPL/FTP daemon has terminated before you use this tool.
Do not start the JPL/FTP daemon whilethetool's del etion processing isunderway.

The deletion processing might take quite a while, depending on the sizes of the
filesto be deleted.
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» Oncethistool has executed, the deleted log information cannot be recovered. If

necessary, make backups of the log files before executing the tool. For details
about making a backup, see 3.7 Saving and recovering JP1/FTP settings.
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I. Notes about Operation

» During file transmission, lock processing is not performed on the corresponding
files.

» Thedefault isthat files of 2 gigabytes or more cannot be transmitted. If you use
theJP1FTS LARGEFILE environment variable, you can transmit afileof uptoa
maximum size of 4 gigabytesminus 1 byte. If you usethe JP1FTS LARGEFILE2
environment variable, you can eliminatethelimitationson file size altogether. For
detail sabout the environment variables, see 3. 1.3 Using environment variables to
define a JP1/FTP environment.

(In Linux (IPF version), there is no limit on the size of afilethat can be
transmitted. However, the maximum size of afilethat can actually be transmitted
might depend on the system.)

» If filetransmission is interrupted, such as by forced termination of file receive
processing or by atransmission error, an incomplete file might be created. If
overwrite receive processing is interrupted, the original file cannot be restored.

* You can transmit amaximum of 64 files concurrently. However, you can use the
ftsutil command to changethe maximum number of concurrent transmissions.
For details about the ftsutil command, see fisutil - changes and displays
environment information in 6. Commands. JP1/FTP rejects any transmission or
connection attempt that would result in the maximum number of concurrent
transmissions being exceeded. A connection request received at the server that
would exceed the maximum number of concurrent transmissionsis not output to
the system log. For details about rejection of transmission, see G. Transmission
Rejection Messages.

» JP1/FTP does not recognize NFSfiles. It treats such afile asasingle UNIX file.
Therefore, you can use NFSfiles only in an environment that supports them as
UNIX files and within the supported operation range.

Dueto problems specific to NFS, its settings, and the environment configuration,
the contents of a transmitted file might not be written correctly even if
transmission is successful.

 If you use secondary groups at the client (on is set in the
JP1FTS_CSUPPLEGROUP environment variable), the maximum number of
secondary groupsis 63 (thisis a system limitation). If you exceed thisvalue, an
error occurs during transmission.

The permitted maximum number of secondary groups at the server dependsonthe
system.

e InHP-UX, an API library that supports multiple threads supports kernel threads
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for HP-UX 11.0 or later. It does not support the preceding threads, such as DCE
threads.

An AP library that supports multiple threads supports only POSIX threads.
JP1/FTP does not support IPv6.

If you connect an Operations-Manager Console to an Operations-Manager Agent
running on a separate computer, the Operations-Manager Agent must be on the
sameLAN. However, evenif the Operations-M anager Agent isonthesameLAN,
but the physical host for the Operations-Manager Agent (the host that is returned
by the hostname command) is not at the same LAN address as for the
Operations-Manager Console (including the loopback address), the connection
will fail.

If you use anetwork relay device (such asarouter or afirewall) that performs P
address translation (such as Network Address Translation (NAT) or IP
masguerading), file transmission via the device might fail due to use of the FTP
protocol. Make sure that the device in use supports the FTP protocol.

Note that the Operations-Manager Console functions cannot be used in an
environment where | P addresses are translated.

/etc/hosts, /etc/services, and /etc/passwd requireordinary user'sread
permissions.

In the case of atransmission that usesawildcard file name, thereis no limit to the
total number of filesthat can be expanded or the sum of the total lengths of the
expanded path names at the client, but there are such limitations at the server. The
length of the path name of each expanded file includes the termination characters
(NULL characters).

Table I-1: Maximum number of files that can be expanded and maximum value
for the sum of the lengths of the path names (server)

Platform JP1/FTP version Maximum number Maximum value for

of files the sum of the
lengths of the path

names

HP-UX 07-00 or earlier 3,412 20,475
07-10 or later 341,332 2,047,995
Solaris 174,761 1,048,571
AlX 4,095 24,571
Linux 21,844 131,067
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Legend:

--: No limitations based on version
In the event log, the timestamps might not be sorted in ascending order.

The Operations-Manager functions are supported even if the JPL/FTP versions
for the Operations-Manager Console and the Operations-Manager Agent are
different.

When definitions for a multiple |P address environment are not used, JP1/FTP
uses the | P addresses shown in the table bel ow.

Table I-2: 1P addresses used by JPL/FTP

No. Usage IP address to be used

1 Client IP address for control connection IP address that is assigned
automatically by the OS

2 IP address for data connection I P address for control connection

3 Server IP address for control connection IP address that accepted the connection

4 IP address for data connection I P address for control connection

5 IP address of the Operations-Manager Agent Physical 1P address (IP address
corresponding to the host name that is
returned by an OS command (such as
hostname)

6 IP address of the Operations-Manager Console IP address that is assigned

automatically by the OS

When an auto-start program starts after the end of atransmission, the standard
input/output and error output are closed. This applies at both the server and the
client. If you want to open them, you must specify settingsin such amanner that
files are allocated to the standard input/output and error output. For details about
how to specify the settings, see 3.1.3 Using environment variables to define a
JP1/FTP environment.

A process that is started as an auto-start program after the end of atransmission
inherits the JP1/FTP daemon environment. The environment defined for the
transmitting user (environment defined for each user by a method such asa
profile) is not inherited. This applies at both the server and the client.

To register an auto-start program, the user must have read permissions as well as
execution (search) permissions for all the directories that constitute the real path
of thefile or directory that isto be registered.

Provided below are notes about using JPL/FTP in acluster system configuration
(in an HA configuration that supports node switching). For details about the
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definition of JPL/FTP in an environment where logical addresses are used, see
3.15 Using JP1/FTP in a multiple IP address environment. A cluster systemisthe
same as what is referred to as a node switching system in the JP1 manuals.

Failover is not supported.

Physical 1P addresses must be enabled (I P addresses corresponding to the
host names that are returned by an OS command, such as hostname).

When JPL/FTP isrun as the FTP server, file transmission is supported
whether the FTP client specifiesalocal 1P address or a physical 1P address
as the connection target.

When JP1/FTPisrun asthe FTP client, re-transmission initiated by amethod
such as automatic retries of filetransmissionis not performed in the event of
afailure.

FTP custom jobs can be used to perform file transmission.

In AlX, if an old version of HACMP (4.4 or earlier) is used, the IP address
of the service adapter is changed from the boot IP address to the service IP
address during HACMP startup. This disables the physical host, thereby
disabling JPL/FTP. In such a case, add an adapter to each node and set the
physical host for the added adapter to enable the physical host.

The following notes apply when the environment definition for amultiple IP
address environment is not used:

1.

When JPL/FTPisrun asthe FTP client, the |P address for connection is
usually aphysical IP address because it is assigned automatically by the OS.

JP1 events are sent to the physical |P address (1P address corresponding to
the host name that is returned by an OS command, such as hostname).

When JP1/FTPisrun asthe FTP server, the physical host name (host name
returned by an OS command, such as hostname) is et in message 220,
which is returned when control connection is established.

In Solaris, the installation directory has changed in version 09-00 and later. The
following notes apply to upgrading:

1.

During upgrade installation from aversion earlier than 09-00, the definition
files are migrated automatically to the new directory. Note that user-created
filesin adirectory other than /usr/1ib/jpl_fts/sys, /usr/1ib/
jpl_fts/trace, Of /usr/lib/jpl fts/work are not migrated. If
necessary, move those files to new directories after you have finished the
installation. Delete any unneeded files after the installation.

Before starting theinstallation, we recommend that you back up data such as
definition files.
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During upgradeinstallation from aversion earlier than 09-00, symboliclinks
are created under /usr/bin/jpl fts and /usr/1lib/jpl_ fts for the
previous version of commands and shared libraries to achieve compatibility
with the previous environment. These symbolic links are not created during
anew installation.

If you are using user-created tools to manipulate and reference definition
files, update the paths of those tools to the new paths.

If you have specified the path for the event log file in the ftslog. conf
definition file, update it to the new path.

startup isupdated. The previous /usr/1ib/jpl fts/scripts/
startup ismoved automaticallyto /etc/opt/jpl fts/startup during
theinstallation. Update /etc/opt/jpl fts/startup tothe new path by
referencing /etc/opt/jpl fts/startup.model. Also update /etc/
opt/jpl fts/stop inthe same manner.

If you have been using the API library, update the old library path to the new
path in user programs that have been compiled by a version earlier than
09-00, and then recompile the user programs.

Changing the system time during operation does not cause a problem. However,
if the new date and time are later than the actua date and time, the most recent
transmission log will remain displayed at the top until the new time is reached,
because the log information is always displayed in reverse chronological order.
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(1) Changes in 09-00
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The organization of installation directories for the Solaris version has been
changed to be the same as for the other OSs.

For the Operations-Manager function, JRE included in JPL/FTP is now used.

The Java_Path argument has been removed from the ftsconsole and jftsa
commands.

Useof the sITE cHMOD command can now be suppressed at the FTP server.
Because of this change, the Jp1FTS_ MASK CHMOD environment variable has
been added.

The check specifications for the PorT command have been changed on the FTP
server. Because of this change, the JP1FTS WKPORT ENABLE,
JP1FTS_ANOTHER ADDRESS ENABLE, and JP1FTS MASK_PORT environment
variables have been added.

Secondary groups can now be used.

The user can now hide the host name, product name, and version information
from the reply message during FTP connection. it is also possible to change the
reply message to any character string.

Information about firewall passage directions has been added.

Thej ftsdstatus command for checking the start status of the JP1/FTP daemon
has been added. Because of this change, a j ftsdstatus command output
message has been added.

The jftsastatus command for checking the start status of the
Operations-Manager Agent has been added. Because of this change, a
jftsastatus command output message has been added.

Thejftslogdstatus command for checking the start status of the log daemon
has been added. Because of this change, a j ftslogdstatus command output
message has been added.

A user environment setting has been added for when the function for limiting
directory accessis enabled.

Notes about directory limitations have been added.

Limitations on file transmission have been added for versions other than IPF.
The action to be taken by the user has been added to the following error messages:
KDJF6106-E and KDJF6107-E
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The following error messages have been modified:
KDJF3101-E, KDJF3102-E, KDJF3103-E, and KDJF3104-FE
The following error messages have been added:

KDJF3105-E and KDJF5152-F

Transmission file size limitations can now be released. Because of this change,
the JP1FTS LARGEFILE2 environment variable has been added.

Rejections of connection by the function for controlling remote host connections
can now be logged.

(2) Changes in 08-00

In Linux, the UTF-8 language environment (locale) is now supported.
Access logs are now collected.

A single-file/multiple-file transmission selection function has been added.
A function for controlling remote logins has been added.

A function for controlling remote host connections has been added.

A function for limiting directory access has been added.

A function for specifying the IP address to be used in amultiple IP address
environment has been added.

A function for forcibly terminating the Operations-Manager Agent has been
added.

(3) Changes in 07-50

The PASV mode is now supported at the client.

When aprotocol traceisdisplayed, the specified transmission isnow displayed at
the top.

The maximum number of transmissions has been increased to 128.

An error message related to the maximum number of transmissions has been
added.

A tool for collecting error information has been added.

(4) Changes in 07-10

Start and stop of the log daemon for receiving event logs have been added.

The ftsutil command for changing and displaying environment information
has been added.

Transmission of files with amaximum size of 4 gigabytes minus 1 byte is now
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supported. Because of this change, the JP1FTS LARGEFILE environment
variable has been added.

The ftsautoma command for registering, deleting, and displaying auto-start
programs has been added.

The ftshistory command for displaying log information has been added.
A function for rejecting login requests has been added.

The ftsregev command for displaying transmission information has been
added.

The §fts1logd command for starting the log daemon has been added.
The ftslogstop command for terminating the log daemon has been added.

The ftsutil command'soutput messages(KDJF5101-E through KDJF5140-E)
have been added.

The ftsautoma command's output messages (KDJF5301-E through
KDJF5334-E) have been added.

The ftshistory command's output messages (KDJF5401-E through
KDJF5418-E) have been added.

The ftsregcv command's output messages (KDJF5501 -E through
KDJF5515-E) have been added.

M essages related to the log daemon (kDJF9000- T through kDar9006-E) have
been added.

The ftslogstop command's output messages (KDJF9100- T through
KDJF9105-E) have been added.

Event log messages (KDJF1000- T through KDJF5046 -E) have been added.
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Reader’s Comment Form

We would appreciate your comments and suggestions on this manual. We will use
these comments to improve our manuals. When you send a comment or suggestion,
please include the manual name and manual number. You can send your comments
by any of the following methods:

e Send email to your local Hitachi representative.

e Send email to the following address:
WWW-mk@itg.hitachi.co.jp

e If you do not have access to email, please fill out the following information
and submit this form to your Hitachi representative:

Manual name:

Manual number:
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Company or
organization:

Street address:

Comment:

(For Hitachi use)
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