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Summary of amendments

The following table lists changes in this manual (3000-3-D59-20(E)) and the product
changes related to uCosminexus TPL/Client/J 07-02.

Changes Location
Parallel processing of receipt of service request messagesis now 22.13,5.21,522
supported in order to prevent scheduling delays (multi-scheduler

facility).

Dueto this change, the following operands have been added to the TP1/
Client/J environment definition:

e dcscdnul ti

¢ dcscdnul ti count

An operation similar to batch terminal startup provided by 25,211.2, 3.1, 4. Class TP1Client, 4.
conventional mainframe OLTPisnow supported (unidirectional server | Class ErrAcceptCanceledException, 4.
message reception function). Class ErrVersionException

Due to this change, the following methods have been added to the
TP1C i ent class

e acceptNotification

* cancel Notification

e openNotification

e acceptNotificationChained

¢ closeNotification

In addition, the following classes have been added:

e ErrAccept Cancel edExcepti on

e ErrVersi onException

UAP traces are now acquired from the following methods of the 2112
TP1d i ent class:

e set UapTraceMde

e setErrorTraceMde
e set Met hodTraceMde
e set Dat aTraceMde

Performance analysis trace identification information isnow outputto | 2.11.2, 2.11.7(5)
UAP traces.

When an RPC isissued to TPL/Server version 07-02 or later usingthe | 2.11.7(2)
remote API facility, identification information such as an |P address
can now be added to the RPC message that is sent to the scheduler.

When connection establishment is requested by an RPC or TCP/IP 213,521,522
communication, the source host can now be specified (source host
specification facility).

Dueto thischange, thedccl t cupsndhost operand has been added to
the TPL/Client/J environment definition.




Changes

Location

The receive port can now be fixed for RPCs that use the scheduler
direct facility and the name service (receive port fixing facility).
Duetothischange, thedccl t cupr cvpor t operand has been added to
the TPL/Client/J environment definition.

2.14,52.1,5.22

A list of the TP1/Client/J environment definition operands has been
added.

511

The maximum execution time from startup to termination of a
transaction branch that is executed by the RAP-processing server can
now be specified.

Duetothischange, thedccl t t r cnpl nt t moperand has been added to
the TPL/Client/J environment definition.

521,522

Notes have been added about the dcr cvport operand of the TPL/
Client/J environment definition.

522

Changesto the AP, definitions, commands, and default values during
upgrading have been described.

Appendix A

The following table lists changes in this manual (3000-3-D59-20(E)) and the product
changes related to uCosminexus TPL/Client/J 07-01.

Changes

Location

Information has been added about the files provided by DTP1/Client/J
and the directories for storing the files.

1.3.1(2)

A facility for setting terminal identification information has been added
in order to fix aDCCM3 logical terminal that is allocated to a CUP
when communication is established withaDCCM3logical termina by
means of a permanent connection.

Dueto this change, the set Connect I nf or mat i on method has been
added tothe TP1d i ent class.

In addition, thedccl t connect i nf operand has been added to the
TP1/Client/J environment definition.

2.9.1(6), 2.9.3, Table 2-29, Table 3-2, 4.
Class TP1Client, 5.2.1, 5.2.2

A data compression facility has been added in order to compress user
datathat is sent over the network by RPC.

Dueto thischange, thedccl t dat aconp operand hasbeen added to the
TP1/Client/J environment definition.

Table 2-42,2.12,5.2.1,5.2.2

Notes have been added about the execution of methods of instances of
thesame TP1d i ent class.

32

In addition to the above changes, minor editorial corrections have been made.



Preface

This manual describes the functionality and usage of the following program products:
» P-2464-7394 uCosminexus TPL/Client/J
» P-2464-73A4 uCosminexus TP1/Client/J

These products can be used on operating systems that support Java(TM)2 Software
Development Kit, Standard Edition, Version 5.0 or later.

For detail s about products described in this manual other than the above program
product, check the release schedule for the OpenTP1 Version 7 compliant version of
the product in question.

Intended readers

This manual isintended for system designers, programmers, and operators, as well as
system administrators.

Organization of this manual
This manual consists of the following chapters and an appendix:
1. Overview

Chapter 1 provides a functional overview of TPL/Client/J and describes its
features.

2. Functionality

Chapter 2 describes the functionality of TPL/Client/J.
3. Program Interface

Chapter 3 describes the program interface for using TP1/Client/J.
4. Classes Used with TP1/Client/J

Chapter 4 describes the classes that are used with TPL/Client/J.
5. Definitions

Chapter 5 describes the TP1/Client/J environment definitions.
6. Error Handling

Chapter 6 describes the procedures for handling errors.



Appendix A. Changes During Upgrading

Appendix A describes the changes to APIs, definitions, and commands from
version to version.

Related publications

This manual is part of arelated set of manuals. The manualsin the set, including this
manual, are listed below (with the manual numbers):

OpenTP1 products
* OpenTP1 Version 7 Description (3000-3-D50(E))
» OpenTP1 Version 7 Programming Guide (3000-3-D51(E))
» OpenTP1 Version 7 System Definition (3000-3-D52(E))
» OpenTP1 Version 7 Operation (3000-3-D53(E))
» OpenTP1 Version 7 Programming Reference C Language (3000-3-D54(E))

e OpenTP1 Version 7 Programming Reference COBOL Language
(3000-3-D55(E))

* OpenTP1 Version 7 Messages (3000-3-D56(E))
* OpenTP1 Version 7 Tester and UAP Trace User's Guide (3000-3-D57(E))

e OpenTP1 Version 7 TPL/Client User's Guide TPL/Client/W, TPL/Client/P
(3000-3-D58(E))

« OpenTP1 Version 7 TPL/Client User's Guide TP1/Client/J (3000-3-D59(E))
« OpenTP1 Version 7 TPL/LiNK User's Guide (3000-3-D60(E))**
«  OpenTP1 Version 7 Protocol TPL/NET/TCP/IP (3000-3-D70(E))

« OpenTP1 Version 7 TP1/Message Queue User's Guide (3000-3-D90(E))*:

« OpenTP1 Version 7 TP1/Message Queue Messages (3000-3-D91(E))™
* OpenTP1 Version 7 TPL/Message Queue Application Programming Guide
(3000-3-D92(E))*
* OpenTP1 Version 7 TPL/Message Queue Application Programming Reference
(3000-3-D93(E))*
Other OpenTP1 products
« TPL/Web User's Guide and Reference (3000-3-D62(E))*:
Other related products
» VOS3 Data Management System XDM Description (6190-6-620(E))



» VOS3 Data Management System XDM E2 System Definition (6190-6-625(E))

Note

You must check and confirm that the products described in these manualswill run

on your operating system.

#1: If you want to use this manual, confirm that it has been published. (Some of
these manuals might not have been published yet.)

Conventions: Abbreviations

This manual uses the following abbreviations for product names:

Full name or meaning

Abbreviation

uCosminexus Application Server Enterprise

uCosminexus Application Server Standard

Cosminexus Application Server

VOS1 DCCM3 DCCM3
VOS3 XDM/DCCM3
Java™) Java
Java™)2 Software Development Kit, Standard Edition JDK
uCosminexus TP1/Client/J TPL/Client/J
uCosminexus TP1/Client/P TP1/Client/P
uCosminexus TP1/Client/W TP1/Client/W
uCosminexus TPUNET/TCP/IP ;FFl)Dll NET/TCP/
uCosminexus TPL/LINK TPL/LINK TP1/Server
uCosminexus TP1/Server Base TP1/Server Base
uCosminexus TP1/Web TP1/Web
Microsoft(®) Windows®) 2000 Advanced Server Operating System Windows 2000
Microsoft® Windows(R) 2000 Datacenter Server Operating System
Microsoft® Windows®) 2000 Professional Operating System
Microsoft® Windows(R) 2000 Server Operating System

Windows SDK

Microsoft®®) Windows®) Software Development Kit




Full name or meaning

Abbreviation

Microsoft(®) Windows Server(® 2003, Datacenter Edition Windows Server | Windows
2003 (32bit) Server 2003

Microsoft® windows Server(®) 2003, Datacenter x64 Edition

Microsoft®® Windows Server(®) 2003, Enterprise Edition

Microsoft(®) Windows Server(®) 2003, Enterprise x64 Edition

Microsoft(®) Windows Server(®) 2003 R2, Enterprise Edition

Microsoft(R) Windows Server(® 2003 R2, Enterprise x64 Edition

Microsoft® Windows Server(®) 2003 R2, Standard Edition

Microsoft™® Windows Server(®) 2003 R2, Standard x64 Edition

Microsoft® windows Server(R) 2003, Standard Edition

Microsoft® Windows Server(® 2003, Standard x64 Edition

Microsoft(R) Windows Server(®) 2003, Enterprise Edition for Windows Server

Itanium-based systems 2003 (64bit)

Microsoft(®) Windows Vista®) Business (x86) Windows Windows
Vista(32hit) Vista

Microsoft®® Windows Vistal®) Enterprise (x86)

Microsoft(®) Windows Vista® Ultimate (x86)

Microsoft(®) Windows Vista®) Business (x64) Windows
Vista(64hit)

Microsoft(®) Windows Vista®) Enterprise (x64)

Microsoft(®) Windows Vista® Ultimate (x64)
Windows XP

Microsoft(®) Windows®) X P Professional Operating System

* Unlessfunctional differences exist, Windows Server 2003, Windows XP and
Windows Vista are referred to collectively as Windows.

This manual also uses the following abbreviations:

Abbreviation Full name or meaning

APl Application Programming Interface




Abbreviation

Full name or meaning

cal Common Gateway Interface

CUP Client User Program

DCE Distributed Computing Environment

EJB Enterprise Java Beans(TM)

FD Floppy Disk

HTTP Hyper Text Transfer Protocol

JEE Java 2 Enterprise Edition

JDK Java(TM) Development Kit

JsP JavaServer Pages(TM)

MHP Message Handling Program

OLTP Online Transaction Processing

oS Operating System

PC Personal Computer

PRF PeRFormance

RAP Remote Application Programming Interface
RPC Remote Procedure Call

SPP Service Providing Program

TCPIP Transmission Control Protocol / Internet Protocol
TMS-4V/SP Transaction Management System-4V/System Product
UAP User Application Program

VM Virtua Machine

WS Workstation

WWW World Wide Web




Conventions: Diagrams

This manual uses the following conventions in diagrams:

» Workstation, * File * Program * Network (LAN)
personal computer,
or terminal

=

* Network * Flow of data or * Flow of remote * Other flows
message control procedure
or control
_> _
* Program flow » Screen display * Flow of

process or job

Conventions: Fonts and symbols
Font and symbol conventions are classified as.
* Genera font conventions
» Conventionsin syntax explanations
These conventions are described below.
General font conventions

The following table lists the general font conventions:

Font Convention

Bold Bold type indicates text on awindow, other than the window title. Such text includes menus,

menu options, buttons, radio box options, or explanatory labels. For example, bold isused in
sentences such as the following:

¢ From the File menu, choose Open.
« Click the Cancel button.
* Inthe Enter name entry box, type your name.

vi



Font Convention

Italics Italics are used to indicate a placeholder for some actual text provided by the user or system.
Italics are a so used for emphasis. For example:
* Write the command as follows:
copy source-file target-file
» Do not delete the configuration file.

Code font A codefont indicatestext that the user enters without change, or text (such as messages) output
by the system. For example:
e At theprompt, enter dir.
* Usethesend command to send mail.
» Thefollowing messageis displayed:
The password is incorrect.

Examples of coding and messages appear as follows (although there may be some
exceptions, such aswhen coding isincluded in adiagram):
MakeDat abase

St br eDat abase tenp DB32

In examplesof coding, an lipsis(...) indicatesthat one or more lines of coding are not
shown for purposes of brevity.

Conventions in syntax explanations

Syntax definitions appear as follows:

St or eDat abase [tenp| pern (database-name ...)

The following table lists the conventions used in syntax explanations:

Example font or symbol Convention
St or eDat abase Code-font characters must be entered exactly as shown.
database-name Thisfont style marks aplaceholder that indicates where appropriate charactersare
to be entered in an actual command.
SD Bold code-font characters indicate the abbreviation for acommand.
perm Underlined characters indicate the default value.

[ ] Square brackets enclose an item or set of items whose specification is optional.

| Only one of the options separated by a vertical bar can be specified at the same
time.

An élipsis(...) indicates that the item or items enclosed in () or [ ] immediately
preceding the ellipsis may be specified as many times as necessary.

Vii



Example font or symbol Convention

0 Parentheses indicate the range of items to which the vertical bar (]) or ellipsis(...)
isapplicable.

Conventions: KB, MB, GB, and TB
This manual uses the following conventions:
» 1KB (kilobyte) is 1,024 bytes.
1 MB (megabyte) is 1,0242 bytes.
. 1GB (gigabyte) is 1,0243 bytes.
« 1TB (terabyte) is 1,024% bytes.
Conventions: Version numbers

The version numbers of Hitachi program products are usually written as two sets of
two digits each, separated by a hyphen. For example:

* Version 1.00 (or 1.0) iswritten as 01-00
» Version 2.05 iswritten as 02-05

» Version 2.50 (or 2.5) iswritten as 02-50
* Version 12.25 iswritten as 12-25

Theversion number might be shown on the spine of amanual asVer. 2.00, but the same
version number would be written in the program as 02-00.

Important note on this manual

Please check the availability of the products and manuals for HAmonitor,
ServerConductor/DeploymentManager, Cosminexus, and Job Management Partner 1/
Automatic Job Management System 2.

viii
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Chapter

1. Overview

This chapter provides an overview of OpenTP1 client and describesits features.

1.1 Features of the client
1.2 Mechanism of TP1/Client/J operation
1.3 Environment of TPL/Client/J
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1.1 Features of the client

TPL/Client/J makes it possible for Java applets running on a Web browser, Java
applications, and Java servlets running on an application server to use remote
procedure calls (RPCs) to request services from an OpenTP1 server UAP. A program
that is created by a Java applet, Java application, or a Java servlet to request services
is called a CUP (client user program). A server UAP from which a CUP can request
servicesis called an OpenTP1 service-providing program (SPP).

TPL1/Client/Jenablesyou to start atransaction from the SPP that was started by aCUP.
When you do this, you can apply adistributed OLTP environment to application
systems on the Internet or on an intranet. You can also support avariety of platforms
with asingle CUP because you use Java applets, applications, and servletsto create
CUPs. There is no need to create a separate CUP for each platform.

In this manual, TP1/Server Base and TPL/LiNK are referred to collectively as TP/
Server. The TPL/Server Base versionsthat can process requests from TPL/Client/Jare
03-05 and later; earlier versions of TPL/Server Base will not run.

The following figures show the relationships between TP1/Server and TP1/Client/J
when a CUP is created by a Java applet, a Java application, or a Java servlet.

Figure 1-1: Relationships between TPL/Server and TPL/Client/J (for a CUP

created by a Java applet)
Client Server
Web browser
______________ .
r _____________ T: Downlokd
i ] Web server
: Java applet 0
| ]
I r——————————j:
: : TP1/Client/J 'N.’\
! class library
:_ - _: ___________ b\ Java applet
TP1/Client/J
RPC class library
TP1/Server
SPP
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When you create a CUP with a Javaappl et, you can centralize management of the CUP
viathe Web server; thereis no need to distribute the CUP to clients.

Figure 1-2: Relationship between TP1/Server and TP1/Client/J (for a CUP
created by a Java application)
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Figure 1-3: Relationships between TPL/Server and TPL/Client/J (for a CUP
created by a Java servlet)
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1.2 Mechanism of TP1/Client/J operation

When the facilities indicated below execute, TPL/Client/J uses a specific TPL/Server
asagateway. Thisiscalled aremote procedure call (RPC). For detailsabout RPCs, see
the manual OpenTP1 Programming Guide. TP1/Client/J supports four types of RPCs:

» RPCsthat use the remote API facility

» RPCsthat use the scheduler direct facility

* RPCsthat use the name service

» RPCswith acommunication destination specified

You usethedchost operand of the TPL/Client/J environment definition to define a
TP1/Server as a gateway.

The following figures show the mechanism of TP1/Client/J operation.
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Figure 1-4: Mechanism of TP1/Client operation (1/2)
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Figure 1-5: Mechanism of TPL/Client operation (2/2)
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1.3 Environment of TP1/Client/J

TPL/Client/J provides the OpenTP1 server with aclasslibrary file for calling
applications. This section describes the install ation target, devel opment environment,
and execution environment of TPL/Client/J.

1.3.1 Installation
(1) Provided medium and format

To support multiple platforms, TP1/Client/Jis provided as a Joliet-format CD-ROM.
To ingtall the product on a non-PC machine, you must first install it on a PC and then
install it on the target machine using a method such as afile transfer in the binary
mode.

Becausethe TP1/Client/Jfilesare stored in long-file-name format, the OS on thetarget
PC must support this file name format.

The TPL/Client/Jfiles are stored in the two directories described below.
Table 1-1: TP1/Client/Jfiles and storage directories

Storage TP1/Client/J file Description
directory
LI B TP1Cient.jar Stores the class libraries of TPL/Client/Jinj ar
format.
SAVPLES Appl et Sanpl e. ht n Stores sample source codes for applets,

applications, and servlets that use TPL/Client/J.
Appl et Sanpl e. j ava

Appl i cationSanpl e. java

betran.ini

Servl et Sanpl e. j ava

(2) Installation target of the class library file
This section describes the installation target of the classlibrary file.
For developing and executing a Java appl et

Savethe TP1C i ent . j ar fileinadesired directory and specify it with the
appl et HTML tag.

For executing a Java application

Touse DK, savethe TP1C i ent . j ar filein adesired directory and specify the
CLASSPATH environment variable.



For executing a Java servlet

1. Overview

SavetheTP1d i ent . j ar file according to the specifications of the Java servlet
to be used.

(3) Specifying the file access authority

The following table shows the files that are accessed by TP1/Client/J and the required
access authorities.

Table 1-2: Filesused by TP1/Client/J and the required access authorities

File type Access type Storage location

TPL/Client/J class Read Any location.

library

TPL/Client/J Read Any location.

environment definition

UAP tracefile Write Directory specified in the dcuapt r acepat h operand of the TP1/
Client/J environment definition or in the pat h argument of the
set UapTr aceMode method.

Datatracefile Write Directory specified in the dcdat at r acepat h operand of the TPL/
Client/J environment definition or in the pat h argument of the
set Dat aTr aceMbde method.

Method trace file Write Directory specified inthe dcnet hodt r acepat h operand of the
TPL/Client/Jenvironment definition or inthe pat h argument of the
set Met hodTr aceMbde method.

Error tracefile Write Directory specified inthedcer rt r acepat h operand of the TPL/
Client/J environment definition or in the pat h argument of the
set Error Tr aceMode method.

Debug tracefile Write TPi1cl i ent J directory under the home directory of the user

executing the Java VM.

To apply the security manager to the Java VM on which aclient program using TP1/
Client/Jisrunning, specify appropriate permissions for the security policy file so that
the TP1/Client/J class library can access these files. In the case of Java servlets and
EJB, some application server products with these contai ners may be using the security
manager by default for security purposes. Check the specifications of the application
server you are using and specify appropriate permissions.

1.3.2 Development environment

To run TPL/Client/J, your environment must support development of Java applets,
applications, and servlets (such as by providing a Java compiler).

JDK version
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10

Javal™)2 Software Development Kit, Standard Edition, Version 5.0 (JDK 5.0) or
later is supported.

1.3.3 Execution environment
TP1/Server server version

TP1/Server Base version 03-05 or later can process requests from TPL/Client/J.

Cosminexus Application Server

To use TP1/Client/Jfrom aJavaservlet, EIB, or JSP in the J2EE server mode” of
Cosminexus Application Server, you must have specified the following settings
in advance:

1.

Edit the option definition file of the J2EE server and specify the following
character string:

add. cl ass. pat h=<TP1/Client/J-installation-directory>/
TP1C ient.jar

Edit the option definition file of the server management command” and
specify the following character string:

In Windows

set USRCONF_JVM CLASSPATH=<TP1/Client/J-installation-directory>/
TP1C ient.jar

In UNIX

set USRCONF_JVM CLPATH=<TP1/Client/J-installation-directory>/
TP1C ient.jar

Specify the path name of theinstallation directory in the format supported by
the operating system being used.

For details about the J2EE server mode, option definition of the J2EE server,
and option definition of the server management commands, see the manuals
Cosminexus Function Description and Cosminexus Reference - Definition.
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2. Functionality

This chapter describes the OpenTP1 client.

2.1 Permanent connection

2.2 Remote procedure calls

2.3 Transaction control

2.4 TCP/IP communication facility

2.5 Unidirectional server message reception facility
2.6 TP1/Web connection facility

2.7 Dynamic definition changing facility

2.8 Facility for monitoring TCP/IP connection establishment
2.9 DCCM3 connection facility

2.10 XA resource service facility

2.11 Troubleshooting facility

2.12 Data compression facility

2.13 Source host specification facility

2.14 Receive port fixing facility
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2.1 Permanent connection

TP1/Client/J enables you to send and receive messages while a connection is
established between a CUP (Java applet, application, or servlet using TPL/Client/J)
and a RAP-processing server. Such a connection is called a permanent connection.
When you execute RPCs that use the remote API facility, chained RPCs, or the
transaction facility, you much ensure that a permanent connection has been
established.

By establishing a permanent connection, you minimize the number of control packets
for establishing and releasing connection, thereby improving communications
efficiency.

2.1.1 Establishing and releasing a permanent connection

12

You call the openConnect i on method to establish a permanent connection. You
specify the location of the target RAP-processing server in an argument of the
openConnect i on method orinthedchost operandinthe TPL/Client/Jenvironment
definition and thedcr appor t operand. If thereisafirewall between the CUP and the
RAP-processing listener and server, you must specify the location of the firewall
instead of the RAP-processing server.

If the openConnect i on method returns an exception, the permanent connection has
not been established.

TP1/Client/J can establish only one permanent connection per CUP at atime. TP1/
Client/J supports two permanent connection modes, depending on the management
method:

Non-auto connect mode

In the non-auto connect mode, TP1/Client/J calls explicitly the

openConnect i on method with a CUP and establishes a connection with the
RAP-processing server or RAP-processing listener of TPL/Server. If the

r pcCal I method is called before the openConnect i on method is called, the
r pcCal I method returnsEr r Pr ot oExcept i on. To release the connection, call
the cl oseConnect i on method with CUP.

Auto connect mode

The auto connect mode manages the connection with TP1/Client/J. If TP1/Client/
J determines that a connection has not been established when thefirst r pcCal |
ort rnBegi n method is called, it automatically establishes a permanent
connection with the RAP-processing listener and server. In this case, thereis no
need to call the openConnect i on method. If the openConnect i on method is
called, themethod returnsEr r Pr ot 0oExcept i on. You canreleasethe connection
withinther pcCl ose method. To forcibly release a TP1/Client/}managed
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connection, call the cl oseConnect i on method.

You usethedcr apaut oconnect operand inthe TP1/Client/J environment definition
ortheset Rpcext end method to specify the modethat isto be used (non-auto connect
mode or auto connect mode).

TP1/Client/J uses a permanent connection for message transmission until the

permanent connection isreleased by thecl oseConnect i on method. However, some
errors will also cause the permanent connection to be released.

The following figure shows the procedure for establishing and releasing a permanent

connection.

Figure 2-1: Establishing and releasing a permanent connection

TP1/Client/J TP1/Server
cup RAP-processing listener and server
Permanent
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2.1.2 Definitions related to the use of a permanent connection

To use a permanent connection, you must specify the following definitions as
necessary:

m TPL/Client/J environment definition
e dccltinquiretine
* dchost
e dcrapaut oconnect
e dcrapdirect
e dcrapport
m RAP-processing listener service definition

For details about the RAP-processing listener service definition, see the manual
OpenTP1 System Definition.

2.1.3 Note about using a permanent connection

You cannot establish a permanent connection from within atransaction. You can
generate transactions only after you have established a permanent connection.

14
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2.2 Remote procedure calls

This section describes remote procedure calls (RPCs) from a CUP to an SPP.
For detail s about RPCs, see the manual OpenTP1 Programming Guide.
2.2.1 Implementing RPCs

You use the user service structure definition of TP1/Server or thedcsvst ar t
command to start an SPP.

The procedureisto call amethod that requests service from the CUP and issue a
request to the SPP. To request service, you usether pcCal | method, which specifies
in its parameters the service group name and service name of the SPP.

2.2.2 Data transfer with an RPC

Totransfer datawith an RPC, you call ther pcCal | method specifying the SPP service
group name, service name, input parameters, input parameterslength, serviceresponse
storage area, and response length. The maximum response length that can be specified
withther pcCal I methodis 1 MB. You can change this value using the

dccl trpcmaxnsgsi ze operand of the TP1/Client/J environment definition.

The following figure shows data transfer with an RPC.
Figure 2-2: Datatransfer with an RPC

CUP's rpcCall method Service function

rpcCall

Input parameters XXXt

Input parameters

length
Responsereceipt [ | Response area XXX+
area
Length of response Response length

receipt area

Note: You must ensure that the length of the response from the service function does not
exceed the value set in the rpcCall method (value of nn).

2.2.3 RPC modes

TP1/Client/J supports three RPC modes: synchronous-response RPC, non-response
type RPC, and chained RPC.

15
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(1) Synchronous-response RPC

In this mode, a CUP sends an inquiry message to an SPP and receives a response
message. The CUP waits for the processing results to be returned from the SPP before
executing the next processing. If the same serviceis called more than once, the server

processis scheduled each time.
The following figure shows the processing flow of a synchronous-response RPC.
Figure 2-3: Processing flow of a synchronous-response RPC

]
P

rpcCall
(DCNOFLAGS) <

|

(2) Non-response type RPC

16

In this mode, a CUP sends an inquiry message to an SPP but does not receive a
response message. Once it has sent an inquiry message to the SPP, the CUP
immediately executes the next processing without waiting for the processing results

from the SPP,

In the case of a non-response type RPC, you cannot receive an error in the event of a
communication error or service efror.

The following figure shows the processing flow of a non-response type RPC.
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Figure 2-4: Processing flow of a non-response type RPC
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(3) Chained RPC

In this mode, a CUP that uses the remote API facility sends an inquiry message to an
SPP and receives a response message. The CUP waits for the processing results to be
returned from the SPP before executing the next processing. The difference from a
synchronous-response RPC is that a chained RPC can fix the server process. This
means that when multiple inquiry messages are sent to the same service by means of
chained RPCs, the server processis not rescheduled.

Chained RPCs require fewer user processes per transaction, thereby reducing the
workload of transaction processing. A chained RPC used as atransaction functionsin
asingle global transaction.

Starting chained RPCs

To issue a service request for chained RPCs, specify DCRPC_CHAI NED in the

f 1 ags parameter of ther pcCal I method that requests the service. When a
service is requested with this value specified, the SPP identifiesit for chained
RPCsand acquiresaprocess. For the second and subsequent service requests, you
must also specify DCRPC_CHAI NEDin thef | ags argument.

Terminating chained RPCs
The following methods are provided for terminating chained RPCs:

» Executether pcCal | method (synchronous-response RPC) with
DCNOFLAGS specifiedinthef | ags parameter for the service group that has
been executing the chained RPCs.

« Complete the global transaction that has been executing the chained RPCs
by synchronization point processing (commit or rollback).

Note
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If you call thecl oseConnect i on or r pcCl ose method without executing
a synchronous-response RPC, the following occurs:

e Outside the global transaction range

The process executing the service is locked until the chained RPC
timeout occurs.

» Within the global transaction range
Implicit commit occurs and the chained RPC is terminated.
Time monitoring of chained RPCs

A UAPwhose serviceisrequested with achained RPC monitorsthetime until the
next service request arrives or until transaction synchronization point processing
occurs after aresponse is returned to the CUP. If no service request or
synchronization point processing request is received within this monitoring
interval, the UAP determinesthat an error has occurred in the CUP and terminates
the SPP abnormally. You specify the monitoring interval in the

wat ch_next _chai n_t i me operand of the user service definition.

2.2.4 Scheduling facility

Thescheduling facility of TP1/Server isalso applicableto servicerequestsfromaCUP
to an SPP. TP1/Server creates a schedule queue for each service group of an SPP and
schedul es the service requests.

2.2.5 Inter-node load-balancing facility

OpenTP1 provides afacility for distributing the workload among nodes to prevent
RPC requests from becoming concentrated on a specific node. Thisis called the
inter-node load-balancing facility.

To use the inter-node | oad-balancing facility, the following conditions must be
satisfied:
m A user server isactive that provides the same service to multiple nodes.

m Each OpenTP1 node defines the other nodesin theal | _node operand in the
system common definition and shares information about the user server (name
information) that is active in each OpenTP1 node.

This section describes the definitions, processing, and RPC processing related to the
use of the inter-node load-balancing facility of OpenTP1 for TPL/Client/J and TP1/
Server. Note that the TPL/Client/J facility balances workloads based only on TPL/
Server-side determination.

(1) Load balancing based on a TP1/Server determination

The schedule service of TP1/Server distributes the workload to appropriate nodes on
the basis of the status of node schedules.

18
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(a) Definitions for TP1/Client/J
Specify descddi r ect =Y in the TPL/Client/J environment definition.

This enables TP1/Client/J to issue a load-balancing request to the schedule service of
TP1/Server. In the definitions for TPL/Client/J, specify the OpenTP1 node whose
schedule service is to make the determination.

If there are multiple OpenTP1 nodes that can issue a scheduling request, scheduling is
requested in the order specified in the dchost operand. To randomly select a TPL/
Server that isto issue a scheduling request, instead of following the order specified in
thedchost operand, specify dchost sel ect =Y in the TPL/Client/J environment
definition.

(b) Definitions for TP1/Server
In the definitions for TPL1/Server, do one of the following:
m Specify the following operandsin the schedul e service definition:
scd_this_node first = N(default)
scd_announce_server_status = Y (default)

m  Omit the schedule service definition.
2.2.6 Time monitoring of RPCs

When you issue asynchronous-response RPC, you can monitor the length of time until
aresponse message is received.

You use the dcwat cht i moperand in the TPL/Client/J environment definition to
specify amonitoring interval.

You can also specify the monitoring interval by calling the set Dcwat cht i mmethod
from the CUP. To change the monitoring interval as appropriate for the service to be
requested, you must set anew monitoring interval before issuing the RPC. If no
response message is received within the specified monitoring interval, the RPC returns
an error.

2.2.7 RPCs that use the remote API facility

TPL/Client/J enables you to establish a permanent connection between a CUP and the
TPL/Server, transfer an APl issued by the CUP to the TP1/Server, and have it executed
by aTP1/Server process. Thisfunctionality iscalled theremote API facility. When you
use the remote API facility, you can also issue service requests to UAPs inside the
firewall. In the case of a Java applet, because of Java security limitations, connection
can be established only with a RAP-processing server that is activein the TP1/Server
on the Web server to which the Java applet belongs. If an attempt is made to establish
connection with a RAP-processing server that is active outside the TP1/Server on the
Web server to which the Java applet belongs, the security manager returns
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Securit yExcept i on. AnRPCthat usestheremote API facility canuse DCCM3 and
TMS-4V/SP, as well as TP1/Server.

The following figure shows the flow of a service request when the remote API facility
isused.

Figure 2-5: Flow of aservice request when the remote API facility isused

TP1/Client/J Firewall TP1/Server as a gateway
A

TP1/Client/J
environment definition
dchost=TP1/Server-
as-a-gateway
dcrapdirect=Y
CUP

rpcOpen [
|:| RAP-processing|server

openConnection | || | ||

I:I SPP
Permanent s Sy
rpcCall connection “| de_rpe_call <

closeConnection Jd_I [

[

rpcClose

RAP-processing listener

1. Create aninstance of the TP1Cl i ent classthat is provided by TPL/Client/J.

2. Cadll theopenConnect i on method to establish connection with the TPL/Server's
RAP-processing server.

3. Cadl ther pcCal I method to issue a service request to the specified SPP viathe
RAP-processing server.

You can call ther pcCal | method as many times as necessary while the
connection is established.

4, Call thecl oseConnecti on method to release the connection with the TP1/
Server's RAP-processing server.

Note

20



2. Functionality

If you issue a service request to a server that is managed by the security facility
of DCE using the RAP-processing server, Er r SecchkExcept i on isreturned.

When using the remote API facility with thedccl t r pcraxnsgsi ze operand
specified inthe TP1/Client/Jenvironment definition, if you issueaservice request
to the SPP of a TPL/Server for which ther pc_nmax_nessage_si ze operand is
not specified in the system common definition, an RPC error is returned.

2.2.8 RPCs that use the scheduler direct facility

An RPC that usesthe schedul er direct facility congtitutes a service request that can be
executed from a Java application or servlet. It cannot be executed from a Java applet
due to security limitations.

This section explains the RPC flow that uses the scheduler direct facility and the
definition necessary for distributing the service request destination schedulers among
RPCs.

(1) RPC flow using the scheduler direct facility

Toissue an RPC that usesthe schedul er direct facility, specify dcscddi r ect =Y inthe
TPL/Client/J environment definition. Also specify thedchost and dcscdport
operandsin the JP1/Software Distribution Client environment definition or specify the
SCD server (schedule server) using the set Dchost method. Before calling an
rpcCal I method, you must call anr pc OQpen method. At the end of the CUP, you must
call anr pcd ose method.

The following figure shows the flow of an RPC service request using the schedul er
direct facility.

Figure 2-6: Flow of an RPC service request using the scheduler direct facility

TP1/Client/J TP1/Server as a gateway
TP1/Client/J environment

definition
dchost=TP1/Server-as-a- SCD server

gateway
dcscddirect=Y /

CUP L1
rpcOpen /
|:| // SPP
—

rpcCall <l |

i

rpcClose

——

1. Createaninstance of the TP1d i ent classthat is provided by TP1/Client/J.
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2. Cadl ther pcOpen method to initialize the RPC environment of the CUP.

Call ther pcCal I method to issue a service request to the specified SPP viathe
TP Server's SCD server.

You can call ther pcCal | method as many times as necessary while the
connectionis established (until anr pcCl ose methodiscalled after ther pcOpen
method was called).

4. Call ther pcCl ose method to release the RPC environment.

When you use this facility, you cannot issue an RPC to an SPP that receives requests
from a socket. Furthermore, if you use this facility with thedccl t r pcmaxnsgsi ze
operand specified in the TPL/Client/Jenvironment definition, an error may occur at the
communication destination TP1/Server node.

(2) Definition for distributing the service request destination schedulers among

RPCs

When RPCs use the scheduler direct facility, you can distribute the service request
destination schedulers among RPCs by switching the RPC in the round-robin mode.
To distribute the service request destination schedulers among RPCs, specify
dcscdhost change=Y in the TP1/Client/J environment definition.

2.2.9 RPCs that use the name service

An RPC that uses the name service constitutes a service request that can be executed
from a Java application or servlet. It cannot be executed from a Java appl et due to
security limitations.

This section explains the RPC flow that uses the name service and the definition
necessary for distributing the service request destination schedulers among RPCs.

(1) RPC flow using the name service

22

To issue an RPC that uses the name service, specify dcnanuse=Y in the TP1/Client/J
environment definition. Also specify thedchost and dcnanport operandsin the
TP1/Client/J environment definition or specify the nam server with the set Dchost
method. Before calling anr pcCal | method, you must call an r pcOpen method. At
the end of the CUP, you must call anr pcCl ose method.

The following figure shows the flow of a service request when the name serviceis
used.
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Figure 2-7: Flow of aservice request when the name service is used

TP1/Client/J TP1/Server as a gateway

TP1/Client/J environment
definition
dchost=TP1/Server-as-a-
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rpcCall
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rpcClose \ "
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SPP

N

Create an instance of the TP1Cl i ent classthat is provided by TPL/Client/J.
Call ther pcOpen method to initialize the RPC environment of the CUP,

Call ther pcCal | method to issue a service request to the specified SPP*
Call ther pcCl ose method to rel ease the RPC environment.

The internal processing of ther pcCal | method is asfollows:

1

Establishes connection with the nam server that is defined with the dchost
and dcnanport operands.

Sends areguest to acquire service information and rel ease connection with
the nam server.

After receiving a connection establishment request from the nam server to
send a response message, establishes connection and receives the service
information.

Rel eases connection with the nam server and usesthe serviceinformation in
the response message from the nam server to establish connection with the
SCD server on the TPL/Server that is executing the service.
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5. After establishing connection with the SCD server, sends the service request
and releases the connection.

6. After receiving a connection establishment request from an SPP to send a
response message, establishes the connection and receives the response

message.
7. Releases the connection with the SPP.

When you use this facility, you cannot issue an RPC to an SPP that receives requests
from asocket. If you specify avalue of 2 or greater for thedccl t r pcraxnsgsi ze
operand of the TPL/Client/J environment definition, an RPC using the name service
collectsinformation only from services that are running on a TP1/Server that supports
ther pc_max_nessage_si ze operand of the system common definition. Even when
the input parameter length for the service exceeds the value in the

r pc_max_message_si ze operand of the system common definition at the service
request destination, the servicerequest isexecuted. You cannot issue an RPC to an SPP
on a TP1/Server that does not support ther pc_nmax_nessage_si ze operand of the
system common definition.

(2) Definition for distributing the service request destination schedulers among
RPCs

24

(@)

When RPCs use the hame service, you can store the information on the service request
destination schedulers from the name server into the cache, and distribute the service
request destination schedulers among RPCs by referencing the information in the
cache. To distribute the service request destination schedulers among RPCs, the
following definitions are necessary for TP1/Client/J and TP1/Server.

Definition for TP1/Client/J

To distribute the service request destination schedulers among RPCs, specify
dccl t | oadbal ance=Y in the TP1/Client/J environment definition.

With this setting, TP1/Client/J acquires information on multiple service request
destination schedulers from the name server and stores the information on the service
request destination scheduler having the lowest load level in the cache. One or more
service request destination schedulers may be stored in the cache.

If multiple service request destination schedulers are stored in the cache, the first
service request destination scheduler is selected at random. If the service request from
an RPC isthe second or subsequent one, the cache is referenced to obtain information
on service request destination schedulers, and service request destination schedulers
are switched in the round-robin mode and distributed among the RPCs.

Specifying a time limit for the cache

Usingthedccl t cachet i moperand of the TP1/Client/J environment definition,
you can specify atime limit for retaining the information on the service request
destination schedulersin the cache.
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After storing information on the service request destination schedulersin the
cache, if the cache expiration date is reached, the information on the service
request destination schedulers in the cache is discarded. The cache is updated
when information on the service request destination schedulers is subsequently
acquired and stored in the cache.

Thedccl t cachet i moperand of the TP1/Client/J environment definition is
valid only whendccl t | oadbal ance=Y is specified in the TP1/Client/J
environment definition.

(b) Definition for TP1/Server

When operands are specified in the TP1/Server definitions listed below, the schedul er
load information is aso acquired when information on the service request destination
schedulersis acquired from the name server.

Schedule service definition

* scd_announce_server_status=Y (default)#1

User service definition or user service default definition

* | oadcheck_i nterval

e |evel up_queue_count #2

e | evel down_queue_count #2

#1

If Nis specified in this operand, the load level of the scheduler is always set to
LEVELO (low load level). If a scheduler whose load level is always LEVELO
becomes a service request destination scheduler of TP1/Client/], it is aways
selected, regardless of its actual load condition.

#2

Specify this operand if the Speci f y scheduler'sload level isto be determined by
the number of remaining service requests.

(3) Definition for issuing an RPC to TP1/Server in the multi-homed host
environment

If the communication destination TP1/Server isin the multi-homed host environment,
an RPC that uses the name service may encounter acommunication error. Thisis
caused when the network where the CUP resides cannot communicate with the
network adapter that corresponds to the host name (I P address) specified by the
my_host operand in the system common definition of the communication destination
TP1/Server.

To avoid this problem, specify dccl t nanm t host =Y in the TPL/Client/J
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environment definition. The following figure shows two network configuration
examples and shows whether thedccl t nanmi t host operand of TP1/Client/J
environment definition is required in each of these network configurations.

Figure 2-8: Example of issuing an RPC to TP1/Server in the multi-homed host

environment

H Network configuration example 1

-1 CUP |-~~~ 1
| 1
| 1
1 VJW I
X . i, r
I ]
TP1/Server | :
\'4 [\
IP address 1: IP address 2:

X000 11

X000 12

H Network configuration example 2

X

System common definition

my_host="ip-address-1"
my_host="ip-address-2"

An RPC can be issued
without specifying the
dccltnammlthost
operand.

T~ CUP
|
| 1
|
X T X
: | System common definition
TP1/Server : .
V : my_host="ip-address-3"
IP address 3: D =" "
000013 : my_host="ip-address-4 An RPC can be
bbb A\ issued without
IP address 4: specifying the
dccltnammlthost
YYY-YYy-yyy-14 operand.
X 'Jl_,_‘ | An RPC can be issued if
dccltnammlthost=Y
is specified.
Legend

---> :RPC.

- RPC can be issued.

. RPC cannot be issued.

For the CUP in network configuration example 2 to be able to communicate with IP
address 4, dccl t nanmi t host =Y must be specified in the TP1/Client/J environment
definition. Without this specification, acommunication error occurs between the CUP

and | P address 4.
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If the communication destination TP1/Server isin the multi-homed host environment,
and the service reguest destination SPP resides on the same TP1/Server, specifying
dccl t nammi t host =Y in the TPL/Client/J environment definition enables the
issuance of an RPC. If a TPL/Server residing on a network to which no CUP is
connected is specified intheal | _node operand of the system common definition of
the communication destination TP1/Server, an attempt to issue an RPC to an SPP on
the first TP1/Server causes an error. If the communication destination TP1/Server is
not in the multi-homed host environment, you can issue an RPC regardless of the
specification in thedccl t nanm t host operand of the TPL/Client/J environment
definition.

RPCs with a communication destination specified

An RPC with acommunication destination specified enables you to specify explicitly
the server that is to execute the service request (target OpenTP1 node).

When an RPC with acommunication destination specified isused, aservicerequest is
executed at the target OpenTP1 node specified as the server that executes the service
request. The service request will not betransferred to any other OpenTP1 node even if
the specified OpenTP1 node isinactive or shut down. You cannot use the inter-node
load-balancing facility with this type of RPC.

To use an RPC with a communication destination specified, call ther pcCal | To
method. Ther pcCal | To method executes the service request directly on the TPL/
Server schedule service under the host name that is contained in the DCRpc Bi ndTbl
object.

Note that you cannot use this facility together with an RPC that uses the remote API
facility.

The following figure shows the flow of a service request when an RPC with a
communication destination specified is used.
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Figure 2-9: Flow of a service request when an RPC with a communication
destination specified is used
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Create an instance of the TP1Cl i ent classthat is provided by TPL/Client/J.
Call ther pcOpen method to initialize the RPC environment of the CUP.

Call ther pcCal | To method and issue a service request to the specified SPP via
the TP1/Server's SCD server.

The service request is processed by the SPP in the same node, regardless of the
status of the SPP at the communication destination.

You can call ther pcCal | To method as many times as necessary until the
r pcCl ose method is called after ther pcQpen method.

4. Call ther pcd ose method to release the RPC environment.

When you use this facility, you cannot issue an RPC to an SPP that receives requests
from a socket. Furthermore, when you use this facility with the

dccl t r pcmaxnsgsi ze operand specified in the TPL/Client/J environment
definition, an error may occur at the communication destination TP1/Server node.
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2.2.11 Reduction of server workload in the event of
synchronous-response RPC timeout

Whenanr pcCal I method iscalled from aTP1/Client/J CUP, the TP1/Server accepts
a service reguest.

Becausethisrequest may be delayed for some reason, such as SPP execution wait time,
execution time, or communication error, TPL/Client/J monitors for errors by setting a
maximum response wait time.

Onthe other hand, TP1/Server does not recognize the maximum response time of TP1/
Client/J. Even if TPL/Client/J detects atimeout, TP1/Server may be continuing with
service processing.

By using the server-load reduction facility in the event of asynchronous-response RPC
timeout, you can reduce unneeded TP1/Server processing as mentioned above. You
usethedcwat cht i nr pci nheri t operand in the TP1/Client/J environment
definition to specify whether or not the server-load reduction facility isto be used in
the event of a synchronous-response RPC timeout.

Thefollowing figure provides an overview of processing by the server-load reduction
facility in the event of a synchronous-response RPC timeout.

29



2. Functionality

Figure 2-10: Overview of processing by the server-load reduction facility in the
event of a synchronous-response RPC timeout

+ Example of reducing the server's workload by discarding a service request
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2.2.12 Use of ServerSocket for RPCs

Ser ver Socket isused toissue an RPC that uses the scheduler direct facility or the
name service or an RPC with a communication destination specified in conjunction
with TPL/Client/J. To apply the security manager to the Java VM on which aclient
program using TPL/Client/Jis running, specify appropriate permissionsto the security
policy file so that the class library of TPL/Client/J can use the Ser ver Socket
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functions (connect, | i st en, and accept ). In the case of Java servlets and EJB,
some application server products with these containers may be using the security
manager by default for security purposes. Check the specifications of the application
server you are using and specify appropriate permissions.

RPCs using the multi-scheduler facility

When a service request isissued from a CUP to an SPP that uses a schedule queue
(queue-receiving server), the scheduler daemon at the node where the target SPPis
located receives the service request message and stores it in the corresponding SPP's
schedule queue. A scheduler daemon is a system daemon that provides schedule
service.

A large service request message is divided into multiple segments of a specific length
and isthen sent to the schedul er daemon. The scheduler daemon assemblesthe service
request message and storesit in the queue-receiving server's schedule queue. Because
there can be only one scheduler daemon process per OpenTP1 system, the scheduler
daemon cannot receive another service request message until it completes reception
processing on the current segmented serviceregquest message. |f alarge service request
message is sent over alow-speed line, scheduling of other service requests may be
delayed. Asthe system size increases and machine and network performance improve,
efficient scheduling may become aproblem. If thisoccurs, you can prevent scheduling
delays by starting multiple service request reception-dedicated daemon processes
separately from the conventiona scheduler daemon, and by performing multiple
service request message reception processes concurrently. Thisis called the
multi-scheduler facility. Hereafter, the conventional scheduler daemon is called the
master scheduler daemon, and the service request reception-dedicated daemon is
called the multi-scheduler daemon.

For detail s about the system configuration that must be evaluated in order to use the
multi-scheduler facility, see the manual OpenTP1 Version 7 Programming Guide.

(1) How to select a multi-scheduler daemon at random

(a)

Using the multi-scheduler facility enables random selection of an available
multi-scheduler daemon from the multiple active multi-scheduler daemons that have
been provided; a service request can then be sent. You can select a multi-schedul er
daemon at random and execute the scheduler direct facility or an RPC using the name
service.

RPCs using the scheduler direct facility

This subsection describes execution of RPCs using the scheduler direct facility when
y isspecified inthedcscddi r ect operand in the TPL/Client/J environment
definition.

TP1/Client/Jenablesyou to randomly select amulti-scheduler daemon without having
to send a query to the name service of TP1/Server as a gateway. This reduces the
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(b)

amount of communication and the workload of the name service.

To randomly select a multi-scheduler daemon, specify the following port number in
thedchost or dcscdport operand in the TPL/Client/J environment definition:

m Port number of the schedule service that has been specified in the scd_port
operand in the schedul e service definition

m Port number specified in the - p option of scdnul ti inthe schedule service
definition
You must also specify inthedcscdnul ti count operand in the TPL/Client/J
environment definition the number of multi-scheduler daemon processes that can be

started by TP1/Server. The port number of the multi-scheduler daemon that is to send
the service request is selected randomly from within the following range of values:

e Minimumvalue: Port number specified inthedchost ordcscdport operandin
the TPL/Client/J environment definition

e  Maximum value: Minimum value + number of processes specified in the
dcscdmul ti count operand in the TPL/Client/J environment definition - 1

Note that the value specified in scdnul ti in the schedule service definition must be
the same among all gateway TP1/Serversthat are specified in thedchost operandin
the TPL/Client/J environment definition.

RPCs using the name service

This subsection describes the issuance of RPCs using the name service and
multi-scheduler facility. If there is no corresponding service information in the area
where the service information is stored temporarily, the service information is queried
to the name service. Based on the obtained service information, a multi-scheduler
daemon is selected randomly and then a service request is sent.

(2) Relationship between TP1/Client/J environment definition and the scheduler
daemon that sends a service request
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When the multi-scheduler facility is used, the scheduler daemon that is used to send a
service request depends on the specification of the TP1/Client/J environment
definition.

Thefollowing table shows the rel ationship between the operand definitionsin the TPL/
Client/J environment definition and scheduler daemon for the RPCs that use the
scheduler direct facility.
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Table 2-1: Relationship between operand definitions in the TPL/Client/J
environment definition and scheduler daemon (RPCs using the scheduler direct

facility)

Operand specifications in the TP1/Client/J

Scheduler daemon that sends service

environment definition request
dcscddirect | dcscdmulti dcscdmulticount
Y Y S Multi-scheduler daemon that was selected
randomly®
- Scheduler daemon that has been started with the port
number specified inthedchost or dcscdport
operand in the TPL/Client/J environment definition
N Invalid Schedul er daemon that has been started with the port
number specified inthedchost or dcscdport
operand in the TPL/Client/J environment definition
L egend:

Y: Operand valueisY.
N: Operand valueisN.
S: Operand value is specified.

--: Operand vaue is not specified.

The port number for the multi-scheduler daemon is selected from within the

following range of values:

Minimum value: Port number specified inthedchost ordcscdport operandin
the TPL/Client/J environment definition

Maximum value: Minimum value + number of processes specified in the
dcscdmul ti count operand in the TPL/Client/J environment definition - 1

The following table shows the relationship between operand definitionsin the TPL/
Client/J environment definition and the scheduler daemon for the RPCs that use the

name service.

33



2. Functionality

Table 2-2: Relationship between operand definitions in the TP1/Client/J
environment definition and scheduler daemon (RPCs using the name service)

Operand specifications in the TP1/Client/J

Scheduler daemon that sends service

environment definition request
dcnanuse descdmnul ti dcscdmul ticoun
t
Y Y Invalid Multi-scheduler daemon selected randomly on the
basis of the service information®
N Master scheduler daemon’
Legend:
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2.3 Transaction control

Thisfacility isapplicable only when the remote API facility is used and the version of
the request destination TPL/Server Base is 05-00 or |ater.

You can call amethod that controls transactions from a CUP. To do this, you must
specify in advance at omi ¢_updat e=Y in the user service definition for an SPP that
is executed as a transaction.

For details about transaction control, see the manual OpenTP1 Programming Guide.
2.3.1 Start and synchronization point acquisition of transactions
You can start atransaction by calling thet r nBegi n method from a CUP,

The range of aglobal transaction isfrom thetimethet r nBegi n method is called to
the time a synchronization point is acquired (commit). Once you call thet r nBegi n
method, you cannot call another t r nBegi n method within the same global
transaction. When an RPC isissued to an SPP from a CUP, the CUP becomes a root
transaction branch and the SPP to which the RPC was issued is executed as a
transaction branch. Thefollowing figure showsthe rel ationshi ps between atransaction
and an RPC when Y is specified for the dcr apaut oconnect operand of the TPL/
Client/J environment definition.
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Figure 2-11. Relationships between a transaction and an RPC (when Y is
specified for the dcrapautoconnect operand)
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2.3.2 Synchronization point acquisition
(1) Commit

(@)

When atransaction terminates normally, a synchronization point (commit) isacquired
by calling a commit request method from the CUP. The global transaction terminates
normally when all of its transaction branches terminate normally.

Commit in chained and unchained modes

Thetwo modes of synchronization point acquisition for transaction processing are the
commit in chained mode, in which a synchronization point is acquired after a
transaction ends and then the next transaction is started immediately, and the commit
in unchained mode, in which no new transaction is started after asynchronization point
isacquired at the end of atransaction.

To request acommit in the chained mode, call thet r nChai nedConmi t method.
To request acommit in the unchained mode, call thet r nUnchai nedConmi t method.
The following figure shows the chained and unchained modes of transactions.
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Figure 2-12: Chained and unchained modes of transactions

CUP
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trnUnchainedCommit

chained mode)

(b)

Transaction 1

Transaction 2

Transaction 3

Processing when no commit request method is called

If a CUP terminates without calling a commit request method or a CUP terminates
abnormally before calling acommit request method, the corresponding transaction is
rolled back.

(2) Rollback
(@) When TP1/Server processing results in an error

If an error occursin atransaction, the commit request method isreturned with an error.
The corresponding transaction isrolled back for partial recovery. If an error occurson
one of the transaction branches of aglobal transaction, the entire global transaction
becomes subject to rollback. In such a case, TPL/Server executes partial recovery to
roll back the transaction branches.

The following figure shows rollback of atransaction when an error occursin TP1/
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(b)

Server processing.
Figure 2-13: Rollback of atransaction (when an error occursin TPL1/Server

processing)
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Calling arollback request method

Toroll back atransaction based on a determination by the CUR, call arollback request
method from the CUP.

The two modes of rollback are rollback in chained mode and rollback in unchained

mode.
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To request arollback in the chained mode, call thet r nChai nedRol | back method.

A CUP process that has called thet r nChai nedRol | back method for rollback

remains in the global transaction range.

To request arollback in the unchained mode, call thet r nUnchai nedRol | back
method. A CUP processthat has called thet r nUnchai nedRol | back method is
placed outside the global transaction range after the rollback processing.

The following figure shows rollback of atransaction when arollback request method

iscalled.
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Figure 2-14: Rollback of atransaction (when arollback request method is

that requires rollback
of global transaction

called)
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(3) Handling of heuristic situations

If aheuristic situation occurs during transaction processing, an error isreturned during
CUP synchronization point acquisition. The exceptions are as follows:

» Theresult of heuristic decision-making does hot match the result of the
synchronization point of the global transaction: Er r Heur i st i cExcepti on

» Theresult of the synchronization point of the transaction that was heuristically
completed is unknown due to an error: Er r Hazar dExcept i on

For details about the causes of these exceptions and the synchronization point result
for the global transaction, see the TPL/Server's message log file.

For details about how to handle heuristic situations, see the manual OpenTP1
Programming Guide.

(4) Processing time of transactions

You can specify the following transaction-related times in the TPL/Client/J
environment definition; for details, see 5.2 Details of TP1/Client/J environment
definitions:

» Expiry timein transaction branch
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»  Whether or not the transaction branch monitoring interval isto include the time
needed by the transaction branch being monitored to call another transaction
branch using the RPC facility and wait for completion of its processing

»  Maximum time of transaction inquiry interval
» Transaction branch CPU monitoring interval
(5) Types of statistical information to be acquired for transaction branches

You can specify in the TPL/Client/J environment definition the types of transaction
statistical information that are to be acquired for each transaction branch. For details,
see 5.2 Details of TP1/Client/J environment definitions.

2.3.3 Relationship between mode of remote procedure calls and
synchronization point

(1) Relationship between asynchronous-response RPC and the synchronization
point

A transaction with a synchronous-response RPC ends when the processing result is
returned to the CUP and synchronization point processing is completed.

Thefollowing figure showsthe rel ationship between a synchronous-response RPC and
the synchronization point.

Figure 2-15: Relationship between a synchronous-response RPC and the
synchronization point

CUP SPP

0

trnBegin /

rpcCall

(DCNOFLAGS)&‘\

| [T retum
Synchronization [~~~ ~~~""""""~ > Synchronization
point acquisition point acquisition

I

(2) Relationship between a non-response type RPC and the synchronization
point

A transaction with anon-responsetype RPC is synchronized at the end of the CUP and
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SPP processing.

Thefollowing figure shows the relationship between anon-response type RPC and the
synchronization point.

Figure 2-16: Relationship between a non-response type RPC and the
synchronization point
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2.3.4 Acquiring the current transaction identifiers

By calling the get Tr nl D method from a CUP, you can obtain the current transaction
globa identifier and transaction branch identifier.

Inthe event of an error, you need the transaction global identifier to determine whether
or not the transaction started from the CUP has been committed. To protect against
possible errors, you should always call the get Tr nl D method after calling any of the
following methods:

e trnBegi n method
e trnChai nedConmmi t method
e trnChai nedRol | back method
2.3.5 Reporting information about the current transaction

By calling thet r nl nf o method from a CUP, you can determine from its return value
whether or not aTP1d i ent object is running as a transaction.

2.3.6 Verifying the transaction synchronization point in the event of
an error

If an error occurs on a transaction that was started by a CUP, you can verify whether
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or not its transaction branch has been committed. To do this, you must obtain the
current transaction global identifier and transaction branch identifier by calling the
get Tr nl D method before the transaction is started.

You can determine whether or not the transaction started by the CUP has been
committed by comparing the transaction global identifier obtained from the CUP
beforehand with the transaction result output to TP1/Server's message log file.

You usethel ogcat command to display the contents of TP1/Server's message log
file. For details about the | ogcat command, see the manua OpenTP1 Operation.

The following figure shows the method for verifying the transaction synchronization
point in the event of an error.
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Figure 2-17: Method for verifying the transaction synchronization point in the
event of an error

TP1/Client/J TP1/Server

CUP

trnB_egln ®’ Starts transaction
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Message

o)

. Transaction global identifier

Explanation:

)

o OO

When a transaction is started by the t rnBegin method called from a CUP, TP1/Server reports the
transaction global identifier of this transaction to TP1/Client/J.

The CUP calls the getTrnTID method to acquire the transaction global identifier.

The acquired transaction global identifier is displayed.

If an error occurs in the CUP resulting in a timeout at the TP1/Server, the processing results of the
transaction are output to TP1/Server's message log file.

Verify the transaction global identifier that was displayed in 3 and the contents of the message log file.

2.3.7 Definitions for TP1/Server

You should note the following points about specifying ther pc_ext end_f uncti on
operand inthe TPL/Server definitionsin order to link transactions between TP1/Client/
Jand TPL/Server:
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do not set bit 00000002 to on. If bit 00000002 is on, operations cannot be
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guaranteed.

If bit 00000002 in ther pc_ext end_f unct i on operand in the user service
default definition is on, definether pc_ext end_f unct i on operand in the
RAP-processing listener service definition so that bit 00000002 isturned off, and
usether apdf gen command to re-create the user service definitions for the
RAP-processing listener and RAP-processing server. After re-creating the
definitions, restart the RAP-processing listener and RAP-processing server.
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2.4 TCP/IP communication facility

The communication method used by the TCP/IP communication facility provided by
TPL1/Client/J differs depending on whether the CUP is operating as a client-type or a
server-type program. If the CUP is operating as a client-type program, the TCP/IP
communication facility establishes aconnection from the CUP to the remote system as
specified by definitions and parameters. If the CUP is operating as a server-type
program, the facility waits for aremote system to establish a connection on the port
that is defined in the definitions before initiating communication. Once a connection
has been established, the facility sends and receives data in the area specified by the
parameter.

Note:

Use of the TCP/IP communication facility enables communication with MHPs.
In this manual, the remote system is referred to as an MHP, but the user isfree
to select anything, not only an MHP.

Communication of messages using the TCP/IP communication facility can take any of
the following three forms:

» Unidirectional sending of messages from a CUP to an MHP
» Unidirectional receiving of messages from an MHP to a CUP
 Bidirectional sending and receiving of messages between an MHP and a CUP

2.4.1 Unidirectional sending of messages

46

M essages can be unilaterally sent froma CUPto an MHRP Thisiscalled unidirectional
sending of messages.

A CUP executesthe cl t Send method to send a message to an MHP.

To enable unidirectional sending of messages, you must preset the following
specifications in the TPL/Client/J environment definition:

» Specify the host name of the node on which the MHP residesin the dcsndhost
operand.

» Specify the port number of the MHP inthedcsndport operand (thisis the port
number specified with the por t no operand of the ncf t al ccn definition
command in the MCF communication configuration definition).

* Specify DCCLT_ONEWAY_SND in thedcsndr cvt ype operand.
The following figure shows unidirectional sending of a message.
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Figure 2-18: Unidirectional sending of a message

CUP

rpc?pen MHP

cltSend dc mcf receive

2. H
3 cltSend

ErrNetDownException

is returned.

rpcClose

Explanation:

1. After the MHP starts, the CUP starts and executes the c1+tSend method.

2. If the connection from the MHP is dropped after the c1tSend method is issued, the
exception ErrNetDownException is returned to the CUP.

3. To perform unidirectional sending of a message again, re-execute the c1tSend method.

2.4.2 Unidirectional receiving of messages

A CUP canreceive messages sent from an MHP. Thisiscalled unidirectional receiving
of messages.

To use the TCP/IP protocal to receive a message from an MHP, the CUP executes the
cl t Recei ve method.

The TCP/IP protocol separates each message into multiple packets and packs multiple
messages into a single packet. This means that the end of the received message must

be determined based on the message length the user specifies. A user initially receives
afixed-length header that includes the message length, and then specifies the message
length included in the header to receive the actual message.

When a message whose length is less than the specified message length is received,
TP1/Client/J assumes that the message has been segmented, and does not return
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control to the CUP until it receivesthe portion of the message that remains as specified
by the message length. If atimeout or error occurs, the message can be recovered up
to the point of the error, even if the length of the message received is less than the
specified message length. However, the user is responsible for assembly of the
message from that point.

To enable unidirectional receiving of messages, you must preset the following
specifications in the TPL/Client/J environment definition:

» Specify inthedcr cvport operand the CUP port number (port number specified
in the opor t no operand of the ntf t al ccn definition command in the MCF
communication configuration definition).

» Specify DCCLT_ONEWAY_RCV inthedcsndr cvt ype operand.
The following figure shows unidirectional message reception.
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Figure 2-19: Unidirectional receiving of a message

CUP
rpcOpen
MHP -
| 1. -
de mef send cltReceive
dc mcf send cltReceive
3.
2. -
cltReceive
ErrConnfreeException
is returned.
rpcClose
Explanation:

1. While the MHP is retrying connection establishment requests, the CUP is started and executes the
cltReceive method. If the MHP cannot establish a connection during the retries, the mcftactcen
command can be used to establish a connection.

2. If the connection is dropped by the MHP, the exception ErrConnFreeException is returned to
the CUP

3. To perform unidirectional receiving of the message once more, the c1tReceive method can be
executed. In this case, enter the mcftactcn command to establish the connection.

The following figure shows unidirectional message reception in the event of afailure.
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Figure 2-20: Unidirectional receiving of a message when an error occurs

Using the c1tReceive method

CUP
MHP rp]ipen
The length of the sent cltReceive
1 message is 50 bytes. (The specified length of the message
dc_mcf send being received is 100 bytes.)

The method waits to receive the
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dc mcf send

The method returns control and the
50-byte portion of the message thus
far received to the CUP.

2.4.3 Bidirectional sending and receiving of messages

50

M essages can be bidirectionally sent and received between a CUP and an MHP,

The CUP executesacl t Send method to send messages to an MHP, and the CUP
executesacl t Recei ve method to receive messages from an MHP,

To enable bidirectional sending and receiving of messages, you must preset the
following specifications in the TPL/Client/J environment definition:

When MHP is a server

» Specify inthedcsndhost operand the host name of the node that contains
the MHP,

» Specify inthedcsndport operand the port number of the MHP (port
number specified in the por t no operand of the ncf t al ccn definition
command in the M CF communication configuration definition).

»  Specify DCCLT_SNDRCV in thedcsndr cvt ype operand.
When MHP isaclient
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» Specify inthedcr cvport operand the port number of the CUP (port
number specified in the opor t no operand in the ntf t al ccn definition
command in the M CF communication configuration definition).

* Specify DCCLT_SNDRCV in thedcsndr cvt ype operand.

Although unidirectional sending of messagesand unidirectional receiving of messages
can be used to send and receive messages by operating over separate connections,
bidirectional sending and receiving of messages sends and recel ves messages using the

same connection.

The following figure shows bidirectional sending and receiving of messages.

Figure 2-21. Bidirectional sending and receiving of messages
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Terminal type: any
Application type: No-response
Connection: Server type

Terminal type: any
Application type: No-response
Connection: Client type
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2.4.4 Received message assembly facility

The received message assembly facility carries out TCP/IP communication using the
first 4 bytes of a sent or received message as the message length area. If you use this
facility when the remote system is using the TPL/NET/TCP/IP received message
assembly facility, you can perform communication without being concerned about the
message length areain a CUP.

(1) Sending messages

When a CUP uses the cl t Assensend method to send a message, TPL/Client/J adds
a4-byte message length areato the beginning of the message and sendsit to the remote
system. The message length added by TP1/Client/Jis set asthe network byte order. To
usethecl t AssenSend method, specify either DCCLT_ONEWAY_SND or
DCCLT_SNDRCV inthedcsndr cvt ype operand of the TPL/Client/J environment
definition.

L1

Message sent by User message
aCUP (Message specified in the parameter of the c1tAssemSend method)
1 1
1 1
< 4bytes :
Message sent by | Message length User message
TP1/Client/J (L1+4) (Message specified in the parameter of the c1tAssemSend method)

Message sent to the remote system

(2) Receiving messages

52

When a CUP usesthecl t AssenRecei ve method to make a message-receiving
request, TP1/Client/J treats the first 4 bytes of the received message as the message
length and assembles or disassembl esthe message and reportsit to the CUP. Thevalue
set as the message length is processed as the network byte order. The remote system
that sends the message must set the message length as a network byte order. To usethe
cl t AssenRecei ve method, specify either DCCLT_ONEWAY_RCV or DCCLT_SNDRCV
inthe dcsndr cvt ype operand of the TP1/Client/J environment definition.
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Message received from the remote system

Message
received by Message length User message .
TP1/Client/J (L1+4) (Message returned by the c1tAssemReceive method)
<~ 4bytes —>} !
1 1
1 1
Message
received by a User message
cup (Message returned by the c1tAssemReceive method)
L1

2.4.5 Notes about using the TCP/IP communication facility
This subsection provides notes about using the TCP/IP communication facility.
(1) Notes on sending messages
(a) Losing a message when an error occurs

If either of the errors described below occurs, TP1/Client/J and the M HP cannot detect
that a message has been lost. Therefore, the user must assign a sequential number in
the message or use some other means to be prepared for these types of errors:

» Immediately after TPL/Client/J wrote the message to the socket buffer and the
transmission ended normally, a communication error occurs or the connection is
dropped.

* Immediately before the MHP writes a message sent from TPL/Client/Jto its
receive buffer, acommunication error occurs or the connection is dropped.

(b) Establishing a connection

TPL/Client/J can become a client and send messagesto an MHP. This meansthat TP1/
Client/J establishes a connection to the MHP. If the MHP is using TPL/NET/TCF/IP,
the connection is a server-type connection.

(2) Notes on receiving of messages
(a) Losing a message when an error occurs

If either of the errors described below occurs, TP1/Client/J and the M HP cannot detect
that a message has been lost. Therefore, the user must assign a sequential number in
the message or use some other means to be prepared for these types of errors.

* Immediately after the MHP wrote the message to the socket buffer and the
transmission ended normally, a communication error occurs or the connection is

53



2. Functionality

54

(b)

()

(d)

dropped.

» Immediately before TP1/Client/J writes a message sent from the MHP to its
receive buffer, acommunication error occurs or the connection is dropped.

Checking received messages

Messages can be received from any MHP. Therefore, if a connection establishment
request is received, accept the request unconditionally and receive the message. The
user must determine if the message is directed to the CUP by checking if the message
identifier included in the header is the one included in the message body.

Message length

Messages are received using the TCP/IP protocol. The TCP/IP protocol separates each
message into multiple packets and packs multiple messagesinto a single packet. This
means that the end of the received message must be determined based on the message
length the user specifies. The user initially receives afixed-length header that includes
the message length, and then specifies the message length included in the header to
receive the actual message.

When a message whose length is less than the specified message length is received,
TPL/Client/J assumes that the message has been segmented. Therefore, it does not
return control to the CUP until it receives the portion of the message that remains as
specified by the message length.

Establishing a connection

TP1/Client/J can become aserver and receive messages from an MHP. This meansthat
the MHP establishesaconnection to TP1/Client/J. If the MHPisusing TPL/NET/TCP/
IP, the connection is a client-type connection.
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2.5 Unidirectional server message reception facility

This section describesthe facility for receiving unidirectional messagesfrom server to

client.

2.5.1 Flow of unidirectional message reception facility processing

The unidirectional message reception facility enables you to use the batch mode to

distribute to clients a notification of startup of online operations, which is similar to
batch startup of terminalsin OLTP in a conventional mainframe system.

To use the unidirectional message reception facility, you execute the
accept Noti fi cati on method. The client waits for a message from the server for

the amount of time specified in the method, regardless of the server's status (active or
inactive). If amessageis sent when the server starts, the client can detect startup of the
server and subsequently start user applications (CUPs).

The following figure shows the flow of unidirectional message reception facility

processing.

Figure 2-22: Flow of unidirectional message reception facility processing
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L

Service called

55



2. Functionality

2.5.2 Flow of unidirectional message consecutive reception facility
processing

The unidirectional message consecutive reception facility allows you to receive
consecutively unidirectional messages from the server after execution of the
openNot i fi cati on method; receipt of such messages continues until the

cl oseNot i fi cati on method is executed. If thisfacility is used but the client is not
ready to receive unidirectional messages from the server, transmission of the
unidirectional messages from the server does not result in an error. The client can
retrieve the messages subsequently from the receive queue by executing the

accept Noti fi cati onChai ned method for receiving unidirectional messages.

The following figure shows the flow of unidirectional message consecutive reception
facility processing.

Figure 2-23: Flow of unidirectional message consecutive reception facility
processing
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Waits for a unidirectional message.

Sends a unidirectional message to notify that TP1/Server has started and client
applications can now be executed. The unidirectional message from the server is
stored in the TCP/IP receive queue.

3. Retrievesthe unidirectional message from the TCP/IP receive queue and returns
control to the CUP.

4. Issuestheaccept Noti fi cati onChai ned method to retrieve from the TCP/IP
receive queue the unidirectional message sent from the server, then returns
control to the CUP.

2.5.3 Notes about using the unidirectional message consecutive
reception facility

Thereisalimit to the number of messages that can be retained in the TCP/IP receive
gueue. Thislimit depends on aJavaVM maximum value. If the number of messages
received exceedsthe maximum value, thedc_r pc_cl t send function executed at the
server resultsin an error with DCRPCER_SERVI CE_NOT_UP.

2.5.4 Releasing the unidirectional message reception wait status

If aCUPissuestheaccept Notificati onoraccept Notificati onChai ned
method and is placed in unidirectional server message reception wait status, and then
receives a cancellation message from another CUP, the unidirectional message
reception wait status is released. You can send a cancellation message by issuing the
cancel Noti fi cati on method. Thefollowing figure showstheflow of releasing the
unidirectional message reception wait status.
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Figure 2-24. Flow of releasing unidirectional message reception wait status
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2.6 TP1/Web connection facility

The TP1/Web connection facility provides a communication service based on the
HTTP protocol by connecting a CUP created as a Java applet with TP1/Web.

By connecting with TP1/Web, you can perform communication using the HTTP
protocol, which allows you to establish links to previously unconnectable sessions,
enabling you to establish continuous interactive operations.

You use the openConnect i on method to connect to TP1/Web. For details about the
openConnect i on method, see 4. Classes Used with TP1/Client/J.

However, note that, if you use the TPL/Web connection facility, you cannot use the
transaction control facility. When you use the TPL/Web connection facility with the
dccl trpcmaxnsgsi ze operand specified in the TPL/Client/J environment
definition, an error may occur at the communication destination TP1/Server node.

2.6.1 Connecting to TP1/Web (starting a session)

A connection to TP1/Web (asession) is started by calling the
openConnection(String url, short fl ags) method. A session continuesuntil
cl oseConnection() iscalled.

A session can be started with any of the three ways described below:

» By specifying, inthe TPL/Client/Jenvironment definition, the URL of the service
reguest destination in the dcwebur | operand and Y in thedcr apaut oconnect
operand, calling the r pc Qpen method, and then calling ther pcCal I method.
This causes TPL/Client/J to automatically establish a session with TPL/Web.

» By specifying the URL of the service request destination in the dcwebur |
operand of the TP1/Client/Jenvironment definition, callingther pc Open method,
and then calling the openConnect i on method with no parameters.

e BycalingtheopenConnection(String url, short flags) method of the
TPL/Client/JAPI.

2.6.2 Service requests to TP1/Web
Service requests to TPL/Web are performed by calling ther pcCal I method.

If the TPL/Web Javato SPP gateway facility (DC_JGMacility) isused, TPL/Web sends
the service request to the SPP on the backend OpenTP1 based on the message sent by
ther pcCal | method. TP1/Web answers response messages from the OpenTP1 SPP

using the HTTP protocol.

If the TPL/Web Javato User Service facility (DC_JUSR facility) isused, user services
running on TP1/Web can be called. You can freely describe processes with the user
services running on TP1/Web. TP1/Web returns responses using the HTTP protocol.
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If the TPL/Web connection facility provided by TPL/Client/J is used, there are two
service request modes: synchronous response mode and chained mode. However, the
chained mode uses the TP1/Web static session schedule facility, which can be used
only when the DC_J GWfacility is being used.

For details about the synchronous response mode and the chained mode, see 2.2.3 RPC
modes.

(1) Synchronous response mode

Inthismode, aCUP (Javaapplet) that uses TPL/Client/J sendsaquery messageto TP1/
Web and receivesaresponse message. With synchronousresponse mode RPC, the next
process does not execute until the CUP receives the response from TP1/Web.

(2) Chained mode

Inthismode, aCUP (Javaapplet) that uses TPL/Client/J sendsaquery messageto TP1/
Web and receives aresponse message. With chained mode RPC, the next process does
not execute until the CUP receives the response from TP1/Web. To use chained mode
RPC, TPL/Web must be set to use the static session schedule facility, and the TP1/Web
service set requested by the openConnect i on method must be DC_JGW

2.6.3 Releasing a connection to TP1/Web (ending a session)
A connection to TPL/Web isreleased by calling the cl oseConnect i on method.

The TPL/Web process that receivesacl oseConnect i on method ends the session
with the connected client and rel eases TP1/Web resources.

2.6.4 RPC facilities for connecting to TP1/Web
The following lists the TP1/Web service sets that can be used from TPL/Client/J:
» Javato SPP gateway facility (DC_JGWfacility)
» Javato user service facility (DC_JUSR facility)
For details about these service sets, see the manual OpenTP1 TP1/\Web User's Guide.

Figures 2-25 to 2-29 show the flow of service requests issued by the RPC facility
linked with TP1/Web.
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Figure 2-25. Connecting by specifying dcrapautoconnect=Y

CUP TP1/Web

1. TPiClient Cup Service process

=new TPI1Client ()

[

2. Cup.rpcOpen ()
|] Web

3. Cup.rpcCall(...)

I

4. Cup.rpcClose ()

Explanation:
The following operation flow occurs if dcrapautoconnect=Y is specified:
1. An instance of the TP1Client class provided by TP1/Client/J is created.
2. The rpcOpen method is called to initialize the CUP’s RPC environment.
3. The rpcCall method is called, which sends a service request to the
desired SPP.
Internal processing in the rpcCal1 method is as follows:
1. Because dcrapautoconnect=Y, start a session with the TP1/\Web
CGl process defined in the dcweburl operand.
2. Send a service request message.
4. The rpcClose method is called, which releases the RPC environment
(ends the session).
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Figure 2-26. Connecting by specifying dcrapautoconnect=N and defining the
dcweburl operand

CUP TP1/Web

1. TP1Client Cup
=new TPI1Client ()

I

2. Cup.rpcOpen ()

I

3. Cup.openConnection () Web

I

4. Cup.rpcCall(...)

I

5. Cup.rpcClose ()

Service process

Explanation:
The following operation flow occurs if dcrapautoconnect=N is specified and the
dcweburl operand is defined:

1. An instance of the TP1Client class provided by TP1/Client/J is created.

2. The rpcOpen method is called to initialize the CUP’s RPC environment.

3. The openConnection method is called without any parameters, and a session
is started with the TP1/Web CGl process defined in the dcweburl operand.

4. The rpccall method is called, which sends a service request to the
desired SPP.

5. The rpcClose method is called, which releases the RPC environment
(ends the session).
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Figure 2-27. Connecting by using an openConnection method in which a URL
is specified

CUP TP1/Web

1. TPiClient Cup Service process

=new TPI1Client ()

[

2. Cup.openConnection (url)

I:I Web

3. Cup.rpcCall(...)

[

4. Cup.rpcClose ()

Explanation:
The following operation flow occurs if an openConnection method in which a
URL is specified is used:
1. An instance of the TP1Client class provided by TP1/Client/J is created.
2. The openConnection method specifying the URL is called to start a session
with the TP1/Web CGI process.
3. The rpccall method is called, which sends a service request to the
desired SPP.
4. The rpcClose method is called, which releases the RPC environment
(ends the session).

Figure 2-28: Flow of service execution when using the DC_JGW service set

CUP TP1/Web OpenTP1

Service process

Web SPP

TP1/
Client/P

Cup.rpcCall(...)
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Figure 2-29: Flow of service execution when using the DC_JUSR service set

CUP TP1/Web OpenTP1

Service process

Web /7 Use'_' SPP
L service

L1 User TP1/
service |Client/P

A
yd

Cup.rpcCall(...)
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2.7 Dynamic definition changing facility

TP1/Client/J analyzes the TP1/Client/J environment definition within ther pcOpen
method and keeps it as unique information in the CUP,

The dynamic definition changing facility enables you to specify operands that are not
currently defined in the TPL/Client/J environment definition and to change
dynamically operand values that are specified in the TPL/Client/J environment
definition. Once you change an operand value by calling the dynamic definition
changing method, the new value remainsin effect until the CUP is terminated (until
ther pcd ose method is called) unless the dynamic definition changing method is
called to change the same operand value again.

Whether the value in the TPL/Client/J environment definition or the value set by the
dynamic definition changing facility isin effect depends on the order in which the
methods are called.

When the dynamic definition changing method is called after the r pc Qpen method

The operand value changed by the dynamic definition changing method isin
effect.

When ther pcOpen method is called after the dynamic definition changing method
The operand value defined in the TPL/Client/J environment definitionisin effect.
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2.8 Facility for monitoring TCP/IP connection establishment

In the facility for monitoring TCP/IP connection establishment, you can specify the
maximum amount of time to monitor for the establishment of a TCP/I P connection for
sending data, and monitor for connection establishment.

To establish connection, thej ava. net . Socket . connect method (hereafter
referred to as connect method), which is a JavaAPI inside the APl of TPL/Client/J, is
used. The time-out monitoring time for the connect method is uniquely set in each
platform. By monitoring connection establishment by specifying the maximum
monitoring time in the TP1/Client/J environment definition, you can make the API of
TP1/Client/J return an error earlier than the connect method time-out monitoring
time uniqueto the platform. You specify the maximum monitoring timefor connection
establishmentintheconnect method usingthedccl t connectti meout operand of
the TPL/Client/J environment definition.

2.8.1 APl that uses the connect method internally

Whether an API usesthe connect method internally depends on the operand
specification in the TPL/Client/J environment definition. The table below shows the
APIs (methods) that internally use the connect method and the conditions for the
operands of the TP1/Client/J environment definition inside which the connect
method is used. If two or more conditions are listed for an APl (method), at least one
of the conditions must be satisfied for the connect method to be used internally.

Table 2-3: APIs (methods) that use the connect method internally

Item Methods that use the connect Conditions for the operands of the TP1/Client/J
No. method internally environment definition inside which the connect
method is used
1 cl t AssenSend(byte[] buff, int e dcsndrcvt ype=DCCLT_ONEWAY_SND
sendl eng, String hostnane, int e dcsndrcvt ype=DCCLT_SNDRCV
portnum int timeout, int flags)
2 cltSend(byte[] buff, int e dcsndrcvt ype=DCCLT_ONEWAY_SND
sendl eng, String hostnane, int e dcsndrcvt ype=DCCLT_SNDRCV
portnum int flags)
3 openConnection(String host, int dcr apdi rect =Y and dcr apaut oconnect =N
port)
4 openConnection() dcr apdi rect =Y and dcr apaut oconnect =N
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Item Methods that use the connect Conditions for the operands of the TP1/Client/J
No. method internally environment definition inside which the connect
method is used
5 rpcCall (String group, String e dcscddirect=Y
service, byte[] in_data, int[] e dcnanuse=Y
in_len, byte[] out_data, int[] or
out_len, int flags) ¢ dcrapdirect=Yanddcrapaut oconnect =Y
6 rpcCall (String group, String
service, byte[] in_data, byte[]
out _data, int flags)
7 rpcCal | To( DCRpcBi ndTbl e dcscddirect=Y
direction, String group, String e dcnanuse=Y
service, byte[] in_data, int[]
in_len, byte[] out_data, int[]
out _len, int flags)
8 t rnBegi n() dcr apdi rect =Y and dcr apaut oconnect =Y
2.8.2 Exceptions that occur when the connect method times out

The API of TPL/Client/J returns different exceptions depending on whether the
connect method time-out monitoring time unique to each platform or the time
specified inthedccl t connect ti meout operand expires. Thisis because the
difference in the monitoring time that expires affects the exceptions that occur in the
connect method.

If avalue greater than the time-out monitoring time unique to each platformis
specified inthedccl t connect ti meout operand, the time-out monitoring time
unique to each platform expires first. Consequently, the specification of the

dccl t connect ti meout operand becomesinvalid. If the specification of the
dccl t connect ti meout operand isomitted, the connect method time-out
monitoring time becomes unique to each platform.

The following table shows the exceptions that the API of TP1/Client/J returns when
the connect method time-out monitoring time unique to each platform expires or
when the time specified inthedccl t connect t i meout operand expires.
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Table 2-4: Exceptions returned by the APl (method) when the connect method

times out

Item
No.

Method

Unique to each platform#

1

dccltconnecttimeout
operand®?

clt AssenSend( byt e[
] buff, int

sendl eng, String
host nane, int
portnum int
tinmeout, int flags)

Er r Net DownAt Cl i ent Excepti

on

Errd i ent Ti medQut Excepti on

cltSend(byte[]
buf f, int sendl eng,
String hostnane,
int portnum int
flags)

Er r Net DownAt Cl i ent Excepti

on

Errd i ent Ti medQut Excepti on

openConnection(Str
ing host, int port)

Er r Net DownAt Cl i ent Excepti

on

Errd i ent Ti medQut Excepti on

openConnection()

Er r Net DownAt Cl i ent Excepti

on

ErrCient Ti medQut Excepti on

rpcCall (String
group, String
service, byte[]
in_data, int[]
in_len, byte[]

out _data, int[]

out _len, int flags)

Er r Net DownAt Cl i ent Excepti

on

Errd i ent Ti medQut Excepti on

rpcCall (String
group, String
service, byte[]
in_data, byte[]
out _data, int
flags)

Er r Net DownAt Cl i ent Excepti

on

Errd i ent Ti medQut Excepti on

rpcCal | To( DCRpcBi n
dTbl direction,
String group,
String service,
byte[] in_data,
int[] in_len,
byte[] out_data,
int[] out_len, int
fl ags)

Er r ConnRef usedExcept i on

Er r Net DownAt Cl i ent Excepti on

trnBegin()

Er r ConnRef usedExcepti on

ErrCient Ti medQut Excepti on
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Exceptions that occur when the time specified inthedccl t connect t i meout
operand expires.
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2.9 DCCMS3 connection facility

TP1/Client/J can use an RPC or a TCP/IP communication facility to connect to
DCCM3on VOS3 or VOSI.

2.9.1 Issuing an ROC to DCCM3

TP1/Client/J can use an RPC to communicate with an OpenTP1 server aswell aswith
aDCCMa3 server. To use an RPC to communicate with a DCCM 3 server, a function
for interpreting an OpenTP1 RPC must be installed on the DCCM 3 server. When the
following products are installed on the DCCM 3 server, you can use an RPC to
communicate with the DCCM3 server.

When the OS on the DCCM 3 server is VOS3:
DCCM3/Internet

When the OS on the DCCM3 server is VOSL:
DCCM3/SERVER/TP1

Note the following when the remote server is DCCM 3:

» The RPC modes that can be used are synchronous-response RPC and
non-response type RPC. Chained RPC cannot be used.

» Thetransaction control facility cannot be used.

» When using a permanent connection to issue an RPC to aDCCM3 logical
terminal, you can use the load distribution facility. For details, see 2.9.1(4) Load
distribution when issuing an RPC to a DCCM3 logical terminal.

* When an RPC isissued to DCCM3, the service nameis evaluated as the
transaction name.

(1) Specifying the remote server

To use an RPC to communicate with a DCCM 3 server, use a service group name and
a service name to specify the remote server. This specification method is the same as
that used when issuing an RPC to an OpenTPL1 server.

 Service group name

For the service group name, specify avalid dummy character string. Specify an
identifier consisting of between 1 and 31 characters.

e Service name

Specify the transaction name of the DCCM 3 server. The characters that can be
used are letters (A-Z and a-z) and numbers (0-9). The total number of characters
must be between 1 and 8.
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(2) Defining an address of the remote server

When an RPC isused to communicate withaDCCM 3 server, aserver not managed by
the OpenTP1 name service must be called. Therefore, TPL/Client/Jmust define server
addresses separately for individual service names. To define a server address, specify
the host name and port number of the RPC-accepting gateway in thedchost operand
of the TPL/Client/J environment definition.

(3) Executing the RPC

After defining the address of the remote server, execute the RPC. The procedure for
executing the RPC differs depending on the specification content of the TP1/Client/J
environment definition as shown below.

(@) When Y is specified for the dcrapautoconnect operand
1. Executether pcOpen method and load the definition.
2. Executether pcCal | method.

Connection is established at the RPC-accepting gateway specified inthedchost
operand of the TP1/Client/J environment definition. After the connection is
established, the RPC is issued.

(b) When N is specified for the dcrapautoconnect operand or when the
specification is omitted

1. Executether pcOpen method and load the definition.
2. Executethe openConnect i on method without any arguments.

Connection is established at the RPC-accepting gateway specified inthedchost
operand of the TP1/Client/J environment definition.

3. After the connection is established, execute ther pcCal | method to issue the
RPC.

(c) To communicate with a server not specified in the dchost operand
1. Executether pcOpen method and load the definition.
This step may be omitted. Even if it is omitted, steps 2 and 3 can be executed.

2. Executethe openConnect i on method with the RPC-accepting gateway (host
name and port number) specified in its arguments.

3. After the connection is established, execute ther pcCal | method to issue the
RPC.

(4) Load distribution when issuing an RPC to a DCCM3 logical terminal

When TPL/Client/J uses permanent connection to issue an RPC to DCCM3 logical
terminals, the connection targets can be allocated to multiple DCCM 3 servers during
connection establishment to distribute load. From the host names and port numbers of

71



2. Functionality

the multiple DCCM3 logical terminals specified in thedchost operand of the TPV
Client/Jenvironment definition, TP1/Client/Jrandomly selectsaconnection target and
attemptsaconnection. If TP1/Client/Jfailsto connect to aDCCM3 logical terminal, it
randomly selects another DCCM 3 logical terminal and attempts a connection. This
process is repeated, and only after all attempts to connect to the DCCM 3 logical
terminals specified inthedchost operand of the TPL/Client/J environment definition
have failed, is an error detected.

One of the following two API execution procedures can be used to establish
communication between TP1/Client/J and aDCCM3 logical terminal:

» Specify the host name and port number of the DCCM 3 logical terminal in the
dchost operand of the TP1/Client/J environment definition and execute the
openConnect i on method without any arguments.

In this case, a permanent connection is used.

» Specify the host name and port number of the DCCM3 logical terminal in the
dchost operand of the TPL/Client/J environment definition and specify Y in the
dchost sel ect operand.

If Y is specified for the dcr apaut oconnect operand of the TPL/Client/J
environment definition, execute ther pcCal | method. Executing ther pcCal |
method automatically establishes a connection if none has been established.

If Nis specified for the dcr apaut oconnect operand of the TPL/Client/J
environment definition or if specification is omitted, execute the
openConnect i on method without any arguments. Executing the
openConnect i on method without any arguments establishes a connection.

(5) TP1/Client/J environment definition example
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The following figure shows an example of TP1/Client/J environment definition used
for connecting to a DCCM 3 server:



TP1/Client/J

e

B e e

— TP1/Client/J environmental definition

— Definition file "t ranl.ini"

1. dchost

Host name: Y00¢)00¢ )00 XXX
Port number: 10020

}-

— Definition file "t ran2.ini"

1. dchost

Port number: 10021

Cost name: yyy.yyy.yyy.yyy

CUP

1

TP1Client clt = new TP1Client();
clt.rpcOpen("tran1.ini");

clt.rpcCall(..., "TRAN1", ..);
Transaction hame

él.t.rchIose();
clt.rpcOpen("tran2.ini");

clt.rpcCall(..., "TRAN2", ..);
Transaction hame

él.t.rchIose();

|
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Figure 2-30: Issuing an RPC to aDCCM3 server

DCCMS3 server A

I~ RPC-accepting gateway
Host name: Y00 X000 XXX XXX
Port number: 10020

3.

Service

O —=

-

TCP/IP socket

DCCMS3 server B

I\

AY
' RPC-accepting gateway

Host name: yyy.yyy.yyy.yyy
Port number: 10021

3.

Service

O —>

TCP/IP socket

1

In the TP1/Client/J environment definition, define in separate definition files the
addresses (RPC-accepting gateways) of the servers that process transactionsin
thedchost operand.
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2.

3.
4.

When an RPC isto beissued, the address of an RPC-accepting gateway is
determined from the definition file and an RPC message is sent.

The RPC message isinterpreted and the requested service is executed.
For asynchronous-response RPC, aresponse message from the server isreceived.

Example of the definition filet ranl. i ni :

dcrapdi rect =Y

dcwat cht i m=180

dcr apaut oconnect =Y

dchost sel ect =Y

#Defines the address of the server that can process the "TRANL1" transaction.
dchost =X XX XXX XXX 10020, zzz.zz2.7222.7zz: 10022

Example of the definition filet ran2. i ni :

dcr apdi rect =Y

dcwat cht i m=180

dcr apaut oconnect =Y

dchost sel ect =Y

#Defines the address of the server that can process the "TRAN2" transaction.
dchost =yyy.yyy.yyy.yyy: 10021, zzz.7z77.7z7z7.77z7: 10022

A program example that uses the above TP1/Client/J environment definition follows.

Program example

i mport JP.co. H tachi.soft.OpenTPl. *;
public class DCCM3Cal | er

{

publ ic void Functionl(){
TP1Cd ient clt = new TP1C ient();

/I RPC that callsthe TRANL transaction
clt.rpcOpen("tranl.ini");

)/ S./nchronousrresponse RPC
clt.rpcCall ("dumysvg", "TRAN1", ...,
TP1C i ent . DCNOFLAGS) ;

cI t .rpcd ose();

/I RPC that calls the TRANZ transaction

/I Reloads the definition for acquiring the request target server address.
clt.rpcQpen("tran2.ini");

)/ .I\.Ion-r&ponse type RPC
clt.rpcCall ("dunmysvg", "TRAN2", ...,
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TP1d i ent . DCRPC_NOREPLY) ;

;:I.i.rchI ose();
}
}

(6) Notes about issuing an RPC to a DCCM3 logical terminal

Only RPCs that use the remote API facility can be used.
Chained RPCs cannot be used.
The transaction control facility cannot be used.

Before sending or receiving a message containing character string data, the
character code to be used inside the message must be agreed upon with the
communication-target system, and character conversion must be carried out by a
UAPIf necessary. In Java, Unicode is used asthe internal expression of character
strings inside memory.

Specification of thedccl ti nqui r eti me operand of the TPL/Client/J
environment definitionisignored. To specify amaximum timeinterval from CUP
to server, use DCCM3's Unattended terminal monitoring time.

For details about notes on DCCM 3 servers, see the manuas VOS3 Data
Management System XDM E2 System Description and VOSL Data
Communication Management System DCCM3 Description.

2.9.2 TCP/IP communication with DCCM3

Note the following when TCP/IP is used to communicate with aDCCM3 logical
terminal:

Before sending or receiving a message containing character string data, the character
code to be used inside the message must be agreed upon with the
communication-target system, and character conversion must be carried out by aUAP
if necessary. In Java, Unicode is used asthe internal expression of character strings
inside memory.

2.9.3 Sending terminal identification information to a DCCMS3 logical

terminal

When you wish to use a permanent connection to communicate withaDCCM 3 logical
terminal, you can send terminal identification information to aDCCM 3 logica
terminal and fix the DCCM3 logical terminal that isto be allocated to the CUP.

(1) How to send and receive messages at a DCCM3 logical terminal

To useaDCCM3 logical terminal, the communication target TP1/Client/Jis defined
asalogical terminal that isidentified by the IP address and port number of aDCCM3
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logical terminal; messages are sent and received on the basis of logical terminals.

When multiple CUPs are started from the same machine, requests from all these CUPs
have the same IP address. This means that if multiple CUPs issue service requests to
the same DCCM3 logical terminal port, identification of the CUPs by the DCCM3
definition is not possible. Therefore, if multiple corresponding DCCM 3 logical
terminals are defined, the DCCM3 logical terminal to which a CUP is allocated
becomes undefined. If the DCCM3 logical terminal that isto accept a service request
changes, the order of server processing at DCCM 3 cannot be guaranteed. This may
cause problems with some applications.

(2) Notifying the terminal identification information
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When a CUP establishes permanent connection with a DCCM3 logical terminal, the
DCCM3 logical terminal to be allocated to the CUP can be fixed by reporting the
terminal identification information to the DCCM3 logical terminal. Thisis called the
terminal identification information setting facility. Thisfacility enablesyou to always
allocate a CUP to the same DCCM3 logical terminal. DCCM3 calls this the function
for allocating a fixed terminal.

The following figures show the relationship between a CUP and aDCCM3 logical
terminal when the terminal identification information setting facility is not used and
when it is used.

Figure 2-31. Relationship between CUP and DCCM3 logical terminal (when
the terminal identification information setting facility is not used)

Client (TP1/Client/J) Server (DCCM3)
U Logical
™~ terminal 1
\% N
1
N
RPC P! Logical
? L i
cup2 = - ! terminal 2 Service
RPC_ L7 !
/ I\ /,
8 S Logical
curs [ terminal 3

The logical terminal to be allocated is not defined.
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Figure 2-32: Relationship between CUP and DCCM3 logical terminal (when
the terminal identification information setting facility is used)

Client (TP1/Client/J) Server (DCCM3)
RPC Logical
CUP1 terminal 1 \
RPC Logical Service
CupP2 terminal 2
RPC Logical /
CUP3 terminal 3

The logical terminal to be allocated is fixed.

You can use the terminal identification information setting facility by one of the
following methods:

Method 1

1. Specify DCCM3 logica terminal host namein the dchost operand of the
TP1/Client/J environment definition.

2. Specify the port number of the DCCM3 logical terminal inthedchost or
dcr apport operand of the TPL/Client/J environment definition.

3.  Setthetermina identification information in the
set Connect | nf or mat i on method, and then call the method.

4, Establish a permanent connection with the DCCM3 logical terminal using
one of the following methods:

o Call theopenConnect i on method. If the method has parameters, specify
DCCM3logical terminal host namein the host parameter and the port
number of the DCCM3 logical terminal in the port parameter.

o Specify Y inthedcr apaut oconnect operand of the TPL/Client/J
environment definition, and then call ther pcCal | method.

Method 2

1. Specify DCCM3 logica terminal host namein the dchost operand of the
TP1/Client/J environment definition.
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2. Specify the port number of the DCCM3 logical terminal in thedchost or

dcr apport operand of the TPL/Client/J environment definition.

3.  Settheterminad identification information inthedccl t connect i nf

operand of the TP1/Client/J environment definition.

4, Establish apermanent connection with the DCCM3 logical terminal using

one of the following methods:

o Call theopenConnect i on method. If themethod has parameters, specify
DCCMa3 logical termina host nameinthe host parameter and the port
number of the DCCM3 logical terminal inthe port parameter.

o Specify Y inthedcr apaut oconnect operand of the TPL/Client/J
environment definition and then call ther pcCal I method.

Note:

If you set the terminal identification information in thedccl t connect i nf
operand of the TPL/Client/J environment definition and also in the

set Connect | nf or mat i on method, the setting in the

set Connect | nf or mat i on method takes effect, and the value set in the
dccl t connect i nf operand isignored until ther pcOpen method is called
again after the set Connect | nf or mat i on iscalled.

(3) Notes about reporting the terminal identification information to the DCCM3
logical terminal
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If thelogical terminal name of aDCCM 3 using the function for allocating afixed
terminal does not match the terminal identification information defined in TP1/
Client/J, and the following methods are called, an

Er r Net DownAt Cl i ent Except i on exception isreturned:

* openConnecti on method

e rpcCal | method (applicable whenY is specified in the
dcr apaut oconnect operand in the TPL/Client/J environment definition)

If terminal identification information is not set in TPL/Client/J for the logical
terminal DCCM3 that uses the function for alocating afixed terminal, but the
following methods are called, an Er r Net DownAt Cl i ent Except i on exception
isreturned:

* openConnecti on method

e rpcCal | method (applicable whenY is specified in the
dcr apaut oconnect operand in the TPL/Client/J environment definition)

If terminal identification information is set and establishment of a permanent
connection is requested from TP1/Client/J for the logica terminal of aDCCM3
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that does not use the function for allocating afixed terminal, DCCM 3 ignoresthe
terminal identification information set by TPL/Client/J.

If terminal identification information is set and a permanent connection with the
RAP-processing server of TPL/Server is established from TP1/Client/J, the
RAP-processing server ignores the terminal identification information set by
TPL/Client/J. If TP1/Client/Jissues an RPC to DCCM3 viathe RAP-processing
server, the terminal identification information set by TP1/Client/Jis not
transmitted to DCCM3.

The terminal identification information is applicable only to RPCs that use the
remote API facility. For an RPC that usesthe name service or the scheduler direct
facility, the terminal identification information isignored, if set.
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2.10 XA resource service facility

You must have uCosminexus TP1 Connector or Cosminexus TP1 Connector to usethe
XA resource service facility. Operations with TPL/Client/J alone are not guaranteed.

This section describes the facilities that are made available to TP1/Client/J when the
XA resource service facility is used.

The following table shows the communication method supported by TP1/Client/J.
Table 2-5: Communication method supported by TP1/Client/J

TP1/Client/J Use of the remote Use of the scheduler Use of the name
communication method API facility direct facility service
Supported Y N N

Legend:
Y: Supported

N: Not supported
The following table shows the connection modes supported by TP1/Client/J.
Table 2-6: Connection modes supported by TP1/Client/J

Connection mode Supported
Non-auto connect mode N
Auto connect mode Y
Legend:
Y: Supported

N: Not supported
The following table shows the RPC call modes supported by TPL/Client/J.
Table 2-7: RPC call modes supported by TP1/Client/J

RPC call mode Supported
Synchronous-response RPC Y
Asynchronous-response RPC Y
Chained RPC Y

80



2. Functionality

Legend:
Y: Supported

Note that you can specify in the dchost operand of the TPL/Client/J environment
definition only one TPL/Server as agateway. If you specify more than one, operations
cannot be guaranteed.

81



2. Functionality

2.11 Troubleshooting facility

TP1/Client/J provides atroubleshooting facility that enables you to collect UAP, data,
error, memory, method, debug, performance analysis, and performance verification
traces.

The facility outputs UAP, data, error, and method traces to files. A memory traceis
stored in the String-type array provided by the CUP. A debug traceis collected in the
memory of TPL/Client/J. When a method provided by TP1/Client/J returns an
exception, itstraceis output to afile or to the standard output. A performance analysis
trace is output on the Cosminexus Application Server and a performance verification
trace is output on the TP1/Server.

For Java applets, the UAP, data, error, method, and performance verification tracesare
not avail able due to Java security limitations. Furthermore, a performance analysis
trace cannot be collected.

For Java servlets, some traces are not available to some application servers due to
security limitations. For details about the security limitations for Java servlets, see the
documentation for the applicable application server.

To output traces, you must set the time zone in the TZ environment variable. If this
environment variable is not set, the correct time will not be output for trace
information.

2.11.1 Contents of trace files

The following table lists the options that can be specified for the trace files and the
output file names.

Table 2-8: Options and names for trace files

Trace file Options Where to specify the file Output file
destination name
UAP trace » Fileoutput directory Tr cPat h argument of the DCUAP1. TRC
e Sizeof tracefile set UapTr aceMode method or DCUAP2. TRC
dcuapt r acepat h operand
Datatrace « Fileoutput directory Tr cPat h argument of the DCDAT1. TRC
e Sizeof tracefile set Dat aTr aceMbde methodor | DCDAT2. TRC
o Maximum size of data dcdat at r acepat h operand
Error trace « File output directory Tr cPat h argument of the DCERRL. TRC
o Sizeof tracefile set Er r or Tr aceMode method DCERR2. TRC

ordcerrtracepat h operand
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Trace file Options Where to specify the file Output file
destination name
Method trace « Fileoutput directory Tr cPat h argument of the DCMID1. TRC
e Sizeof tracefile set Met hodTr aceMode method | bcMrD2. TRC
or dcnet hodt r acepat h
operand

2.11.2

TPL/Client/J cannot output atracefile if the specified directory does not exist or if
thereis no write authority for the specified directory. If the specified target directory
does not contain afile with the predefined output file name, TP1/Client/J creates the
trace file in the applicable directory. Datais written into afilein the addition mode.
TPL/Client/J uses two trace files with the round robin method. When the amount of
data exceeds the specified trace file size, TPL/Client/J swaps the files and restarts the
write operation from the beginning of the other file.

If you output the trace files for multiple CUPs to the same directory, the trace
information for the various CUPs is intermingled, making troubleshooting difficult.
For thisreason, you should output the trace files for each CUP to a separate directory.
Notethat the actual size of atracefile may belarger than the specified value depending
on the output size of one trace data item.

UAP trace

TP1/Client/J outputs UAP trace information to the directory specified inthe Tr cPat h
argument of the set UapTr aceMode method or the directory specified in the

dcuapt r acepat h operand of the TP1/Client/J environment definition; thefile names
are DCUAPL. TRC and DCUAP2. TRC. You specify thefile size with the si ze argument
of the set UapTr aceMode method or the dcuapt r acesi ze operand of the TPL/
Client/J environment definition.

For a UAP trace, TP1/Client/J collects the following information at the start and end
of the method provided by TPL/Client/J:

* Date
o Time
» Name of the executing thread
» Name of the called method
» Exception that occurred
» Information about specified arguments
» Information about the called method
» Contents of transferred data
If the transferred data exceeds 60 bytes, only the first 60 bytes of data are obtained.
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The output format of a UAP tracefileis asfollows:

yyyy/ mnv dd hh: mm: ss. uuu Location = |l ThreadNanme = ttt

Met hodNanme = nnnnnnnnnnNnNNNNNnnnNNn

Excepti on = eeceececeeeececeeeeeeee

ADDRESS +0 +1 +2 +3 +4 +5 +6 +7 +8 +9 +a +b +c +d +e +f
0123456789abcdef

00000000 73 61 69 73 70 70 00 OO 00O OO OO OO OO 00 00O 0O
saispp. ... ...

00000010 00 00 OO 00 OO 00 OO OO OO OO OO OO 00 00 00 00

00000020 73 61 69 73 76 72 30 31 00 00 00O OO OO OO 00 0O
saisvrO0l1........

e yyyy/ mnv dd hh: mm: ss. uuu: Date and time the UAP trace was collected
« |ll: Type of entry or exit point

« ttt: Name of the executing thread

* nnnnnnnnnnnnnnnnnnnn: Name of the called method

» eceeceeceeceeeeceeceeeee; Exception that occurred

» Character string following ADDRESS: Various items of information (information
about the specified arguments, information about the called method, and the
contents of transferred data)

The information that is output depends on the method and collection timing. The
following tables show the information that is output for each method.

Table 2-9: Information for the openConnection() method and the
openConnection(host, port) method

Collection Item Location Length Description
location
Hexadecimal Decimal (bytes)
Entry point | Connection-target | O 0 64 Connection-target host name
host name specified in the argument.

If the argument is not

specified, thisinformationis
not collected, in which case
thisfield is cleared to zeros.
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Collection
location

Item

Location

Hexadecimal

Decimal

Length
(bytes)

Description

Connection-target
port number

40

64

4

Connection-target port
number specified in the
argument.

If the argument is not
specified, thisinformationis
not collected, in which case
aUAPtraceisobtained with
-1 set.

Maximum time of
inquiry interval

68

Maximum time of inquiry
interval used during method
execution.

Thisisthevalue specifiedin
thedccl tinquiretime
operand of the TPL/Client/J
environment definitionorin
the

setDccl tinquiretine
method.

Maximum time to
wait for aresponse

72

Maximum time to wait for a
response during method
execution.

Thisisthevalue specifiedin
thedcwat cht i moperand of
the TP1/Client/J
environment definitionorin
theset Dcwat chti m
method.

Input stream
checking interval

4C

76

Input stream checking
interval used during method
execution.

Thisisthevalue specifiedin
thedcsel i nt operand of
the TP1/Client/J
environment definition or in
theset Dcsel i nt method.

Exit point

Performance

analysistrace
identification
information

26

Performance analysis trace
identification information
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Table 2-10: Information for the openConnection(url, flags) method

Collection Item Location Length Description
location (bytes)
Hexadecimal Decimal
Entry point | Connection 0 0 128 TPL/Web URL specified by
destination URL theur| parameter.

Option flags 0 0 2 Value specified by the
openConnection fl ags
parameter. The following
valueis set:

¢ DCSESSI ON 0x0001

Maximumtimeto | O 0 4 The maximum time to wait

wait for aresponse for aresponse specified by
theset Dcwat chtim
method.

Exit point None N/A N/A N/A N/A
N/A: Not applicable

Table 2-11: Information for the rpcCall method

Collection Item Location Length Description
location
Hexadecimal Decimal (bytes)

Entry point | Service group 0 0 32 Service group name of the

name called service

Service name 20 32 32 Name of the called service

Send data length 40 64 4 Length of send data

Send data 44 68 60 Datato be sent

Receive data 80 128 4 Length of datato be received

length
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Collection
location

Item

Location

Hexadecimal

Decimal

Length
(bytes)

Description

Option flag

84

132

4

Value specified for the

f 1 ags argument of the

rpcCal I method. One of

the following values is set:

¢ DCNOFLAGS
0x00000000

¢ DCRPC_NOREPLY
0x00000001

¢ DCRPC_CHAI NED
0x00000004

* DCRPC_TPNOTRAN
0x00000020

Maximum time to
wait for aresponse

88

136

Maximum time to wait for a
response during method
execution.

Thisisthe value specifiedin
thedcwat cht i moperand of
the TP1/Client/J
environment definitionor in
theset Dcwat chti m
method.

Server
communication
delay time

8C

140

Server communicationdelay
time used during method
execution.

Thisisthevalue specifiedin
thedccl t del ay operand of
the TP1/Client/J
environment definitionorin
theset Dccl t del ay
method. 0 issetif theremote
API facility is not used.

Input stream
checking interval

90

144

Input stream checking
interval used during method
execution.

Thisisthe value specifiedin
thedcsel i nt operand of
the TP1/Client/J
environment definition or in
theset Dcsel i nt method.
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Collection Item Location Length Description
location
Hexadecimal Decimal (bytes)

Exit point* | Receivedata 0 0 4 Length of the received
length response
Receive data 4 4 60 Received data
Performance 40 64 26 Performance analysis trace
analysistrace identification information
identification
information

#: Inthe case of ano-response-type service request, the exit point information consists
of performance analysis trace identification information only.

Table 2-12: Information for the rpcCall To method

Collection Item Location Length Description
location
Hexadecimal Decimal (bytes)
Entry point | Connection-target | 0 0 64 Target host name used

host name during method execution.
Thisisthevalue specifiedin
DCRpcBi ndThl .

Connection-target | 40 64 4 Port number of the target

port number host that was used during
method execution.
Thisisthevalue specifiedin
DCRpcBi ndThl .

Connection-target | 44 68 4 Communication protocol

option flag flag of ther pcCal | To
method:
e DCRPC_SCDPORT

0x00000002

Service group 48 72 32 Service group name of the

name caled service

Service name 68 104 32 Name of the called service

Send data length 88 136 4 Length of send data

Send data 8C 140 60 Datato be sent

Receive data Cc8 200 4 Length of datato bereceived

length
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Collection
location

Item

Location

Hexadecimal

Decimal

Length
(bytes)

Description

Option flag

CcC

204

4

Valuespecifiedinthef | ags

argument of ther pcCal | To

method. One of the

following values is set:

¢ DCNOFLAGS
0x00000000

¢ DCRPC_NOREPLY
0x00000001

Maximum time to

wait for aresponse

DO

208

Maximum time to wait for a
response during method
execution.

Thisisthe value specifiedin
thedcwat cht i moperand of
the TP1/Client/J
environment definitionor in
theset Dcwat chti m
method.

Server
communication
delay time

D4

212

Server communicationdelay
time used during method
execution.

Thisisthevalue specifiedin
thedccl t del ay operand of
the TP1/Client/J
environment definitionorin
theset Dccl t del ay
method. 0 issetif theremote
API facility is not used.

Input stream
checking interval

D8

216

Input stream checking
interval used during method
execution.

Thisisthe value specifiedin
thedcsel i nt operand of
the TP1/Client/J
environment definition or in
theset Dcsel i nt method.

Exit point”

Receive data
length

Length of the received
response

Receive data

60

Received data

Performance

analysistrace
identification
information

26

Performance analysis trace
identification information
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#: Inthe case of ano-response-type service request, the exit point information consists
of performance analysis trace identification information only.

Table 2-13: Information for the closeConnection method

Collection Item Location Length Description
location
Hexadecimal Decimal (bytes)
Entry point Maximumtimeto | O 0 4 Maximum time to wait for a
wait for aresponse response during method
execution.
Thisisthevaue specifiedin
thedcwat cht i moperand of
the TPL/Client/J
environment definition or in
the set Dcwat chti m
method.
Input stream 4 4 4 Input stream checking
checking interval interval used during method
execution.
Thisisthevalue specifiedin
thedcsel i nt operand of
the TPL/Client/J
environment definition or in
theset Dcsel i nt method.
Exit point Performance 0 0 26 Performance analysis trace
analysistrace identification information
identification
information
Table 2-14: Information for the setDcwatchtim method
Collection Item Location Length Description
location
Hexadecimal Decimal (bytes)
Entry point Maximumtimeto | O 0 4 Maximum time to wait for a
wait for aresponse response
Exit point None N/A N/A N/A N/A

N/A: Not applicable
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Table 2-15: Information for the setDccltinquiretime method

Collegtion Item Location Length Description
location Hexadecimal Decimal (bytes)
Entry point | Maximumtimeof | O 0 4 Maximum value of inquiry
inquiry interval interval
Exit point None N/A N/A N/A N/A

N/A: Not applicable
Table 2-16: Information for the setDccltdelay method

Collectio Item Location Length Description
n
location Hexadecimal Decimal (bytes)
Entry Server 0 0 4 Server communication delay
point communication time
delay time
Exit point | None N/A N/A N/A N/A

N/A: Not applicable

Table 2-17: Information for the setDcselint method

Collec_tion Item Location Length Description
location Hexadecimal Decimal (bytes)
Entry point Input stream 0 0 4 Input stream checking
checking interval interval
Exit point None N/A N/A N/A N/A

N/A: Not applicable

Table 2-18: Information for the setDccltextend method

Collec_tion Iltem Location Length Description
location Hexadecimal | Decimal (bytes)
Entry point | Level of extended | O 0 4 Extension level of the TPL/
facility Client/J facility
Exit point None N/A N/A N/A N/A

N/A: Not applicable
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Table 2-19: Information for the setRpcextend method

Collection
location

Iltem

Location

Hexadecimal

Decimal

Length
(bytes)

Description

Entry point

Level of RPC
extended facility

0 0

4

Extension level of the RPC

facility of TPL/Client/J.

Disjunction of the following

valuesis set:

e DCRPC SCD LQAD PRI CR
I TY 0x00000008

e DCRPC WATCHTI M NHERI
T 0x00000010

e DCRPC_RAP_AUTOOONNEC
T 0x00000020

e DCRPC_WATCHTI MRPCI NH
ERI T 0x00000040

Exit point

None

N/A

N/A

N/A

N/A

N/A: Not applicable

Table 2-20: Information for the setDchost method

Collection Item Location Length Description
location
Hexadecimal Decimal (bytes)

Entry point | Connection-target | 0 0 64 Host name specified in the
host name host argument
Connection-target | 40 64 4 Port number specifiedinthe
port number port argument

Exit point None N/A N/A N/A N/A

N/A: Not applicable
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Table 2-21: Information for the rpcOpen method

2. Functionality

Collection Item Location Length Description
location
Hexadecimal Decimal (bytes)

Entry point | Nameof theTPY | O 0 256 TPL/Client/J environment
Client/J definition file name
environment specified in the
definition file def fi | enanme argument.

If the argument is not
specified, thisinformation
isnot collected, in which
casethisfield iscleared to
Zeros.

Exit point None N/A N/A N/A N/A

N/A: Not applicable

Table 2-22: Information for the trnBegin method

Collection Item Location Length Description
location
Hexadecimal Decimal (bytes)
Entry point | Expiry timein 0 0 4 Value specified in the
transaction branch dccl ttrexpt moperand of
the TPL/Client/J
environment definition
Transaction 4 4 4 Value specified in the
branch CPU dccl ttrcput moperand of
monitoring the TPL/Client/J
interval environment definition
Object of 8 8 1 Value specified in the
transaction branch dccl ttrexpsp operand of
monitoring the TPL/Client/J
interval environment definition:
* Y 89
e N 78
e F 70
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Collection Item Location Length Description
location
Hexadecimal Decimal (bytes)
Statistical 9 9 4 Value specified in the
information dcclttrstatisitem
collection item operand of the TPL/Client/J
environment definition:
* base 0x80000000
* executiontine
0x40000000
e cputinme 0x20000000
e function
0x10000000
Transaction D 13 4 Value specified in the
optimization item dcclttroptiitem
operand of the TPL/Client/J
environment definition:
e nothing O
* base 0x00000003
e asyncprepare
0x00000004
e recursivemgrate
0x00000008
Maximum 11 17 4 Value specified in the
communication dccl ttrwatchtine
wait time during operand of the TPL/Client/J
transaction environment definition
synchronization
point processing
Valuefor rollback | 15 21 4 Value specified in the
information dccl ttrrbinfo operand
acquisition of the TPL/Client/J
environment definition:
e noO
e self 0x00000001
* renmote 0x00000002
e all 0x00000003
Maximum 19 25 4 Value specified in the

executable value
for transaction
branch

declttrlimttinme
operand of the TPL/Client/J
environment definition
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Collection Item Location Length Description
location
Hexadecimal Decimal (bytes)
Valueforrollback | 1D 29 4 Value specified in the
compl etion report dccl ttrrbrcv operand of
the TPL/Client/J
environment definition:
* Y 89
e N78
Value for 21 33 4 Value specified in the
synchronization dcclttrrecoverytype
point processing operand of the TPL/Client/J
method in the environment definition:
event of aUAP e typel 0x00000001
error e type2 0x00000002
e type3 0x00000004
Exit point Performance 0 0 26 Performance analysis trace
analysistrace identification information
identification
information
Table 2-23: Information for the trninfo method
Collection Item Location Length Description
location
Hexadecimal Decimal (bytes)
Entry point | None N/A N/A N/A N/A
Exit point Under-transaction | O 0 1 e 1: Under transaction

flag

¢ 0: Not under transaction

N/A: Not applicable

Table 2-24: Information for the getTrnlD method

Collection Item Location Length Description
location
Hexadecimal Decimal (bytes)

Entry point | None N/A N/A N/A N/A

Exit point Transactionglobal | O 0 16 Thisinformation isacquired
identifier only if the method

terminates normally.

Transaction 10 16 16 Thisinformationisacquired

branch identifier

only if the method
terminates normally.
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N/A: Not applicable

Table 2-25: Information for the cltReceive method
Collection Item Location Length Description
location (bytes)
Hexadecimal Decimal
Entry point Receive data 0 0 4 Length of datato be received
length
Timeout set time 4 4 4 Time interval specified for
timeout
Option flags 8 8 4 Value specified by the
f1 ags parameter of the
cl t Recei ve method. One
of thefollowing valuesis
set:
* DCNOFLAGS
0x00000000
« DCCLT_RCV_CLOSE
0x00000002
Exit point Receive data 0 0 4 Length of datato bereceived
length
Receive data 4 4 60 Received data
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Table 2-26: Information for the cltSend method

2. Functionality

Collection Item Location Length Description
location (bytes)
Hexadecimal Decimal
Entry point | Send data 0 0 60 Datato be sent
Send data length 3C 60 4 Length of datato be sent
Name of 40 64 64 Name of remote host
connected host specified by the host nane
parameter.
Connection 80 128 4 Port number of remote
destination port system specified by the
number por t numparameter.
Option flags 84 132 4 Value specified by the
f 1 ags parameter of the
cl t Send method. One of
the following values is set:
» DCNOFLAGS
0x00000000
e DCCLT_SND CLOSE
0x00000001
Exit point None N/A N/A N/A N/A

N/A: Not applicable
Table 2-27: Information for the cltAssemSend method

Collection Item Location Length Description
location (bytes)
Hexadecimal Decimal

Entry point | Send data 0 0 60 Datato be sent
Send data length 3C 60 4 Length of datato be sent
Name of 40 64 64 Name of remote host
connected host specified by the host nane

parameter.

Connection 80 128 4 Port number of remote
destination port system specified by the
number por t numparameter.
Time-out setting 84 132 4 Time-out setting
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Collection
location

Iltem

Location

Hexadecimal Decimal

Length
(bytes)

Description

Option flags

88 136

Value specified by the

f1 ags parameter of the

cl t AssenBend method.

One of the following values

is set:

¢ DCNOFLAGS
0x00000000

e DCCLT_SND CLCSE
0x00000001

Exit point

None

N/A N/A

N/A

N/A

N/A: Not applicable
Table 2-28: Information for the cltAssemReceive method

Collection Item Location Length Description
location (bytes)
Hexadecimal Decimal
Entry point | Time-out setting 0 0 4 Time-out setting
Option flags 4 4 4 Value specified by the
f1 ags parameter of the
cl t AssenRecei ve method.
One of the following values
isset:
¢ DCNOFLAGS
0x00000000
» DCCLT_RCV_CLOSE
0x00000002
Exit point Receive data 0 0 4 Length of response received
length
Receive data 4 4 60 Received data
Table 2-29: Information for the setConnectlnformation method
Collection Iltem Location Length Description
location (bytes)
Hexadecimal Decimal
Entry point Logical terminal 0 0 64 | Logical termina nameof the

name of the
DCCM3 logical
terminal

DCCM3 logical terminal, as
specified in thei nf
parameter
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Collection Item Location Length Description
location (bytes)
Hexadecimal Decimal
Length of terminal 40 64 2 | Length of terminal
identification identification information,
information as specifiedinthei nf _| en
parameter
Exit point None N/A N/A N/A N/A

N/A: Not applicable

Table 2-30: Information for the acceptNotification method

Collection Item Location Length Description
location (bytes)
Hexadecimal Decimal
Entry point Length of areafor 0 0 4 | Length of areafor storing a
storing a notification message from
notification the server, asspecifiedinthe
message from the i nf _I en parameter
server
Port number for 4 4 4 | Port number for receiving a
receiving a notification message from
notification the server, asspecifiedinthe
message from the port parameter
server
Timeout value 8 8 4 | Timeout value specifiedin
theti meout parameter
Exit point Notification 0 0 60 | Notification message from
message from the the server that was stored in
server thei nf parameter
Length of 3C 60 4 | Length of notification
notification message from the server, as
message from the specified inthei nf _I en
server argument
Host name of the 40 64 64 | Server'shost name stored in
server the host nane parameter
Node identifier of 80 128 8 | Server'snode identifier
the server specified in thenodei d
parameter
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Table 2-31: Information for the cancel Notification method
Collection Item Location Length Description
location (bytes)
Hexadecimal Decimal
Entry point Messageto be sent 0 0 60 | Messageto be sent to the
to CUP CUP, as specified inthei nf
parameter
Lengthof message 3C 60 4 | Length of the messageto be
to be sent to CUP sent to CUP, as specified in
thei nf _| en parameter
Host name of CUP 40 64 64 | Host name of the CUP
waiting to receive waiting to receive the
unidirectional unidirectional message, as
message specified in the host name
parameter
Port number of 80 128 4 | Port number of the CUP
CUP waiting to waiting to receive the
receive unidirectional message, as
unidirectional specified in the por t
message parameter
Exit point None N/A N/A N/A N/A

N/A: Not applicable

Table 2-32: Information for the openNoatification method

Collection Item Location Length Description
location (bytes)
Hexadecimal Decimal

Entry point Port number for 0 0 4 | Port number for receiving a
receiving a notification message from
notification the server, asspecifiedinthe
message from the port parameter
server

Exit point None N/A N/A N/A N/A

N/A: Not applicable
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Table 2-33: Information for the acceptNotificationChained method

Collection Item Location Length Description
location (bytes)
Hexadecimal Decimal
Entry point Length of areafor 0 0 4 | Length of areafor storing a
storing a notification message from
notification the server, asspecifiedinthe
message from the i nf _I en parameter
server
Timeout value 4 4 4 | Timeout value specified in
theti meout parameter
Exit point Notification 0 0 60 | Notification message from
message from the the server, as stored in the
server i nf parameter
Length of 3C 60 4 | Length of the notification
notification message from the server, as
message from the specifiedinthei nf _I en
server argument
Host name of the 40 64 64 | Server'shost name stored in
server the host nane argument
Node identifier of 80 128 8 | Server'snodeidentifier
the server specified in thenodei d
parameter
Table 2-34: Information for the setUapTraceM ode method
Collection Item Location Length Description
location (bytes)
Hexadecimal Decimal
Entry point | UAP trace output 0 0 256 | UAP trace output directory
directory specified inthe Tr cPat h
parameter
Size of UAP trace 100 256 4 | Sizeof theoutput UAPtrace
file to be output file, asspecifiedinthesi ze
parameter
Flag indicating 104 260 4 | Flag indicating whether or
whether or not not UAP traceisto be
UAPtraceisto be acquired, as specified in the
acquired f 1 ag parameter (if thef | ag
parameter issettotrue, 1is
output; if itissettof al se, 0
is output)
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Collection Item Location Length Description
location (bytes)
Hexadecimal Decimal
Exit point None N/A N/A N/A N/A

N/A: Not applicable

Table 2-35: Information for the setErrorTraceM ode method

Collection Item Location Length Description
location (bytes)
Hexadecimal Decimal
Entry point Error trace output 0 0 256 | Error trace output directory
directory specified inthe Tr cPat h
parameter
Size of error trace 100 256 4 | Sizeof theoutput error trace
file to be output file, asspecifiedinthesi ze
parameter
Flag indicating 104 260 4 | Flag indicating whether or
whether or not not error traceisto be
error traceisto be acquired, as specified in the
acquired f 1 ag parameter (if thef | ag
parameter issettot rue, 1is
output; if itissettof al se, 0
is output)
Exit point None N/A N/A N/A N/A

N/A: Not applicable

Table 2-36: Information for the setMethodTraceM ode method
Collection Item Location Length Description
location (bytes)
Hexadecimal Decimal
Entry point Method trace 0 0 256 | Method trace output
output directory directory specified in the
Tr cPat h parameter
Size of method 100 256 4 | Sizeof the output method
tracefileto be tracefile, as specified in the
output si ze parameter
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Collection Item Location Length Description
location (bytes)
Hexadecimal Decimal
Flag indicating 104 260 4 | Flag indicating whether or
whether or not not method trace isto be
method trace isto acquired, as specified in the
be acquired f 1 ag parameter (if thef | ag
parameter issettot rue, 1is
output; if itissettof al se, 0
is output)
Exit point None N/A N/A N/A N/A

N/A: Not applicable

Table 2-37: Information for the setDataTraceM ode method

Collection Item Location Length Description
location (bytes)
Hexadecimal Decimal
Entry point Data trace output 0 0 256 | Datatrace output directory
directory specified inthe Tr cPat h
parameter
Size of datatrace 100 256 4 | Size of the output data trace
file to be output file, asspecifiedinthesi ze
parameter
Size of datato be 104 260 4 | Size of the datato be output
output to the data tothe datatrace, asspecified
trace inthe Dat aSi ze parameter
Flag indicating 108 264 4 | Flag indicating whether or
whether or not not datatrace isto be
datatraceisto be acquired, as specified in the
acquired f 1 ag parameter (if thef | ag
parameter issettot rue, 1is
output; if itissettof al se, 0
is output)
Exit point None N/A N/A N/A N/A

N/A: Not applicable
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Table 2-38: Information for the trnChainedCommit method
Collection Item Location Length Description
location (bytes)
Hexadecimal Decimal
Entry point None N/A N/A N/A N/A
Exit point Performance 0 0 26 | Performance andysistrace
analysistrace identification information
identification
information

N/A: Not applicable

Table 2-39: Information for the trnUnchainedCommit method
Collection Item Location Length Description
location (bytes)
Hexadecimal Decimal
Entry point None N/A N/A N/A N/A
Exit point Performance 0 0 26 | Performance andysistrace
analysistrace identification information
identification
information

N/A: Not applicable

Table 2-40: Information for the trnChainedRollback method
Collection Item Location Length Description
location (bytes)
Hexadecimal Decimal
Entry point None N/A N/A N/A N/A
Exit point Performance 0 0 26 | Performance analysistrace
analysistrace identification information
identification
information

N/A: Not applicable

Table 2-41: Information for the trnUnchainedRollback method

Collection Item Location Length Description
location (bytes)
Hexadecimal Decimal
Entry point | None N/A N/A N/A N/A
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Collection Item Location Length Description
location (bytes)
Hexadecimal Decimal
Exit point Performance 0 0 26 | Performance andysistrace
analysistrace identification information
identification
information

2.11.3

2.11.4

N/A: Not applicable
Data trace

TP1/Client/J outputs data trace information to the directory specified in the Tr cPat h
argument of the set Dat aTr aceMbde method or the directory specified in the
dcdat at r acepat h operand of the TPL/Client/J environment definition; the file
names are DCDAT1. TRC and DCDAT2. TRC. You specify thefile size with the si ze
argument of the set Dat aTr aceMbde method or the dcdat at r acesi ze operand of
the TP1/Client/J environment definition. To specify the data size of trace 1, use the
Dat aSi ze argument of the set Dat aTr aceMode method or the

dcdat at r acemaxsi ze operand of the TPL/Client/J environment definition.

For a data trace, TP1/Client/J collects descriptions of the messages transferred
between the CUP and the TPL/Server.

The output format of a datatrace fileis asfollows:
yyyy/ mmy dd hh: mm: ss. uuu Event = eeee ThreadNane = tit
ADDRESS +0 +1 +2 +3 +4 +5 +6 +7 +8 +9 +a +b +c +d +e +f

0123456789abcdef
00000000 07 70 cO 00 00 OO 00 5¢c 00 00 00 00O OO 06 00 05

e yyyy/ mnv dd hh: mm: ss. uuu: Date and time the data trace was collected
» eeee: Send/receive type

ttt: Name of the executing thread
» Character string following ADDRESS: Data

Error trace and memory trace
TPL/Client/J outputs error trace information to the directory specified inthe Tr cPat h
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argument of the set Er r or Tr aceMbde method or the directory specified in the
dcerrtracepat h operand of the TP1/Client/Jenvironment definition; thefile names
are DCERRL. TRC and DCERR2. TRC. You specify thefile size with the si ze argument
of theset Err or Tr aceMbde method or thedcer rt r acesi ze operand of the TPL/
Client/J environment definition.

For an error trace, the errors detected by TP1/Client/J are recorded in thefilesin
message format. If an error occurs during method execution, its causeisreported asan
exception, but this information may not be sufficient to identify the cause. An error
trace provides detailed error information in the file; you can use thisinformation to
determine the cause of an error.

A memory traceisafacility for storing error informationinthe St r i ng array specified
inthe set Tr aceAr r ay method when you use a Java applet for which an error trace
cannot be collected. In the event of an error, you can obtain error information by
referencing the St ri ng array.

The output format of an error trace file or the format of datastoredinaSt ri ng array
for amemory traceis asfollows:

(ttt) yyyy/ mnv dd hh: mm: ss. uuu eeeeeeeceeece

« ttt: Name of the executing thread

e yyyy/ mnv dd hh: mm: ss. uuu: Date and timethe error trace or memory trace was
collected

*  eeeeeeeeeeee; Message
The following table lists the messages that are collected.
Table 2-42: Messages collected in error and memory traces

Message Description
Invalid nessage received. An invalid message was received from the TP1/Server.
met hod=aaaaaaaa aaaaaaaa: Name of the method that issued this message.

For amemory trace, thisisacode corresponding to the name of
the method that issued this message.

Error reply received. An error reply was received from the TP1/Server.
i nf —aaaaaaaa, aaaaaaaa: Received error code
met hod=bbbbbbbb bbbbbbbb: Name of the method that issued this message.

For amemory trace, thisisacode corresponding to the name of
the method that issued this message.
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Message Description
Exception occurred. An exception was received from the Java system in the TP1Client
i nf —aaaaaaaa, class. Or, an exception was returned to the Java appl et, application,
except i on=bbbbbbbb( cc...cc), or servlet from the TP1Client class.
met hod=dddddddd aaaaaaaa: Maintenance information when the exception occurred.

bbbbbbbb: Name of the exception that was received from Java or
that was returned to the Java applet, application, or servlet.
For amemory trace, thisisacode corresponding to the name of
the exception.
cc...cc: Detailed message for the exception.
Thisinformation is output only when thereis a detailed
message.
dddddddd: Name of the method that issued this message.
For amemory trace, thisis a code corresponding to the method

name.
Invalid data received. Thecl t AssenRecei ve method received invalid data from the
(aa..aa), met hod=hbbbbbbb remote system.

aa...aa: Invalid data
When the message length isinvalid
recei ve message | engt h=message-length (decimal)
bbbbbbbb: Name of the method that issued this message.
For amemory trace, thisisacode corresponding to the name of
the method that issued this message.

Recei vi ng message was cancel ed. The messagereceived by thecl t AssenRecei ve method from the
aaaaaaaa (bb...bb) net hod=ccccecce remote system was discarded.
aaaaaaaa: Reason for discarding the message
bb...bb: Data detail
When the receive buffer overflowed
receive buffer overfl owed.
(receive buffer size=receive-buffer-size (decimal),
recei ve message body
| engt h=receive-message-body-length (decimal)
ccceccece: Name of the method that issued this message.
For amemory trace, thisisacode corresponding to the name of
the method that issued this message.
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Message

Description

User data did not conpress,
gr oup=aa...aa,

servi ce=hb...bb,

reason= CC...CC

User data was not compressed. The service request isissued
without compressing the user data.
aa...aa: Target service group name
bb...bb: Target service name
cc...cc: Reason why the user data was not compressed:
NO EFFECT: Compressing the user data would have no effect.
NOT SUPPORT VERS| ON: The target TP1/Server version does
not support the data compression facility.
If NO EFFECT is displayed, the size of the data obtained after
compression exceeds the size of the uncompressed data. In such a
case, check to seeif this message has been output more than once
for the same CUP, and re-eval uate the use of the data compression
facility for each CUP.
If NOT SUPPORT VERSI ONisdisplayed, check whether the target
TPL/Server version supports the data compression facility (TPL/

Server Base 03-03 or later).

Thefollowing tableliststhe method namesthat correspond to the codes that are output
to amemory trace.

Table 2-43: Correspondence of codesto method names

Code Method name
1 TP1d i ent. openConnecti on
2 TP1d i ent. cl oseConnecti on
3 TP1C i ent.rpcCall
4 TP1C i ent.setDccltinquiretine
5 TP1C i ent. set Dccl t del ay
6 TP1d i ent. set Dcwat chtim
7 TP1C i ent. set Dcsel i nt
8 TP1d i ent. set Dccl t ext end
9 TP1C i ent. rpcOpen
10 TP1C i ent. rpcC ose
11 TP1C i ent . set Rpcext end
12 TP1C i ent . set Dchost
13 TP1Cd ient.rpcCall To
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Code Method name
14 TP1C i ent.trnBegin
15 TP1C i ent. trnChai nedConmi t
16 TP1C i ent. trnChai nedRol | back
17 TP1C i ent. trnUnchai nedConmi t
18 TP1C i ent. trnUnchai nedRol | back
19 TP1Client.trnlnfo
20 TP1C i ent.getTrnl D
37 TP1C i ent. cl t AssenBend
38 TP1C i ent. cl t AssenRecei ve
100 TP1d i ent Socket Conmuni cat or. openConnecti on
101 TP1C i ent Socket Comruni cat or . cl oseConnecti on
102 TP1C i ent Socket Comruni cat or . sendDat a
103 TP1Cl i ent Socket Comruni cat or . sendDat a
104 TP1C i ent Socket Communi cat or. recvDat a
105 TP1C i ent Socket Communi cat or. recvDat a
106 TP1d i ent Socket Communi cat or. r ecvDummyDat a
107 TP1Cl i ent Socket Comuni cat or. f| ush
108 TP1Cl i ent Socket Conmmruni cat or . r ecvSel ect
109 TP1d i ent Socket Conmruni cat or . openSer ver Socket
110 TP1d i ent Socket Communi cat or. accept Ser ver Socket
111 TP1C i ent Socket Communi cat or. cl oseSer ver Socket
112 TP1d i ent Socket Conmuni cat or . get Ser ver Por t
113 TP1d i ent Socket Conmruni cat or . get Local | PAddr ess
114 TP1d i ent Socket Conmruni cat or. get Local Port
300 TP1C i ent Properties. TP1C i ent Properties
301 TP1C i ent Properties. TP1Cl i ent Properti es
302 TP1C i ent Properti es. get Val ue
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Code Method name
400 TP1d i ent Rpc. r pcOpen
401 TP1d i ent Rpc. cl t Connect
402 TP1C i ent Rpc. rpcCal |
403 TP1C i ent Rpc. rpcCl ose
404 TP1d i ent Rpc. cl t Di sconnect
405 TP1d i ent Rpc. def Anal yze
406 TP1d i ent Rpc. rapConnect
407 TP1C i ent Rpc. rapDi sconnect
408 TP1C i ent Rpc. rapRpcCal |
409 TP1C i ent Rpc. scdRpcCal |
410 TP1d i ent Rpc. set Dccl t ext end
411 TP1d i ent Rpc. r apivhgConnect
412 TP1d i ent Rpc. r apivhgDi sconnect
413 TP1C i ent Rpc. set Rpcext end
414 TP1C i ent Rpc. set Dchost
415 TP1C i ent Rpc. nanRpcCal |
416 TP1d i ent Rpc. get Host Entry
417 TP1d i ent Rpc. get Next Entry
500 TP1d i ent ConManage. openWngConnect i on
501 TP1C i ent ConManage. cl oseMhgConnecti on
502 TP1C i ent ConManage. changeMhgConnecti on
503 TP1C i ent ConManage. get Connecti on
504 TP1d i ent ConManage. put Connecti on
505 TP1d i ent ConManage. cancel Connecti on
506 TP1d i ent ConManage. r egi st Check
507 TP1C i ent ConManage. get MhgConl nf o
512 TP1C i ent ConManage. get Sync
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Code Method name
513 TP1d i ent ConManage. r egi st ConnNum
600 TP1C i ent Connecti onHost. addTP1Cl i ent Connect i onHost
601 TP1C i ent Connecti onHost . renoveTP1C i ent Connect i onHost
602 TP1C i ent Connecti onHost . renmoveTP1C i ent Connecti onHost Al |
603 TP1d i ent Connecti onHost . changeTP1C i ent Connect i onHost
604 TP1C i ent Connecti onHost . get Connecti on
605 TP1d i ent Connecti onHost . put Connecti on
606 TP1C i ent Connecti onHost . addConnecti on
700 TP1d i ent Nam Lookup
900 TP1Cd i ent Trn. trnBegin
901 TP1C i ent Trn. trnChai nedConmi t
902 TP1C i ent Trn. t rnChai nedRol | back
903 TP1C i ent Trn. trnUnchai nedConmi t
904 TP1C i ent Trn. t rnUnchai nedRol | back
905 TP1C i ent Trn. conTrnCal |
1001 Socket . Socket
1002 Socket . get | nput Stream
1003 Socket . get Qut put Stream
1004 Socket . cl ose
1005 Dat al nput St ream r ead
1006 Dat al nput St ream avai | abl e
1007 Dat al nput Stream cl ose
1008 Dat aQut put Stream wite
1009 Dat aQut put Stream cl ose
1010 | net Addr ess. get Local Host
1013 | nput Stream r ead
1014 | nput Stream cl ose
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Code Method name
1015 Qut put Streamwite
1016 Qut put St ream cl ose
1019 Socket . set TcpNoDel ay
1102 TP1d i ent SndRcv. cl t AssenSend
1103 TP1C i ent SndRcv. cl t AssenRecei ve

The following table lists the exception names that correspond to the codes that are
output to a memory trace.

Table 2-44: Correspondence of codes to exception hames

Code Exception name
1 Errlnval i dArgsException
2 Er r Pr ot oExcepti on
3 Er r NoBuf sExcepti on
4 Er r Net DownExcepti on
5 Err Ti medQut Excepti on
6 Er r MessageTooBi gExcepti on
7 Er r Repl yTooBi gExcepti on
8 Er r NoSuchSer vi ceG oupExcepti on
9 Err NoSuchSer vi ceExcepti on
10 Err Servi ceC osedExcepti on
11 Err Servi ceTer m nati ngExcepti on
12 Er r Ser vi ceNot UpExcepti on
13 Er r Not UpExcepti on
14 Err Syserr At Server Excepti on
15 Er r NoBuf sAt Ser ver Excepti on
16 Err Syserr Exception
17 Errlnval i dRepl yExcepti on
18 ErrlnitializingException
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Code Exception name
19 Err Server BusyExcepti on
20 Err Test nndeExcepti on
21 Err SecchkExcepti on
22 Err Servi ceTer m nat edExcepti on
23 Err | OErr Exception
24 Err Host Undef Excepti on
25 Errlnval i dPort Excepti on
26 Err ConnfreeExcepti on
29 Er r Fat al Excepti on
30 ErrSecurityException
31 Nurmber For mat Excepti on
32 ECFExcepti on
33 Fi | eNot FoundExcepti on
34 Socket Excepti on
35 I nt errupt edl OException
36 Er r Not Pool i ngExcepti on
45 Err Tr nchkExcepti on
76 Err Server Ti medQut Excepti on
77 ErrCient Ti medQut Excepti on
78 Er r Not Tr nExt endExcepti on
79 Er r Tr nchkExt endExcept i on
80 Er r Net DownAt Ser ver Excepti on
81 Err Net DownAt C i ent Excepti on
84 Errlnval i dMessageExcepti on
85 Err Buf f er Over f| owExcepti on
86 ErrCol | i si onMessageException
1001 | OExcepti on

113



2. Functionality

Code Exception name
1002 UnknownHost Excepti on
2.11.5 Method trace

2.11.6
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TP1/Client/J outputs method trace information to the directory specified in the

Tr cPat h argument of the set Met hodTr aceMbde method or the directory specified
inthedcnet hodt r acepat h operand of the TP1/Client/J environment definition; the
filenamesare DCMID1. TRCand DCMID2. TRC. You specify thefilesizewiththesi ze
argument of the set Met hodTr aceMode method or the dcrret hodt r acesi ze
operand of the TPL/Client/J environment definition.

Many methods are executed within a TP1Client class. A method trace outputs to the
file the execution order and times of these internal methods. In a Java environment,
only alimited amount of information can be obtained in the event of an error. You can
use the method trace information about the internal processing resulting in an error to
determine the cause of an error.

The output format of a method tracefileis asfollows:

yyyy/ mm/ dd hh: mm: ss. uuu Location = |l ThreadNane = ttt

Met hodName = nnnnnnNNNNNNnNNNNNNNN

ADDRESS +0 +1 +2 +3 +4 +5 +6 +7 +8 +9 +a +b +c +d +e +f
0123456789abcdef

00000000 00 00 00 00 c7 Ob 49 17 00 00 00 00 00 06 00 05

e yyyy/ mnv dd hh: mm: ss. uuu; Date and time the method trace was collected
» |II: Type of entry or exit point
« ttt: Name of the executing thread
Character string following ADDRESS: Name of the method that was called
Debug trace

TP1/Client/J normally collects debug trace information in its memory buffer and
outputs the information to a debug trace file only when an exception occurs. TP1/
Client/J outputs adebug trace to the TP1dl i ent J directory under the home directory
of the user executing the JavaVM; the file nameisdcd t XXXXXXXXXXXX. dnp
(where XXXXXXXXXXXX is atime stamp).

When adebug trace fileisto be output, if the total number of debug trace files exceeds
the file count specified inthedccl t dbgt rcfi | ecount operand of the TPY/Client/J
environment definition, the file with the oldest update date is deleted. The existing
debug trace files are deleted until the total number of debug trace files reaches
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(file-count-specified-in-the dccltdbgtrcfilecount-operand - 1).

If debug traces cannot be output to files, such as when a CUP is operated as a Java
applet or when the deletion of old debug tracefilesfails, debug traces are output to the
standard output. When debug trace files are output to the standard output, you can view
the debug trace information by opening the Java console using a browser facility, for
example.

The output format of a debug trace is as follows:

(tt) yyyy/ mnv dd hh: mm: ss. uuu Met hodNanme = nnnnnnNnNnnNNNNNnNnNNN( i)
Location = Il

ADDRESS +0 +1 +2 +3 +4 +5 +6 +7 +8 +9 +a +b +c +d +e +f
0123456789abcdef

00000000 00 00 00 00 c7 Ob 49 17 00 00 00 00 00 06 00 05

o ttt: Thread ID
o yyyy/mm/dd hh:mm:ss.uuu: Date and time the debug trace was collected
e nnnnnnnnnnnnnnnnnnnn: Name of the executing thread
* ii: Instance ID
* |ll: Type of entry or exit point
Character string following ADDRESS: Debug trace information

Performance analysis trace

Performance analysis trace (PRF trace) information is the trace information of the
Cosminexus Application Server. By collecting the performance analysistrace, you can
determine the flow of the series of processes that occurred during UAP execution and
the time that was taken, and collect the information necessary for analyzing
performance. Furthermore, when an error occurs, you can determine how far the
process had reached.

For an overview of performance analysistraces and details on how to use them, seethe
manual s Cosminexus Function Description and Cosminexus System Operation Guide.
This section explains how to use performance analysis traces when you run TP/
Client/J on Cosminexus Application Server, the information collected in performance
analysistraces, and trace collection points.

(1) Outputting the performance analysis trace on Cosminexus Application

Server

When you run TP1/Client/J on Cosminexus Application Server, you can output the
performance analysis trace on Cosminexus Application Server. The performance
analysistraceis collected at the TPL/Client/J trace collection point. To collect the
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performance analysis trace, specify dccl t prftrace=Y inthe TPL/Client/J
environment definition.

When outputting the performance analysis trace on Cosminexus Application Server,
the information collected by TP1/Client/J increases the size of the performance
analysistrace that is output. Therefore, you must take thisincrease into consideration
when specifying a size for the performance analysis trace.

(2) Collating Cosminexus Application Server with OpenTP1 trace

When you issueto TP1/Server an RPC that uses the name service or an RPC that uses
the scheduler direct facility, you can add to the RPC message to be sent to the scheduler
identification information (an | P address, for example) that is essentially unique to
each TP1/Client/Jinstance. The added information is output to the performance
verification trace of OpenTP1. By collating this OpenTP1 performance verification
trace with the performance analysis trace of Cosminexus Application Server, you can
identify the series of operational flow between Cosminexus Application Server and
OpenTP1. When you issueto a TP1/Server whose version is07-02 or |ater an RPC that
usestheremote API facility, you can add identification information (an | P address, for
example) to the RPC message to be sent to the scheduler.

To add identification information to the OpenTP1 performance verification trace,
specify dccl t prfi nf osend=Y in the TPL/Client/J environment definition. For
details about the OpenTP1 performance verification trace, see the manual OpenTP1
Description.

(3) Information collected in the performance analysis trace
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Information collected by TPL/Client/Jis output as added information to the
performance analysis trace. The information collected in the performance analysis
trace and atrace output example are described below.

Information collected in the performance analysis trace
Node ID: _Jaa (4-byte a phanumeric character)

aa: Randomly chosen two alphanumeric characters (numbers (0-9) or letters
(A-Z or a2))

Root communication serial number: bbbbbbbb (4-byte hexadecimal number)
bbbbbbbb: IP address

RPC communication serial number: ccccdddd (4-byte hexadecimal number)
cccc: Randomly chosen 2-byte hexadecimal number
dddd: Communication serial number

Example of outputting performance analysis trace on Cosminexus Application
Server
oPT ASCl |
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Hexadeci mal display _Jaa/ Oxbbbbbbbb/ Oxcccedddd. . .

Output example in which identification information is added to the performance
verification trace of OpenTP1

PRF: Rec Node: smpl Run-ID: 0x416f809d Process: 2612 Trace: 11

Event: 0x2002 Time: 2004/10/15 17:17:07 195.000.000 Server-name: _scd
Re: ¥ Client: - Oxcceedddd — Server: **** Root: _Jaa - Oxbbbbbbbb
Sve-Grp: tst_svg Sve: echo

Trn: >

(4) Performance analysis trace collection point

(@)

This subsection explains the details of the trace collection point for the performance
analysis trace of TP1/Client/J for each type of processing.

Establishing and terminating connection with the RAP-processing
listener

The following table shows the event 1Ds, trace collection points, additional
information, and PRF trace collection levels used when establishing or terminating
connection with the RAP-processing listener.

Table 2-45: Details of the trace collection points when establishing or
terminating connection with the RAP-processing listener

Event ID Number Trace collection point Additional Level
in the information®?
figure®®
0x9180 1 Before establishing connection to Information on the A
the RAP-processing listener reguest destination
(host name, port
number)
0x9181 2 After establishing connectiontothe | Internal return code A
RAP-processing listener (collected
only when an error occurs)
0x9182%3 3 After sending or receiving . Internal return code A
RAP-processing listener connection
request data
0x9183 4 Before sending or receiving N/A A
RAP-processing listener
disconnection request data
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Event ID Number Trace collection point Additional Level
in the information®?
figurel
0x9184 5 After sending or receiving Internal return code A
RAP-processing listener
disconnection request data
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Legend:

A: Standard

N/A: Not applicable
#1

Corresponds to the number inside Figure 2-28.
#2

Information to be added to the performance analysis trace of Cosminexus
Application Server

#3

A trace with this event ID is not collected if an error occurs in the connection
establishment process and the event ID 0x9181 is collected.

The following figure shows the trace collection points in establishing or terminating
connection with the RAP-processing listener:
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Figure 2-33: Trace collection pointsin establishing or terminating connection
with the RAP-processing listener

TP1/Client/J

Application

| | TP1Client ||Internal class

[--» & o~

] .
openConnection

closeConnection

—»{1

Establishing conriection to the RAP-processing listener

Connection establishment

TP1/Server

RAP-processing
listener

).----------

After establishing connection
_(collected only when an error occurs)

\

Sending connection request data to
establish logical connection

-

Receiving a response to the
connection request

A

A

» Sending a connection termination

Receiving a response to the
_, connection termination request

[
-

/

A

Legend:

. Indicates a trace collection point. The PRF trace collection level is Standard.

(b) API surrogate execution request by the remote API facility

The following table shows the event I Ds, trace collection points, additional
information, and PRF trace collection levelswhen an APl surrogate execution request
isissued by the remote API facility.

Table 2-46: Details of the trace collection points when an API surrogate

execution request isissued by the remote API facility

Event ID Number Trace collection point Additional Level
in the information*?
figure®®
0x9190 1 Before processing arequest for surrogate N/A A
execution of dc_r pc_cal |
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Event ID Number Trace collection point Additional Level
in the information®?
figurel
0x9191 2 After processing arequest for surrogateexecution | Internal return A
of dc_rpc_cal | code
0x9192 1 Before processing a request for surrogate N/A A
execution of dc_trn_begin
0x9193 2 After processing arequest for surrogateexecution | Internal return A
of dc_trn_begin code
0x9194 1 Before processing a request for surrogate N/A A
execution of dc_t rn_chai ned_conmi t
0x9195 2 After processing arequest for surrogateexecution | Internal return A
of dc_trn_chai ned_conmi t code
0x9196 1 Before processing a request for surrogate N/A A
execution of dc_t rn_chai ned_r ol | back
0x9197 2 After processing arequest for surrogateexecution | Internal return A
of dc_trn_chai ned_rol | back code
0x9198 1 Before processing a request for surrogate N/A A
execution of dc_t rn_unchai ned_conmi t
0x9199 2 After processing arequest for surrogateexecution | Internal return A
of dc_trn_unchai ned_conmi t code
0x919A 1 Before processing arequest for surrogate N/A A
execution of dc_t rn_unchai ned_r ol | back
0x919B 2 After processing arequest for surrogateexecution | Internal return A
of dc_trn_unchai ned_r ol | back code
Legend:
A: Standard
N/A: Not applicable
#1
Corresponds to the number inside Figure 2-29.
#2

Information to be added to the performance analysis trace of Cosminexus
Application Server

The following figure shows the trace collection points that are used when an API
surrogate execution request is issued by the remote API facility:
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Figure 2-34: Trace collection points that are used when an API surrogate
execution request isissued by the remote API facility

TP1/Client/J TP1/Server
— - RAP-processing
Application | | TP1Client | | Internal class | listener
M rpcCall ' o
RPC request to the RAP-processing listener
1 Processing an RPC surrogate execution
request to a RAP-processing server
>
Receiving a response
-
2
-~ i
Legend: . Indicates a trace collection point. The PRF trace collection level is Standard.

(c) Issuing an RPC to the schedule server

The following table shows the event IDs, trace collection points, additional
information, and PRF trace collection level sused when issuing an RPC to the schedule
Server:

Table 2-47: Details of the trace collection points when issuing an RPC to the
schedule server

Event ID Number Trace collection point Additional Level
in the information®?
figurel
0x91C0 1 Before establishing connection to Information on the A
the schedule server host at the service

request destination
(host name, port

number)
0x91Cl 2 Before processing aservicerequest | Internal return code A
to issue an RPC to the schedule
server
0x91Cc2™3 3 After acceptingaconnectionrequest | |nternal return code™ | A

to receive response from the SPP or
schedule server
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Event ID Number Trace collection point Additional Level
in the information™?
figure#l
0x91C3 4 Before establishing connection to Information on the B
the name server host at the service

request destination
(host name, port

number)
0x91C4 5 After executing aservice Internal return code B
information inquiry to the name
server
0x9105™ 6 After acceptingaconnectionrequest | |nternal return code™ | B
to receive response data from the
name server
L egend:
A: Standard
B: Detail
#1
Corresponds to the number inside Figures 2-30 and 2-31.
#2
Information to be added to the performance analysis trace of Cosminexus
Application Server
#3
A tracewith thisevent ID is collected when the transmission of the requested data
isnormally terminated.
#4
When accepting of the connection request to receive response data from the SPP
or schedule server isterminated normally, the connection source information (1P
address and port number) is also added.
#5

When accepting of the connection request to receive response datafrom the name
server isterminated normally, the connection source information (1P address and
port number) is also added.

The following figure shows the trace collection points that are used when issuing an
RPC to the schedule server:
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Figure 2-35: Trace collection points that are used when issuing an RPC to the
schedule server

TP1/Client/J TP1/Server
| Applicaton || | TP1Client | | TP1CHentRpo | Schedule
1 H 1 server
M rpcCall : !
RPC request to the schedule server
1 Establishing connection to the
schedule server .
»-
Sending RPC request data
- >
Acceptance of a request to establish
connection for receiving a response,_
3 -
Receiving an RPC response
2 |
- i
- a a
Legend: . Indicates a trace collection point. The PRF trace collection level is Standard.

The following figure shows the trace collection points that are used when issuing a
service information inquiry to the name server:
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Figure 2-36: Trace collection points that are used when issuing a service
information inquiry to the name server

TP1/Client/J TP1/Server
| Application | | TP1Client | | Internal class | Name server
% RPC that uses a name service
"
4 Establishing connection to the name server
-¢
Sending service information inquiry request
data -
Acceptance of a request to establish
connection for receiving a response
6 -« —
Receiving a response to the service
information inquiry
5
¢ RPC to the schedule server
R — !
Legend: - Indicates a trace collection point. The PRF trace collection level is Standard.

. Indicates a trace collection point. The PRF trace collection level is Detail.

(d) API execution

The following table shows the event IDs, trace collection points, additional
information, and PRF trace collection levels used during APl execution.

Table 2-48: Details of the trace collection points during APl execution

Event ID Trace collection point Additional Level
information”!

0x91D0 Entry point to the openConnect i on method N/A

0x91D1 Exit point from the openConnect i on method Internal return code A
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Event ID Trace collection point Additional Level
information®!
0x91D2 Entry point to thecl oseConnect i on method N/A A
0x91D3 Exit point from the cl oseConnect i on method Internal return code A
0x91D4 Entry point to ther pcCal I method inlen A
0x91D5 Exit point from ther pcCal I method out | en, Internal A
return code
0x91D6 Entry point to ther pcCal | To method inlen A
0x91D7 Exit point from ther pcCal | To method out | en, Internal A
return code
0x91D8 Entry point to thet r nBegi n method N/A A
0x91D9 Exit point from thet r nBegi n method Internal return code? | A
0x91DA Entry point to thet r nChai nedConmi t method N/A A
0x91DB Exit point from thet r nChai nedConmi t method Internal return code? | A
0x91DC Entry point to thet r nChai nedRol | back method N/A A
0x91DD Exit point from thet r nChai nedRol | back method Internal return code™ | A
0x91DE Entry point to thet r nUnchai nedCormmi t method N/A A
0x91DF Exit point from thet r nUnchai nedConmmi t method Internal return code A
0x91E0 Entry point to thet r nUnchai nedRol | back method N/A A
0x91E1 Exit point from thet r nUnchai nedRol | back method Internal return code A
Legend:
A: Standard
N/A: Not applicable
#1
Information to be added to the performance analysis trace of Cosminexus
Application Server
#2

At the start of atransaction, the transaction global identifier and the transaction

branch identifier are also added.
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(5) Performance analysis trace identification information that is output to a UAP

trace

126

TP1/Client/J outputs performance analysis trace identification information at the end
of the UAP trace exit-point information in order to connect performance analysistrace
information of TP1/Server and Cosminexuswith thetrace information of TP1/Client/J.

The following methods are provided for outputting performance analysis trace
identification information to a UAP trace:

e openConnection()
e openConnection(String host, int port)
* cl oseConnection()

e rpcCall(String group, String service, byte[] in_data, int[]
in_len, byte[] out_data, int[] out_len, int flags)

e rpcCall(String group, String service, byte[] in_data, byte[]
out _data, int flags)

e rpcCall To( DCRpcBi ndTbl direction, String group, String
service, byte[] in_data, int[] in_len, byte[] out data,
int[] out_len, int flags)

e trnBegin()

e trnChai nedConmit ()

e trnUnchai nedCommit ()

e trnChai nedRol | back()

e trnUnchai nedRol | back()

Notethat the performance analysistraceidentification information is output regardl ess
of the value of thedccl t pr f i nf osend operand in the TP1/Client/J environment
definition.

An example of a UAP trace to which performance analysis trace identification
information is output is shown below. Bold type indicates the performance analysis
trace identification information.

2008/ 09/ 01 16:37:24.698 Location = Qut ThreadNane = main

Met hodNane = TP1C i ent. rpcCal

Exception =

ADDRESS +0 +1 +2 +3 +4 +5 +6 +7 +8 +9 +a +b +c +d +e +f
0123456789abcdef

00000000 00 00 00 1c 53 75 7a 75 6b 69 00 00 00 00 00 00
....Suzuki......

00000010 00 00 00 00 00 00 00 00 OO0 OO 00 00 51 00 00 00
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00000020 5f 4a 30 6d 2f 30 78 30 61 64 31 30 66 37 63 2f _Jom
0x0adl10f 7c/
00000030 30 78 32 62 35 64 30 30 30 31 0x2b5d0001
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2.12 Data compression facility

The data compression facility enables you to compress user data that is sent over the
network by an RPC. You can use thisfacility to reduce the number of packetsthat are
sent over the network, thereby reducing network congestion.

You usethedccl t dat aconp operand in the TP1/Client/J environment definition to
specify whether or not the data compression facility is used.

When this facility is used, TPL/Client/J compresses the value of the input parameter
(i n_dat a) set by ther pcCal I method that is executed from a CUP. If compression
is effective, the compressed data is then sent out over the network. The value of the
response (out _dat a) to the query from SPPis also compressed by TP1/Server and
then sent over the network. TPL/Client/J receives the response, restores the
compressed data, and then passes it to the CUP.

The following figure provides an overview of the data compression facility.
Figure 2-37: Overview of database adapter

TP1/Client/J TP1/Server
CUP SPP
Compressed data
(in_data)
Com- _ Decom-
7 pression pression
rpcCall
(DCNOFLAGS)
Compressed data
(out data)
Decom- - Com-
pression pression

\ return ()

Note: In the case of TP1/Server version 03-06 or later, out_data is compressed by TP1/Server if
compression would be effective, even when in_data was not compressed.

Thisfacility is applicable when the version of TPL/Server at the service request
destination is 03-03 or later.” It supports the RPC communication mode and all RPC
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interfaces. However, the following differences apply, depending on the TP1/Server
version at the service request destination:

e [For aTPl/Server version earlier than 03-06

If the input parameter value is not compressed, the response value is not
compressed by TP1/Server even if compression would be effective.

* For aTP1l/Server version 03-06 or later

The response value is compressed by TP1/Server if compression would be
effective, even if the input parameter value was not compressed.

For an RPC using the remote API facility, the data compression facility is
supported if the TP1/Server version is 03-05 or later.

Thedatacompression facility cannot be used if the XA transaction linkage facility
isused from uCosminexus TP1 Connector or Cosminexus TP1 Connector and if
the TP1/Server version is 07-00 or earlier.

Effects of the data compression facility

The effects of the data compression facility depend on the contents of the user data.
Use of thisfunction is most effective when the user data contains many occurrences of
the same characters in the same order. With some user data, use of the function has
almost no effect.

Becausethereis some overhead associated with data compression and decompression,
you should eval uate the advantages of data compression in light of its associated costs
before you decide whether or not to use the data compression facility.

Notes about using the data compression facility
This subsection provides notes about using the data compression facility.

» |f an RPC using the scheduler direct facility isissued and the TP1/Server version
at the servicerequest destination is earlier than 03-03, invalid data may be passed
to SPP's service function. In such a case, do not issue to TP1/Server a service
reguest that uses the data compression facility (specify Ninthedccl t dat aconp
operand).

If an RPC using the name service facility isissued and the TP1/Server version at
the servicerequest destination is earlier than 03-03, the data compression facility
cannot be used even when it is set to be used, because this setting is ignored.

» |f the size of the data obtained after compression would be greater than the size
of the data before compression, or if the TP1/Server at the service request
destination does not support the data compression facility, a message indicating
that the data was not compressed is output to the error trace file of TPL/Client/J,
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and processing continues. In such a case, the data has not been compressed.

The data compression facility cannot be used when you establish a permanent
connection with aDCCM3 logical terminal and then issue a service request.

If ther pcCal I method returnsan error, the service'sresponse (out _dat a) isnot
guaranteed.

The maximum length of an RPC message (maximum length of a user message
that can be sent or received by ther pcCal | method) isalwaysthevaluesetinthe
dccl t r pcmaxnsgsi ze operand or the default value (1 megabyte), regardless of
whether or not the data compression facility is used.

If the XA transaction linkage facility is used from uCosminexus TP1 Connector
or Cosminexus TP1 Connector, and if the version of the target TPL/Server is
07-00 or earlier, TPL/Client/J cannot use the data compression facility. If an
attempt is made to use the data compression facility in such a case, the
KFCA32042- Wmessage may be output.



2. Functionality

2.13 Source host specification facility

When you issue a connection establishment request using an RPC or the TCP/IP
communication facility, TP1/Client/J enables you to specify the transmission source
host for the CUP. Thisis called the source host specification facility.

If multiple network adapters are connected on the host where the CUP is running, the
transmission source host to be used by the CUP when connection establishment is
requested is determined by TCP/IP control. However, if you use the source host
specification facility, you can fix the transmission source host to be used when the
following connection establishment requests are issued:

m RPC using the scheduler direct facility

m RPC using the name service

m RPC using the remote API facility

m RPC specifying the communication destination
m TCP/IP communication facility

To specify the transmission source host for a CUP, usethedccl t cupsndhost
operand in the TP1/Client/J environment definition.

The following figure shows connection establishment when the source host
specification facility is not used and when it is used.
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Figure 2-38. When the source host specification facility is not used and when

the facility is used

« \When the source host specification facility is not used

Client machine

TP1/Client/J

CUP

Network adapter

Host A
Transmission
sourc_e host Host B
selection by
TCP/IP control
|
! Host C

« \When the source host specification facility is used

Client machine

TP1/Client/J

CUP

Network adapter

Selecting host B that
was specified in the
dccltcupsndhost
operand in the TP1/
Client/J environment
definition

Host A

9

Host B

Remote system

Connection
establishment

L

Remote system

Connection

Host C

|
|
|
|
|
|
I establishment
|
|
|
|
|
|
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2.14 Receive port fixing facility

TPL/Client/Jalowsyoutofix thereceive port for an RPC that usesthe scheduler direct
facility and an RPC that uses the name service. Thisis called the receive port fixing
facility.

When you send an RPC's response from TPL1/Server to TPL/Client/J, you use this
facility to filter out notifications other than those approved for the receive port of TP/
Client/J by means of afirewall positioned between TP1/Server and TP1/Client/J.

To usethisfacility, specify thedccl t cupr cvport operand in the TPL/Client/J
environment definition.

Thefollowing describes when the receive port fixing facility is not used and when this
facility is used.

(1) When the receive port fixing facility is not used

Thereisnofiltering for the receive port in the RPC's response communication. The OS
automatically allocates an undefined port as the receive port for the RPC in TPL/
Client/J.

The following figures show when the receive port fixing facility is not used.
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Figure 2-39: When the receive port fixing facility is not used (RPC using the
scheduler direct facility)

TP1/Client/J Firewall TP1/Server
CUP Schedule service
|:| Send port Receive port
rpcCall ()
|:| Receive
port SPP
Program issuing |:|
unauthorized service request . .
Service execution
M |:|
|:| Send port
Permission Send port
?
|:| Receive
port Permission
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Figure 2-40: When the receive port fixing facility is not used (RPC using the
name service)

TP1/Client/J Firewall
CUP
|:| Send port TP1/Server
rpcCall ()
- Name service
|:| Receive
port
Receive port
Program issuing
unauthorized service request
Permission N Send port
|:| Send port
?
|:| Receive s
Permission
port

(2) When the receive port fixing facility is used

Theport specifiedinthedccl t cupr cvpor t operandinthe TPL/Client/Jenvironment
definition isused asthereceive port for response communication to the RPC, and other
communication is subject to filtering. This method enables you to use the firewall to
filter response communications from TP1/Server for unauthorized service reguests.

The following figures show when the receive port fixing facility is used.
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Figure 2-41. When the receive port fixing facility is used (RPC using the
scheduler direct facility)

TP1/Client/J Firewall TP1/Server
CUP Schedule service
|:| Send port Receive port
rpcCall ()
|:| Receive
port SPP
Program issuing |:|
unauthorized service request . .
Service execution
M |:|
|:| Send port
Permission Send port
?
|:| Receive
port Filtering H¢&
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Figure 2-42. When the receive port fixing facility is used (RPC using the name

service)

TP1/Server

Name service

Receive port

Send port

TP1/Client/J Firewall
CUP
|:| Send port
rpcCall ()
|:| Receive
port
Program issuing
unauthorized service request
Permission
|:| Send port
?
|:| Receive Filtering Y&
port g
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Chapter
3. Program Interface

This chapter describes the program interface for using TPL/Client/J.

3.1 List of APIs
3.2 How to use APIs
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3.1 List of APIs

The following tables list the APIs that are used by TP1/Client/J.
Table 3-1: List of APIs (package and classes)

Classification

Name

Description or function

Package JP. co. Hitachi.soft. Ope | Package name of the TPL/Client/J classes
nTP1

Class TP1d i ent Class name of TP1/Client/J
DCRpcBi ndThl DCRpcBi ndThl class

Tabl

e 3-2. List of APIs (methods)

Classification

Method

Description or function

Execution

accept Noti ficati on(byt
e[] inf,int[]
inf_len,int port,int
timeout, byte[]

host nane, byt e[ ]

nodei d)

accept Noti fi cati onChai
ned(byte[] inf,int[]
inf_len,int

timeout, byte[]

host nane, byt e[ ]

nodei d)

Receives messages that are sent by server's function
(dc_r pc_cl t send function).

cancel Noti fi cati on(byt
e[] inf,int
inf_len,String

host name, i nt port)

Releases the unidirectional server message reception
wait status (issuance of theaccept Not i fi cati on or
accept Not i fi cati onChai ned method).

cl oseConnecti on()

Releases a permanent connection between aCUP and a
RAP-processing listener and server.

cl oseNotification()

Deletes an environment for using the unidirectional
message consecutive reception facility.

cl t AssenSend( byt e[ ]
buff, int sendleng,
String hostnane, int
portnum int timeout,
int flags)

Uses the receive message assembly facility to send a
message.
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Classification

Method

Description or function

cl t AssenRecei ve(byte[]
buff, int[] recvleng,
int timeout, int flags)

Uses the receive message assembly facility to receive a
message.

cl oseConnection()

Rel eases a permanent connection between a CUP and a
RAP-processing listener and server.

cl t Recei ve(byte[]
buff, int[] recvleng,
int timeout, int flags)

Receives a message sent by an MHP.

cltSend(byte[] buff,
int sendl eng, String
host nanme, int portnum
int flags)

Sends amessage to an MHP.

get Trnl D(byte[] gid,
byte[] bid)

Obtains the transaction global identifier and transaction
branch identifier.

openConnecti on()

openConnection(String
host, int port)

openConnection(String
url, short flags)

Establishes a permanent connection with a
RAP-processing server or connects to TP1/Web and
startsavirtual session.

openNoti fication(int
port)

Creates an environment for using the unidirectional
message consecutive reception facility.

rpcCall (String group,
String service, byte[]

in_data, int[] in_len,
byte[] out_data, int[]
out_len, int flags)

rpcCall (String group,
String service, byte[]
in_data, byte[]

out _data, int flags)

Issues an RPC to the specified service-group-name +
service-name.

rpcCal | To( DCRpcBi ndThl
direction, String
group, String service,
byte[] in_data, int[]
in_len, byte[]

out _data, int[]

out _len, int flags)

Issues an RPC to the service-group-name + service-name
of the specified communication-target node.

rpcd ose()

Rel eases the environment for calling a TP1/Server SPP.
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Classification

Method

Description or function

rpcOpen()

rpcOpen(String
deffil enane)

Initializes the environment for calling a TPL/Server SPP.

t rnBegi n()

Starts a global transaction.

t rnChai nedConmi t ()

Acquires the synchronization point of atransaction.

t rnChai nedRol | back()

Rolls back atransaction.

trnlnfo()

Determines whether or not the TP1Client object is
running as atransaction.

trnUnchai nedCommi t ()

Acquires the synchronization point of atransaction.

t rnUnchai nedRol | back()

Rolls back atransaction.

Definition

set Connect | nf or mat i on(
byte[] inf, short
inf_len)

Setsterminal identification information.

set Dat aTraceMode(Strin

g TrcPath, int size,
int Datasize, bool ean
flag)®

Specifies whether or not to output to afile a datatrace
when an RPC isissued from a Javaapplication or servlet.

set Dccl tdel ay(i nt sec)

Setsthe communication delay time betweenaCUPand a
RAP-processing listener and server.

set Dccl t extend(i nt
flags)

Sets the extension level of the TP1/Client/J facility. The
user can specify multiple extension levels by specifying
the disjunction of each value.

setDccltinquiretime(in
t sec)

Sets the maximum time for the inquiry interval that is
monitored from the RAP-processing server (if no service
request is received from the client within this period, the
connection is released).

set Dchost (String host,
int port)

Setsthe host name and port number of the TP1/Server as
agateway.

set Dcsel int (int nsec)

This method serves no purpose.
It isretained only to provide compatibility with the
source of the previous version.

set Dcwat chti m(i nt sec)

For a synchronous-response RPC, sets the maximum
time to wait for aresponse from the service since a
service request was issued from the CUP to the SPP.
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Classification

Method

Description or function

set Error TraceMbde(Stri
ng TrcPath, int size,

bool ean fl ag)#

Specifies whether or not to output to afile information
about connection establishment with the server,
disconnection from the server, and error trace when the
TP1Client classis called from a Java application or
servlet.

set Met hodTr aceMode( St r
ing TrcPath, int size,

bool ean fl ag)#

Specifieswhether or not to output to afile amethod trace
when the TP1Client classis called from a Java
application or servlet.

set Rpcext end(i nt
ext endopti on)

Changes RPC-related settings.

set ScdDi rect Cbj ect (Str
ing scdhost, int
scdport, int flags)

Sets the host name and port number of the
communication-target scheduler.

set TraceArray(String[]
array)

Specifies the array (memory trace) for storing
information about connection establishment with the
server, disconnection from the server, and error trace
when the TP1Client classis called from a Java
application, servlet, or applet. To view the error
information, you must use a Java application, servlet, or
applet to reference the contents of this array.

set UapTraceMode(String
TrcPath, int size,

bool ean fl ag)#

Specifies whether or not to output to afile a UAP trace
when the TP1Client classis called from a Java
application or servlet.

#

Only Java applications and servlets can use this method. If an attempt is made to use
this method with a Java applet, Securi t yExcept i on occurs.
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3.2 How to use APIs

After creating a Java applet, application, or servlet using the classlibrary provided by
TP1/Client/J, you can manipulate TPL/Client/J, mainly by using five APIs.

Preparing to use TPL/Client/J

2. Creating an instance of the TP1Client class
3. Initiaizing the RPC environment
4. Connecting to TP1/Server's RAP-processing server (applicable if RPCs are

issued using the remote API facility)
Calling aremote service (RPC)

Releasing the permanent connection with the RAP-processing listener or server
(applicable if RPCs are issued using the remote API)

7. Releasing the RPC environment

This section provides an overview and examples of the APIs in the order they are
executed. For details about the classes, see 4. Classes Used with TP1/Client/J.

Note:

Methods of the TP1d i ent class are not thread-safe. If you execute a method
of an instance of the same TP1d i ent classfrom multiple threads, make sure
that you apply alock so that they will not be executed concurrently. If an
attempt is made to execute a method of an instance of the same TP1d i ent
class from multiple threads, the corresponding method may return an
unexpected error.

3.2.1 Execution order of APIs

(1) Preparing to use TP1/Client/J
Declareimport of the TPL/Client/J package in the program.
Import the TP1/Client/J package in the same manner aswhen the package of each Java
facility isimported.

i mport java. applet.*; /1 Import java.applet package
i mport java.awt.*; /1 Import java.awt package
i mport JP.co. Hitachi.soft.CpenTP1.*; // Import TP1Client package

(2) Creating an instance of the TP1Client class>
The class name of TPL/Client/JisTP1Cl i ent . Create an instance of the TP1d i ent
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class when you need to access TP1/Server.

TP1d i ent st ock; /' I Declarethe instance variable named stock
stock = new TP1Cient(); // Createaninstance ofthe TP1Client class
/1 (constructor call)

(3) Initializing the RPC environment

Initialize the RPC environment to call TP1/Server's SPP. To initialize the RPC
environment, call ther pcOpen method.

If an error occurs during the call, the r pcOpen method returns an exception. Execute
exception processing, if necessary.

If you are issuing an RPC that uses the scheduler direct facility, an RPC that uses the
name service, or an RPC specifying the communication target, be sure to call the

r pc Open method. If you areissuing an RPC that usestheremote API facility, you need
not call the r pcOpen method.

When acquiring the TP1/Client/J environment definition from the system
properties

try {
st ock. rpcOpen(); /1 Initialize the RPC environment

} catch(ErrFatal Exception e) { [/ Occurrenceof RPC environment
/1 initialization error
Systemout.printIn("CUP Initialize error");
} catch (TP1d i ent Exception e) { // Occurrenceof other error
Systemout.println("error occured");

}

When acquiring the TP1/Client/J environment definition from a file

try {
stock. rpcQpen("C:\\C t4\\conf\\clt4j.ini");

/1 Initialize the RPC environment
} catch(ErrFatal Exception e) { // Occurrenceof RPC environment
/] initialization error
Systemout.printin("CUP Initialize error");
} catch (TP1C i ent Exception e) { // Occurrenceof other error
Systemout.println("error occured");

}
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(4) Connecting to TP1/Server's RAP-processing server (applicable if RPCs are
issued using the remote API facility)

Toissue an RPC that uses the remote API facility, connection is established with TP1/
Server's RAP-processing listener and server. A dedicated TCP/IP connection is
established between the Java applet, application, or servlet and the RAP-processing
server until the connection is released.

To establish aconnection, call theopenConnect i on method of theTP1Cl i ent class.
If an error occursduring the call, theopenConnect i on method returns an exception.
Execute exception processing, if necessary.

If you are issuing an RPC that uses the scheduler direct facility, an RPC that uses the
name service, an RPC specifying the communication target, or an RPC that uses the
auto connect mode, do not call the openConnect i on method.

try {
st ock. openConnecti on("st ocksv", 12000);

/1 Establish connection with RAP-processing
/'] listener and server
} catch(ErrTi medQut Exception e) { // Occurrenceof connection timeout
Systemout. println("server inactive");
} catch (TP1d i ent Exception e) { [/ Occurrence of other error
Systemout.println("error occured");

The CUP may not be able to detect rel ease of the permanent connection if the
RAP-processing listener, RAP-processing server, or OpenTP1 system terminates
abnormally while the permanent connection is established. In such a case, the next
method issued (r pcCal | or ¢l oseConnect i on) may return

Err Ti nedQut Excepti on.

(5) Calling aremote service (RPC)
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If connection is established successfully with the RAP-processing server, you can call
(RPC) aremote service (SPP). To issue an RPC, call ther pcCal | method. In the
argumentsof ther pcCal | method, specify the service group namefor the service, the
service name, inquiry data, inquiry datalength, response data reception area, response
datareception area size, and RPC execution mode.

If an error occurs during the call, ther pcCal I method returns an exception. Execute
exception processing, if necessary.

int in_len[] = newint[1];

int out_len[] = newint[1];

byte in_data[];

byte out _data[];

String in = "PN=0012-2456-12"; // Inquirydata (fixed character string
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/1 for convenience)

in_len[0] = 16; /1 Inquiry data length (fixed string for convenience)
out _len[0] = 16; /' Response data area size (fixed for convenience)
in_data = new byte[in_len[0]]; /1 Createinquiry data area

in.getBytes(0, in.length(), in_data, 0); // Setinquirydata
out _data = new byte[out_len[0]]; // Createresponsedataarea

try {
stock.rpcCal |l ("group", "service", [/ ExecuteRPC (inquiry

/'l responsetype)
in_data, in_len, out_data, out_len, stock. DCNOFLAGS);
} catch (ErrTi nedQut Exception e) { /1 RPC request timeout
Systemout. println("RPC tinedout");
} catch (TP1d i ent Exception e) { /1 Occurrence of other error
Systemout.println("error occured");

There are three types of RPCs, aslisted in the table below; specify the desired typein
thef | ags argument:

RPC type Function Specification method

Inquiry
response

Without A responseisreturned after aservicerequestisissuedto | DCNOFLAGS
chain the server. The next time an inquiry is sent to the same
server, the same server process as the previous one may
not be used.

With A responseisreturned after aservicerequestisissuedto | DCRPC_CHAI NED
chain the server. The next time an inquiry is sent to the same
server, the same server process as the previous one is
used (the server processislocked). Thisis not
applicableto RPCsthat use the scheduler direct facility
or name sexvice.

No response No response can be received after a service request is DCRPC_NOREPLY

issued to the server. The client does not know whether
the service executed successfully. Because the RPC
does not wait for aresponse, the client's execution
performanceis high.

Note

When you have used DCRPC_CHAI NEDto call services, you must execute an RPC
specifying DCNOFLAGS when calling the last service to indicate the end of the
chained RPCs.

(6) Releasing permanent connection with the RAP-processing listener or server
(applicable if RPCs are issued using the remote API)

Once an online application with TPL/Server has been completed, call the
cl oseConnect i on method to release the permanent connection from the
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RAP-processing listener and server. This method has no arguments.

If an error occurs during the call, the cl oseConnect i on method returns an
exception. Execute exception processing, if necessary.

try {
st ock. cl oseConnecti on();

/' Release permanent connection from RAP-processing listener and server
} catch (TP1d i entException e) { // Occurrenceof error
Systemout.println("error occured");
}

(7) Releasing the RPC environment

At the end of the CUP, call ther pcCl ose method to release the RPC environment of
the CUP. This method has no arguments.

If an error occursduring the call, ther pcd ose method returns an exception. Execute
exception processing, if necessary.

try {
stock. rpcd ose(); /1 Release RPC environment

} catch (TP1d i ent Exception e) { // Occurrenceof error
Systemout.println("error occured");

}

3.2.2 Adjustment during TP1/Client/J execution

Normally, method monitoring intervals are set in the TP1/Client/J environment
definition. These specificationsin the TP1/Client/J environment definition apply to all
methods. If a particular method requires a considerable amount of processing time on
the TPL/Server system, you will have to specify large values, making it impossible to
adjust the execution time according to the processing.

To solve this problem, TP1/Client/J provides methods that enable you to adjust the
method monitoring intervals dynamically. When one of these methodsis executed, the
value specified in its argument is set as the applicable value during execution and
remainsin effect as long asthe instance of the TP1d i ent class exists (until the

r pcCl ose method is called) or until the same method is called with a different
argument value specified. For details about these methods, see 4. Classes Used with
TP1/Client/J.

(1) Adjusting the time monitoring

Three methods are provided for adjusting time monitoring: set Dcwat cht i m
set Dccl tinquiretine, andset Dccl t del ay. Thetime monitoring that can be
specified with each method is described below.
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set Dcwat cht i mmethod

Sets the response monitoring interval. When the openConnecti on, rpcCal |,
and cl oseConnect i on methods are called, inquiry response takes place
between the CUP and the RAP-processing listener and server. A timeout occurs
if no response is returned within the specified response monitoring interval since
the inquiry began. Specify an appropriate value taking into account the duration
of service execution and the communication speed.

set Dccl ti nqui reti me method

The permanent connection between a CUP and a RAP-processing listener and
server that is established by calling the openConnect i on method remains
established until thecl oseConnect i on methodiscalled. If TP1/Client/J cannot
call thecl oseConnect i on method dueto an error, the RAP-processing listener
and server will not bereleased. To avoid this, you use this method to set thelength
of time allowed for aresponse from TP1/Client/J before connection with the
RAP-processing listener and server isreleased forcibly.

Notethat if the connection-target RAP-processing server isDCCM 3, thevalue set
intheset Dccl ti nqui reti me method isignored.

set Dccl t del ay method

When ther pcCal I method is called, the TP1/Client/J system monitors the
response time based on the value specified in the set Dcwat cht i mmethod. The
RAP-processing server that relays RPC requests from TP1/Client/J monitors for
aresponse for the specified amount of time (i.e., the value specified in the

set Dcwat cht i mmethod minus the value specified in the set Dccl t del ay
method). The value specifiedinthe set Dccl t del ay method isadelay timefor
communication between TPL/Client/J and TPL/Server. If the monitoring interval
isthe samefor both TP1/Client/Jand the RA P-processing server, atimeout occurs
at TPL/Client/J before atimeout occurs at the RAP-processing server because
TP1/Client/J starts response monitoring before the RAP-processing server starts
response monitoring. If the RAP-processing server sends aresponse just in time,
atimeout may have aready occurred at TP1/Client/J and the response may not be
received. To prevent such an event, this method is used to force a timeout at the
RAP-processing server. To put the value specified in this method into effect,
either specify dcwat cht i mi nheri t =Y in the TPL/Client/J environment
definition or specify the DRPC_WATCHTI M NHERI T argument in the

set Rpcext end method.

3.2.3 Collecting error information and adjusting facilities

Three methods are provided for collecting error information and adjusting facilities:
set TraceArray, set Dccl t ext end, and set Rpcext end. The value specified in

each method takes effect when the method is called. When these methods are called,
the values specified in their arguments take effect during execution and remain in
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effect as long as the instance of the TP1Cl i ent class exists (until ther pcCl ose
method is called) or until the same method is called with a different argument value
specified.

set Tr aceAr r ay method

For Javaapplets, you cannot create afilein its execution environment dueto Java
security limitations. This makesit impossibleto collect error information astrace
information in files. In such a case, use the memory trace facility to collect trace
information. If you specify a St ri ng type array with the set Tr aceAr r ay
method, the TP1d i ent class stores error information in the specified array. In
the event of a Java applet or application error, you can view the contents of the
St ri ng array with abrowser in order to determine the cause of the error and take
appropriate action. For details about memory traces, see 2.11.4 Error trace and
memory trace.

set Dccl t ext end method

Specifies whether or not you wish to use afacility that depends on the execution
environment. You specify whether or notthedc_r pc_get cal | ers_addr ess
function of the SPP in the TP1/Server system isto be used to view the | P address
of TPL/Client/J. With Microsoft Internet Explorer 3.0J, you cannot check the
local IPinthe TP1/Client/J system. In a Windows 95 multi-homed host
environment, this operation resultsin an internal OS error. Therefore, the default
isthat thelocal 1P is not checked.

set Rpcext end method

Specifies functional extension options of RPCs that are issued from TPL/Client/
J. To specify multiple extension levels of the RPC facility, specify the disjunction
of each value.

3.2.4 Instructing trace output
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To obtain various traces, specify necessary information either in the TPL/Client/J
environment definition or in the applicable methods during execution.

In the case of Java applets, you cannot collect traces due to security limitations. In the
case of Javaservlets, security limitations depend on the application server being used;
for details, see the documentation for your application server. The four methods for
changing the settings for whether or not traces are to be obtained during execution are
set UapTr aceMode, set Dat aTr aceMbde, set Er r or Tr aceMvde, and

set Met hodTr aceMbde.

For details about the contents of the trace files, see 2.11.1 Contents of trace files. The
specified traces are output when the following methods are executed.

set UapTr aceMode method
Specifies that information about the call to each method of the TP1Cl i ent class



3. Program Interface

isto be output to afile.
set Dat aTr aceMbde method

Specifies that data on communication with TP1/Server isto be output to afile.
set Err or Tr aceMbde method

Specifies that information on errorsis to be output to afile.
set Met hodTr aceMbde method

Specifies that activities of internal methods of the TP1dl i ent classareto be
output to afile. Because thereislittle available error information in a Java
environment, thisinformation is used to determine the processing that resulted in
an error.
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Chapter
4. Classes Used with TP1/Client/J

This chapter describes the classes that are used with TPL/Client/J.
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java.lang.Object

JP.co.Hitachi.soft.OpenTPl.TP1Client

public final class TP1d i ent
extends java.l ang. Obj ect

This class issues a service regquest to the TP1/Server server.
Related item

TP1d i ent Excepti on
Fields

B DCNOFLAGS
public static final int DCNOFLAGS = 0x00000000

Specifies synchronous-response RPC as the RPC mode.

B DCRPC_NOREPLY
public static final int DCRPC NOREPLY = 0x00000001

Specifies non-response type RPC as the RPC mode.

B DCRPC_CHAI NED
public static final int DCRPC _CHAINED = 0x00000004

Specifies chained RPC as the RPC mode.

B DCRPC_SCD LOAD PRIORITY
public static final int DCRPC SCD LOAD PRI ORI TY = 0x00000008

Specifies whether or not the TPL/Server that is the gateway that accepts a service
request has priority for load balancing.

B DCRPC WATCHTI M NHERI T
public static final int DCRPC WATCHTI M NHERI T = 0x00000010
Specifies whether or not the RAP-processing server isto inherit the CUP's maximum
time to wait for aresponse when an RPC isissued using the remote AP facility.

B DCRPC_RAP_AUTOCONNECT
public static final int DCRPC RAP_AUTOCONNECT = 0x00000020
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Specifies whether or not TPL/Client/Jis to implement automatic connection
establishment when an RPC isissued using the remote API facility.

B DCRPC TPNOTRAN
public static final int DCRPC TPNOTRAN = 0x00000020
Specifies RPC that does not inherit transactions as the RPC mode.
B DCRPC_WATCHTI MRPCI NHERI T
public static final int DCRPC WATCHTI MRPCI NHERI T = 0x00000040

Specifies whether or not the server isto inherit the CUP's maximum time to wait for a
response.

B DCRPC_MAX_MESSAGE S| ZE
public static final int DCRPC MAX MESSAGE S| ZE = 1048576

Specifies the maximum RPC message length. The permitted maximum valueis
1048576 bytes. However, whenthedccl t r pcmaxnsgsi ze operand is used, the
maximum RPC message length is the value specified by thedccl t r pcmaxnsgsi ze
operand rather than the value specified in DCRPC_MAX_MESSAGE_SI ZE.

Constructors

B TP1d i ent
public TP1C ient ()
Creates an instance of the TP1d i ent classthat issues an RPC to the TP1/Server
server. Use this constructor to create a CUP as a Java application or serviet.

B TP1Cd i ent
public TP1C i ent (Appl et app)
Creates an instance of the TP1d i ent classthat issues an RPC to the TP1/Server
server. Use this constructor to create a CUP as a Java applet.

Parameter
app
Specifies an instance object of a Java applet.
Methods

B setDccltinquiretime
public void setDccltinquireti me(int sec)
throws Errlnval i dArgsException

Sets the maximum time from one inquiry to another that is issued by a CUP to the
server. Thisisthetimer value that is monitored by the RAP-processing server. |f there
isnoinquiry within the specified time, the RAP-processing server forcibly releasesthe
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permanent connection. You can call this method while an instance of the TP1Cl i ent
class exists.

Parameter
sec

Specifies the maximum time of the inquiry interval that isto be monitored
by the RAP-processing server, expressed in the range from 0 to 1048575
(seconds). If you specify 0, the RAP-processing server waits indefinitely for
an inquiry from the CUP.

Return value
None.
Exception
Errlnval i dAr gsExcepti on

The value specified in the sec argument is not within the range from 0 to
1048575.

set Dccl t del ay
public void setDccltdelay(int sec)
throws Errlnval i dArgsExcepti on

Sets the delay time for communi cation between the RAP-processing server and the
CUP By specifying thismethod, you can end monitoring of the maximum timeto wait
for aresponse in the RAP-processing server system early by the specified amount of
time and avoid missing a message that may arrive after atimeout occursin the CUP
system.

If you specify 0 in the set Dcwat cht i mmethod as the maximum time to wait for a
response, the communication delay time specified in this method isignored. If the
maximum time to wait for a response minus the RAP-processing server's
communication timeis 0 or anegative value, the RAP-processing server assumes 1 as
the maximum time value for waiting for aresponse in the RAP-processing server
system.

To use the value specified in this method, specify either dcwat cht i mi nherit=Yin
the TPL/Client/J environment definition or the DRPC_WATCHTI M NHERI T argument
in the set Rpcext end method.

Parameter
sec

Specifies the delay time for communication between the RAP-processing
server and the CUP, expressed in the range from 0 to 65535 (seconds).
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Return value
None.
Exception
Errlnval i dAr gsExcepti on

The vaue specified in the sec argument is not within the range from 0 to
65535.

set Dcwat chtim
public void setDcwatchtin(int sec)
throws Errlnvali dArgsException

For synchronous-response RPCs, this method sets the maximum time to wait for a
response from the service since a service request was sent from the CUP to the SPP.
The value specified with this method is also used as the maximum time to wait for a
response for internal communications of TP1/Client/J.

Parameter
sec

Specifies the maximum time to wait for a response, expressed in the range
from 0 to 65535 (seconds). If you specify 0, the CUP waits for aresponse
indefinitely. Depending on the Java environment in use, release of a TCP/IP
connection may not be detected even if the server is shut down. If thisvalue
were set to 0 in such a case, the CUP would wait indefinitely for aresponse
from the nonexistent server; for thisreason, you should specify an
appropriate wait time.

Return value
None.
Exception
Errlnval i dArgsException

The vaue specified in the sec argument is not within the range from 0 to
65535.

set Dcsel i nt
public void setDcselint(int nsec)
throws Errlnvali dArgsException

Use of thismethod is not recommended. It isretained only to provide compatibility
with the source of the previous version. This method serves no purpose.
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B set Dccl t ext end

public void setDccltextend(int flags)

Specifies the extension level of TPL/Client/J facilities. To specify multiple extension
levels, specify the digunction of each value.

Parameter
flags
Specifies the extension level of the following facility:
0x00000000: Does not extend the TP1/Client/J facility.

0x00000001: Extendsthe TP1/Client/Jfacility. Whenther pcCal | method
is called, the IP address of the local CUP is reported to the service. Specify
thisvalue if you need to obtain the address of the CUP by using the called
serviceto executethedc _rpc_get cal | ers_address() function.

Return value
None.

set Rpcext end
public void set Rpcextend(int extendoption)
throws Errlnval i dArgsException

Specifies functional extension options of RPCs that are issued from TP1/Client/J. To
specify multiple extension levels of the RPC facility, specify the disunction of each
value.

Parameter
ext endopti on
Specifies the following extension level of the RPC facility:

DCRPC_SCD_LOAD_PRI ORI TY: Specifies whether or not a TP1/Server that
isthe gateway that accepts a service request has priority for load balancing.
If this option is true, the operation is the same as when

dcscdl oadpri ori t y=Y isspecified in the TPL/Client/J environment
definition. If this option isfalse, the operation is the same as when

dcscdl oadpri ori t y=Nis specified in the TPL/Client/J environment
definition.

DCRPC_WATCHTI M NHERI T: Specifies whether or not the RAP-processing
server isto inherit the CUP's maximum time to wait for a response when an
RPC isissued using the remote API facility. If this option is true, the

operation is the same aswhen dcwat cht i mi nheri t =Y isspecified in the
TPL/Client/J environment definition. If this option is false, the operation is
the same aswhen dcwat cht i mi nheri t =Nis specified in the TP1/Client/J



Class TP1Client

environment definition.

DCRPC_RAP_AUTOCONNECT: Specifies whether or not TPL/Client/Jisto
establish connection automatically when an RPC isissued using the remote
API facility. If this option is true, the operation is the same as when

dcr apaut oconnect =Y is specified in the TP1/Client/J environment
definition. If this option isfalse, the operation is the same as when

dcr apaut oconnect =N is specified in the TP1/Client/J environment
definition. Thisoption isignored if connection has already been established
by calling the openConnect i on method in the non-auto connect mode.

DCRPC_WATCHTI MRPCI NHERI T: Specifies whether or not the server isto
inherit the CUP's maximum time to wait for aresponse. If thisoptionistrue,
the operationisthe sameaswhendcwat cht i nr pci nheri t =Y isspecified
in the TP1/Client/J environment definition. If this option is false, the
operation is the same aswhen dcwat cht i nr pci nheri t =Nis specified in
the TP1/Client/J environment definition.

Return value
None.
Exception
Errlnval i dAr gsExcepti on
The specified ext endopt i on argument isinvalid.

B set Dchost
public void setDchost(String host, int port)
t hrows ErrHost Undef Excepti on
Errlnval i dPort Excepti on,
Err Prot oExcepti on

Sets the host name and port of the TPL/Server as a gateway.
Parameters
host

Specifies the host name of the TPL/Server as a gateway. If you are issuing
RPCs that use the remote API facility, specify the host name of the
communication-target RAP-processing listener. If thereisafirewall between
the CUP and the TPL/Server, specify the host name of the firewall.

port

Specifiesthe port number of the scheduler server running on the TP1/Server
asagateway and the port number of the name server. If you areissuing RPCs
that use the remote API facility, specify the port number of the

communication-target RAP-processing listener. Express the port number in
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the range from 5001 to 65535.
Return value
None.
Exceptions
Er r Host Undef Except i on
The specified host argument isinvalid.
Errlnval i dPort Excepti on
The specified port argument isinvalid.
Err Prot oExcepti on

The method issuance order isinvalid. This method was called when an RPC
was issued using the remote API facility and a permanent connection had
aready been established with the RAP-processing server.

B set TraceArray

public void setTraceArray(String[] array)

Specifies whether or not an error trace isto be acquired in the array specified in the
argument. You can call this method whether the CUP is a Java applet, application, or
serviet.

Parameter
array

Specifiesthe St ri ng array for storing an error trace. If you specify null,
error trace is not acquired.

Return value
None.

set UapTr aceMbde
public void setUapTraceMde(String TrcPath,
int size,
bool ean fl ag)
throws Errlnval i dArgsException

Specifies whether or not a UAP trace isto be acquired when the CUP isa Java
application or servlet. If the CUP isaJavaapplet, do not call this method.

Parameters
TrcPat h
Specifiesthedirectory inwhichthe UAPtraceisto be output. Thisparameter
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isignored if f al se is specified in thef | ag argument.
si ze

Specifiesthe size of the UAP tracefile that isto be output, in the range from
4096 to 1048576. Thisparameter isignored if f al se isspecifiedinthef | ag
argument.

flag
Specifies whether or not a UAP trace isto be acquired:
true: Acquire UAP trace.
f al se: Do not acquire UAP trace.
Return value
None.
Exception
Errlnval i dAr gsExcepti on
The specified argument isinvalid.
Note

You cannot use this method with a Java applet. If used, operations cannot be
guaranteed.

set Met hodTr aceMbde
public void set Met hodTraceMode(String TrcPat h,
int size,
bool ean fl ag)
throws Errlnval i dArgsException

Specifies whether or not a method trace is to be acquired when the CUP isa Java
application or servlet. If the CUP is aJava applet, do not call this method.

Parameters
TrcPat h

Specifies the directory in which the method trace is to be output. This
parameter isignored if f al se is specified inthef | ag argument.

si ze

Specifies the size of the method trace file that is to be output, in the range
from 4096 to 1048576. This parameter isignoredif f al se isspecifiedinthe
f I ag argument.
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flag
Specifies whether or not a method trace isto be acquired:
t rue: Acquire method trace.
f al se: Do not acquire method trace.
Return value
None.
Exception
Errlnval i dAr gsExcepti on
The specified argument isinvalid.
Note

You cannot use this method with a Java applet. If used, operations cannot be
guaranteed.

B set Dat aTr aceMbde
public void setDataTraceMdde(String TrcPat h,
int size,
i nt DataSi ze,
bool ean fl ag)
throws Errlnval i dArgsException

Specifies whether or not a datatrace is to be acquired when the CUP isa Java
application or servlet. If the CUP isaJava applet, do not call this method.

Parameters
TrcPat h

Specifiesthe directory in which the datatraceisto be output. This parameter
isignored if f al se is specified in the f | ag argument.

si ze

Specifies the size of the datatracefile that isto be output, in the range from
409610 1048576. Thisparameter isignoredif f al se isspecifiedinthef | ag
argument.

Dat aSi ze

Specifies the size of the data that is to be output, in the range from 16 to
1048576. This parameter isignored if f al se isspecified inthef | ag
argument.

flag
Specifies whether or not adatatraceisto be acquired:
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t rue: Acquire data trace.
f al se: Do not acquire data trace.
Return value
None.
Exception
Errlnval i dAr gsExcepti on
The specified argument isinvalid.
Note

You cannot use this method with a Java applet. If used, operations cannot be
guaranteed.

B set Error TraceMde
public void setErrorTraceMde(String TrcPath,
int size,
bool ean fl ag)
throws Errlnval i dArgsException

Specifies whether or not an error trace is to be acquired when the CUP is a Java
application or servlet. If the CUP is aJava applet, do not call this method.

Parameters
TrcPat h

Specifiesthedirectory inwhichtheerror traceisto be output. This parameter
isignored if f al se is specified in thef | ag argument.

si ze

Specifiesthe size of the error trace file that isto be output, in the range from
4096 to 1048576. Thisparameter isignored if f al se isspecifiedinthef | ag
argument.

flag
Specifies whether or not an error trace is to be acquired:
t rue: Acquire error trace.
f al se: Do not acquire error trace.
Return value
None.
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Exception
Errlnval i dAr gsExcepti on
The specified argument isinvalid.
Note

You cannot use this method with a Java applet. If used, operations cannot be
guaranteed.

rpcOpen
public void rpcOpen()
throws Errl OErr Exception,
Err Pr ot oExcepti on,
Err Fat al Excepti on,
Err SecurityException,
Err Syserr Exception

Initializes the environment required to call TP1/Server's SPP. To execute a CUP, you
must call this method first.

Parameter
None.
Return value
None.
Exceptions
Err1 CErr Exception
An /O exception occurred.
Err Prot oExcepti on

The method issuance order was invalid. Ther pc Open method was called
again before the r pcCl ose method was called.

Err Fat al Excepti on

Thereisan error in a TPL/Client/J environment definition specification, or
initialization of the environment for communication with TP1/Server failed.

Err Syserr Excepti on
A system error occurred.
Err SecurityException
A security exception occurred.
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Notes

» Tousethismethod with a Javaapplication or servlet, acquirethe TP1/Client/
J environment definition from the system properties.

« Tousethis method with a Java applet, acquire the TPL/Client/J environment
definition from the applet's par amtag.

e To usethis method with a Java applet, use TP1Cl i ent (Appl et app) in
the constructor that instantiates the TP1Cl i ent class.

rpcOpen
public void rpcOpen(String deffil enane)
throws Errl CErr Exception,

Er r Pr ot oExcepti on,
Er r Fat al Excepti on,
Err Syserr Exception,
Errlnval i dArgsExcepti on,
Err SecurityException

Initializes the environment for calling TPL1/Server's SPP. To execute a CUP, you must
call this method first.

Parameter
def fil enanme

Specifies the complete path name of the file that contains the TPL/Client/J
environment definition.

Return value
None.
Exceptions
Err1 CErr Exception
An 1/O exception occurred.
Err Prot oExcepti on

The method issuance order wasinvalid. Ther pcQpen method was called
again beforether pcCl ose method was called.

Err Fat al Excepti on

Thereisan error in the TP1/Client/J environment definition, or initialization
of the environment for communication with TP1/Server failed.

Err Syserr Excepti on
A system error occurred.
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Errlnval i dAr gsExcepti on
A specified argument isinvalid.
Err SecurityException
A security exception occurred.
Note

You cannot use this method with a Java applet. When using a Java applet, use the
r pcOpen method described before this method.

B rpcC ose
public void rpcd ose()
throws Errl OErrException,
Err Syserr Excepti on,
Er r Net DownExcepti on

Releases the environment for calling TP1/Server's SPP. To call the service again for
TP1/Server's SPP, call ther pcOpen method. Call this method at the end of CUP
execution.

Parameter
None.
Return value
None.
Exceptions
Err 1 CErr Exception
An 1/O exception occurred.
Err Syserr Excepti on
A system error occurred.
Er r Net DownExcepti on
A network error occurred.

B openConnecti on
public void openConnection()

throws Errl OErr Exception,
Er r Host Undef Except i on,
Err Ti medQut Excepti on,
Er r Net DownExcepti on,
Er r NoBuf sExcepti on,
Er r Not UpExcepti on,
Err Syserr Excepti on,
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Err Pr ot oExcepti on,
Errlnval i dAr gsExcepti on

Establishes a permanent connection with the RAP-processing server specified by the
dchost operandanddcr apport operand inthe TPL/Client/Jenvironment definition,
or connectsto the server (TPL1/Web) that uses the OpenTP1 Web session management
facility specified by the dcwebur | operand, and starts a virtual session.

You cannot establish multiple concurrent permanent connections from a single CUP.

Note, also, if afirewall islocated between the CUP and the RAP-processing listener
to which the connection request is directed, you must specify to the target
RAP-processing listener the host name and the port number of the firewall.

Parameter
None.
Return value

None. If the method does not return an exception, it has terminated normally or a
permanent connection had already been established.

Exceptions
Err1 CErr Exception
An 1/O exception occurred.
Er r Host Undef Except i on

The host name of a RAP-processing listener is not specified in the dchost
operand of the TPL/Client/J environment definition.

Another possihility isthat the URL (information such as the protocol, Web
server, CGl name of the prompter, or TPL/Web service name) specified inthe
dcwebur | operand of the TPL/Client/J environment definition isinvalid.

Err Ti nedQut Excepti on

A timeout occurred while a connection with a RAP-processing listener was
being established.

Another possibility isthat atimeout occurred while avirtual session with
TP1/Web was being started.

Er r Net DownExcepti on

A network error occurred during communication with a RAP-processing
listener or TP1/Web.

Another possibility is that the communication target TP1/Server is not
running.
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Er r NoBuf sExcept i on

A memory shortage occurred on the RAP-processing listener or

RAP-processing server.

Another possibility isthat amemory shortage occurred on TP1/Web.

Er r Not UpExcepti on

The RAP-processing listener or RAP-processing server is not running.
Another possibility isthat TP1/Web is not running.

Err Syserr Excepti on
A system error occurred.

Err Prot oExcepti on

The method issuance order was invalid. Connection had already been
established, but the openConnect i on method was called again.

Errlnval i dAr gsExcepti on

A parameter isinvalid.
Note

If the connection-target RAP-processing listener isinactive,
Err 1 CErr Except i on or Er r Net DownExcept i on isreturned.

When this method returns an exception, the permanent connection has not been

established.

B openConnecti on

public void openConnection(String host,

t hr ows

int port)

Err 1 CErr Excepti on,

Er r Host Undef Except i on,
Err Ti nedQut Excepti on,

Er r NoBuf sExcepti on,

Er r Not UpExcepti on,

Err Syserr Excepti on,
Errlnval i dPort Excepti on,
Err Pr ot oExcepti on,
Errlnval i dArgsExcepti on,
Er r Net DownExcepti on

Establishes a permanent connection between a CUP and a RAP-processing listener or
server in order to issue an RPC that uses the remote API facility. The method
determines the target with which permanent connection isto be established from the

specified parameter values.
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Parameters
host
Specifies the host name of the RAP-processing listener or firewall.
port

Specifies the port number of the RAP-processing listener or firewall,
expressed in the range from 5001 to 65535.

Return value

None. If the method returns no exception, it has terminated normally or a
permanent connection had already been established.

Exceptions
Err 1 CErr Exception
An 1/O exception occurred.
Er r Host Undef Except i on
The specified host argument isinvalid.
Err Ti medQut Excepti on

A timeout occurred while connection with the RAP-processing listener was
being established.

Er r NoBuf sExcept i on
A memory shortage occurred in the RAP-processing listener or server.
Er r Not UpExcepti on
The RAP-processing listener or server is not running.
Err Syserr Excepti on
A system error occurred.
Errlnval i dPort Excepti on
The specified por t argument isinvalid.
Err Prot oExcepti on

The method issuance order was invalid. Connection had already been
established, but the openConnect i on method was called again.

Errlnval i dAr gsExcepti on
A specified argument isinvalid.
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Er r Net DownExcepti on

A network error occurred during communication with the RAP-processing
listener, or the communication-target TPL/Server is not active.

Note

If the connection-target RAP-processing listener isinactive,
Err 1 CErr Except i on or Er r Net DownExcept i on isreturned. If this method
returns an exception, the permanent connection has not been established.

B openConnecti on
public void openConnection(String url,

short fl ags)

throws Errl OErr Exception,
Er r Host Undef Except i on,
Err Ti nedQut Excepti on,
Er r Net DownExcepti on,
Er r NoBuf sExcept i on,
Er r Not UpExcept i on,
Err Syserr Excepti on,
Err Pr ot oExcepti on,
Errlnval i dArgsExcepti on

Connectsto a server (TPL/Web) that uses the OpenTP1 Web session management
facility, and starts a virtual session. Subsequently, communication services based on
the HTTP protocol can be performed.

Parameters
ur |

Specifies the protocol, Web server, CGI name of the prompter, TP1/Web
service name, and other information in the syntax of aURL.

fl ags
Specifies DCSESSI ON.
Return value
None
Exceptions
Err1 CErr Exception
An 1/O exception occurred.
Er r Host Undef Except i on

The URL (protocol, Web server, CGI name of the prompter, TP1L/Web
service name, and other information) specified by theur | parameter is
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invalid.
Err Ti medQut Excepti on
A timeout occurred while the virtual session with TP1/Web was starting.
Er r Net DownExcepti on
A network error occurred.
Er r NoBuf sExcept i on
A memory shortage occurred on TP1/Web.
Er r Not UpExcepti on
TP1/Web is not running.
Err Syserr Excepti on
A system error occurred.
Err Prot oExcepti on
The issuing sequence of the method isinvalid.

dcr apaut oconnect =Y or dcr apdi r ect =N was specified in the TP/
Client/J environment definition when a permanent connection had already
been established with a RAP-processing server.

Errlnval i dAr gsExcepti on
A parameter specification isinvalid.

B cl oseConnection
public void closeConnection()
throws Errl OErr Exception,
Err Syserr Excepti on,
Err Pr ot oExcepti on,
Err Ti nedQut Excepti on,
Er r Net DownExcepti on

Releases the permanent connection between the CUP and the RAP-processing listener
or server.

Parameter
None.

Return value
None.
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Exceptions
Err 1 CErr Exception
An 1/O exception occurred.
Err Syserr Excepti on
A system error occurred.
Err Prot oExcepti on

The method issuance order was invalid. The connection had already been
released, but the cl oseConnect i on method was called again.

Err Ti medQut Excepti on

A timeout occurred while avirtual session with TP1/Web or a connection
with the RAP-processing listener or RAP-processing server was being
rel eased.

Er r Net DownExcepti on

A network error occurred during communication with the RAP-processing
listener.

Note

Even if this method returns an exception, the permanent connection has been
rel eased.

W rpccCall
public void rpcCall (String group,
String service,
byte[] in_data,
int[] in_len,
byte[] out_data,
int[] out_len,
int flags)
throws Errlnval i dArgsExcepti on,
Err Pr ot oExcept i on,
Er r NoBuf sExcept i on,
Er r Net DownExcepti on,
Err Ti mnedQut Excepti on,
Err MessageTooBi gExcepti on,
Err Repl yTooBi gExcepti on,
Er r NoSuchSer vi ceG oupExcepti on,
Er r NoSuchSer vi ceExcepti on,
Err Servi ceCl osedExcepti on,
Err Servi ceTer m nati ngExcepti on,
Err Ser vi ceNot UpExcepti on,
Er r Not UpExcepti on,
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Err Syserr At Server Excepti on,
Err Syserr Excepti on,

Er r NoBuf sAt Ser ver Excepti on,
Errlnval i dRepl yExcepti on,
ErrinitializingException,
Err TrnchkExcepti on,

Er r Ser ver BusyExcept i on,

Err SecchkExcepti on,

Err Servi ceTer m nat edExcepti on,
Errl CErr Excepti on,

Err Test nodeExcepti on,

Err ConnfreeExcepti on,

Er r Host Undef Excepti on

Errl nval i dPort Excepti on

I ssues an SPP service request. This method calls the service function that is identified
by the service group name and service name and receivesits response. If the specified
service group is shut down when this method is called, the method returns

Err Servi ceC osedExcepti on.

By specifying DCRPC_TPNOTRANin thef | ags argument, you can treat an RPC from
transaction processing as a service request that is not transaction processing.

If the specified service group is under termination processing by a command such as
dcsvst op or has aready been terminated when this method is called,

Err Servi ceTerm nati ngExcepti on, Err Servi ceCl osedExcepti on, or

Er r NoSuchSer vi ceG oupExcept i on isreturned. The actual exception that is
returned depends on the timing of this method call.

The server that receives requests from a socket uses the values of the

max_socket _nmsg and max_socket _nsgl en operandsin the user service definition
to execute congestion control on messages. Therefore, the server may not be able to
receive service requests. In such acase, caling the method returns

Err Ser ver BusyExcept i on. When this exception is returned, you may be able to
issue a service request by calling this method again after waiting awhile.

Parameters

group

Specifies the service group name, expressed as an identifier of amaximum
of 31 characters.

service

Specifies the service name, expressed as an identifier of a maximum of 31
characters.
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in_data
Specifies input parameters for the service.
in_len
Specifies the length of the input parameter for the service, in the range from

1tothevalue of DCRPC_MAX_MESSAGE_SI ZE.* Storethe length of theinput
parameter ini n_|l en[ 0] .

#

Whenthedccl t r pcmaxnsgsi ze operand is used, the size of the input
parameter response area is the value specified by the

dccl trpcmaxnsgsi ze operand rather than the value specified in
DCRPC_NMAX_MESSAGE_SI ZE.

out data

Specifies the areain which the response specified in the service functionis
to be returned.

For a non-response type RPC, specify null. Even if anon-null valueis
specified for a non-response type RPC, nothing will be stored.

out _len

Specifies the length of the service's response, expressed in the range from 1

to the value of DCRPC_MAX_MESSAGE_SI ZE”. Store the length of the
responseinout _| en[ 0] .

When the service request is terminated, the length of the response specified
in the service function of the SPPissetinout | en[ 0] .

For anon-response type RPC, the length of responseisignored, if specified,
in which case nothingisset inout _I en[ 0] when the service request is
terminated.

#

When thedccl t r pcmaxnsgsi ze operand is used, the length of the
service's response is the value specified by thedccl t r pcmaxnsgsi ze
operand rather than the value specified in DCRPC_MAX_MESSAGE_SI ZE.

flags
Specifies one of the following flags as the RPC mode:
DCNOFLAGS: Synchronous-response RPC
DCRPC_NOREPLY: Non-response type RPC
DCRPC_CHAI NED: Chained RPC
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DCRPC_TPNOTRAN: RPC that does not inherit transactions

If you specify DCNOFLAGS or DCRPC_CHAI NED, the method does not return
control until the server returns aresponse, or the maximum time to wait for
aresponse specified in the dcwat cht i moperand of the TPL/Client/J
environment definition is reached and atimeout occurs. If the SPP to which
the service request wasissued terminates abnormally, the method returns an
exception immediately. In this case, the exception returned by the method
depends on the value of the dcwat cht i moperand specified in the TP1/
Client/J environment definition:

* When avauein the range from 1 to 65535 is specified
Err Ti nedQut Excepti on

* When Ois specified
Err Ser vi ceNot UpExcept i on

If DCRPC_NOREPLY is specified, the method assumes that the requested
service does not return aresponse. In such a case, the method returns control
immediately without waiting for the service to end its execution. When you
specify thisflag, you cannot reference the response (value specified in the
out _dat a argument) or the length of the response (value specified in the
out _| en argument). Additionally, the CUP cannot determinewhether or not
the service function was executed.

If DCRPC_CHAI NEDis specified and a service belonging to the same service
group is requested more than once, the same process as for the first request
is used for execution.

When a chained RPC is used, the following limitations apply:

» The second or subsequent call to this method cannot detect a shutdown
of the user server or service.

» |If an error occurs in service function processing during the second or
subsequent call to this method, the entire user server is shut down, not
just the applicable service.

» |If you use theremote API facility, you can specify DCRPC_CHAI NEDin
thef| ags parameter.

» Inthe case of achained RPC, use one of the following methods to
terminate it:

o Executether pcCal I method specifying DCNOFLAGS inthef | ags
parameter (synchronous-response RPC) on the service group that is

executing the chained RPC.#
o Complete the global transaction executing the chained RPC by
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synchronization point processing (commit or rollback).
#

If you call thecl oseConnecti on or r pcCl ose method without
executing a synchronous-response RPC, the API of TPL/Client/J
terminates normally, but the following status results:

o Outside the global transaction range

The process executing the service is locked until achained RPC
timeout occurs.

« Within the global transaction range
Implicit commit occurs and the chained RPC is terminated.

By specifying DCRPC_TPNOTRAN, you can treat an RPC from transaction
processing as a service request that is not transaction processing. You can
specify DCRPC_TPNOTRAN only from transaction processing. You can
specify DCRPC_TPNOTRAN with DCNOFLAGS, DCRPC_NOREPLY, or
DCRPC_CHAI NED.

Example: fl ags =
TP1d i ent . DCNOFLAGS| TP1d i ent . DCRPC_TPNOTRAN,;

Return value
None.
Exceptions
Errlnval i dAr gsExcepti on

A specified argument isinvalid. Inthiscase, theinvalid argument nameis set
in the detail message.

Err Prot oExcepti on

The method issuance order wasinvalid. TheopenConnect i on method has
not been called.

Er r NoBuf sExcept i on
A memory shortage occurred.
Er r Net DownExcepti on

A network error occurred, or the communication-target TP1/Server is not
active.

Err Ti medQut Excepti on

A timeout occurred in this method processing, or the SPP whose service was
requested terminated abnormally before completing the processing.
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Err MessageTooBi gExcepti on

The length of input parameters specified in thei n_I en argument exceeds
the maximum value.

Err Repl yTooBi gExcepti on

Theresponse returned form the server islarger than the area provided by the
CUP (value specified for the out _dat a argument).

Err NoSuchSer vi ceG oupExcepti on

The service group name specified in the gr oup argument is undefined.
Err NoSuchSer vi ceExcepti on

The service name specified in the ser vi ce argument is undefined.
Err Servi ceCl osedExcepti on

The service group containing the service name specified intheser vi ce
argument is shut down.

Err Servi ceTer m nati ngExcepti on

The service specified in the ser vi ce argument is under termination
processing.

Err Ser vi ceNot UpExcepti on

The SPP specified in the service request has not started, or the SPP specified
in the service request terminated abnormally before completing its

processing. Thisexception isreturned when dcwat cht i m=0 isspecified (to
wait for aresponse indefinitely) in the TP1/Client/J environment definition.

Er r Not UpExcepti on

The TPL/Server isnot active at the node that contains the specified service.
Inthiscase, the TPL/Server may have terminated abnormally, may have been
shut down, may be under termination processing, or a network error may
have occurred.

Err Syserr At Server Excepti on
A system error occurred in the specified service.
Err Syserr Excepti on
A system error occurred.
Er r NoBuf sAt Ser ver Except i on
A memory shortage occurred in the specified service.
Errlnval i dRepl yExcepti on
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The length of the response returned from the service function is not within
the range from 1 to the value specified for DCRPC_MAX_NMESSAGE_SI ZE”,

#

Whenthedccl t r pcmaxnsgsi ze operand isused, thevalue specifiedinthe
dccl trpcmaxnsgsi ze operand is used rather than the value specified in
DCRPC_NMAX_MESSAGE_SI ZE.

ErrinitializingException
The TPL/Server at the node specified in the service request is under start
processing.

Err Tr nchkExcepti on
In the environment using the inter-node |oad-balancing facility, the
transaction attributes of multiple SPPs do not match. Alternatively, the
inter-node load-balancing facility cannot be executed because the version of
the TPL/Server at the target node is older than the TPL/Client/Jversion. This

exception is returned only when a service request isissued to the SPP using
the inter-node load-balancing facility.

Err Ser ver BusyExcepti on

Thetarget server that receives requests from a socket cannot receive service
requests.

Err SecchkExcepti on

The SPP to which the service request wasissued is protected by the security
facility. The CUP that called ther pcCal I method does not have access
authority to the SSP.

Err Servi ceTer mi nat edExcepti on

The SPP specified in the service request terminated abnormally before
completing the processing. This exception isreturned only when 00000001
isspecifiedinther pc_ext end_f unct i on operand of the RAP-processing
listener service definition. If you specified 00000000 in the

rpc_ext end_functi on operand or omitted the operand,

Err Ti medQut Excepti on or Err Ser vi ceNot UpExcept i on isreturned.

Err1 CErr Exception

An 1/0O exception occurred. The RAP-processing server may have timed out
while monitoring the inquiry interval and rel eased the connection.

Err Test nodeExcepti on

A service request was issued to an SPP in the test mode.
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Err Connf r eeExcepti on

The permanent connection with the RAP-processing server was released.
Another possibility isthat the virtual session with TP1/Web ended.

Er r Host Undef Except i on
Possible causes are as follows:

 Either the host name of the communication target TP1/Server is not
specified in the dchost operand of the TPL/Client/J environment
definition, or the specification isinvalid.

» The URL (protocol, Web server, CGI name of the prompter, TP1/Web
service name, and other information) specified in the dcwebur |
operand of the TP1/Client environment definition isinvalid.

Errlnval i dPort Excepti on
Possible causes are as follows:

» AnRPC wasissued using the remote API facility, but the dcr apport
operand was not specified in the TPL/Client/J environment definition.

*  AnRPC wasissued using the scheduler direct facility, but the
dcscdport operand wasnot specified in the TPL/Client/J environment
definition.

Notes

« Do not specify the same areafor theinput parameters (value of thei n_dat a
argument) and for the service function’s response (value of the out _dat a
argument).

« |If you specify DCRPC_NOREPLY inthef | ags argument, the following
exceptions will not be returned:

Exceptions that will not occur:

e ErrRepl yTooBi gExcepti on

e Errlnval i dRepl yException
Exceptions that cannot be detected, if thrown:

* ErrNoSuchServi ceExcepti on

e ErrServiceC osedExcepti on

e ErrServiceTermn nati ngException

e ErrSyserrAt Server Exception

* ErrNoBuf sAt Server Excepti on
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B rpccCall

e ErrNot UpException
The possible causes of Er r Ti medQut Except i on are asfollows:

- The maximum time to wait for aresponse specified in the TP1/Client/J
environment definition or TPL/Server definition is too short.

- The service function issued by the target SPP terminated abnormally.

- Anerror occurred at the node that contains the target SPP,

- The target SPP terminated abnormally before completing its processing.
- A network error occurred.

If any of these events occurs, the transaction started by the target SPP may
have been committed and the database may have been updated. Check to see
if the database has been updated.

If an error occurs when this method is called, an exception is returned, but
whether or not the permanent connection with the RAP-processing listener
or server was released as aresult of the error cannot be determined at this
point. If the permanent connection with the RAP-processing listener or
server has in fact been released, calling this method again returns

Err ConnfreeExcepti on.

If the permanent connection with the RAP-processing listener or server is
released as aresult of an error when this method is called, you need to call
theopenConnect i on method again to establish permanent connection with
the RAP-processing listener or server.

In the case of a permanent connection while the auto connect modeisin
effect, if anetwork error occursin communication with the RAP-processing
server during transmission of the service request, the method retries only
once. If the connection is not established by this retry, the method returns
Er r Net DownExcept i on.

In the case of an RPC that uses the scheduler direct facility or name service,
you cannot specify DCRPC_CHAI NEDinthef | ags argument. If you usethe
remote API facility, you can specify DCRPC_CHAI NED inthef | ags
parameter.

public void rpcCall (String group,

String service,
byte[] in_data,
byte[] out_data,
int flags)
throws Errlnval i dArgsExcepti on,
Err Pr ot oExcepti on,
Er r NoBuf sExcept i on,
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Er r Net DownExcepti on,

Err Ti nedQut Except i on,

Err MessageTooBi gExcepti on,

Er r Repl yTooBi gExcepti on,

Er r NoSuchSer vi ceGr oupExcepti on,
Er r NoSuchSer vi ceExcepti on,

Err Servi ceC osedExcepti on,

Err Servi ceTer mi nati ngExcepti on,
Er r Ser vi ceNot UpExcept i on,

Er r Not UpExcepti on,

Err Syserr At Ser ver Excepti on,

Err Syserr Excepti on,

Er r NoBuf sAt Ser ver Excepti on,
Errl nval i dRepl yExcepti on,
ErrinitializingException,

Err Tr nchkExcepti on,

Err Ser ver BusyExcept i on,

Err SecchkExcepti on,

Err Servi ceTer m nat edExcepti on,
Errl OErr Excepti on,

Err Test nrodeExcepti on,

Er r Connf r eeExcepti on,

Er r Host Undef Excepti on,

Errlnval i dPort Exception

Issues an SPP service request. This method calls the service function that is identified
by the service group name and service name and receivesits response. If the specified
service group is shut down when this method is called, the method returns

Err Servi ced osedExcepti on.

By specifying DCRPC_TPNOTRANin thef | ags argument, you can treat an RPC from
transaction processing as a service request that is not transaction processing.

If the specified service group is under termination processing by a command such as
dcsvst op or has already been terminated when this method is called,

Err Servi ceTer m nati ngExcepti on, Err Servi ceCl osedExcepti on, or

Er r NoSuchSer vi ceG oupExcept i on isreturned. The actual exception that is
returned depends on the timing of this method call.

The server that receives requests from a socket uses the values of the

max_socket _nmsg and max_socket _nsgl en operandsin the user service definition
to execute congestion control on messages. Therefore, the server may not be able to
receive service requests. In such a case, calling the method returns

Err Ser ver BusyExcept i on. If this exception is returned, you may be able to issue
a service request by calling this method again after waiting awhile.

Parameters

gr oup
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Specifies the service group name, expressed as an identifier of a maximum
of 31 characters.

service

Specifies the service name, expressed as an identifier of a maximum of 31
characters.

in_data
Specifies input parameters for the service.
out data

Specifies the areain which the response specified in the service function is
to be returned.

For a non-response type RPC, specify null. Even if anon-null valueis
specified for a non-response type RPC, nothing will be stored.

fl ags
Specifies one of the following flags as the RPC mode:
DCNOFLAGS: Synchronous-response RPC
DCRPC_NOREPLY: Non-response type RPC
DCRPC_CHAI NED: Chained RPC
DCRPC_TPNOTRAN: RPC that does not inherit transactions

If you specify DCNOFLAGS or DCRPC_CHAI NED, the method does not return
control until the server returns a response, or the maximum time to wait for
aresponse specified in the dcwat cht i moperand of the TPL/Client/J
environment definition is reached and atimeout occurs. If the SPP to which
the service request was issued terminates abnormally, the method returns an
exception immediately. In this case, the exception returned by the method
depends on the maximum time to wait for aresponse that was specified in
thedcwat cht i moperand of the TP1/Client/J environment definition:

* When avaluein the range from 1 to 65535 is specified
Err Ti medQut Excepti on

* When Ois specified
Err Ser vi ceNot UpExcepti on

If DCRPC_NOREPLY is specified, the method assumes that the requested
service does not return aresponse. In such a case, the method returns control
immediately without waiting for the service to end its execution. When you
specify this flag, you cannot reference the response (value specified in the
out _dat a argument) or the response length (value specified in the
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out _| en argument). Additionally, the CUP cannot determinewhether or not
the service function was executed.

If DCRPC_CHAI NEDis specified and a service belonging to the same service
group is requested more than once, the same process as for the first request
is used for execution.

When a chained RPC is used, the following limitations apply:

The second or subsequent call to this method cannot detect a shutdown
of the user server or service.

If an error occurs in service function processing during the second or
subsequent call to this method, the entire user server is shut down, not
just the applicable service.

If you specified DCRPC_CHAI NED in thef | ags argument to call a
service, execute an RPC specifying DCNOFLAGS during the last service
request. If you call thecl oseConnect i on method without specifying
DCNOFLAGS during the last service request, the method returns

Er r Ti nedQut Except i on or some other exception. The process
executing the service islocked until atimeout occursin the chained
RPCs.

If you use the remote API facility, you can specify DCRPC_CHAI NEDin
thef| ags parameter.

In the case of a chained RPC, use one of the following methods to
terminate it:

o Executether pcCal I method specifying DCNOFLAGS inthef | ags
parameter (synchronous-response RPC) on the service group that is

executing the chained RPC.#

o Complete the global transaction executing the chained RPC by
synchronization point processing (commit or rollback).

#

If you call thecl oseConnecti on orr pcCl ose method without
executing a synchronous-response RPC, the API of TPL/Client/J
terminates normally, but the following status results:

o Outside the global transaction range

The process executing the service is locked until a chained RPC
timeout occurs.

o Within the global transaction range
Implicit commit occurs and the chained RPC is terminated.
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By specifying DCRPC_TPNOTRAN, you can treat an RPC from transaction
processing as a service reguest that is not transaction processing. You cannot
specify DCRPC_TPNOTRAN from processing outside the transaction. You can
specify DCRPC_TPNOTRAN with DCNOFLAGS, DCRPC_NOREPLY, or
DCRPC_CHAI NED.

Example: fl ags =
TP1d i ent . DCNOFLAGS| TP1d i ent . DCRPC_TPNOTRAN,;

Return value

None.

Exceptions
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Errlnval i dAr gsExcepti on

A specified argument isinvalid. Inthiscase, theinvalid argument nameis set
in the detail message.

Err Prot oExcepti on

The method issuance order wasinvalid. TheopenConnect i on method has
not been called.

Er r NoBuf sExcept i on
A memory shortage occurred.
Er r Net DownExcepti on

A network error occurred, or the communication-target TP1/Server is not
active.

Err Ti medQut Excepti on

A timeout occurred in this method processing, or the SPP whose service was
requested terminated abnormally before completing the processing.

Err MessageTooBi gExcepti on

The input parameters length specified in thei n_I en argument exceeds the
maximum value.

Err Repl yTooBi gExcepti on

Theresponse returned form the server islarger than the area provided by the
CUP (value specified for the out _dat a argument).

Err NoSuchSer vi ceG oupExcepti on
The service group name specified in the gr oup argument is undefined.
Err NoSuchSer vi ceExcepti on
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The service name specified in the ser vi ce argument is undefined.
Err Servi ceCl osedExcepti on

The service group containing the service name specified inthe ser vi ce
argument is shut down.

Err Servi ceTer m nati ngExcepti on

The service specified in the ser vi ce argument is under termination
processing.

Err Ser vi ceNot UpExcepti on

The SPP specified in the service request has not started, or the SPP specified
in the service request terminated abnormally before completing its

processing. Thisexception isreturned when dcwat cht i m=0 isspecified (to
wait for aresponse indefinitely) in the TP1/Client/J environment definition.

Er r Not UpExcepti on

The TPL/Server isnot active at the node that contains the specified service.
Inthiscase, the TPL/Server may have terminated abnormally, may have been
shut down, may be under termination processing, or a network error may
have occurred.

Err Syserr At Ser ver Excepti on
A system error occurred in the specified service.
Err Syserr Excepti on
A system error occurred.
Er r NoBuf sAt Ser ver Except i on
A memory shortage occurred in the specified service.
Errlnval i dRepl yExcepti on

The length of the response returned from the service function is not within
the range from 1 to the value specified for DCRPC_MAX_NMESSAGE_SI ZE”,

#

Whenthedccl t r pcnmaxnsgsi ze operand isused, the value specifiedinthe
dccl t r pcmaxnsgsi ze operand is used rather than the value specified in
DCRPC_MAX_MESSAGE_SI ZE.

ErrinitializingException

The TPL/Server at the node specified in the service request is under start
processing.
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Err Tr nchkExcept i on

In the environment using the inter-node load-balancing facility, the
transaction attributes of multiple SPPs do not match, or the inter-node
load-balancing facility cannot be executed because the version of the TP1/
Server at the target node is older than the TP1/Client/J version. This
exception is returned only when a service request isissued to the SPP using
the inter-node load-balancing facility.

Err Ser ver BusyExcepti on

Thetarget server that receives requests from a socket cannot receive service
requests.

Err SecchkExcepti on

The SPP to which the service request wasissued is protected by the security
facility. The CUP that called ther pcCal | method does not have access
authority to the SSP.

Err Servi ceTer mi nat edExcepti on

The SPP specified in the service request terminated abnormally before
completing the processing. This exception isreturned only when 00000001
isspecifiedinther pc_ext end_f unct i on operand of the RAP-processing
listener service definition. If you specified 00000000 in the

rpc_ext end_f uncti on operand or omitted the operand,

Err Ti medQut Excepti on or Err Ser vi ceNot UpExcept i on isreturned.

Err 1 CErr Exception

An |/O exception occurred. The RAP-processing server may have timed out
while monitoring the inquiry interval and released the connection.

Err Test nodeExcepti on
A service request was issued to an SPP in the test mode.
Err Connf r eeExcepti on

The permanent connection with the RAP-processing server was released.
Another possibility is that the virtual session with TP1/Web ended.

Er r Host Undef Except i on
Possible causes are as follows:

 Either the host name of the communication target TP1/Server is not
specified in thedchost operand of the TPL/Client/J environment
definition, or the specification isinvalid.

» The URL (protocol, Web server, CGIl name of the prompter, TP1/Web
service name, and other information) specified in the dcwebur |
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operand of the TP1/Client/J environment definition isinvalid.

Errlnval i dPort Excepti on

Notes

Possible causes are as follows;

» AnRPC wasissued using the remote API facility, but the dcr apport
operand was not specified in the TPL/Client/J environment definition.

*  AnRPC wasissued using the scheduler direct facility, but the
dcscdport operand wasnot specified in the TPL/Client/J environment
definition.

Do not specify the same areafor theinput parameters (value of thei n_dat a
argument) and for the response of the service function (value of the
out _dat a argument).

If you specify DCRPC_NOREPLY in thef | ags argument, the following
exceptions will not be returned:

Exceptions that will not occur:

e ErrRepl yTooBi gExcepti on
e Errlnval i dRepl yException

Exceptions that cannot be detected, if thrown:

e ErrNoSuchServi ceExcepti on
e ErrServiceC osedExcepti on
e ErrServiceTerm nati ngException
e ErrSyserrAt Server Exception
* ErrNoBuf sAt Server Excepti on
e ErrNot UpException
The possible causes of Er r Ti medQut Except i on are asfollows:

- The maximum time to wait for a response specified in the TP1/Client/J
environment definition or TPL/Server definition is too short.

- The service function issued by the target SPP terminated abnormally.

- Anerror occurred at the node that contains the target SPP.

- The target SPP terminated abnormally before completing its processing.
- A network error occurred.

If any of these events occurs, the transaction started by the target SPP may
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W rpccCall
public

have been committed and the database may have been updated. Check to see
whether or not the database has been updated.

If an error occurs when this method is called, an exception is returned, but
whether or not the permanent connection with the RAP-processing listener
or server was released as aresult of the error cannot be determined at this
point. If the permanent connection with the RAP-processing listener or
server has in fact been released, calling this method again returns

Err Connf reeExcepti on.

If the permanent connection with the RAP-processing listener or server is
released as aresult of an error when this method is called, you need to call
theopenConnect i on method again to establish permanent connection with
the RAP-processing listener or server.

In the case of a permanent connection when the auto connect mode is being
used, if anetwork error occurs in communication with the RAP-processing
server during transmission of the service request, the method retries only
once. If the connection is not established by this retry, the method returns
Er r Net DownExcept i on.

In the case of an RPC that uses the scheduler direct facility or name service,
you cannot specify DCRPC_CHAI NEDinthef | ags argument. If you usethe
remote API facility, you can specify DCRPC_CHAI NED inthef | ags
parameter.

To

voi d rpcCal | To( DCRpcBi ndThl direction,
String group,
String service,
byte[] in_data,
int[] in_len,
byte[] out_data,
int[] out_len,
int flags)

throws Errlnval i dArgsExcepti on,

Er r Pr ot oExcepti on,
Er r NoBuf sExcept i on,
Er r Net DownExcepti on,
Err Ti nedQut Excepti on,
Err MessageTooBi geExcepti on,
Err Repl yTooBi gExcepti on,
Er r NoSuchSer vi ceG oupExcepti on,
Err NoSuchSer vi ceExcepti on,
Err Servi ceCl osedExcepti on,
Err Servi ceTer m nati ngExcepti on,
Err Ser vi ceNot UpExcepti on,
Er r Not UpExcepti on,
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Err Syserr At Server Excepti on,
Err Syserr Excepti on,

Er r NoBuf sAt Ser ver Excepti on,
Errlnval i dRepl yExcepti on,
ErrinitializingException,
Err TrnchkExcepti on,

Er r Ser ver BusyExcept i on,

Err SecchkExcepti on,

Err Servi ceTer m nat edExcepti on,
Errl CErr Excepti on,

Err Test nodeExcepti on,

Err ConnfreeExcepti on,

Er r Host Undef Excepti on

Errl nval i dPort Excepti on

Similarly to ther pcCal I method, this method issues an SPP service request. The
r pcCal | To method uses a host name in addition to a service group name and service
name as the search key for determining the target service function.

Before calling this method, you need to call the set ScdDi r ect Obj ect method and
create aDCRpcBi ndThl instance. The other interfaces are the same as for the
r pcCal I method.

Parameters
direction

Specifies the DCRpcBi ndThl object. Before calling this method, call the
set ScdDi r ect Cbj ect method to set the communication-target
information.

group

Specifies the service group name, expressed as an identifier of amaximum
of 31 characters.

service

Specifies the service name, expressed as an identifier of a maximum of 31
characters.

i n_data
Specifies input parameters for the service.
in_len
Specifiesthe length of the input parameter for the service, in the range from

1tothevalue of DCRPC_MAX_MESSAGE_SI ZE. Storethe length of theinput
parameter ini n_l en[ 0] .
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#

Whenthedccl t r pcmaxnsgsi ze operand is used, the size of the input
parameter response area is the value specified by the

dccl t r pcmaxnmegsi ze operand rather than the value specified in
DCRPC_MAX_MESSAGE_SI ZE.

out data

Specifies the areain which the response specified in the service functionis
to be returned.

For a non-response type RPC, specify null. Even if anon-null valueis
specified for a non-response type RPC, nothing will be stored.

out len

Specifies the length of the service's response, expressed in the range from 1

to the value of DCRPC_MAX_MESSAGE_SI ZE”. Store the length of the
responseinout _| en[ 0] .

#

Whenthedccl t r pcmaxnsgsi ze operand is used, the length of the
service's response is the value specified by thedccl t r pcmaxnsgsi ze
operand rather than the value specified in DCRPC_MAX_MESSAGE_SI ZE.

flags
Specifies one of the following flags as the RPC mode:
DCNOFLAGS: Synchronous-response RPC
DCRPC_NOREPLY: Non-response type RPC
Return value
None.
Exception
Exceptions are the same as for ther pcCal | method.
Notes

» If you issue a service request to auser server that receives requests from a
socket, this method returns Er r Ser vi ceNot UpExcept i on.

» The version of the target TP1/Server whose service is requested must be
03-03 or later. If aservice request isissued to an earlier version of TPL/
Server, operations cannot be guaranteed.

«  Thismethod is not applicable to an RPC that usesthe remote API facility. If
this method is issued when the remote API facility is used, the method
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returns Er r Pr ot oExcepti on.

« Thismethod is not applicable to achained RPC. If you specify
DCRPC_CHAI NEDinthef | ags argument, this method returns
Errlnval i dAr gsExcepti on.

* During acall tother pcCal | To method, the following operands in the TP1/
Client/J environment definition are not referenced:

- dchost

-dcscdport

- dcnanport

-dcscdl oadpriority

Neither the host name nor the port number specified in the set Dchost
method is referenced. The specified values take effect the next time the
rpcCal I methodis called.

« |If the specified target host name isinvalid, this method returns
Er r Host Undef Excepti on.

« |If the specified target port number isinvalid, this method returns
Errlnval i dPort Excepti on.

B set ScdDirect Obj ect
publ i c DCRpcBi ndThl set ScdDirect Ghject(String scdhost,
i nt scdport,
int flags)
Sets the host name and port number of the communication-target scheduler.
Parameters
scdhost

Specifies the host name of the communication-target schedule server. If the
specified host nameisinvalid or NULL is specified, ther pcCal | To method
that is called after this method returns Er r Host Undef Except i on.

scdport

Specifies the port number of the communication-target schedule server.
Express the port number in the range from 5001 to 65535. If the specified
port number isinvalid, ther pcCal | To method that is called after this
method returns Er r I nval i dPor t Except i on.

flags
Specifies DCNOFLAGS.
Return value
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DCRpcBi ndThl object

B trnBegin
public void trnBegin()

t hrows ErrProtoException,
Err TMEXxcept i on,
Err RMExcept i on,
Er r NoBuf sExcepti on,
Er r Not UpExcepti on,
Err Ti nedQut Excepti on,
Err 1 CErr Excepti on,
Err Connf r eeExcepti on,
Err Syserr Excepti on,
Er r Net DownExcepti on,
Er r Host Undef Except i on,
Errlnval i dPort Exception

Starts aglobal transaction from the TP1Cl i ent object that callsthet r nBegi n
method.

This method is applicable only when the remote API facility is used and the version of
the target TP1/Server Base is 05-00 or later.

Parameter
None.
Return value
None.
Exceptions
Err Prot oExcepti on
Thet r nBegi n method was called from an invalid context.
Err TMEXcepti on

The method was unable to start the transaction because an error occurred in
the transaction service. When this exception isreturned, calling this method
again after waiting awhile may start the transaction successfully.

Er r RVExcepti on

An error occurred in the resource manager. The transaction was not started.
Er r NoBuf sExcepti on

A memory shortage occurred.
Er r Not UpExcepti on

TPL/Server isnot active.
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Err Ti medQut Excepti on

A timeout occurred.
Err 1 CErr Exception

An 1/O exception occurred.
Err Connf r eeExcepti on

The permanent connection was rel eased from the CUP executing process.
Err Syserr Excepti on

A system error occurred.
Er r Net DownExcepti on

A network error occurred.
Er r Host Undef Except i on

Either the host name of the communication target TP1/Server isnot specified
inthedchost operand of the TP1/Client/J environment definition, or the
specification isinvalid.

Errlnval i dPort Excepti on
The communication-target port isinvalid or has not been set.

B t rnChai nedComni t
public void trnChai nedCommit ()

throws ErrProtoException,
Err Rol | backExcepti on,
ErrHeuri sti cException,
Err Hazar dExcepti on,
Er r NoBegi nExcepti on,
Err Rol | backNoBegi nExcepti on,
Err Heuri sti cNoBegi nExcepti on,
Er r Hazar dNoBegi nExcept i on,
Er r NoBuf sExcepti on,
Er r Not UpExcepti on,
Err Ti medQut Excepti on,
Errl CErr Excepti on,
Err Connf r eeExcepti on,
Er r Net DownExcepti on,
Err Syserr Excepti on

Acquires atransaction synchronization point.

Whenthet r nChai nedConmi t method terminates normally, anew global transaction
occurs and the subsequent methods that are executed belong to the range of the new
global transaction.
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Parameter

None.

Return value

None.

Exceptions

194

Err Prot oExcepti on

Thet r nChai nedCommi t method was called from an invalid context.

Err Rol | backExcepti on

The current transaction wasrolled back without being committed. Even after
this exception is returned, this processis till under the transaction and
within the range of the global transaction.

Err Heuri sti cException

For heuristi c determination purposes, some of the transaction branchesinthe
global transaction that executed thedc_t rn_chai ned_conmi t function
were committed and somewererolled back. Thisexceptionisreturned when
the result of heuristic determination does not match the result of the
synchronization point of the global transaction. For the result of the
synchronization point of the global transaction, resource manager, and UAP
that caused this exception, see TPL/Server's message log file. Even after this
exception isreturned, this processisstill under the transaction and within the
range of the global transaction.

Err Hazar dExcept i on

A transaction branch of the global transaction was completed heuristically.
However, the result of the synchronization point of the transaction branch
that was completed heuristically was unknown due to an error. For the result
of the synchronization point of the global transaction, resource manager, and
UAP that caused this exception, see TP1/Server's message log file. Even
after this exception isreturned, this processis still under the transaction and
within the range of the global transaction.

Er r NoBegi nExcepti on

Commit or rollback processing terminated normally, but the method was
unableto start anew transaction. Once this exception has been returned, this
process is no longer under the transaction.

Err Rol | backNoBegi nExcepti on

The transaction that was to be committed was rolled back without being
committed. The method was unable to start a new transaction. Once this



Class TP1Client

exception has been returned, this processis no longer under the transaction.
Err Heuri sti cNoBegi nExcepti on

For heuristic determination purposes, some of thetransaction branchesinthe
global transaction that executed thedc_t rn_chai ned_conmi t function
were committed and some wererolled back. Thisexception isreturned when
the result of the heuristic determination does not match the result of the
synchronization point of the global transaction. For the result of the
synchronization point of the global transaction, resource manager, and UAP
that caused this exception, see TPL/Server's message log file. The method
was unableto start anew transaction. Oncethis exception has been returned,
this processis no longer under the transaction.

Er r Hazar dNoBegi nExcepti on

A transaction branch of the global transaction was completed heuristically.
However, the result of the synchronization point of the transaction branch
that was compl eted heuristically was unknown due to an error. For the result
of the synchronization point of the global transaction, resource manager, and
UAP that caused this exception, see TP1/Server's message log file. The
method was unable to start a new transaction. Once this exception has been
returned, this process is no longer under the transaction.

Er r NoBuf sExcept i on

A memory shortage occurred.
Er r Not UpExcepti on

TP1/Server isnot active.
Err Ti medQut Excepti on

A timeout occurred.
Err 1 CErr Exception

An 1/O exception occurred.
Err Connf r eeExcepti on

The permanent connection was rel eased from the CUP executing process.
Er r Net DownExcepti on

A network error occurred.
Err Syserr Excepti on

A system error occurred.
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B trnChai nedRol | back
public void trnChai nedRol | back()

throws ErrProtoException,
Err Heuri sti cExcepti on,
Err Hazar dExcept i on,
Er r NoBegi nExcepti on,
Err Heuri sti cNoBegi nExcepti on,
Er r Hazar dNoBegi nExcepti on,
Er r NoBuf sExcept i on,
Er r Not UpExcept i on,
Err Ti medQut Excepti on,
Errl CErr Excepti on,
Err Connf r eeExcepti on,
Er r Net DownExcept i on,
Err Syserr Exception

Rolls back atransaction.

When thet r nChai nedRol | back method terminates normally, a new global
transaction occurs and the subsequent methods that are called belong to the range of
the new global transaction.

Parameter
None.
Return value
None.
Exceptions
Err Prot oExcepti on
Thet r nChai nedRol | back method was called from an invalid context.
Err Heuri sti cException

For heuristi c determination purposes, some of the transaction branchesinthe
global transaction that executedthedc_t rn_chai ned_r ol | back function
were committed and somewererolled back. Thisexceptionisreturned when
the result of the heuristic determination does not match the result of the
synchronization point of the global transaction. For the result of the
synchronization point of the global transaction, resource manager, and UAP
that caused this exception, see TPL/Server's message log file. Even after this
exceptionisreturned, thisprocessisstill under the transaction and within the
range of the global transaction.

Err Hazar dExcept i on
A transaction branch of the global transaction was completed heuristically.
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However, the result of the synchronization point of the transaction branch
that was completed heuristically was unknown dueto an error. For the result
of the synchronization point of the global transaction, resource manager, and
UAP that caused this exception, see TP1/Server's message log file. Even
after this exception isreturned, this processis still under the transaction and
within the range of the global transaction.

Er r NoBegi nExcepti on

Commit or rollback processing terminated normally, but the method was
unableto start a new transaction. Once this exception has been returned, this
process is no longer under the transaction.

Err Heuri sti cNoBegi nExcepti on

For heuristic determination purposes, some of thetransaction branchesinthe
global transaction that executedthedc_t rn_chai ned_r ol | back function
were committed and some wererolled back. Thisexception isreturned when
the result of the heuristic determination does not match the result of the
synchronization point of the global transaction. For the result of the
synchronization point of the global transaction, resource manager, and UAP
that caused this exception, see TPL/Server's message log file. The method
was unableto start a new transaction. Once this exception has been returned,
this processis no longer under the transaction.

Er r Hazar dNoBegi nExcepti on

A transaction branch of the global transaction was completed heuristically.
However, the result of the synchronization point of the transaction branch
that was compl eted heuristically was unknown due to an error. For the result
of the synchronization point of the global transaction, resource manager, and
UAP that caused this exception, see TP1/Server's message log file. The
method was unable to start a new transaction. Once this exception has been
returned, this process is no longer under the transaction.

Er r NoBuf sExcept i on
A memory shortage occurred.
Er r Not UpExcepti on
TPL/Server isnot active.
Err Ti medQut Excepti on
A timeout occurred.
Err 1 CErr Exception
An 1/O exception occurred.
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Err Connf r eeExcepti on

The permanent connection was released from the CUP executing process.
Er r Net DownExcepti on

A network error occurred.
Err Syserr Excepti on

A system error occurred.

B trnUnchai nedConmi t
public void trnUnchai nedConmit ()

throws ErrProtoException,
Err Rol | backExcepti on,
Err Heuri sti cExcepti on,
Err Hazar dExcept i on,
Er r NoBuf sExcept i on,
Er r Not UpExcepti on,
Err Ti nedQut Excepti on,
Err 1 CErr Excepti on,
Err Connf r eeExcepti on,
Er r Net DownExcepti on,
Err Syserr Exception

Acquires a transaction synchronization point.

Whenthet r nUnchai nedConmi t method terminates normally, the global transaction
ends. You cannot execute an SPP as a transaction from outside the range of the global
transaction.

Parameter
None.
Return value
None.
Exceptions
Err Prot oExcepti on
Thet r nUnchai nedConmi t method was called from an invalid context.
Err Rol | backExcepti on

The current transaction was rolled back without being committed. The
process is outside the range of the transaction.

Err Heuri sti cExcepti on
For heuristi c determination purposes, some of the transaction branchesinthe
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global transaction that executedthedc_t r n_unchai ned_conmi t function
were committed and some wererolled back. Thisexception isreturned when
the result of the heuristic determination does not match the result of the
synchronization point of the global transaction. For the result of the
synchronization point of the global transaction, resource manager, and UAP
that caused this exception, see TPL/Server's message log file. Once this
exception has been returned, this processis no longer under the transaction.
The processis outside the range of the global transaction.

Err Hazar dExcept i on

A transaction branch of the global transaction was completed heuristically.
However, the result of the synchronization point of the transaction branch
that was compl eted heuristically was unknown due to an error. For the result
of the synchronization point of the global transaction, resource manager, and
UAPthat caused thisexception, see TP1/Server's messagelog file. Oncethis
exception has been returned, this processisno longer under the transaction.
The processis outside the range of the global transaction.

Er r NoBuf sExcept i on

A memory shortage occurred.
Er r Not UpExcepti on

TP1/Server isnot active.
Err Ti medQut Excepti on

A timeout occurred.
Err 1 CErr Exception

An 1/O exception occurred.
Err Connf r eeExcepti on

The permanent connection was rel eased from the CUP executing process.
Er r Net DownExcepti on

A network error occurred.
Err Syserr Excepti on

A system error occurred.

B trnUnchai nedRol | back
public void trnUnchai nedRol | back()
throws ErrProtoException,
ErrHeuri sti cException,
Err Hazar dExcepti on,
Er r NoBuf sExcepti on,
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Er r Not UpExcepti on,
Err Ti medQut Excepti on,
Err 1 CErr Excepti on,
Err Connf r eeExcepti on,
Er r Net DownExcepti on,
Err Syserr Exception

Rolls back atransaction.

When thet r nUnchai nedRol | back method is called, the global transaction ends.
You cannot execute an SPP as a transaction from outside the range of the global
transaction.

Parameter
None.
Return value
None.
Exceptions
Err Prot oExcepti on
Thet r nUnchai nedRol | back method was called from an invalid context.
Err Heuri sti cException

For heuristi c determination purposes, some of the transaction branchesinthe
global transaction that executed the dc_t r n_unchai ned_r ol | back
function were committed and some were rolled back. This exceptionis
returned when the result of the heuristic determination does not match the
result of the synchronization point of the global transaction. For the result of
the synchronization point of the global transaction, resource manager, and
UAPthat caused this exception, see TP1/Server'smessagelog file. Oncethis
exception has been returned, this processis no longer under the transaction.
The process is outside the range of the global transaction.

Err Hazar dExcept i on

A transaction branch of the global transaction was completed heuristically.
However, the result of the synchronization point of the transaction branch
that was completed heuristically was unknown due to an error. For the result
of the synchronization point of the global transaction, resource manager, and
UAPthat caused this exception, see TPL/Server'smessagelog file. Oncethis
exception has been returned, this processis no longer under the transaction.
The process is outside the range of the global transaction.

Er r NoBuf sExcept i on
A memory shortage occurred.
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Er r Not UpExcepti on

TP1/Server isnot active.
Err Ti medQut Excepti on

A timeout occurred.
Err 1 CErr Exception

An 1/O exception occurred.
Err Connf r eeExcepti on

The permanent connection was rel eased from the CUP executing process.
Er r Net DownExcepti on

A network error occurred.
Err Syserr Excepti on

A system error occurred.

W trninfo
public bool ean trnlnfo()

Reports whether or not the TP1d i ent object that called thet r nl nf o method is
currently running as a transaction. This method only references internal variables; it
does not communicate with the RAP-processing server.

Parameter
None.

Return value
true

TheTP1d i ent object that called thet r nl nf o method iswithin the range
of atransaction.

fal se

TheTP1d i ent object that called thet r nl nf o method is outside the range
of atransaction.

Exception
None.

W getTrnl D
public void getTrnlD(byte[] gid,byte[] bid)
throws Errlnval i dArgsException
Err Pr ot oExcepti on
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Acquires the current transaction global identifier and transaction branch identifier.
This method only references internal variables; it does not communicate with the
RAP-processing server.

The current transaction global identifier and transaction branch identifier were
assigned by TPL1/Server when thefollowing methodswere called and atransaction was
started:

e trnBegi n method
e trnChai nedConmi t method
* trnChai nedRol | back method
Parameter
gid
Specifies aminimum of 16 bytes of the byt e type array that storesthe
transaction global identifier.
bi d
Specifies aminimum of 16 bytes of the byt e type array that storesthe
transaction branch identifier.
Return value
None.
Exceptions
Errlnval i dAr gsExcepti on
A specified argument isinvalid.
Err Prot oExcepti on
Theget Tr nl D method was called from an invalid context.

B cltReceive
public void cltReceive(byte[] buff,

int[] recvl eng,
i nt ti meout,
i nt fl ags)

throws Errlnvali dArgsExcepti on,
Err Pr ot oExcepti on,
Er r Net DownExcepti on,
Err Ti nedQut Excepti on,
Err Syserr Excepti on,
Errlnval i dPort Excepti on,
Err Connf r eeExcepti on

Receives a message sent from an MHP.
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Before executing the cl t Recei ve method, you must have specified either
DCCLT_ONEWAY_RCV or DCCLT_SNDRCV in the dcsndr cvt ype operand of the TP1/
Client/J environment definition, and executed ther pc Open method.

Parameters
buf f

Specifies the areain which to store the received message. Make sure to
specify an areathat is at least the size specified in r ecvl eng. Thereceived
message is returned after the method finishes executing.

recvl eng

Specifies the length of the message to be received inr ecvl eng[ 0] . The
length of the received message is returned after the method finishes
executing.

ti meout

Specifies the maximum wait time when amessage is being received,
expressed as an integer from -1 to 65535 in units of seconds.

If you specify - 1, cl t Recei ve waits until the message is received without
any timeout limitations.

If you specify 0, cl t Recei ve does not wait for the message to be received.
If there is no message to be received, it returns an
Err Ti medQut Excepti on.

If you specify an integer between 1 and 65535, cl t Recei ve waits for the
specified number of seconds for the message to be received. If the specified
number of secondsis exceeded before the message can be received,

cl t Recei ve returnsan Er r Ti medQut Except i on.

fl ags

Specifies whether or not to release the connection after the message is
received.

DCNOFLAGS: Does not release the connection after the message is received.

If DCNOFLAGS is specified, unlessthere is an error, the connection is not
released until ther pc ose method is executed.

DCCLT_RCV_CLCSE: Releases the connection after the message is received.
Return value
None

203



Class TP1Client

Exceptions

Errlnval i dAr gsExcepti on

The parameter specification isinvalid.

Err Prot oExcepti on

Ther pcOpen method did not execute. Another possibility isthat, although
ther pcOpen method did execute, neither DCCLT_ONEWAY_RCV nor
DCCLT_SNDRCV is specified in the dcsndr cvt ype operand of the TP1/
Client/J environment definition.

Er r Net DownExcepti on

A network error occurred.

Err Ti medQut Excepti on

A timeout occurred while the message was being received.

Err Syserr Excepti on

A system error occurred.

Errlnval i dPort Excepti on

This exception occurs when Y is specified in the dcsockopenat r cv
operand of the TP1/Client/Jenvironment definition, and the port specified in
thedcr cvport operandisalready in use. If Nis specified in the
dcsockopenat r cv operand, ther pcOpen method returns

Er r Fat al Excepti on.

Err Connf r eeExcepti on

Notes

The connection was released from the MHP.

Thecl t Recei ve method returns control to the CUP at the following times:

When a message of the length specified by ther ecvl eng parameter is
received from the MHP

When atimeout occurs while a message is being received from the MHP
When the connection isreleased from the MHP
When anetwork error occurs

If the MHP drops the connection when acl t Recei ve method isissued, an
Er r Connf r eeExcept i on error isreturned.
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void cltSend(byte[] buff,
i nt sendl eng,
String hostnane,
i nt port num
i nt fl ags)

throws Errlnval i dArgsExcepti on,
Er r Pr ot oExcepti on,
Er r Net DownExcept i on,
Err Syserr Excepti on,
Er r Host Undef Excepti on
Errlnval i dPort Excepti on,
Er r ConnRef usedExcepti on

Sends a message to an MHP.

Before executing the cl t Send method, you must have specified either
DCCLT_ONEWAY_SND or DCCLT_SNDRCV in thedcsndr cvt ype operand of the TP1/
Client/J environment definition, and executed the r pc Open method.

Parameters
buf f

Specifies the areain which to store the message to be sent. Make sureto
specify an areathat is at |east the size specified in sendl eng.

sendl eng

Specifies the length of the message to be sent.

host nane

Specifies the host name of the node on which the MHP to be connected
exists, in case the connection cannot be established.

If you specify nul | , cl t Send references the dcsndhost operand of the
TP1/Client/J environment definition that is obtained when ther pc Open
method is executed.

You can also specify an IP address, following the decimal-plus-dot
convention, as the host name.

This parameter isignored if the connection is established.

por t num

Specifies an integer for the port number of the MHP to be connected of
between 0 and 65535, if the connection is not established.

If you specify 0, cl t Send referencesthe dcsndport operand of the TPL/
Client/J environment definition that is obtained when the r pc Qpen method
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is executed.
This parameter isignored if the connection is established.
fl ags
Specifies whether or not to release the connection after the message is sent.
DCNOFLAGS: Does not release the connection after the message is sent.

If DCNOFLAGS is specified, unless there is an error, the connection is not
released until ther pc ose method is executed.

DCCLT_SND_CLOSE: Releases the connection after the message is sent.
Return value
None
Exceptions
Errlnval i dAr gsExcepti on
The parameter specification isinvalid.
Err Prot oExcepti on

Ther pcOpen method did not execute. Another possibility isthat, although
ther pcOpen method did execute, neither DCCLT_ONEWAY_SND nor
DCCLT_SNDRCV is specified in the dcsndr cvt ype operand of the TP1/
Client/J environment definition.

Er r Net DownExcepti on

A network error occurred.
Err Syserr Excepti on

A system error occurred.
Er r Host Undef Except i on

Thehost name parameter specification isinvalid. Another possibility isthat
the host name is not specified in either the host name parameter or in the
dcsndhost operand in the TP1/Client/J environment definition.

Errlnval i dPort Excepti on
The por t numparameter specification isinvalid.
Er r ConnRef usedExcepti on

The connection establishment request to the MHP was denied (an attempt
was made to establish a connection through a port that is not waiting for a
connection).
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Notes

If the MHP drops the connection after the cl t Send method is executed and a
message is being sent, the cl t Send method next executed ends normally or
abnormally. If the cl t Send method next executed ends normally, thecl t Send
method following that one ends abnormally. We recommend that you take the
above into consideration when creating a CUP.

B clt Assenfsend

public void cltAssenSend(byte[] buff,
i nt sendl eng,
String hostnane,
i nt portnum
int timeout,
int flags)

throws Errlnvali dArgsExcepti on,

Err Pr ot oExcepti on,
Er r Net DownExcept i on,
Err Syserr Excepti on,
Er r Host Undef Excepti on,
Errlnval i dPort Excepti on,
Err ConnRef usedExcepti on,
Err Ti medQut Excepti on,
Err Connf r eeExcepti on,
Errl nval i dMessageExcepti on,
ErrCol | i si onMessageExcepti on

Uses the receive message assembly facility to send a message.

To executethecl t AssenSend method, you must first specify DCCLT_ONEWAY_SND
or DCCLT_SNDRCV in the dcsndr cvt ype operand of the TPL/Client/J environment
definition and execute ther pc OQpen method.

When the receive message assembly facility is used, message length (4 + specification
value of the sendl eng argument) is added to the first 4 bytes of the message, and a
message having alength of between buf f [ 0] and buf f [ sendl eng - 1] issent.

If the connection with the remote system is not established, connection is established
according to the values specified in the host nanme and por t numarguments, and a
message is sent.

Parameters
buf f

Specifiesthe areawhere the messageto be sent isstored. Specify an areathat
islonger than the value specified by the sendl eng argument.

sendl eng

Specifies the length of the message to be sent.
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host nane

Specifies the host name of the remote system to be connected if no
connection has been established.

If nul | is specified, the content of the dcsndhost operand of the TP/
Client/Jenvironment definition acquired by executing ther pc Open method
isreferenced.

For the host name, you can also specify an IP address expressed in the
decimal dot method. If connection has been established, thisargument is
ignored.

port num

Specifies the port number of the remote system to be connected, expressed
as an integer of between 0 and 65535, if no connection has been established.

If 0 is specified, the content of thedcsndport operand of the TP1/Client/J
environment definition acquired by executing ther pcOpen method is
referenced. If connection has been established, this argument isignored.

ti meout

A reserved argument. Specify 0.

fl ags

Specifies whether to release the connection after the message is sent.
DCNOFLAGS: Does not release the connection after the message is sent.

If DCNOFLAGS is specified, the connection is not released until the
r pcC ose method is executed, except when an error occurs.

DCCLT_SND_CLOSE: Releases the connection after the message is sent.

Return value

None

Exceptions
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Errlnval i dAr gsExcepti on

The specified argument isinvalid.

Err Prot oExcepti on

Ther pcOpen method has not been executed. Another possibility is that,
although the r pcOpen method has been executed, DCCLT_ONEWAY_SND or
DCCLT_SNDRCV has not been specified in the dcsndr cvt ype operand of
the TP1/Client/J environment definition.
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Er r Net DownExcepti on

A network error occurred.
Err Syserr Excepti on

A system error occurred.
Er r Host Undef Except i on

The name of the remote host to be connected isinvalid. Another possibility
isthat no host name is specified in either the host name argument or the
dcsndhost operand of the TP1/Client/J environment definition.

Errlnval i dPort Excepti on
The specified por t numargument isinvalid.
Er r ConnRef usedExcepti on

The request to establish connection to the remote system was denied (an
attempt was made to establish aconnection through a port that is not waiting
for a connection).

Err Ti medQut Excepti on

A timeout occurred while receiving a response message. The connection is
released.

Err Connf r eeExcepti on
The connection was released by the remote system.
Errlnval i dMessageExcepti on
Aninvalid message was received.
ErrCol |i si onMessageExcepti on
A send/receive message collision occurred.
Note

If the remote system releases the connection when you are sending a message by
executing the cl t AssenBend method, the cl t AssenSend method that is
executed next is terminated either normally or abnormally. If it isterminated
normally, abnormal termination occurs with the cl t AssenSend method that is
executed next. Therefore, take note of this fact when creating a CUPR.

B cl|t AssenRecei ve
public void cltAssenReceive(byte[] buff,
int[] recvleng,
int timeout,
int flags)
throws Errlnval i dArgsExcepti on,
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Err Pr ot oExcepti on,

Er r Net DownExcept i on,

Err Ti nedQut Excepti on,

Err Syserr Excepti on,
Errlnval i dPort Excepti on

Err Connf r eeExcepti on,
Errlnval i dMessageExcepti on,
Err Buf f er Over f | owExcept i on

Uses the receive message assembly facility to receive a message.

To executethecl t AssenRecei ve method, you must first specify
DCCLT_ONEWAY_RCV or DCCLT_SNDRCV inthedcsndr cvt ype operand of the TP1/
Client/J environment definition and execute the r pc Open method.

When the receive message assembly facility is used, the first 4 bytes of the message
are not stored in the buffer specified by the buf f argument.

When this method terminates normally, a message containing user data having the
length of r ecvl eng[ 0] isreceived, and the user datais stored in buf f [ 0] through
buf f[recvl eng[0]-1].

Parameters
buf f

Specifies the area in which to store the received message. Specify an area
that islonger than the message to be received.

recvl eng

After the method is executed, the length of the received message is returned
torecvl eng[ 0] .

ti meout

Specifies the maximum amount of time to wait to receive a message,
expressed as an integer of between -1 and 65535 (seconds).

If - 1 is specified, the system waits indefinitely until a message is received.

If 0 is specified, the system does not wait to receive amessage. If thereisno
message to be received, Er r Ti nedQut Except i on isreturned.

If avalue between 1 and 65535 is specified, the system waits to receive a
message for the number of seconds specified. If a message cannot be
received within the specified period, Er r Ti medQut Except i on isreturned.

flags
Specifies whether to release the connection after the message is received.
DCNOFLAGS: Does not release the connection after the message is received.
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If DCNOFLAGS is specified, the connection is not released until the
r pcC ose method is executed, except when an error occurs.

DCCLT_RCV_CLCSE: Releases the connection after the message is received.
Return value
None
Exceptions
Errlnval i dAr gsExcepti on
The specified argument isinvalid.
Err Prot oExcepti on

The r pcOpen method has not been executed. Another possibility is that,
athough the r pc Open method has been executed, DCCLT_ONEWAY_RCV or
DCCLT_SNDRCV has not been specified in the dcsndr cvt ype operand of
the TPL/Client/J environment definition.

Er r Net DownExcepti on
A network error occurred.
Err Ti medQut Excepti on
A timeout occurred while receiving a message.
Err Syserr Excepti on
A system error occurred.
Errlnval i dPort Excepti on

This exception occurs when Y is specified in the dcsockopenat r cv
operand of the TP1/Client/J environment definition, and the port specified in
thedcr cvport operandisalready inuse. If Nis specified for the
dcsockopenat r cv operand, ther pcOpen method returns

Er r Fat al Excepti on.

Err Connf r eeExcepti on

The connection was released by the remote system.
Errlnval i dMessageExcepti on

Aninvalid message was received.
Err Buf f er Over f | owExcept i on

A message whose length exceeds the value specified in the buf f argument
was received.
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Notes

Thecl t AssenRecei ve method returns control to the CUP in the following
cases:

» Message receiving is completed.

« A message whose length exceeds the value specified in the buf f argument
isreceived.

* A network error occurred.

< A timeout occurred while receiving a message.

e The connection is released by the remote system.

* A message with an invalid message length is received.

« A message with invalid segment information is received.

If the remote system rel eases the connection when thecl t AssenRecei ve
method is issued, the method returns the Er r Connf r eeExcept i on error.

B set Connect | nf ormati on

public void setConnectlnformation(byte[] inf,
short inf_len)
throws Errlnval i dArgsException

Sets the terminal identification information.

Theterminal identification information specified in this method takes effect when you
specify the host name of aDCCM3 logical terminal in the dchost operand and the
port number of the DCCM 3 logical terminal inthedchost or dcr apport operandin
the TPL/Client/J environment definition, and when you use one of the following
methods to establish a permanent connection with the DCCM3 logical terminal:

e Cadl theopenConnect i on method. If the openConnect i on method has
parameters, specify DCCM3 logical terminal host name in the host parameter
and the port number of the DCCM3 logical terminal intheport parameter.

» Specify Y inthedcr apaut oconnect operand in the TPL/Client/J environment
definition and then call ther pcCal | method.

When this method is called, the terminal identification information specified in the
dccl t connect i nf operand in the TPL/Client/J environment definition isignored
until ther pcOpen method is called again.

Theterminal identification information specified in this method is recognized when a
permanent connection is established with the DCCM 3 logical terminal. If this method
iscalled morethan once, theterminal identification information specified immediately
before the permanent connection was established with the DCCM 3 logical terminal
takes effect.



Class TP1Client

Theterminal identification information specified by this method isignored for an RPC
using the name service or scheduler direct facility.

Parameters

i nf

Specifiesthe logical terminal name of the DCCM3 logical terminal as

terminal identification information consisting of up to 64 bytes of EBCDIK

codes. Note that DCCM 3 uses only thefirst 8 bytes and ignores the rest.

inf_len

Specifies the length of the terminal identification information, in the range

from 1 to 64 bytes.
Return value
None.
Exception
Errlnval i dAr gsExcepti on

A specified parameter isinvalid.

B acceptNotification

public void acceptNotification(

t hr ows

byte[] inf,

int[] inf_len,

int port,

int timeout,

byte[] hostnane,

byte[] nodei d)

Errlnval i dAr gsExcepti on,
Er r Pr ot oExcepti on,

Err 1 CErr Excepti on,

Err SecurityException,
Errlnval i dPort Excepti on,
Err Ti mnedQut Excepti on,

Er r Net DownExcepti on,

Errlnval i dMessageExcepti on,
Err Accept Cancel edExcepti on,

Er r Repl yTooBi gExcepti on,
Err Ver si onExcepti on,
Err Syserr Exception

Waits for a message sent by the server's function (dc_r pc_cl t send) for up to the
amount of time specified inthet i meout parameter. When the method receives the
message, it returns control to the CUP and returns the notification message, length of
the notification message, and the host name and node identifier of the server that sent
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the message.
Parameters

i nf

Specifies the area for storing the notification message from the server.

When the method terminates normally, the notification message from the
server is stored.

inf_len

por t

Specifiesthe length of the areafor storing the notification message from the
server (length of theareain thei nf parameter). The value must bein the
range from O to DCRPC_MAX_MESSAGE_SI ZE.

If thedccl t r pcmaxnegsi ze value specified in the TPL/Client/J
environment definition is2 or greater, the permitted maximum value is that
dccl t r pcmaxnsgsi ze vaue, not the value of

DCRPC_MAX_MESSAGE_SI ZE (1 megabyte).

When the method terminates normally, thelength of the notification message
from the server is stored.

Specifies the port number that is to be used to receive notification messages
from the server. Specify avalue in the range from 5001 to 65535. If you
execute multiple processes or threads concurrently on the same machine,
specify different port numbersin the por t parameters. This port number
must be unique from port numbers used by the OS or other programs. If a
port number that is already in use is specified, response data may not be
received correctly. For detailsabout the port numbers used by the OS, seethe
OS-related documentation.

ti meout

Specifies the timeout value, in the range from 0 to 65535 (seconds). If 0 is
specified, the method waits indefinitely.

host nane

Specifiesthe areafor storing the host name of the notifying server. Thissize
of thisareamust at least 256 bytes.

When the method terminates normally, the host name of the notifying server
isstored inthisarea. TP1/Client/J acquiresthe host namefrom the | P address
of the notifying server using the get Host Narme method of the

java. net . | net Addr ess class and then converts the acquired host name
to abyte array using the platform's default character set. TPL/Client/J then
storesthe result in host nane. If the conversion from |P address to host
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name fails, TP1/Client/J stores the |P address in host nane in decimal dot
notation (example: 10. 209. 15. 124).

If nul | isspecified, the method does not store the host name of the notifying
server.

nodei d

Specifiesthe areafor storing the node identifier of the notifying server. The
size of this areamust be at least 8 bytes.

When the method terminates normally, the node identifier of the notifying
server isstored in this area. The format of anode identifier is as follows:

Node identifier (4 bytes) | NULL character (= 0) (4 bytes)

Return value
None.
Exception
Errlnval i dArgsException
A parameter specified in the method isinvalid.
Err Prot oExcepti on
Ther pcOpen method has not been executed.
Err1 CErr Exception
An 1/O exception occurred.
Err SecurityException
A security exception occurred.
Errlnval i dPort Exception
The port number specified inthe port parameter isin use.
ErrCl i ent Ti medQut Excepti on
A timeout occurred on TPL/Client/J.
Er r Net DownAt Cl i ent Excepti on
A network error occurred between TPL1/Server and CUP.
Errlnval i dMessageExcepti on
Aninvalid message was received.
Err Accept Cancel edExcepti on
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The unidirectional message reception wait status was released by the
cancel Noti fi cati on method. In this case, values have already been set
inthei nf ,i nf _I en, and host nane parameters. Inthenodei d parameter,
avalue whose leading 8 bytes areinitialized to 0 is set.

Err Repl yTooBi gExcepti on

Thereceived message cannot fit in the area provided by the CUP. The excess
portion of the message was discarded. In this case, values have already been
set in the host nane and nodei d parameters.

Err Ver si onExcepti on

The version of the notifying server isinvalid.
Err Syserr Excepti on

A system error occurred.

B cancel Notification
public void cancel Notification(

byte[] inf,
int inf_len,
String hostnane,
int port)

throws Errlnvali dArgsException,
Err Pr ot oExcepti on,
Err 1 CErr Excepti on,
Errlnval i dPort Excepti on,
Err Ti medQut Excepti on,
Er r Net DownExcept i on,
Er r Host Undef Excepti on,
Err Syserr Exception

Releases the unidirectional server message reception wait status (issuance of the
accept Noti ficationoracceptNotificati onChai ned method). Oncethis
wait status is released, you can send messages specified inthei nf parameter to the
CUPin the unidirectional message reception wait status.

Parameters
i nf
Specifies the message to be sent to the CUP.
inf_len

Specifiesthelength of the messagethat is sent to the CUP (length of message
setinthei nf parameter). The value must be in the range from 0 to
DCRPC_MAX_MESSAGE_SI ZE. If 0 is specified, no message is sent to the
CUP
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If thedccl t r pcmaxnegsi ze value specified in the TPL/Client/J
environment definition is 2 or greater, the permitted maximum value is that
dccl t r pcmaxnsgsi ze value, not the value of

DCRPC_MAX_MESSAGE_SI ZE (1 megabyte).

host nane

Specifies the name of the host where the CUP in the unidirectional message
reception wait status is located. For the host name, you can also specify the
IP addressin decimal dot notation (example: 10. 209. 15. 124).

por t

Specifies the port number, in the range from 5001 to 65535, of the CUP that
isin the unidirectional message reception wait status.

Return value
None.
Exception
Errlnval i dAr gsExcepti on
A parameter specified in the method isinvalid.
Err Prot oExcepti on
Ther pcOpen method has not been executed.
Err 1 CErr Exception
An 1/O exception occurred.
Errlnval i dPort Excepti on
The port number specified in the port parameter isinvalid.
Err i ent Ti medQut Excepti on
A timeout occurred on TPL/Client/J.
Er r Net DownAt Cl i ent Excepti on
A network error occurred between CUPs.
Er r Host Undef Except i on
The host name specified in the host nane parameter isinvalid.
Err Syserr Excepti on
A system error occurred.

B openNotification
public void openNotification(int port)
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throws Errlnvali dArgsException
Err Pr ot oExcepti on,
Errlnval i dPort Excepti on,
Er r Net DownExcepti on,
Err Syserr Exception

Creates an environment for using the unidirectional message consecutive reception
facility. Issue thismethod asapair with thecl oseNot i fi cati on method. Oncethis
method terminates normally, make sure that you issuethecl oseNot i fi cati on
method.

Parameters
port

Specifiesthe port number, inthe range from 5001 to 65535, that isto be used
to receive notification messages from the server.

If you execute multiple processes or threads concurrently on the same
machine, specify different port numbersin the port parameters. This port
number must be unique from port numbers used by the OS or other
programs. If aport number that is aready in use is specified, response data
may not bereceived correctly. For detailsabout the port numbersused by the
OS, see the OS-related documentation.

Return value
None.
Exception
Errlnval i dAr gsExcepti on
A parameter specified in the method isinvalid.
Err Prot oExcepti on

Ther pcOpen method has not been executed or the openNot i fi cati on
method has already been executed.

Errlnval i dPort Excepti on

The port number specified in the por t parameter is already in use.
Er r Net DownAt Cl i ent Excepti on

A network error occurred between TP1/Server and CUP.
Err Syserr Excepti on

A system error occurred.

B accept NotificationChained
public void acceptNotificati onChai ned(
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byte[] inf,

int[] inf_len,

int timeout,

byte[] hostnane,

byte[] nodei d)

throws Errlnvali dArgsException,

Er r Pr ot oExcepti on,

Err 1 CErr Excepti on,

Err SecurityException,

Err Ti medQut Excepti on,

Er r Net DownExcept i on,
Errlnval i dMessageExcepti on,
Er r Accept Cancel edExcepti on,

Err Repl yTooBi gExcepti on,

Err Ver si onExcepti on,

Err Syserr Exception

Waitsfor amessage sent by the server'sfunction (dc_r pc_cl t send) until the amount
of time specified inthet i neout parameter isreached. When the method receivesthe
message, it returns control to the CUP and returnsthe notification message, the length
of the notification message, and the host name and node identifier of the server that
sent the message. In order to issue this method, you must have already issued the
openNot i fi cati on method. You must issue this method after the

openNot i fi cati on method has been issued but beforethecl oseNot i fi cati on
method is issued.

Parameters

i nf

Specifies the areafor storing the notification message from the server.

When the method terminates normally, the notification message from the
server is stored.

inf_len

Specifiesthe length of the areafor storing the notification message from the
server (length of the areain thei nf parameter). The value must bein the
range from 0 to DCRPC_MAX_MESSAGE_SI ZE.

If thedccl t r pcmaxnegsi ze value specified in the TPL/Client/J
environment definition is 2 or greater, the permitted maximum value is that
dccl t r pcmaxnsgsi ze value, not the value of

DCRPC_MAX_MESSAGE_SI ZE (1 megabyte).

When the method terminates normally, thelength of the notification message
from the server is stored.

ti meout
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Specifies the timeout value, in the range from 0 to 65535 (seconds). If 0 is
specified, the method waits indefinitely.

host nane

Specifiesthe areafor storing the host name of the notifying server. Thissize
of this area must be at |east 256 bytes.

When the method terminates normally, the host name of the notifying server
isstored in this area.

TPL/Client/J acquires the host name from the | P address of the notifying
server using the get Host Name method of thej ava. net . | net Addr ess
class and then converts the acquired host name to a byte array using the
platform’s default character set. TPL/Client/J then stores the result in

host name. If the conversion from | P address to host name fails, TP1/Client/
Jstoresthe IP addressin host nare in decimal dot notation (example:

10. 209. 15. 124).

If nul | isspecified, the method does not store the host name of the notifying
server.

nodei d

Specifies the areafor storing the node identifier of the notifying server. The
size of this areamust be at |least 8 bytes.

When the method terminates normally, the node identifier of the notifying
server is stored in this area. The format of a node identifier is as follows:

Node identifier (4 bytes) | NULL character (= 0) (4 bytes)

Return value
None.
Exception
Errlnval i dArgsException
A parameter specified in the method isinvalid.
Err Prot oExcepti on
TheopenNot i fi cati on method has not been executed.
Err1 CErr Exception
An /O exception occurred.
Err SecurityException
A security exception occurred.
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Err i ent Ti medQut Excepti on
A timeout occurred on TPY/Client/J.
Er r Net DownAt Cl i ent Excepti on
A network error occurred between TPL1/Server and CUP.
Errlnval i dMessageExcepti on
Aninvalid message was received.
Err Accept Cancel edExcepti on

The unidirectional message reception wait status was released by the
cancel Noti fi cati on method. In this case, values have aready been set
inthei nf ,i nf _| en, and host nane parameters. Inthenodei d parameter,
avaue whose leading 8 bytes areinitialized to 0 is set.

Err Repl yTooBi gExcepti on

The received message cannot fit in the area provided by the CUP. The excess
portion of the message was discarded. In this case, values have already been
set inthe host nane and nodei d parameters.

Err Ver si onExcepti on

The version of the notifying server isinvalid.
Err Syserr Excepti on

A system error occurred.

cl oseNotification
public void closeNotification()

throws Err Net DownExcepti on,
Err Syserr Excepti on

Deletes the environment for using the unidirectional message consecutive reception
facility. Issue this method as a pair with the openNot i fi cat i on method. Once the
openNot i fi cati on method has terminated normally, make sure that you issue this
method.

Parameters

None.

Return value

None.

Exception

Er r Net DownAt Cl i ent Excepti on

221



Class TP1Client

A network error occurred between TP1/Server and CUP.
Err Syserr Excepti on
A system error occurred.
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Class DCRpcBindThbl

java.lang.Object

JP.co.Hitachi.soft.OpenTPl.DCRpcBindTbl

public class DCRpcBi ndTbl
extends java.l ang. bj ect

This class manages communication-target information. It isused with ther pcCal | To
method.

Constructor

B DCRpcBi ndThl
publ i ¢ DCRpcBi ndThl ()

Creates an instance of the class that manages communication-target information.
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Class ErrAcceptCanceledException

java.lang.CObject
L__ java.lang.Throwable
java.lang.Exception
JP.co.Hitachi.soft.OpenTPl.TP1ClientException

JP.co.Hitachi.soft.OpenTPl.ErrAcceptCanceledException

public class ErrAccept Cancel edExcepti on
extends TP1d i ent Exception

This classis an exception returned by TP1/Client/J. It represents the following event:
The unidirectional message reception wait status was released.

Constructor

B Err Accept Cancel edExcepti on
public ErrAccept Cancel edException()

Creates an instance of the Er r Accept Cancel edExcept i on class without a detail
message.
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Class ErrBufferOverflowException

java.lang.CObject
java.lang.Throwable
java.lang.Exception
JP.co.Hitachi.soft.OpenTPl.TP1ClientException

JP.co.Hitachi.soft.OpenTPl.ErrBufferOverflowException

public class ErrBufferCQverfl owException
extends TP1d i ent Exception

Thisis an exception class returned by TP1/Client/J. It indicates the following event:

The receive buffer overflowed because a message whose length exceeds the receive
buffer size specified inthecl t AssenRecei ve method was received.

Constructor

B ErrBuf ferQOverfl owException
public ErrBufferOverfl owException()

Creates an instance of the Er r Buf f er Over f | owExcept i on class without a detail
message.
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Class ErrCollisionMessageException

java.lang.CObject
java.lang.Throwable
java.lang.Exception
JP.co.Hitachi.soft.OpenTPl.TP1ClientException

JP.co.Hitachi.soft.OpenTPl.ErrCollisionMessageException

public class ErrCollisionMessageException
extends TP1d i ent Exception

Thisis an exception class returned by TP1/Client/J. It indicates the following event:
A send/receive message collision occurred.

Constructor

B ErrCol lisionMessageException
public ErrCollisionMessageException()

Createsan instance of Err Col | i si onMessageExcept i on without a detail
message.
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Class ErrClientTimedOutException

java.lang.Object
L—java.lang.Throwable
java.lang.Exception
JP.co.Hitachi.soft.OpenTPl.TP1ClientException
JP.co.Hitachi.soft.OpenTPl.ErrTimedOutException

JP.co.Hitachi.soft.OpenTPl.ErrClientTimedOutException

public class ErrdientTi medCQut Excepti on
extends ErrTi nedCut Excepti on

Thisis an exception class returned by TP1/Client/J. It indicates the following event:
A timeout occurred in the TPL/Client/J system.

Related items
TP1d i ent, TP1C i ent Excepti on, Err Ti medQut Excepti on

Constructor

B ErrCientTi medQut Excepti on
public ErrdientTi nedOut Exception()

Creates an instance of Er r O i ent Ti nedQut Except i on without adetail message.
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Class ErrConnfreeException

java.lang.Object
java.lang.Throwable
Java.lang.Exception
JP.co.Hitachi.soft.OpenTPl.TP1ClientException

JP.co.Hitachi.soft.OpenTPl.ErrConnfreeException

public class ErrConnfreeException
extends TP1d i ent Exception

Thisis an exception class returned by TP1/Client/J. It indicates the following event:
If anr pcCal I method returned this exception:

A permanent connection with the RAP-processing server was disconnected.
Another possibility is that the virtual session with TP1/Web ended.

If atrnBegi n method, t r nChai nedCormmi t method, t r nChai nedRol | back
method, t r nUnchai nedConmi t method, or t r nUnchai nedRol | back method
returned this exception:

A permanent connection was dropped by the CUP execution process side.
If a cl t Recei ve method returned this exception:
The connection was rel eased from the MHP.

If aclt AssenSend method or cl t AssenRecei ve method returned this
exception:

The connection was rel eased by the remote system.
Related items
TP1d i ent, TP1C i ent Excepti on
Constructor

B Err ConnfreeException
public ErrConnfreeException()

Creates an instance of Er r Connf r eeExcept i on without a detail message.
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Class ErrConnRefusedException

java.lang.CObject
java.lang.Throwable
Java.lang.Exception
JP.co.Hitachi.soft.OpenTPl.TP1ClientException

JP.co.Hitachi.soft.OpenTPl.ErrConnRefusedException

public class ErrConnRefusedException
ext ends Exception

Thisis an exception class returned by TP1/Client/J.

This exception indicates that an error occurred while an attempt was being made to
establish a socket connection to aremote address and port.

Generally, thisis caused by a connection being denied by the remote side (thereis no
standby process on the remote address and port).

Related items

TP1d i ent, TP1C i ent Excepti on

Constructor
B Err ConnRef usedExcepti on

public ErrConnRefusedException()

Creates an instance of Er r ConnRef usedExcept i on without a detail message.
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Class ErrFatalException

java.lang.Cbject
java.lang.Throwable
java.lang.Exception
JP.co.Hitachi.soft.OpenTPl.TP1ClientException

L

JP.co.Hitachi.soft.OpenTPl.ErrFatalException

public class ErrFatal Exception
extends TP1d i ent Exception

Thisis an exception class returned by TP1/Client/J. It indicates the following event:

Initialization of achannel failed; or there is a specification error in the TP1/Client/J
environment definition.

Related items
TP1d i ent, TP1C i ent Excepti on
Constructor

B Err Fat al Exception
public ErrFatal Exception()

Creates an instance of Er r Fat al Except i on without adetail message.
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Class ErrHazardException

java.lang.Object
L——java.lang.Throwable
Java.lang.Exception
JP.co.Hitachi.soft.OpenTPl.TP1ClientException

JP.co.Hitachi.soft.OpenTPl.ErrHazardException

public class ErrHazardException
extends TP1d i ent Exception

Thisis an exception class returned by TP1/Client/J. It indicates the following event:

A transaction branch of the global transaction was completed heuristically. However,
the result of the synchronization point of the transaction branch that was completed
heuristically was unknown due to an error. For the result of the synchronization point
of the global transaction, resource manager, and UAP that caused this exception, see
TPL1/Server'smessagelogfile. Even after thisexception has been returned, thisprocess
is still under the transaction and within the range of the global transaction.

Related items
TP1d i ent, TP1C i ent Excepti on
Constructor

B ErrHazar dExcepti on
public ErrHazardException()

Creates an instance of Er r Hazar dExcept i on without a detail message.
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Class ErrHazardNoBeginException

java.lang.Object
java.lang.Throwable
Java.lang.Exception
JP.co.Hitachi.soft.OpenTPl.TP1ClientException

JP.co.Hitachi.soft.OpenTPl.ErrHazardNoBeginException

public class ErrHazardNoBegi nExcepti on
extends TP1d i ent Exception

Thisis an exception class returned by TP1/Client/J. It indicates the following event:

A transaction branch of the global transaction was completed heuristically. However,
the result of the synchronization point of the transaction branch that was compl eted
heuristically was unknown due to an error. For the result of the synchronization point
of the global transaction, resource manager, and UAP that caused this exception, see
TP1/Server's messagelog file. The method was unableto start anew transaction. Once
this exception has been returned, this processis no longer under the transaction.

Related items
TP1d i ent, TP1C i ent Excepti on
Constructor

B Err Hazar dNoBegi nExcepti on
publ i c ErrHazar dNoBegi nExcepti on()

Creates an instance of Er r Hazar dNoBegi nExcept i on without adetail message.
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Class ErrHeuristicException

java.lang.CObject
java.lang.Throwable
java.lang.Exception
JP.co.Hitachi.soft.OpenTPl.TP1ClientException

JP.co.Hitachi.soft.OpenTPl.ErrHeuristicException

public class ErrHeuristicException
extends TP1d i ent Exception

Thisis an exception class returned by TP1/Client/J. It indicates the following event:

For heuristic determination purposes, some of the transaction branches in the global
transaction were committed and some were rolled back. This exception is returned
when the result of the heuristic determination does not match the result of the
synchronization point of the global transaction. For the result of the synchronization
point of the global transaction, resource manager, and UAP that caused this exception,
see TP1/Server's message log file. Even after this exception has been returned, this
process is still under the transaction and within the range of the global transaction.

Related items
TP1d i ent, TP1C i ent Excepti on
Constructor

B ErrHeuristicException
public ErrHeuristicException()

Creates an instance of Er r Heur i sti cExcept i on without a detail message.
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Class ErrHeuristicNoBeginException

java.lang.CObject
java.lang.Throwable
java.lang.Exception
JP.co.Hitachi.soft.OpenTPl.TP1ClientException

JP.co.Hitachi.soft.OpenTPl.ErrHeuristicNoBeginException

public class ErrHeuristicNoBegi nException
extends TP1d i ent Exception

Thisis an exception class returned by TP1/Client/J. It indicates the following event:

For heuristic determination purposes, some of the transaction branches in the global
transaction were committed and some were rolled back. This exception is returned
when the result of the heuristic determination does not match the result of the
synchronization point of the global transaction. For the result of the synchronization
point of the global transaction, resource manager, and UAP that caused this exception,
see TP1/Server's message log file. For the result of the synchronization point of the
global transaction, resource manager, and UAP that caused this exception, see TPL/
Server's message log file. The method was unabl e to start anew transaction. Oncethis
exception has been returned, this process is no longer under the transaction.

Related items
TP1d i ent, TP1C i ent Excepti on
Constructor

B ErrHeuristicNoBegi nException
public ErrHeuristicNoBegi nException()

Creates an instance of Er r Heur i st i cNoBegi nExcept i on without a detail
message.
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Class ErrHostUndefException

java.lang.Cbject
java.lang.Throwable
java.lang.Exception

JP.co.Hitachi.soft.OpenTPl.TP1ClientException

L

JP.co.Hitachi.soft.OpenTPl.ErrHostUndefException

public class ErrHost Undef Excepti on
extends TP1d i ent Exception

Thisis an exception class returned by TP1/Client/J. It indicates the following event:
If a set Dchost method returned this exception:

Thehost parameter specification isinvalid.
If an openConnect i on method returned this exception:

* The RAP-processing listener host name is not specified in the dchost
operand of the TP1/Client/J environment definition.

« The URL (information such as the protocol, Web server, CGl name of the
prompter, or TP1/Web service name) specifiedintheur | parameter or inthe
dcwebur | operand of the TP1/Client/J environment definitionisinvalid.

* Thehost parameter specification isinvalid.
If anr pcCal | method returned this exception:

* Either the host name of the communication target TP1/Server isnot specified
inthedchost operand of the TP1/Client/J environment definition, or the
specification isinvalid.

e The URL (information such as the protocol, Web server, CGl name of the
prompter, or TP1/Web service name) specified inthedcwebur | operand of
the TPL/Client/J environment definition isinvalid.

If atrnBegi n method returned this exception:

Either the host name of the communication target TPL/Server is not specified in
thedchost operand of the TPL/Client/J environment definition, or the
specification isinvalid.
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If a cl t Send method or cl t AssenBSend method returned this exception:

The host name parameter specification isinvalid. Another possibility is that the
host nameisnot specifiedin either thehost name parameter or inthedcsndhost
operand in the TPY/Client/J environment definition.

Related items
TP1d i ent, TP1C i ent Excepti on
Constructor

B Err Host Undef Excepti on
publ i c ErrHost Undef Excepti on()

Creates an instance of Er r Host Undef Except i on without adetail message.
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Class ErrinitializingException

java.lang.CObject
java.lang.Throwable
java.lang.Exception
JP.co.Hitachi.soft.OpenTPl.TP1ClientException

JP.co.Hitachi.soft.OpenTPl.ErrInitializingException

public class ErrlnitializingException
extends TP1d i ent Exception

Thisis an exception class returned by TP1/Client/J. It indicates the following event:

The TP1/Server at the node specified in the service request is under start processing.
Related items

TP1d i ent, TP1C i ent Excepti on

Constructor

B ErrinitializingException
public ErrlnitializingException()

Createsan instance of Err I ni ti al i zi ngExcept i on without a detail message.

237



Class ErrinvalidArgsException

Class ErrinvalidArgsException

java.lang.Object
java.lang.Throwable
java.lang.Exception
JP.co.Hitachi.soft.OpenTPl.TP1ClientException

JP.co.Hitachi.soft.OpenTPl.ErrInvalidArgsException

public class Errlnvali dArgsException
extends TP1d i ent Exception

Thisis an exception class returned by TP1/Client/J. It indicates the following event:
An argument specified in the method isinvalid.

Related items
TP1d i ent, TP1C i ent Excepti on

Constructors

B Errlnval i dArgsException
public Errlnvali dArgsException()

Createsan instance of Er r | nval i dAr gsExcept i on without a detail message.

B Errlnvali dArgsException
public Errlnvali dArgsException(String nsg)

Createsaninstanceof TP1Cl i ent Except i on with adetail message. You can usethe
get Message method to retrieve the detail message.
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Class ErrinvalidMessageException

java.lang.CObject
java.lang.Throwable
java.lang.Exception
JP.co.Hitachi.soft.OpenTPl.TP1ClientException

JP.co.Hitachi.soft.OpenTPl.ErrInvalidMessageException

public class Errlnvali dvkssageExcepti on
extends TP1d i ent Exception

Thisis an exception class returned by TP1/Client/J. It indicates the following event:

If aclt AssenRecei ve method returned this exception:

The message length of the received message was not found between
0x00000005 and 0x 7FFFFFFF.

The segment information isinvalid.
If a cl t AssenBend method returned this exception:

The message length of the message received during receiving of aresponseis
between 0x0000000B and 0x 7FFFFFFF, or the segment information isinvalid.

Constructor

B Errlnval i dvessageExcepti on
public Errlnvali dMessageException()

Creates an instance of the Er r I nval i dMessageExcept i on class without a detail
message.
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Class ErrinvalidPortException

java.lang.Object
java.lang.Throwable
java.lang.Exception
JP.co.Hitachi.soft.OpenTPl.TP1ClientException

JP.co.Hitachi.soft.OpenTPl.ErrInvalidPortException

public class ErrlnvalidPortException
extends TP1d i ent Exception

Thisis an exception class returned by TP1/Client/J. It indicates the following event:

If a set Dchost method, openConnect i on method, or t r nBegi n method
returned this exception:

Theport parameter specification isinvalid.
If anr pcCal I method returned this exception:

< |If an RPC that uses aremote API function was executed, the dcr appor t
operand of the TP1/Client/J environment definition is not specified.

» If an RPC that uses a scheduler direct function was executed, the
dcscdport operand of the TPL/Client/J environment definition is not
specified.

If a cl t Send method or cl t AssenBSend method returned this exception:
The por t numparameter specification isinvalid.
If acltRecei ve method or cl t AssenRecei ve method returned this exception:

This exception occurs when Y is specified in the dcsockopenat r cv operand of
the TPY/Client/Jenvironment definition, and the port specified inthedcr cvpor t
operand is already in use. If Nis specified for the dcsockopenat r cv operand,
ther pcOpen method returns Er r Fat al Except i on.

Related items
TP1d i ent, TP1C i ent Excepti on

240



Class ErrinvalidPortException

Constructor

B ErrlnvalidPort Exception
public ErrlnvalidPortException()

Creates an instance of Er r | nval i dPort Except i on without a detail message.
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Class ErrinvalidReplyException

java.lang.Object
java.lang.Throwable
java.lang.Exception
JP.co.Hitachi.soft.OpenTPl.TP1ClientException

JP.co.Hitachi.soft.OpenTPl.ErrInvalidReplyException

public class Errlnvali dRepl yException
extends TP1d i ent Exception

Thisis an exception class returned by TP1/Client/J. It indicates the following event:

The length of the response returned from the service function is not within the range
from 1 to the value specified in DCRPC_MAX_MESSAGE_SI ZE".

#

When thedccl t r pcmaxnsgsi ze operand is used, the value specified in the
dccl t r pcmaxnmsgsi ze operand is used rather than the value specified in

DCRPC_MAX_MESSAGE_SI ZE.

Related items
TP1d i ent, TP1C i ent Excepti on

Constructor

B Errlnvali dRepl yException
public ErrlnvalidRepl yException()

Createsan instance of Er r | nval i dRepl yExcept i on without a detail message.
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Class ErrlOErrException

java.lang.Cbject
java.lang.Throwable
java.lang.Exception
JP.co.Hitachi.soft.OpenTPl.TP1ClientException

JP.co.Hitachi.soft.OpenTPl.ErrIOErrException

public class Errl CErrException
extends TP1d i ent Exception

Thisis an exception class returned by TP1/Client/J. It indicates the following event:
An |/O exception occurred. For details, see the exceptions and notes for each method.

Related items
TP1d i ent, TP1C i ent Excepti on

Constructor

B Errl CErrException
public Errl CerrException()

Creates an instance of Er r | CEr r Except i on without a detail message.
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Class ErrMessageTooBigException

java.lang.CObject
java.lang.Throwable
java.lang.Exception
JP.co.Hitachi.soft.OpenTPl.TP1ClientException

JP.co.Hitachi.soft.OpenTPl.ErrMessageTooBigException

public class ErrMessageTooBi gExcepti on
extends TP1d i ent Exception

Thisis an exception class returned by TP1/Client/J. It indicates the following event:

The input parameters length specified inthei n_I en argument of ther pcCal |
method exceeds the maximum value.

Related items
TP1d i ent, TP1C i ent Excepti on

Constructor

B Err MessageTooBi gExcepti on
public ErrMessageTooBi gExcepti on()

Creates an instance of Er r MessageTooBi gExcept i on without adetail message.
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Class ErrNetDownAtClientException

java.lang.Object
L—java.lang.Throwable
java.lang.Exception
JP.co.Hitachi.soft.OpenTPl.TP1ClientException
JP.co.Hitachi.soft.OpenTPl.ErrNetDownException

JP.co.Hitachi.soft.OpenTPl.ErrNetDownAtClientException

public class ErrNet DownAt d i ent Exception
ext ends Err Net DownExcepti on

Thisis an exception class returned by TP1/Client/J. It indicates the following event:
A network error occurred during communication between TP1/Server and the CUP.

Related items
TP1d i ent, TP1C i ent Excepti on, Er r Net DownExcept i on

Constructor

B Err Net DownAt C i ent Excepti on
publ i c ErrNet DownAt i ent Excepti on()

Creates an instance of Er r Net DownAt Cl i ent Except i on without a detail message.
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Class ErrNetDownAtServerException

java.lang.Object
java.lang.Throwable
java.lang.Exception
JP.co.Hitachi.soft.OpenTPl.TP1ClientException
JP.co.Hitachi.soft.OpenTPl.ErrNetDownException

JP.co.Hitachi.soft.OpenTPl.ErrNetDownAtServerException

public cl ass ErrNet DownAt Server Excepti on
ext ends Err Net DownException

Thisis an exception class returned by TP1/Client/J. It indicates the following event:
A network error occurred during communication between TP1/Server and the SPP,

Related items
TP1d i ent, TP1Cl i ent Excepti on, Er r Net DownExcept i on

Constructor

B Err Net DownAt Ser ver Except i on
publ i c Err Net DownAt Server Excepti on()

Creates an instance of Er r Net DownAt Ser ver Except i on without a detail message.
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Class ErrNetDownException

java.lang.Cbject
java.lang.Throwable
java.lang.Exception
JP.co.Hitachi.soft.OpenTPl.TP1ClientException

JP.co.Hitachi.soft.OpenTPl.ErrNetDownException

Known direct descendant subclasses:
Er r Net DownAt Cl i ent Excepti on
Er r Net DownAt Ser ver Excepti on

public class ErrNet DownExcepti on
ext ends TP1d i ent Excepti on

Thisis an exception class returned by TP1/Client/J. It indicates the following event:

A network error occurred. Another possibility is that the communication-target TP1/
Server is not running.

Related items

TP1d i ent, TP1Cl i ent Excepti on

Constructor
B Err Net DownExcepti on

publ i c Err Net DownException()

Creates an instance of Er r Net DownExcept i on without a detail message.
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Class ErrNoBeginException

java.lang.Cbject
java.lang.Throwable
java.lang.Exception
JP.co.Hitachi.soft.OpenTPl.TP1ClientException

JP.co.Hitachi.soft.OpenTPl. ErrNoBeginException

public class ErrNoBegi nException
extends TP1d i ent Exception

Thisis an exception class returned by TP1/Client/J. It indicates the following event:

Commit or rollback processing terminated normally, but the method was unable to
start anew transaction. Once this exception has been returned, this processisno longer
under the transaction.

Related items
TP1d i ent, TP1C i ent Excepti on

Constructor

B Err NoBegi nExcepti on
publ i c ErrNoBegi nExcepti on()

Creates an instance of Er r NoBegi nExcept i on without a detail message.
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Class ErrNoBufsAtServerException

java.lang.CObject
java.lang.Throwable
java.lang.Exception
JP.co.Hitachi.soft.OpenTPl.TP1ClientException

JP.co.Hitachi.soft.OpenTPl.ErrNoBufsAtServerException

public class ErrNoBuf sAt Server Excepti on
extends TP1d i ent Exception

Thisis an exception class returned by TP1/Client/J. It indicates the following event:
A memory shortage occurred in the specified service.

Related items
TP1d i ent, TP1C i ent Excepti on

Constructor

B Err NoBuf sAt Ser ver Excepti on
publ i c Err NoBuf sAt Server Exception()

Creates an instance of Er r NoBuf sAt Ser ver Except i on without adetail message.
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Class ErrNoBufsException

java.lang.Cbject
java.lang.Throwable
java.lang.Exception
JP.co.Hitachi.soft.OpenTPl.TP1ClientException

JP.co.Hitachi.soft.OpenTPl.ErrNoBufsException

public class ErrNoBuf sexception
extends TP1d i ent Exception

Thisis an exception class returned by TP1/Client/J. It indicates the following event:
A memory shortage occurred.

Related items
TP1d i ent, TP1C i ent Excepti on

Constructor

B Err NoBuf sExcepti on
publ i c ErrNoBuf sException()

Creates an instance of Er r NoBuf sExcept i on without adetail message.
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Class ErrNoSuchServiceException

java.lang.Cbject
java.lang.Throwable
java.lang.Exception
JP.co.Hitachi.soft.OpenTPl.TP1ClientException

JP.co.Hitachi.soft.OpenTPl.ErrNoSuchServiceException

public class ErrNoSuchServi ceException
extends TP1d i ent Exception

Thisis an exception class returned by TP1/Client/J. It indicates the following event:
The service name specified inthe ser vi ce parameter is undefined.

Related items
TP1d i ent, TP1C i ent Excepti on

Constructor

B Err NoSuchServi ceException
public ErrNoSuchServi ceException()

Creates an instance of Er r NoSuchSer vi ceExcept i on without a detail message.
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Class ErrNoSuchServiceGroupException

java.lang.CObject
java.lang.Throwable
java.lang.Exception
JP.co.Hitachi.soft.OpenTPl.TP1ClientException

JP.co.Hitachi.soft.OpenTPl.ErrNoSuchServiceGroupException

public class ErrNoSuchServi ceG oupExcepti on
extends TP1d i ent Exception

Thisis an exception class returned by TP1/Client/J. It indicates the following event:
The service group name specified in the gr oup parameter is not defined.

Related items
TP1d i ent, TP1C i ent Excepti on

Constructor

B Err NoSuchServi ceG oupExcepti on
public ErrNoSuchServi ceG oupException()

Creates an instance of Er r NoSuchSer vi ceG oupExcept i on without a detail
message.
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Class ErrNotTrnExtendException

java.lang.Object
L—java.lang.Throwable
java.lang.Exception
JP.co.Hitachi.soft.OpenTPl.TP1ClientException
JP.co.Hitachi.soft.OpenTPl.ErrSyserrException

JP.co.Hitachi.soft.OpenTPl.ErrNotTrnExtendException

public class ErrNot Tr nExt endExcepti on
extends Err SyserrException

Thisis an exception class returned by TP1/Client/J. It indicates the following event:

A servicerequest with DCRPC_TPNOTRAN specifiedinthef | ags argument wasissued
after achained RPC had been used for transaction processing.

Related items
TP1d i ent, TP1C i ent Excepti on, Err Syserr Excepti on

Constructor

B Err Not Tr nExt endExcepti on
publ i c ErrNot Tr nExt endExcepti on()

Creates an instance of Er r Not Tr nExt endExcept i on without a detail message.
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Class ErrNotUpException

java.lang.CObject
java.lang.Throwable
java.lang.Exception
JP.co.Hitachi.soft.OpenTPl.TP1ClientException

JP.co.Hitachi.soft.OpenTPl.ErrNotUpException

public class ErrNot UpExcepti on
extends TP1d i ent Exception

Thisis an exception class returned by TP1/Client/J. It indicates the following event:

The TP1/Server at the node containing the specified service is not running.
Related items

TP1d i ent, TP1C i ent Excepti on

Constructor

B Err Not UpException
publ i c ErrNot UpExcepti on()

Creates an instance of Er r Not UpExcept i on without adetail message.
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Class ErrProtoException

java.lang.Object
java.lang.Throwable
Java.lang.Exception
JP.co.Hitachi.soft.OpenTPl.TP1ClientException

JP.co.Hitachi.soft.OpenTPl.ErrProtoException

public class ErrProtoException
extends TP1d i ent Exception

Thisis an exception class returned by TP1/Client/J. It indicates the following event:
The method execution order isinvalid.

Related items
TP1d i ent, TP1C i ent Excepti on

Constructor

B Err Prot oException
public ErrProtoException()

Creates an instance of Er r Pr ot oExcept i on without a detail message.
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Class ErrReplyTooBigException

java.lang.Object
java.lang.Throwable
Java.lang.Exception
JP.co.Hitachi.soft.OpenTPl.TP1ClientException

JP.co.Hitachi.soft.OpenTPl.ErrReplyTooBigException

public class ErrRepl yTooBi gExcepti on
extends TP1d i ent Exception

Thisis an exception class returned by TP1/Client/J. It indicates the following event:

The length of the response returned from the server exceeds the size of the area
provided by the CUP (the value specified in the out _dat a parameter).

Related items
TP1d i ent, TP1C i ent Excepti on

Constructor

B Err Repl yTooBi gExcepti on
public ErrRepl yTooBi gException()

Creates an instance of Er r Repl yTooBi gExcept i on without a detail message.
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Class ErrRMException

java.lang.Object
java.lang.Throwable
java.lang.Exception
JP.co.Hitachi.soft.OpenTPl.TP1ClientException

JP.co.Hitachi.soft.OpenTPl. ErrRMException

public class Err RMException
extends TP1d i ent Exception

Thisis an exception class returned by TP1/Client/J. It indicates the following event:
An error occurred in the resource manager. The transaction was not started.

Related items
TP1d i ent, TP1C i ent Excepti on

Constructor

B Err RVException
public ErrRMEXception()

Creates an instance of Er r RVExcept i on without a detail message.

257



Class ErrRollbackException

Class ErrRollbackException

java.lang.Cbject
java.lang.Throwable
java.lang.Exception
JP.co.Hitachi.soft.OpenTPl.TP1ClientException

JP.co.Hitachi.soft.OpenTPl.ErrRollbackException

public class ErrRol |l backException
extends TP1d i ent Exception

Thisis an exception class returned by TP1/Client/J. It indicates the following event:
The current transaction was rolled back without being committed.

When thet r nChai nedCommi t method returns this exception, this process is within
the range of the transaction. When thet r nUnchai nedConmi t method returns this
exception, this processis outside the range of the transaction.

Related items
TP1d i ent, TP1C i ent Excepti on

Constructor

B ErrRol | backException
public ErrRol | backException()

Creates an instance of Er r Rol | backExcept i on without a detail message.
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Class ErrRollbackNoBeginException

java.lang.Cbject
java.lang.Throwable
java.lang.Exception
JP.co.Hitachi.soft.OpenTPl.TP1ClientException

JP.co.Hitachi.soft.OpenTPl.ErrRollbackNoBeginException

public class ErrRoll backNoBegi nExcepti on
extends TP1d i ent Exception

Thisis an exception class returned by TP1/Client/J. It indicates the following event:

A transaction that wasto be committed wasrolled back without being committed. The
method was unable to start a new transaction. Once this exception has been returned,
this process is no longer under the transaction.

Related items

TP1d i ent, TP1C i ent Excepti on

Constructor
B ErrRol | backNoBegi nExcepti on

public ErrRol | backNoBegi nExcepti on()
Creates an instance of Er r Rol | backNoBegi nExcept i on without a detail message.
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Class ErrSecchkException

java.lang.Object
java.lang.Throwable
Java.lang.Exception
JP.co.Hitachi.soft.OpenTPl.TP1ClientException

JP.co.Hitachi.soft.OpenTPl.ErrSecchkException

public class ErrSecchkException
extends TP1d i ent Exception

Thisis an exception class returned by TP1/Client/J. It indicates the following event:

The target SPP whose service was requested is protected by the OpenTP1 security
facility. The CUP that issued the service request does not have access authority for the

SPP.

Related items
TP1d i ent, TP1C i ent Excepti on

Constructor

B Err SecchkExcepti on
public ErrSecchkException()

Creates an instance of Er r SecchkExcept i on without adetail message.
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Class ErrSecurityException

java.lang.Object
java.lang.Throwable
Java.lang.Exception
JP.co.Hitachi.soft.OpenTPl.TP1ClientException

JP.co.Hitachi.soft.OpenTPl.ErrSecurityException

public class ErrSecurityException
extends TP1d i ent Exception

Thisis an exception class returned by TP1/Client/J. It indicates the following event:
A security exception occurred.

Related items
TP1d i ent, TP1C i ent Excepti on

Constructor

B ErrSecurityException
public ErrSecurityException()

Creates an instance of Er r Securi t yExcept i on without a detail message.
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Class ErrServerBusyException

java.lang.Object
java.lang.Throwable
Java.lang.Exception
JP.co.Hitachi.soft.OpenTPl.TP1ClientException

JP.co.Hitachi.soft.OpenTPl.ErrServerBusyException

public class ErrServerBusyException
extends TP1d i ent Exception

Thisis an exception class returned by TP1/Client/J. It indicates the following event:

The target server that receives requests from the socket cannot receive service
requests.

Related items
TP1d i ent, TP1C i ent Excepti on

Constructor

B Err Server BusyException
public ErrServerBusyException()

Creates an instance of Er r Ser ver BusyExcept i on without a detail message.

262



Class ErrServerTimedOutException

Class ErrServerTimedOutException

java.lang.Object
L—java.lang.Throwable
java.lang.Exception
JP.co.Hitachi.soft.OpenTPl.TP1ClientException
JP.co.Hitachi.soft.0OpenTPl.ErrTimedOutException

JP.co.Hitachi.soft.OpenTPl.ErrServerTimedOutException

public class ErrServerTi medQut Excepti on
extends ErrTi nedCut Excepti on

Thisis an exception class returned by TP1/Client/J. It indicates the following event:
A timeout occurred in the TP1/Server system during service execution.

Related items
TP1d i ent, TP1C i ent Excepti on, Err Ti medQut Excepti on

Constructor

B Err Server Ti medQut Excepti on
public ErrServerTi nedOut Exception()

Creates an instance of Er r Ser ver Ti nedQut Except i on without adetail message.
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Class ErrServiceClosedException

java.lang.Object
java.lang.Throwable
Java.lang.Exception
JP.co.Hitachi.soft.OpenTPl.TP1ClientException

JP.co.Hitachi.soft.OpenTPl.ErrServiceClosedException

public class ErrServiceC osedException
extends TP1d i ent Exception

Thisis an exception class returned by TP1/Client/J. It indicates the following event:

The service group containing the specified service is shut down.

Related items
TP1d i ent, TP1C i ent Excepti on

Constructor

B ErrServi ced osedException
public ErrServiced osedException()

Creates an instance of Er r Ser vi ceCl osedExcept i on without adetail message.
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Class ErrServiceNotUpException

java.lang.Object
java.lang.Throwable
Java.lang.Exception
JP.co.Hitachi.soft.OpenTPl.TP1ClientException

JP.co.Hitachi.soft.OpenTPl.ErrServiceNotUpException

public class ErrServiceNot UpExcepti on
extends TP1d i ent Exception

Thisis an exception class returned by TP1/Client/J. It indicates the following event:

The SPP whose service was requested has not started, or the SPP whose service was
requested terminated abnormally before completing the processing.

Related items
TP1d i ent, TP1C i ent Excepti on

Constructor

B Err Servi ceNot UpExcepti on
public ErrServi ceNot UpExcepti on()

Creates an instance of Er r Ser vi ceNot UpExcept i on without a detail message.
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Class ErrServiceTerminatedException

java.lang.CObject
java.lang.Throwable
Java.lang.Exception
JP.co.Hitachi.soft.OpenTPl.TP1ClientException

JP.co.Hitachi.soft.OpenTPl.ErrServiceTerminatedException

public class ErrServiceTerni nat edExcepti on
extends TP1d i ent Exception

Thisis an exception class returned by TP1/Client/J. It indicates the following event:

The SPP whose service was requested terminated abnormally before completing the
processing.

Related items
TP1d i ent, TP1C i ent Excepti on
Constructor

B ErrServiceTerni nat edExcepti on
public ErrServiceTerm nat edExcepti on()

Creates an instance of Er r Ser vi ceTer ni nat edExcept i on without a detail
message.
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Class ErrServiceTerminatingException

java.lang.CObject
java.lang.Throwable
Java.lang.Exception
JP.co.Hitachi.soft.OpenTPl.TP1ClientException

JP.co.Hitachi.soft.OpenTPl.ErrServiceTerminatingException

public class ErrServiceTern nati ngException
extends TP1d i ent Exception

Thisis an exception class returned by TP1/Client/J. It indicates the following event:
The specified service is under termination processing.

Related items
TP1d i ent, TP1C i ent Excepti on

Constructor

B ErrServiceTerni nati ngExcepti on
public ErrServiceTerm nati ngException()

Creates an instance of Er r Ser vi ceTer mi nat i ngExcept i on without a detail
message.
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Class ErrSyserrAtServerException

java.lang.Object
java.lang.Throwable
Java.lang.Exception
JP.co.Hitachi.soft.OpenTPl.TP1ClientException

JP.co.Hitachi.soft.OpenTPl.ErrSyserrAtServerException

public class ErrSyserrAt Server Excepti on
extends TP1d i ent Exception

Thisis an exception class returned by TP1/Client/J. It indicates the following event:
A system error occurred in the specified service.

Related items
TP1d i ent, TP1C i ent Excepti on

Constructor

B ErrSyserr At Server Exception
public ErrSyserrAtServer Exception()

Creates an instance of Er r Syser r At Ser ver Except i on without adetail message.
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Class ErrSyserrException

java.lang.Object
java.lang.Throwable
Java.lang.Exception
JP.co.Hitachi.soft.OpenTPl.TP1ClientException
JP.co.Hitachi.soft.OpenTPl .ErrSyserrException
Known direct descendant subclasses:

Er r Not Tr nExt endExcepti on
Err Tr nchkExt endExcepti on

public class ErrSyserrException
ext ends TP1d i ent Excepti on

Thisis an exception class returned by TP1/Client/J. It indicates the following event:
A system error occurred. For details, see the error trace or memory trace.

For details about the contents of error and memory traces, see 2.11.4 Error trace and
memory trace.

Related items
TP1d i ent, TP1Cl i ent Excepti on
Constructor

B ErrSyserrException
public ErrSyserrException()

Creates an instance of Er r Syser r Except i on without a detail message.
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Class ErrTestmodeException

java.lang.Object
java.lang.Throwable
Java.lang.Exception
JP.co.Hitachi.soft.OpenTPl.TP1ClientException

JP.co.Hitachi.soft.OpenTPl.ErrTestmodeException

public class ErrTest nodeException
extends TP1d i ent Exception

Thisis an exception class returned by TP1/Client/J. It indicates the following event:
A service request was issued to an SPP in the test mode.

Related items
TP1d i ent, TP1C i ent Excepti on

Constructor

B ErrTest nodeException
public ErrTest nodeException()

Creates an instance of Er r Test nodeExcept i on without a detail message.
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Class ErrTimedOutException

java.lang.Object
java.lang.Throwable
java.lang.Exception
JP.co.Hitachi.soft.OpenTPl.TP1ClientException

JP.co.Hitachi.soft.OpenTPl.ErrTimedOutException

Known direct descendant subclasses:
Err i ent Ti medQut Excepti on
Err Server Ti medQut Excepti on

public class ErrTi medQut Excepti on
ext ends TP1d i ent Excepti on

Thisis an exception class returned by TP1/Client/J. It indicates the following event:
If an openConnect i on method returned this exception:

A timeout occurred while avirtual session with TP1/Web was being started or
while a connection was being established with a RAP-processing listener.

If a cl oseConnect i on method returned this exception:

A timeout occurred whileavirtual session with TP1/Web was being disconnected
or while a connection with a RAP-processing listener or server was being
rel eased.

If anr pcCal | method returned this exception:

A timeout occurred, or the SPP whose service was requested terminated
abnormally before the processing was completed.

If a cl t AssenBend method returned this exception:

A timeout occurred while receiving a response message.
If aclt AssenRecei ve method returned this exception:

A timeout occurred while receiving a message.

If atrnChai nedConmi t method, t r nChai nedRol | back method,
t r nUnchai nedConmi t method, t r nUnchai nedRol | back method, or
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cl t Recei ve method returned this exception:
A timeout occurred.
Related items
TP1d i ent, TP1C i ent Excepti on
Constructor

B ErrTi nedQut Exception
public ErrTi nedQut Excepti on()

Creates an instance of Er r Ti medQut Except i on without a detail message.
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Class ErrTMException

java.lang.Object
java.lang.Throwable
java.lang.Exception
JP.co.Hitachi.soft.OpenTPl.TP1ClientException

JP.co.Hitachi.soft.OpenTPl.ErrTMException

public class Err TMException
extends TP1d i ent Exception

Thisis an exception class returned by TP1/Client/J. It indicates the following event:

Because the transaction service resulted in an error, the applicable method was unable
to start the transaction. When this exception has been returned, you may be ableto start
the transaction by re-executing the method after waiting awhile.

Related items
TP1d i ent, TP1C i ent Excepti on

Constructor

B Err TMException
public Err TMEXCeption()

Creates an instance of Er r TMExcept i on without a detail message.
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Class ErrTrnchkException

java.lang.Object
java.lang.Throwable
java.lang.Exception
JP.co.Hitachi.soft.OpenTPl.TP1ClientException

JP.co.Hitachi.soft.OpenTPl.ErrTrnchkException

public class ErrTrnchkException
extends TP1d i ent Exception

Thisis an exception class returned by TP1/Client/J. It indicates the following event:

With the inter-node load-balancing facility being used, multiple SPPs did not have the
matching transaction attribute. Alternatively, the inter-node | oad-balancing facility
cannot be executed because the TP1/Server version used at the node where the
workload isto be balanced is older than the TP1/Client/J version.

This exception is returned only when a service request isissued to an SPP using the
inter-node load-balancing facility.

Related items
TP1d i ent, TP1C i ent Excepti on
Constructor

B Err TrnchkExcepti on
public ErrTrnchkException()

Creates an instance of Er r Tr nchkExcept i on without adetail message.
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Class ErrTrnchkExtendException

java.lang.Cbject
L—java.lang.Throwable
java.lang.Exception
JP.co.Hitachi.soft.OpenTPl.TP1ClientException
JP.co.Hitachi.soft.OpenTPl.ErrSyserrException

JP.co.Hitachi.soft.OpenTPl.ErrTrnchkExtendException

public class ErrTrnchkExt endExcepti on
extends Err SyserrException

Thisis an exception class returned by TP1/Client/J. It indicates the following event:
Possible causes are as follows:

* No more transaction branches can be started because the number of transaction
branches that can be active at the same time has reached the maximum.

* No more transaction branches can be started because the number of child
transaction branches that can be started from a single transaction branch has
reached the maximum.

» Inthe case of aservice request with domain qualification, DCRPC_TPNOTRAN is
not specified in thef | ags argument.

Related items
TP1d i ent, TP1C i ent Excepti on, Err Syserr Excepti on

Constructor

B Err TrnchkExt endExcepti on
public ErrTrnchkExt endExcepti on()

Creates an instance of Er r Tr nchkExt endExcept i on without a detail message.
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Class ErrVersionException

java.lang.CObject
java.lang.Throwable
java.lang.Exception
JP.co.Hitachi.soft.OpenTPl.TP1ClientException

JP.co.Hitachi.soft.OpenTPl.ErrVersionException

public class ErrVersionException
extends TP1d i ent Exception

This classis an exception returned by TP1/Client/J. It represents the following event:
The version of the notifying server isinvalid.

Constructor

B ErrVersi onException
public ErrVersi onException()

Creates an instance of the Er r Ver si onExcept i on class without a detail message.
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Class TP1ClientException

java.lang.CObject
java.lang.Throwable
java.lang.Exception

JP.co.Hitachi.soft.OpenTPl.TP1ClientException

Known direct descendant subclasses:
Err Buf f er Over f | owExcept i on
ErrCol |i si onMessageExcepti on
Err Connfr eeExcepti on
Err Fat al Excepti on
Err Hazar dExcepti on
Er r Hazar dNoBegi nExcept i on
Err Heuri sti cExcepti on
Err Heuri sti cNoBegi nExcepti on
Er r Host Undef Except i on
ErrinitializingException
Errlnval i dArgsExcepti on
Errlnval i dMessageExcepti on
Errlnval i dPort Excepti on
Errlnval i dRepl yExcepti on
Err |1 OErr Exception
Err MessageTooBi gExcepti on
Er r Net DownExcepti on
Er r NoBegi nExcepti on
Er r NoBuf sAt Server Excepti on
Er r NoBuf sExcepti on
Err NoSuchSer vi ceExcepti on
Err NoSuchSer vi ceG oupExcepti on
Er r Not UpExcepti on
Err Prot oExcepti on
Err Repl yTooBi gExcepti on
Err RVExcepti on
Er r Rol | backExcepti on
Err Rol | backNoBegi nExcepti on
Err SecchkExcepti on
Err SecurityException
Err Ser ver BusyExcepti on
Err Servi ceCl osedExcepti on
Err Ser vi ceNot UpExcepti on
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Err Servi ceTer mi nat edExcepti on
Err Servi ceTer m nati ngExcepti on
Err Syserr At Ser ver Excepti on

Err Syserr Excepti on

Err Test nodeExcepti on

Err Ti mnedQut Excepti on

Err TMEXcepti on

Err Tr nchkExcept i on

public class TP1C i ent Exception
extends java.l ang. Excepti on

TP1d i ent Except i on isthe superclass of all exceptionsthat are returned by TPL/
Client/J.

Related item
TP1d i ent
Constructors

B TP1C i ent Excepti on
public TP1C i ent Exception()

Creates an instance of TP1C i ent Except i on without a detail message.

B TP1C i ent Excepti on
public TP1C i ent Exception(String nsg)

Creates an instance of TP1Cl i ent Except i on with a detail message.
You can use the get Message method to retrieve the detail message.
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Chapter
5. Definitions

This chapter describes the TP1/Client/J environment definitions.

5.1 Overview of definitions
5.2 Details of TP1/Client/Jd environment definitions
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5. Definitions

5.1 Overview of definitions

5.1.1 List of TP1/Client/J environment definitions

This section provides alist of the TPL/Client/J environment definitions, describes the
rules for definitions, and shows the path name format.

The following table lists and describes the TPL/Client/J environment definitions.
Table 5-1: List of TPY/Client/J environment definitions

No. Operand Description Specification value
1 dcnanmuse Specifies whether or not RPCs that use Y[<<N>>
the name service are used
2 dcnanport Specifies the port number of the name <unsigned integer>
service ((5001-65535)) <<10000>>
3 dchost Specifies the TP1/Server as a gateway <character string>
4 dcwat chtim Specifiesthe maximumtimetowait fora | <unsigned integer>
response ((0-65535)) <<180>>
(seconds)
5 dccl tinquiretime Specifies the maximum timeinterval in <unsigned integer>
permanent connection inquiry to another | ((0-1048575)) (seconds)
6 dcwat chti minheri t Specifies whether or not the Y|<<N>>
RAP-processing server inheritsthe CUP's
maximum time to wait for a response
when an RPC that uses the remote AP
facility isissued
7 dcwat chti nt pci nheri Specifieswhether or not the TPL/Server | Y[<<N>>
t inheritsthe CUP's maximum timeto wait
for aresponse
8 dccl t del ay Specifies the maximum communication <unsigned integer>
delay time ((0-65535)) <<0>> (seconds)
9 dcsel i nt Specifies the reply message monitoring <unsigned integer>
interval ((1-65535)) <<100>>
(milliseconds)
10 dccl t ext end Specifiesthe facility extension level of 00000000|00000001
TP1/Client/J
1 dccache Specifiesthe maximum number of entries | <unsigned integer> ((2-256))

in the name cache

<<8>>
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No. Operand Description Specification value
12 dchost sel ect Specifies whether or not to randomly Y|<<N>>
select a TP1/Server as a gateway
13 dcscddi rect Specifies whether or not RPCs that use Y|<<N>>
the scheduler direct facility without
querying information to the name service
of TPY/Server are used
14 dcscdport Specifiesthe port number of theschedule | <unsigned integer>
service ((5001-65535))
15 dcscdl oadpriority Specifies whether or not the TP1/Server Y[<<N>>
that accepts service requests as agateway
has priority for load-balance
16 dcr apdi rect Specifies whether or not the facility for <<Y>>|N
directly querying the RAP-processing
listener without querying theinformation
to the TP1/Server's name service (remote
API fecility) is used
17 dcr apport Specifies the port number of the <unsigned integer>
RAP-processing listener ((5001-65535))
18 dcr apaut oconnect Specifies whether or not a permanent Y[<<N>>
connection is established automatically
between a CUP and a RAP-processing
server
19 dcerrtrace Specifieswhether or not the CUP collects | Y[<<N>>
an error trace
20 dcerrtracepath Specifiesthe directory for error tracefiles | <character string>
21 dcerrtracesize Specifies the size of an error trace file <unsigned integer>
((4096-1048576)) <<4096>>
(bytes)
22 dcmet hodt r ace Specifieswhether or not the CUP collects | Y[<<N>>
amethod trace
23 dcnet hodt racepat h Specifies the directory for method trace <character string>
files
24 dcnet hodt r acesi ze Specifies the size of amethod trace file <unsigned integer>
((4096-1048576)) <<4096>>
(bytes)
25 dcuaptrace Specifieswhether or not the CUP collects | Y[<<N>>
aUAPtrace
26 dcuapt r acepat h Specifiesthedirectory for UAPtracefiles | <character string>
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No. Operand Description Specification value

27 dcuapt r acesi ze Specifiesthe size of aUAP tracefile <unsigned integer>

((4096-1048576)) <<4096>>
(bytes)

28 dcdat atrace Specifieswhether or not the CUPcollects | Y|<<N>>
adatatrace

29 dcdat at racepat h Specifies the directory for datatracefiles | <character string>

30 dcdat at r acesi ze Specifiesthe size of adatatrace file <unsigned integer>

((4096-1048576)) <<4096>>
(bytes)

31 dcdat at r acenmaxsi ze Specifies the maximum data size for a <unsigned integer>

datatrace ((16-1048576)) <<128>>
(bytes)

32 dcclttrstatisitem Specifies the item of statistical stati stical-information-item]
information to beacquired for transaction | , statistical-information-item
branches 1...

33 dcclttroptiitem Specifies the optimization items to be transaction-optimization-ite
used to improve the performance of a m[ , transaction-optimization
global transaction that consists of -item] . ..
multiple user servers

34 dccl ttrwat chtime Specifies the maximum wait time for <unsigned integer>
communications during transaction ((1-65535)) (seconds)
synchronization point processing

35 dcclttrrbinfo Specifies whether or not information nolsel f [r enot efal |
about the cause of the rollback islogged
when atransaction branch rolls back

36 declttrlimttime Specifies the maximum executabletime | <unsigned integer>
for atransaction branch ((0-65535)) (seconds)

37 dcclttrrbrev Specifies whether or not arollback YIN
completion report is received after
sending arollback instruction to RPC
destination transaction branch

38 dcclttrrecoverytype Specifies the synchronization point typelltype2|type3
processing method to usein theevent of a
UAP error

39 dccl ttrexptm Specifiesthe expiry timein atransaction | <unsigned integer>
branch ((0-65535)) (seconds)

40 dccl ttrcputm Specifies the transaction branch CPU <unsigned integer>

monitoring time

((0-65535)) (seconds)
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No. Operand Description Specification value
411 dccl ttrexpsp Specifies whether the monitoring time YINIF
includes the time of subsequent types of
processing when transaction branch
processing is monitored
42 dcsndrcvt ype Specifies the environment to initialize DCCLT_ONEWAY_SND| DCCLT
when the TCP/IP communication facility | _ONEWAY_RCV| DCCLT_SNDR
isused cv
43 dcrcvport Specifiesthe port number of thereceiving | <unsigned integer>
CuP ((1-65535)) <<11000>>
44 dcsndhost Specifies the host name of the node on <character string>
which the MHP to be connected exists
45 dcsndport Specifies the port number of the MHPto | <unsigned integer>
be connected ((1-65535)) <<12000>>
46 dcsockopenat rcv Specifies the trigger for opening a Y|<<N>>
reception socket (the trigger to start
waiting to receive a connection from a
remote computer) when sending and
receiving is performed over asingle
connection while the TCP/IP
communication facility is being used
47 dcwebur | SpecifiestheURL of the TPL/Webwhose | <path-name>
serviceis requested
48 dccl tdbgtrcfil ecoun Specifiesthe maximum number of debug | <unsigned integer> ((0-256))
t tracefiles <<0>>
49 dccl t r pcmaxnmsgsi ze Specifiesthemaximum size of amessage | <unsigned integer> ((1-8))
sent or received by RPC <<1>> (megabytes)
50 dcscdhost change Specifies whether or not to distribute to Y|<<N>>
the RPCs the service request target
schedulers specified in the dchost
operand of the TPL/Client/J environment
definition
51 dccl t1 oadbal ance Specifieswhether or not to storeincache | Y|<<N>>
the information on the service request
target scheduler with the smallest
workload, from the information on
multiple service request target schedulers
obtained from the name server
52 dccl tcachetim Specifies the cache expiration time <unsigned integer>

((0-65535)) <<30>>
(seconds)
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No. Operand Description Specification value

53 dccl t connect ti meout Specifiesthe maximum amount of length | <unsigned integer>
of timeto wait until the connectionis ((0-65535)) <<0>> (seconds)
established

54 dccltprftrace Specifies whether or not to collect a <<Y>>|N
performance analysis trace of the
Cosminexus Application Server when
TPL/Client/Jisoperated on aCosminexus
Application Server

55 dccl t prfinfosend Specifies whether or not to add <<Y>>|N
identificationinformationin TPL/Client/J
to the information that is output to the
performance verification trace of
OpenTP1, when an RPC that uses the
name service or scheduler direct facility
isissued to TP/ Server

56 dccl t nanm t host Specifieswhether or nottoissuean RPC | Y|<<N>>
that uses the name serviceto a TPL/
Server in the multi-homed host
environment

57 dccl t dat aconp Specifies whether or not the data Y[<<N>>
compression facility is used

58 dccl t connect i nf Specifies (in EBCDIK codes) thelogical | terminal-identification-infor
terminal name of the DCCM3 logical mation
terminal as the terminal identification
information

59 dcscdnul ti Specifies whether or not the Y|<<N>>
multi-scheduler facility is used

60 dcscdnul ti count Specifiesthe number of processesfor the | <unsigned integer>
multi-scheduler daemon ((1-4096)) <<1>>

61 dccl t cupsndhost Specifies the CUP transmission source <character string>
host

62 dccl t cupr cvport Specifiesthe port number of the CUPthat | <unsigned integer>
receives messages from the server ((5001-65535))

63 declttrenmpl nttm Specifiesthemaximum amount of timeto | <unsigned integer>

allow for completion of atransaction

((0-65535)) (seconds)

5.1.2 Rules for definitions
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This section explains the conventions used to explain the definitions.

The syntax, attribute, and element symbols explained here are not actually specifiedin
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the definitions.

(1) Syntax symbols

The syntax symbols are used to explain the syntax.

Symbol

Convention

[ ]

Square brackets enclose an item or set of items whose specification is optional.
Example: host-name] : port-number]
Either host-name or host-name: port-number must be specified.

Only one of the options separated by a vertical bar can be specified at the same time.
Example: dcnanmuse=Y| N
Either dcnanuse=Y or dcnanuse=N can be specified.

Anélipsis(...) indicates that the item or items immediately preceding the ellipsis may
be specified as many times as necessary.
Example: host-name] : port-number] [, host-namey : port-number] , . . . ]

host-name| : port-number] can be specified as many times as necessary.

(2) Attribute symbols

The attribute symbols are used to explain the attributes of user-specified values, such
asavaue range.

Attribute symbol

Convention

This symbol is followed by the attribute of a user-specified value.

<< >>

Double diamond brackets enclose the default value.

<>

Single diamond brackets enclose the element symbol for a user-specified value.

(@)

Double parentheses enclose the permitted range of a user-specified value.

(3) Element symbols

The element symbols are used to explain the type of a user-specified value.

Element symbol

Convention

<alphabetic>

Alphabetic characters (A-Z, a-z) and underscore ()

<alphanumeric>

Alphabetic and numeric characters (0-9)

<alphabetic symbol>

Alphabetic characters (A-Z, a2), #, @, and \

<unsigned integer>

Numeric characters (0-9)

<unsigned hexadecimal
integer>

Numeric characters (0-9), A-F, a-f
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Element symbol Convention
<symbolic name> String of alphabetic symbols and numeric characters (beginning with an al phabetic
symbol)
<character string> String of any characters
<path name> Symbolic name, /, and . (period)
(The path name depends on the operating system being used.)

5.1.3 Format of path names

When you specify a path name in any of the following operands and you use the\ as
the file delimiter, you must specify two consecutive backslashes (\ \ ) to represent a
single backslash:

* dcerrtracepath

* dcnet hodtracepath
* dcuaptracepath

* dcdatatracepath

Example: When collecting error tracein C: \ Cl t 4J\ trace

dcerrtracepath = C\\dt4J\\trace

or

C./dt4d/trace

dcerrtracepath
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5.2 Details of TP1/Client/J environment definitions

For a Java application or servlet, store the TPL/Client/J environment definition in a
desired file and specify its file name in the argument of ther pcOpen method. If you
call ther pcOpen method with no argument specified, you can also specify the TPL/
Client/J environment definition as system properties.

For a Java applet, specify the TPL/Client/J environment definition using the par am
tags.
The following section presents the TP1/Client/J environment definition.

5.2.1 Format

[ dcnamuse=Y| N|

[ decnanpor t =port-number-of-name-service]

[ dchost =host-name-of-TP1/Server-as-a-gateway]

[ dewat cht i memaximum-time-to-wait-for-a-response]
[dccl tinquireti me=maximum-permanent-connection-inguiry-interval]
[ dcwat chti i nherit=Y| N|

[ dcwat chti nr pci nherit=Y| N

[ dccl t del ay=maximum-communication-delay-time]

[ dcsel i nt =reply-text-monitoring-interval]

[ dccl t ext end=facility-extension-level]

[ dccache=maximum-entries-count-in-name-cache]

[ dchost sel ect =Y| N|

[ dcscddirect =Y| N|

[ descdpor t =port-number-of-schedul e-service]

[ dcscdl oadpriority=Y| N

[dcrapdirect=Y| N|

[ dcr appor t =port-number-of-RAP-processing-listener]
[ dcrapaut oconnect =Y| N|

[dcerrtrace=Y| N|

[ dcerrtracepat h=directory-for-error-trace-file]
[dcerrtracesi ze=error-trace-file-size]

[ dcret hodt race=Y| N|

[ decet hodt r acepat h=directory-for-method-trace-fil€]
[ dcnet hodt r acesi ze=method-trace-file-size]

[ dcuaptrace=Y| N|

[ dcuapt r acepat h=directory-for-UAP-trace-fil€]

[ dcuapt r acesi ze=UAP-trace-file-size]

[ dcdat at race=Y| N|

[ dcdat at r acepat h=directory-for-data-trace-fil€]

[ dcdat at r acesi ze=data-trace-file-size]

[ dcdat at r acemaxsi ze=maximum-data-size-for-data-trace]
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[dccl ttrstatisitenrstatistical-information-item)

[dccl ttroptiitenrtransaction-optimization-item]

[ dccl ttrwat cht i me=maximum-communication-wait-time-during-transaction-syn
chroni zation-point-processing]

[dccl ttrrbinfo=no|self|renmote|all]

[dcel ttrlimtti me=maximum-executable-time-for-transaction-branch]
[dcelttrrbrev=Y| N

[dceclttrrecoverytype=typel|type2|type3]

[dccl ttrexpt meexpiry-time-in-transaction-branch]

[ dccel tt rcput metransaction-branch-CUP-monitoring-time]

[dccl ttrexpsp=Y| N F]

[ decsndrcvt ype=DCCLT_ONEWAY_SND| DCCLT_ONEWAY_RCV| DCCLT_SNDRCV]
[ der cvpor t =port-number-of-the-receiving-CUP]

[ decsndhost =host-name-of-node-on-which-the-MHP-to-be-connected-exists]

[ desndpor t =port-number-of-the-MHP-to-be-connected]

[ dcsockopenatrcv=Y| N|

[ dewebur | =URL-of-TP1/Web-whose-service-is-requested]

[ dccl t dbgt rcfi | ecount =maximum-number-of-debug-trace-files]

[dccl t r pcmaxnsgsi ze=maximunm:-size-of-messages-sent-or-received-by-RPC]
[ dcscdhost change=Y| N|

[dccl t 1 oadbal ance=Y| N|

[ dccl t cachet i m=cache-expiration-time]

[dccl t connect t i neout =maximum-time-for-monitoring-connection-establishmen
]

[deecltprftrace=Y| N

[dccl t prfinfosend=Y|N|

[dccl t nanm t host =Y| N|

[dccl t dat aconp=Y| N|

[ dccl t connect i nf =terminal-identification-information]

[descdmul ti =Y| N|

[ descdmul ti count =processes-count-for-multi-schedul er -daemon]

[ dccl t cupsndhost =transmission-source-host]

[ dccel t cupr cvpor t =port-number-used-for-reception-of-CUP]

[dcel ttrcnpl nt t memaximum-time-all owed-for-compl etion-of-transaction]

5.2.2 Operands
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B dcnanuse=Y| N ~<<N>>
Specifies whether or not RPCs that use the name service are used.
Y: Use RPCs that use the name service.
N: Do not use RPCs that use the name service.

Thedcnanuse, dcr apdi rect , and dcscddi r ect operands are mutually
exclusive. You cannot specify Y for more than one of these operands at the same
time; doing so resultsin a definition error.
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The TPL/Web connection facility can be used only if you specify Y in the
dcr apdi r ect operand. Defining the dcwebur | operand and specifying
dcscddi rect =Y and dcr apdi r ect =Y resultsin adefinition error.

dcnanpor t =port-number-of-name-service
~<unsigned integer> ((5001~65535)) <<10000>>

Specifies the port number of the name service that was specified in the
name_port operand of the system common definition for the OpenTP1 to which
the client belongs. This value takes effect on a host for which no port number is
specified in the dchost operand.

dchost =host-name-of-TP1/Server-as-a-gateway ~<character string>

Specifies the host name of the TP1/Server as a gateway and the port number of
the RAP-processing listener, schedule service, or name service. If you use a
delimiter (,), you can specify multiple TP1/Servers. To issue RPCsviaa
RAP-processing listener, specify the host name of the RAP-processing listener or
the host name of the firewall.

If both the dchost operand and the dcwebur | operand are specified, the
dcwebur | operand takes precedence.

Format
When dcr apdi r ect =Y is specified:

host-name] : port-number-of-RAP-processing-listener] [ , host-name] : port
-number-of-RAP-processing-listener] , . . . ]

When dcscddi r ect =Y is specified:

host-name] : port-number-of-schedule-service] [ , host-name| : port-numbe
r-of-schedule-service] , . . . ]

When dcnanuse=Y is specified:

host-name] : port-number-of-name-service] [, host-name] : port-number-of
-name-service] , . . . ]

- host-name ~<character string>
- port-number ~<unsigned integer> ((5001~65535))

You can specify a maximum of 256 characters. Do not enter any blank
characters (spaces or tabs), except after adelimiter (,). For the host name,
you can aso specify the IP address expressed in decimal dot format.

If you specify more than one host name for TP1/Server and a TPL/Server
error is detected, TPL/Client/J attempts swapping by referencing the next
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TPL/Server specified in thedchost operand. However, if RPCs are issued
viaa RAP-processing listener, TPL/Client/J attempts swapping by
referencing the next TP1/Server specified inthedchost operand only when
dcr apaut oconnect =Y is aso specified in the TPL/Client/J environment
definition or DCRPC_RAP_AUTOCONNECT is specified in the

set Dccl t ext end method.

For the port number, if you have specifieddcr apdi r ect =Y, specify the port
number of the RAP-processing listener. If you have specified

dcscddi r ect =Y, specify the port number of the schedule service. If you
have specified dcnanuse=Y, specify the port number of the name service.

If the port number is omitted and dcr apdi r ect =Y is specified, TPL/Client/
Jassumes the value of the dcr appor t operand; if dcscddi rect =Y is
specified, TPL/Client/J assumes the value of the dcscdport operand; if
dcnarnuse=Y is specified, TPL/Client/J assumes the value of the
dcnanport operand.

m dcwat cht i m=maximum-time-to-wait-for-a-response

~<unsigned integer> ((0~65535)) <<180>> (seconds)

Specifies the maximum time to wait for aresponse from the service since a
service request was issued from the CUP to the TPL/Server.

If no responseis returned within the specified time, control isreturned to the CUP
with an error.

If 0 is specified, TPL/Client/J waits indefinitely for aresponse.

The specification of the dcwat cht i moperand is applied to the following APIs
(methods):

cl oseConnect i on method
openConnect i on method

r pcCal I method (except for non-responsetype RPCsthat usethe schedul er
direct facility)

r pcCal | To method (for synchronous-response RPCs)
t rnBegi n method

t r nChai nedConmi t method

t r nChai nedRol | back method

t rnUnchai nedConmi t method

t rnUnchai nedRol | back method

m dccl tinquireti me=maximum-permanent-connection-inquiry-interval
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~<unsigned integer> ((0~1048575)) (seconds)

Specifies the maximum amount of time from oneinquiry to another that isissued
from a CUP to the server. The maximum permanent connection inquiry interval
isthe timer value that is monitored by the RAP-processing server. If thereisno
inquiry within the specified time, the RAP-processing server releases the
permanent connection forcibly. If the maximum permanent connection inquiry
interval isreached within atransaction, TP1/Client/Jrollsback the corresponding
transaction forcibly.

If you specify 0 in this operand, TP1/Client/J waits indefinitely for aresponse
from the CUP. If you omit this operand, ther ap_i nqui r e_t i me operandinthe
RAP-processing listener service definition takes effect.

dcwat cht i mi nherit=Y| N~<<N>>

Specifies whether or not the RAP-processing server isto inherit the CUP's
maximum amount of time to wait for a response when an RPC that uses the
remote AP facility isissued.

Y: The RAP-processing server isto inherit the CUP's maximum time to wait for
aresponse.

N: The RAP-processing server is not to inherit the CUP's maximum time to wait
for aresponse.

dcwat chti nr pci nherit =Y| N~<<N>>

Specifieswhether or not the TP1/Server isto inherit the CUP's maximum amount
of time to wait for aresponse.

Y: TPL/Server isto inherit the CUP's maximum time to wait for aresponse.

N: TP/ Server is not to inherit the CUP's maximum time to wait for a response.
dccl t del ay=maximum-communication-delay-time

~<unsigned integer> ((0~65535)) <<0>> (seconds)

Taking into account the overhead invol ved with communi cation between the CUP
and the RAP-processing server, you can specify this operand to end response
monitoring in the RAP-processing server system earlier than in the TPL/Client/J
system. This definition ends response monitoring in the RAP-processing server
system early by the specified amount of timein order to avoid missing a message
that may arrive after atimeout occursin the TP1/Client/J system.

This definition is applicable only when dcr apdi r ect =Y and
dcwat chti mi nheri t =Y are specified in the TPL/Client/J environment
definition.

TP1/Client/Jignoresthedccl t del ay operand when dcwat chti m=0 is
specified in the TPL/Client/J environment definition, O is specified in the
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set Dcwat cht i mmethod, or dcwat cht i mi nheri t =Nis specified in the TP1/
Client/J environment definition. If the dcwat cht i moperand value minus the
dccl t del ay operand value equals O or a negative value, TPL/Client/J also
ignoresthedccl t del ay operand, in which case TPL/Client/J assumesavalue of
1

dcsel i nt =reply-text-monitoring-interval ~<unsigned integer> ((1~65535))
<<100>> (milliseconds)

This operand is provided only to provide compatibility with the source of the
previous version. Currently, TP1/Client/Jignores this operand, if specified.

dccl t ext end=00000000| 00000001
Specifies the facility extension level of TPL/Client/J.
00000000: Do not extend the TPL/Client/J facility.

00000001: Send the IP address of the local CUP to the service when the
rpcCal I method is called. You specify thisvalueif you need to obtain the
address of the CUP by having the called service execute the

dc_rpc_get call ers_address() function.

dccache=maximum-entries-count-in-name-cache ~<unsigned integer>
((2-256)) <<8>>

Specifies the maximum number of entriesin the cache that is used to cache
service information used by TP1/Client/J. This cache is managed by the LRU
method. When the number of entriesin cache exceeds the specified value, TP1/
Client/J deletes the oldest service information that was called in the past.

dchost sel ect =Y| N~<<N>>

Specifies whether or not to randomly select a TP1/Server as a gateway. This
definition is applicable only when more than one TPL/Server is specified asa
gateway inthe dchost operand.

Y: Select a TPL/Server as a gateway at random.
N: Do not select a TP1/Server as a gateway at random.
When Y is specified

If an error is detected while an inquiry is being made to the name service of
the TPL/Server as a gateway, TP1/Client/J randomly selects another TP1/
Server for swapping.

When N is specified

If an error is detected while an inquiry is being made to the name service of
the TPL/Server as a gateway, TP1/Client/J attempts to switch to the next
TP1/Server specified in the dchost operand.
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The erroneous TPL/Server becomesacandidate for aretry-target host for the next
RPC.

If dcscddi rect =Y is specified in the TPL/Client/J environment definition,
swapping of gateway TPL1/Servers occurswhen transmission to the corresponding
port number fails.

dcscddirect =Y| N~<<N>>

Specifies whether or not RPCs that use the scheduler direct facility without
guerying information to the name service of TP1/Server are used.

Y: Use RPCsthat use the scheduler direct facility.
N: Do not use RPCs that use the scheduler direct facility.

If you have specified the port number of the schedule serviceinthedcscdport
operand of the TP1/Client/J environment definition, TPL/Client/J uses that port
number for querying. Thedcr apdi r ect, dcscddi rect , and dcnanuse
operands are mutually exclusive. You cannot specify Y for more than one of these
operands at the same time; doing so resultsin a definition error.

The TP1/Web connection facility can be used only if you specify Y in the
dcr apdi r ect operand. Defining the dcwebur | operand and specifying
dcscddi rect =Y and dcr apdi r ect =Y resultsin adefinition error.

dcscdpor t =port-number-of-schedule-service
~<unsigned integer> ((5001~65535))

Specifies the port number of the schedule service that has been specified in the
scd_port operand of the schedule service definition for the OpenTP1 to which
the client belongs. This value takes effect on ahost for which no port number has
been specified with the dchost operand. This operand is applicable only when
dcscddi r ect =Y is specified in the TP1/Client/J environment definition. For
details, seethedcscddi r ect operand of the TPL/Client/J environment
definition.

dcscdl oadpri ority>=Y| N~<<N>>

Specifieswhether or not the TP1/Server that accepts servicerequestsasagateway
has priority for load balancing.

Y: The TP1/Server that accepts service requests as agateway has priority for load
balancing.

N: The TPL/Server that accepts service requests as a gateway does not have
priority for load balancing. TP1/Server balances the workload between nodes.

Thisdefinition is applicable only when RPCs that use the scheduler direct facility
areissued (dcscddi r ect =Y is specified in the TP1/Client/J environment
definition).
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m dcrapdirect =Y| N~<<Y>>

Specifies whether or not the facility for directly querying the RAP-processing
listener without querying the information to the TP1/Server's name service
(remote API facility) is used.

To put this operand into effect, specify the port number of the RAP-processing
listener in thedcr apport operand of the TPL/Client/J environment definition.

Thedcr apdi rect, dcscddi r ect , and dcnanuse operands are mutually
exclusive. You cannot specify Y for more than one of these operands at the same
time; doing so resultsin a definition error.

dcr appor t =port-number-of-RAP-processing-listener ~<unsigned integer>
((5001-65535))

Specifies the port number of the RAP-processing listener of the TP1/Server to
which the client belongs or the port number of the firewall. This operand value
takes effect on a host for which no port number has been specified with the
dchost operand.

This operand is applicable only when dcr apdi r ect =Y is specified in the TPL/
Client/Jenvironment definition. For details, seethedcr apdi r ect operand of the
TPL/Client/J environment definition.

dcr apaut oconnect =Y| N ~<<N>>

Specifies whether or not a permanent connection is established automatically
between a CUP and a RAP-processing server.

Y: Establish a permanent connection automatically the next time the method is
executed. The target to which a permanent connection establishment request is
issued is the RAP-processing listener that is specified in the dchost operand of
the TP1/Client/J environment definition.

N: Do not establish a permanent connection automatically.
Operation of various methods based on the connection establishment mode

Table 5-2 shows connection establishment processing of the non auto
connect mode and the auto connect mode.
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Table 5-2: Operation of various methods based on the connection establishment
mode

Value
specified
in the
dcrapaut
oconnect
operand

openConnection()

method is issued

openConnection
(host, port)
method is issue

openConnection
(url, flags)
method is
issued

rpcCall() is issued

N

If thedchost
operandisspecified,
aconnection is
established to the
RAP-processing
server specified by
thedchost
operand.

If the dcwebur |
operandisspecified,
aconnection is
established to the
URL specified by
thedcwebur |
operand.

If neither the
dchost nor
dcwebur | operand
is specified,

Er r Host Undef Exc
epti on isreturned.

A connection is
established to the
RAP-processing
server specified by
thehost and port
parameters.

A connectionis
established to the
URL specified by
theur| parameter.

Err Pr ot oExcepti on
isreturned.
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Value
specified
in the
dcrapaut
oconnect
operand

openConnection()
method is issued

openConnection
(host, port)
method is issue

openConnection
(url, flags)
method is
issued

rpcCall() is issued

Y

Er r Pr ot oExcepti on
is returned.

Er r Pr ot oExcept
i on isreturned.

Err Pr ot oExcept
i on isreturned.

If the dchost
operand is
specified, a
connection is
established to the
RAP-processing
server specified by
thedchost
operand.

If the dcwebur |
operand is
specified, a
connectionis
established to the
URL specified by
the dcwebur |
operand.

If neither the
dchost nor
dcwebur | operand
is specified,

Er r Host Undef Ex
ceptionis
returned.

Notes

The value of thedcr apaut oconnect operand can be dynamically changed by
the set Rpcext end method.

The definition is read by the r pc OQpen method.
The definition information read by the r pcOpen method is discarded by the

296

r pcCl ose method.

When an openConnect i on method that specifiesa URL as an argument is
executed, the specified URL applies only to the openConnect i on method that
specified the URL. Once this method has executed, the URL specified in this
parameter is not used for another openConnect i on method (which has no
parameter specified) that executes after thecl oseConnect i on method has been
used to close the connection.
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dcerrtrace=Y| N~<<N>>

Specifies whether or not the CUP collects an error trace.
Y: Collect error trace.

N: Do not collect error trace.

If you are using the CUP as a Java applet, do not specify Y; if Y is specified,
operations cannot be guaranteed.

dcerrtracepat h=directory-for-error-trace-file ~<character string>
Specifiesthe path name of the directory inwhich error tracefilesareto be created.

This operand is applicable only when dcer rt r ace=Y is specified in the TP/
Client/J environment definition.

dcerrtracesi ze=error-trace-file-size ~<unsigned integer> ((4096-1048576))
<<4096>> (bytes)

Specifies the size of an error tracefile.

dcret hodt r ace=Y| N~<<N>>

Specifies whether or not the CUP collects a method trace.
Y: Collect method trace.

N: Do not collect method trace.

If you are using the CUP as a Java applet, do not specify Y; if Y is specified,
operations cannot be guaranteed.

dcnet hodt r acepat h=directory-for-method-trace-file ~<character string>

Specifies the path name of the directory in which method trace files are to be
created.

Thisoperand isapplicable only when dcnet hodt r ace=Y isspecified in the TPL/
Client/J environment definition.

dcnet hodt r acesi ze=method-trace-file-size ~<unsigned integer>
((4096-1048576)) <<4096>> (bytes)

Specifies the size of a method trace file.

dcuaptrace=Y| N ~<<N>>

Specifies whether or not the CUP collects a UAP trace.

Y: Collect UAP trace.

N: Do not collect UAP trace.

If you are using the CUP as a Java applet, do not specify Y; if Y is specified,
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operations cannot be guaranteed.
dcuapt r acepat h=directory-for-UAP-trace-file ~<character string>
Specifiesthe path name of the directory inwhich UAPtracefilesareto be created.

This operand is applicable only when dcuapt r ace=Y is specified in the TPL/
Client/J environment definition.

dcuapt r acesi ze=UAP-trace-file-size ~<unsigned integer> ((4096-1048576))
<<4096>> (bytes)

Specifies the size of a UAP tracefile.

dcdat at race=Y| N~<<N>>

Specifies whether or not the CUP collects adata trace.
Y: Collect datatrace.

N: Do not collect data trace.

If you are using the CUP as a Java applet, do not specify V; if Y is specified,
operations cannot be guaranteed.

dcdat at r acepat h=directory-for-data-trace-file ~<character string>
Specifiesthe path name of the directory in which datatrace files are to be created.

This operand is applicable only when dcdat at r ace=Y is specified in the TP1/
Client/J environment definition.

dcdat at r acesi ze=data-trace-file-size ~<unsigned integer> ((4096-1048576))
<<4096>> (bytes)

Specifies the size of adatatracefile.

dcdat at r acenmaxsi ze=maximum-data-size-for-data-trace ~<unsigned
integer> ((16-1048576)) <<128>> (bytes)

Specifies the maximum size of data per data trace item.
deccl ttrstati sit enestatistical-information-item[ , statistical-information-item

1...

Specifies one or more of the character strings listed below to indicate the types of
statistical information to be acquired for transaction branches. This operand is
applicable only when atransaction is started from the CUP.

not hi ng
Do not acquire statistical information.
base

Acquire the following information as basic information:
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- Transaction branch identifier

- Transaction branch determination result

- Transaction branch execution process type

- Name of the server executing atransaction branch

- Name of the service executing a transaction branch
executiontime

Acquire the basic information and the transaction branch execution time.
cputime

Acquire the basic information and the transaction branch CPU time.

If you specify not hi ng, you cannot specify any other value. If you specify
not hi ng together with another value, not hi ng will be ignored.

To acquire statistical information about transactions, specify one of the following
settings:

e trn_tran_statistics=Yinthetransaction service definition
e -soptioninthetrnsti cs command

If you omit thisdefinition, thet r n_st at i sti cs_i t emoperand specificationin
the RAP-processing listener service definition takes effect.

dccl ttropti it emrtransaction-optimization-item[ , transaction-optimization-it
em ...

Specifies one or more of the character strings listed below to indicate the
optimization itemsto be used to improve the performance of aglobal transaction
that consists of multiple user servers. This operand is applicable only when a
transaction is started from the CUP,

base

Optimize the entire synchronization point acquisition processing (prepare,
commit, and rollback processing). Because OpenTP1 uses the two-phase
commit method for transaction control, four process-to-process
communications are required for commit control between two transaction
branches.

If al of the following conditions are satisfied, the four process-to-process
communications required for commit control are eliminated by having a
parent transaction branch execute commit processing for itschild transaction
branches:

- Both parent and child transaction branches are under the same OpenTP1.
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- The parent transaction branch is using a synchronous-response RPC to call
its child transaction branches.

- The object for the XA interface of the resource manager that is accessed by
achild transaction branch is also linked to its parent transaction branch.

asyncprepare

If optimization of the entire synchronization point acquisition processing is
not possible because the conditions for base are not satisfied, optimize the
prepare processing.

If al of the following conditions are satisfied, two of the process-to-process
communications are eliminated by executing preparatory processing before
an RPC is returned when a child transaction branch issues a service request
using the RPC issued by its parent transaction branch:

- Optimization with base specified is not available.

- The parent transaction branch is using a synchronous-response RPC to call
its child transaction branch.

Note that this optimization increases the response time of a
synchronous-response RPC that is issued by the parent transaction branch.
For the child transaction branch, the interval from prepare to commit
processing increases (because the transaction cannot be determined without
aninstruction from the parent transaction branch). Therefore, if the OpenTP1
system of the parent transaction branch is shut down and communications
are interrupted between the transaction branches, swapping of journal files
and validation of the checkpoint dump file are delayed and the OpenTP1
system of the child transaction branch may aso be shut down.

You can specify more than one transaction optimization item, in which case the
following priority rule applies:

1>2

1: base

2:asyncprepare

If you omit thisdefinition, thet r n_opt i num_ i t emoperand specificationinthe
RAP-processing listener service definition takes effect.

dccl t t rwat cht i me=maximum-communication-wait-time-during-transaction-sy
nchroni zati on-point-processing

~<unsigned integer> ((1~65535)) (seconds)

Specifies the maximum wait time for communications between transaction

branches (prepare, commit, or rollback instruction or response) during transaction
synchronization point processing. This operand is applicable only when a



5. Definitions

transaction is started from the CUP,

If no instruction or response is received within the specified time and the
corresponding transaction branch is the first phase of atwo-phase commit, TPL/
Client/Jrolls back the transaction branch; if the first phase has already been
completed, TPL/Client/J uses a system process of the transaction service to retry
transaction determination processing.

When this definition is omitted, thet r n_wat ch_t i me operand in the
RAP-processing listener service definition takes effect.

dccl ttrrbinfo=no|sel f|renote|all

Specifies whether or not information about the cause of the rollback islogged
when atransaction branch rolls back. This operand is applicable only when a
transaction is started from the CUP,

no
Do not acquire rollback information.
sel f

Log rollback information only for those transaction branches that caused
rollback.

renot e

Log rollback information not only for those transaction branches applicable
tosel f but also for those that received rollback requests from transaction
branches in remote nodes.

al |

Log rollback information not only for those transaction branches applicable
tor et e but also for those that received rollback requests from transaction
branches in the local node.

When thisdefinition is omitted, thet rn_r ol | back_i nf or mati on_put inthe
RAP-processing listener service definition takes effect.

declttrlimtti me=maximum-executable-time-for-transaction-branch
~<unsigned integer> ((0~65535)) (seconds)

Specifies the maximum executable time for atransaction branch. Thisoperand is
applicable only when atransaction is started from the CUPR.

TP1/Client/J sets automatically the timeout values for ther pcCal | method and
synchronization point processing as follows, so that the amount of time from the
start of a transaction branch to the end of synchronization point processing does
not exceed the time specified in this operand:
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e Timeout valuefor ther pcCal I method

If K >= value of this operand: Timeout occurs and TP1/Client/J returns
control with an error without executing the reguest processing.

If K < value of this operand and (value of this operand - K) >= W: TP1/
Client/J uses W as the timeout value.

If K < value of this operand and (value of thisoperand - K) < W: TPL/Client/
Juses (value of this operand - K) as the timeout value.

K and W indicate the following:
K: Current time - transaction branch start time
W: dcwat cht i moperand value
>=: Equal to or greater than
« Timeout value for communications within synchronization point processing

If K >= value of this operand: TP1/Client/J sets the timeout valueto 1
second.

If K < value of this operand and (value of this operand - K) >= W: TP1/
Client/J uses W as the timeout value.

If K < value of this operand and (value of this operand - K) < W: TPL/Client/
Juses (value of this operand - K) as the timeout value.

K and W indicate the following:
K: Current time - transaction branch start time

W: dccl tt rwat chti me operand value (if thedccl t t rwat chti me
operand is omitted, the dcwat cht i moperand value takes effect)

>=: Equal to or greater than

If timeisused for processing other than waiting for datareception, thetransaction
branch may not be terminated within the specified operand value.

If the time specified in this operand elapses before synchronization point
processing begins, the corresponding transaction isrolled back.

When 0 is specified, TP1/Client/J does not monitor the time.

When this definition is omitted, thet rn_I i mi t _t i me operand in the
RAP-processing listener service definition takes effect.

dcclttrrbrecv=Y| N

Specifies whether or not arollback completion report is received after arollback
instruction is sent to the RPC destination transaction branch. This operand is
applicable only when atransaction is started from the CUP.
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Y: Receive arollback completion report.
N: Do not receive arollback completion report.

When Nis specified, TP1/Client/J terminatesthelocal transaction branch without
receiving arollback completion report from the RPC destination transaction
branch (without waiting for completion of rollback processing on the RPC
destination transaction branch).

When this definition is omitted, thet rn_r ol | back_r esponse_r ecei ve
operand in the RAP-processing listener service definition takes effect.

dcclttrrecoverytype=typel|type2|type3

Specifies the synchronization point processing method to use in the event of a
UAP error. Thisoperand is applicable only when atransaction is started from the
CUPR

If an RPC resultsin atimeout and the address of the target processis unresolved
or the UAP executing a transaction is shut down, transaction determination may
take time because smooth communications cannot be achieved between
transaction branches.

For this operand, select one of the three transaction synchronization point
processing methods listed below as appropriate to one of the following types of
errors that may occur:

(Error 1) When an RPC results in atimeout:

In this case, the source transaction branch that i ssued the RPC cannot send a
transaction synchronization point message to the RPC destination
transaction branch because it does not know which processis executing the
service request. As aresult, both source and target transaction branches are
placed in transaction synchronization point message wait status, requiring
time for transaction determination.

(Error 2) When the RAP-processing server shuts down before receiving a
response from the RPC:

In this case, the source transaction branch that i ssued the RPC cannot send a
transaction synchronization point message to the RPC destination
transaction branch because it does not know which processis executing the
servicerequest. Asaresult, the RPC destination transaction branch is placed
in transaction synchronization point message wait status, requiring time for
transaction determination.

(Error 3) When the RAP-processing server and the UAP to which the RPC was
issued shut down at about the same time after aresponse from the UAP to which
the RPC wasissued is received:

In this case, the transaction recovery process that inherited each transaction
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branch sends a transaction synchronization point message to a nonexistent
UAP because it does not know that the remote UAP process has been shut
down, requiring time for transaction determination.

The following describes the processing method indicated by each specification
value:

typel

If (Error 1) occurs, both the source transaction branch that issued the RPC
and the RPC destination transaction branch determine transactions when the
process for receiving a transaction synchronization point message time out.

If (Error 2) occurs, the source transaction branch that issued the RPC
determines the transaction without sending a transaction synchronization
point message to the RPC destination transaction branch. The RPC
destination transaction branch determines the transaction when the process
for receiving a transaction synchronization point message times out.

If (Error 3) occurs, both the source transaction branch that issued the RPC
and the RPC destination transaction branch determine transactions when the
process for receiving atransaction synchronization point message times out.

type2

Sameast ypel if (Error 1) occurs and atransaction is committed.

If (Error 1) occurs and atransaction isrolled back or if (Error 2) occurs, the
source transaction branch that issued the RPC sends a transaction
synchronization point message to the transaction service process on the node
wherethe RPC destination transaction branch exists, and then determinesthe
transaction. The transaction service process that has received the transaction
synchronization point message sends a transaction synchronization point
instruction to the processthat is processing the applicable transaction branch.

If (Error 3) occurs, both the source transaction branch that issued the RPC
and the RPC destination transaction branch determine transactions when the
process for receiving atransaction synchronization point message times out.

type3

Sameast ypel if (Error 1) occurs and atransaction is committed.

If (Error 1) occursand atransaction isrolled back or if (Error 2) or (Error 3)
occurs, the source transaction branch that i ssued the RPC sends atransaction
synchronization point message to the transaction service process on the node
where the remote transaction branch exists. The transaction service process
that has received the transaction synchronization point message sends a
transaction synchronization point instruction to the processthat is processing
the applicable transaction branch.
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In the following cases, even if you specify t ype2 or t ype3 in this operand,
transaction determination processing may take time:

e The status of the UAP to which the RPC was issued changed during RPC
execution (such as an increase in the workload, UAP termination, or UAP
shutdown) and a service request was forwarded to the same UAP on another
node.

« Theversion of the remote OpenTP1 server does not support this option.

« The remote transaction branch is taking time for processing other than the
transaction synchronization point message reception processing.

When this definition is omitted, thet rn_parti al _recovery_type inthe
RAP-processing listener service definition takes effect.

m dccl ttrexpt meexpiry-time-in-transaction-branch
~<unsigned integer> ((0~65535)) (seconds)

Specifies the maximum transaction branch processing time. This operand is
applicable only when atransaction is started from the CUPR.

If the transaction branch is not completed within the specified time, TP1/Client/J
terminates abnormally the process of that transaction branch and rolls it back. If
0 is specified, TPL/Client/J does not monitor the time.

When this operand is omitted, thet r n_expi rati on_t i me operand in the
RAP-processing listener service definition takes effect.

To specify whether or not this value includes the processing time of transaction
branches that are executed by other processes when the RPC facility is used, use
thedccl t t r expsp operand in the TP1/Client/J environment definition.

m dccl tt r cput metransaction-branch-CUP-monitoring-time
~<unsigned integer> ((0~65535)) (seconds)

Specifies the CPU time allowed for a transaction branch before synchronization
point processing starts. This operand is applicable only when atransaction is
started from the CUP.

If 0 is specified, TP1/Client/J does not monitor the CUP time.

If the specified timeis exceeded, TPL1/Client/J terminates abnormally the process
of the corresponding transaction branch and rollsit back.

When this operand is omitted, thet r n_cpu_t i me operand in the
RAP-processing listener service definition takes effect.

m dcclttrexpsp=Y|NF
Specifies whether the monitoring time includes the time of the following types of
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processing when transaction branch processing is monitored:

1. Timerequired for atransaction branch being monitored to call another
transaction branch using the RPC facility and wait for completion of that
processing

2. Timerequired for aserver UAP called by achained RPC to wait for the next
service request

3. Timerequired for atransaction branch being monitored to execute result
reception processing after using a non-response type RPC to call another
transaction branch

The following describes each specification value:
Y: Include the monitoring timefor 1, 2, and 3.

N: Include the monitoring time for 3 only.

F: Do not include the monitoring time for 1, 2, or 3.

When this operand is omitted, thet r n_expi rati on_ti me_suspend operand
in the RAP-processing listener service definition takes effect.

desndr cvt ype=DCCLT_ONEWAY_SND| DCCLT_ONEWAY _RCV| DCCLT_SNDRCV

Specifies the environment to initialize when the TCP/IP communication facility
isused.

These operands must be specified for you to use the TCP/IP communication
facility.

DCCLT_ONEWAY_SND: Environment for unidirectional sending of messages
DCCLT_ONEWAY_RCV: Environment for unidirectional receiving of messages

DCCLT_SNDRCV: Environment for bidirectional sending and receiving of
messages

dcr cvpor t =port-number-of-the-receiving-CUP

~<unsigned integer>((1~65535)) <<11000>>

Specifies the port number of the CUP that is receiving the message sent from the
MHP.

Specify the same value as the port number used by the MHP for sending
messages. If you are executing several processes and threads concurrently on the
same machine, specify different port numbers for each process or thread.

Do not specify aport number that isbeing used by the OS or by any other program
evenif it isavailable. If such a port number is specified, correct reply data may
not be received. Note that different OSs use different port numbers; for details,
see the manual for the applicable OS manual.
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m dcsndhost =host-name-of-node-on-which-MHP-to-be-connected-exi sts~<charact
er string>

Specifies the host name of the node on which the connection-target MHP exists
when a connection is being established for a message to be sent from a CUP.

You can aso specify the host name in the form of a decimal-plus-dot |P address.
m dcsndpor t =port-number-of-MHP-to-be-connected
~<unsigned integer> ((1~65535)) <<12000>>

Specifies the port number of the connection-target MHP when a connection is
being established for a message to be sent from a CUP. Specify a port number
different from the one specified in the dcnanport operand.

m dcsockopenatrcv=Y| N ~<<N>>

Specifiesthe trigger for opening areception socket (the trigger to start waiting to
receive a connection from a remote computer) when sending and receiving is
performed over a single connection while the TCP/IP communication facility is
being used.

If you do not specify this operand, the receive socket is opened when the
r pcOpen method is executed.

Y: Opens areceive socket if aconnection was not established when the
cl t Recei ve method was executed.

N: Opens a receive socket when the r pc Qpen method is executed.
m dcwebur | =URL-of-TP1/Web-whose-service-is-requested ~<path-name>
Specifies the URL of the TP1/Web whose service is being requested.

Specify the protocol, Web server, the CGI name of the prompter, the TP1/Web
service name, and other information in the form of aURL.

If both the dchost operand and the dcwebur | operand are specified, the
dcwebur | operand takes precedence.

Note, also, that thedcscddi r ect and dcnanuse operands cannot be used if the
TP1/Web connection facility is used. If the dcwebur | operand is defined, and
dcscddi rect =Y and dcnanuse=Y are specified, a definition error results.

m dccl tdbgtrcfil ecount =maximum-number-of-debug-trace-files
~<unsigned integer> ((0~256)) <<0>>

Specifies the maximum number of debug trace files alowed. If 0 is specified,
there is no limit to the number of files. If the total number of debug trace files
exceeds the value specified in this operand, the file with the ol dest update date is
deleted.
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If multiple TP1Client instances for which different values are specified in the
dccl t dbgtrcfil ecount operand are used at the same time, the actual
maximum file count cannot be guaranteed.

If you create a TP1Client instance before issuing the r pcOpen method, you can
also definethedccl t dbgt rcf i | ecount operand as a system property. In this
case, when ther pc OQpen method isissued after the TP1Client instanceis created,
the result obtained by analyzing the content of the r pc Open method is used to
overwrite the file count. When the r pcOpen method is issued, the specification
of thedccl t dbgt r cf i | ecount operand defined in the system property
becomesinvalid.

No error message is issued even when the specification of the
dccl t dbgtrcfil ecount operandisinvalid. In this case, the default
specification for thedccl t dbgt r cf i | ecount operand takes effect.

dccl t r pcmaxnsgsi ze=maximum-si ze-of-messages-sent-or-received-by-RPC
~<unsigned integer> ((1~8)) <<1>> (MB)
Specifies the maximum size of messages that can be sent or received by RPCs.

If this operand is omitted or if the default (1) is specified, the maximum size of
RPC messages that can be sent or received by ther pcCal | method is1 MB
(1048576 bytes). If the maximum allowable value (8) is specified for this
operand, the maximum message size is 8 MB (8388608 bytes). You cannot
specify a send or receive message size that exceeds the value specified in this
operand as an argument of ther pcCal I method. If the specified send or receive
message size exceeds the value specified in this operand, ther pcCal I method
returnsErr | nval i dAr gsExcepti on.

When you specify thedccl t r pcmaxnmsgsi ze operand, do not use the facilities
listed below. Otherwise, an error occurs at the communication target TP1/Server
node.

¢ RPC that uses the scheduler direct facility
* RPC that specifies the communication target
e TP1/Web connection facility

The following table shows what happens when a service request isissued to a
TP1/Server other than a TPL/Server (version 06-02 or later) that supports the
rpc_nmax_message_si ze operand of the system common definition:
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Table 5-3: Action of the rpcCall method when 2 or more is specified in the
dccltrpcmaxmsgsi ze operand

Method Definition that Version of TP1/ Node version®!
specifies the RPC Server that acts
type as gateway Before 06-02 06-02 or later*2
rpcCal | dcrapdi rect =Y Before 06-02 N#3 N#3
06-02 or |ater N#4 Y
dcnanmuse=Y Before 06-02 N#4 Y
06-02 or |ater N#4 Y
L egend:
Y: Can be requested.
N: Cannot be requested.
#1
Version of the node where the SPPis running and that was defined in the all_node
operand specified for the TP1/Server that acts as a gateway.
#2
When the rpc_max_message_size operand is specified in the system common
definition.
#3
When the input data exceeds 1 MB, Er r MessageTooBi gExcept i on occurs,
when theinput datais 1 MB or smaller and if the output area size exceeds 1 MB,
Errlnval i dAr gsExcepti on occurs.
#4
Err NoSuchSer vi ceGr oupExcept i on occurs.
m dcscdhost change=Y| N ~<<N>>

Specifies whether or not the service request target schedulers specified in the
dchost operand of the TPL/Client/J environment definition are distributed to the
RPCs.

Y: Distributes the service request target schedulers to the RPCs.
N: Does not distribute the service request target schedulers to the RPCs,
When Y is specified, the following processing occurs:

309



5. Definitions

310

For the first service required by an RPC, if dchost sel ect =Y isspecifiedinthe
TPL/Client/J environment definition, a service request target scheduler specified
inthedchost operand of the TPL/Client/J environment definition is randomly
selected. If dchost sel ect =Nis specified in the TPL/Client/J environment
definition, the first service request target scheduler specified in the dchost
operand of the TP1/Client/J environment definition is selected.

For the second and subsequent RPC service requests, the service request target
schedulers are selected in the round-robin mode according to the order specified
inthedchost operand, beginning with the service request target scheduler
previousy selected.

dccl t | oadbal ance=Y| N ~<<N>>

Specifies whether or not to store in cache the information on the service request
target scheduler with the smallest workload from the information on multiple
service request target schedulers obtained from the name server.

Y: Stores the information on the service request target schedul er with the smallest
workload in the cache.

N: Does not store the information on the service request target scheduler with the
smallest workload in the cache.

When Y is specified, the following processing occurs:

If multiple service request target schedulers are stored in the cache, the first
service request target scheduler is randomly selected. For the second and
subsequent RPC service requests, the service request target schedulers stored in
the cache are selected in the round-robin mode.

For details about workload levels, see the manual OpenTP1 Description.
dccl t cachet i m=cache-expiration-time
~<unsigned integer> ((0~65535)) <<30>> (seconds)

Specifies how long information on a service request target scheduler stored in the
cache remains valid. Information on a service request target scheduler that has
reached the cache expiration time is del eted from the cache. The cacheis updated
when information on the service request target schedul er is subsequently acquired
again and stored in the cache.

This operand isvalid only whendccl t | oadbal ance=Y isspecified in the TPL/
Client/J environment definition.

dccl t connect t i meout =maximumttime-for-monitoring-connection-establishme
nt

~<unsigned integer> ((0~65535)) <<0>> (seconds)
Specifies the maximum amount of monitoring time it takes to establish a
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connection during data transmission.

The value specified in this operand is not the processing time specified for the
j ava. net . Socket . connect method (hereafter referred to asthe connect
method), but isthe maximum amount of monitoring timeit takesfor theconnect
method to establish a connection.

If a connection cannot be established because the remote system has not been
started, for example, the method issued by a CUP may return an error before the
monitoring time specified in this operand elapses. This is because the connection
establishment monitoring time by the OS takes precedence over the maximum
monitoring time specified in this operand. The connection establishment
monitoring time by the OS, the number of times connection establishment
requests can be resent, and the resend interval vary depending on the platform.
Furthermore, depending on the method or function used, the processing time of
theconnect method may exceed the value specified in this operand.

If 0 is specified or this operand is omitted, the OS monitors the connection
establishment process.

dccltprftrace=Y| N ~<<Y>>

Specifies whether or not a performance analysis trace of the Cosminexus
Application Server is collected when TPL/Client/J is run on a Cosminexus
Application Server.

Y: Collectsaperformance analysistrace. However, no performance analysistrace
is collected if the PRF daemon has not been started.

N: Does not collect a performance analysis trace.
dccl tprfinfosend=Y| N ~<<Y>>

Specifieswhether or not identification informationin TPL/Client/Jis added to the
information output to the performance verification trace of OpenTP1 when an
RPC that usesthe name service or scheduler direct facility isissued to TPL1/Server.

Y: Adds identification information inside TPL/Client/J.
N: Does not add identification information inside TP1/Client/J.
dccl t nanm t host =Y| N ~<<N>>

Specifies whether or not an RPC that uses the name service isissued to a TP/
Server in the multi-homed host environment.

Y: Issues an RPC that uses the name service to a TP1/Server in the multi-homed
host environment. Specify this option when multiple RPC request targets are
defined or when there are more than one TP1/Servers in the multi-homed host
environment.

N: Does not issue an RPC that uses the name service to a TP1/Server in the
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multi-homed host environment. An error may occur if an RPC that usesthe name
serviceisissued to a TP1/Server in the multi-homed host environment.

For details, see 2.2.9(3) Definition for issuing an RPC to TP1/Server in the
multi-homed host environment.

dccl t dat aconmp=Y| N~ <<N>>

Specifies whether or not the data compression facility is used.
Y: Uses the data compression facility.

N: Does not use the data compression facility.

dccl t connect i nf =terminal-identification-information

Specifies (in EBCDIK codes) the logical terminal name of the DCCM3 logical
terminal as the terminal identification information. The terminal identification
information is expressed as the value 0x followed by a maximum of 128
hexadecimal characters (0x at the beginning isnot included in the 128 characters).
You can specify a maximum of 64 bytes (128 characters), where each byte
consists of 2 characters. Note that DCCM 3 uses only thefirst 8 bytes and ignores
the remainder of the value.

You can change this operand value dynamically by calling the

set Connect | nf or mat i on method. Once the set Connect | nf or mati on
method has been called, the value specified in this operand isignored until the
r pcOpen method is called again.

The value specified in this operand takes effect when DCCM 3 logical terminal
host nameis specifiedinthedchost operand and the port number of the DCCM 3
logical terminal is specified inthedchost or dcr apport operand in the TP/
Client/J environment definition, and a permanent connection is established with
the DCCM3 logical terminal by means of one of the following methods:

e CalingtheopenConnect i on method. Inthe caseof theopenConnecti on
method with parameters, specify DCCM3 logical terminal host namein the
host parameter and the port number of the DCCM3 logical terminal in the
port parameter.

* Specifying Y inthedcr apaut oconnect operand in the TPL/Client/J
environment definition and then call ther pcCal I method.

If this operand is omitted, terminal identification information is not sent to the
DCCM3logica termina. However, if theset Connect | nf or mat i on methodis
called, the terminal identification information specified in the

set Connect | nf or mat i on method issent tothe DCCM3logical terminal when
a permanent connection with the DCCM 3 logical termind is established.

m dcscdnul ti =Y| N ~ <<N>>
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Specifies whether or not the multi-scheduler facility isto be used.
Y: Uses the multi-scheduler facility.
N: Does not use the multi-scheduler facility.

When you use the multi-scheduler facility, you can reduce the workload of
scheduling by randomly selecting one of the multi-scheduler daemons that have
been started.

If you specify Y in thisdefinition, also pay attentionto thedchost ,dcscdport ,
and dcscdmul ti count TPL/Client/J environment definitions. Note that this
definition is not applicable during execution of ther pcCal | To method.

dcscdmul ti count =processes-count-for-multi-schedul er-daemon ~ <unsigned
integer> ((1-4096)) <<1>>

Specifies the number of processes for the multi-scheduler daemon. This value
must be equal to or less than the number of processes specified in the - moption
of thescdmul ti schedule service definition.

This definition is applicable when dcscdrul ti =Y and dcscddi r ect =Y are
specified in the TPLY/Client/J environment definition. In such a case, the port
number is selected randomly from within the following range of values:

e Minimum value: Port number specified in dchost or dcscdport

e Maximum value: Minimum value + number of processes specified in
dcscdnul ticount -1

If the maximum value for this port number exceeds 65535,
Er r Fat al Except i on occurs during definition analysis and
Errlnval i dPort Excepti on occurs during set Dchost processing.

If the specified value is greater than the number of processes specified in the - m
option of scdmul t i , an attempt may be made to establish connection with aport
where the multi-scheduler is not running, resulting in the

Er r Net DownAt Cl i ent Excepti on.

dccl t cupsndhost =transmission-source-host ~ <character string>

Specifies the transmission source host during the following connection
establishments:

« RPC using the scheduler direct facility

* RPC using the name service

* RPC using the remote API facility

« RPC specifying the communication target
e TCP/IP communication facility
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For the host name, you can also specify an IP address in decimal dot notation.
An exception occurs on the issued method in the following cases:

e | ocal host was specified as the host name

e The specified IP address begins with 127

» The specified host does not exist on the system where the CUP is being
executed

If this definition is omitted, the transmission source host is allocated arbitrarily.

dccl t cupr cvpor t =port-number-used-for-reception-of-CUP ~ <unsigned
integer> ((5001-65535))

Specifies the port number of the CUP that is to receive messages from the server.

The port number specified in this definition takes effect when the following
functions are used:

«  When an RPC using the scheduler direct facility is received (receive port)
* When an RPC using the name service is received (receive port)

If this definition is omitted, a port number allocated arbitrarily by the systemis
used.

If you execute multiple processes or threads concurrently within the same
machine, specify different port numbers. If aduplicated port number is specified,
correct reply data may not be received. Note that different OSs use different port
number; for details, see the manual for the applicable OS.

dccl t t renpl mt t memaxi mum-time-allowed-for-completion-of-transaction ~
<unsigned integer> ((0-65535)) (seconds)

Specifies the maximum execution time from startup to termination of a
transaction branch that is executed by the RAP-processing server. If the specified
timeisexceeded, the transaction branch settlesto either rollback or commit by the
recovery process, and then is terminated after the RAP-processing server
processing terminates abnormally.

If 0 is specified, the maximum transaction branch execution time is not
monitored.

If this specification is omitted, processing depends on the
trn_conpletion_limt_tinme operand specification in the RAP-processing
listener service definition.

If thisfacility is used with a TP1/Server version earlier than 07-01, the facility
runsin invalid status.



5. Definitions

5.2.3 Notes about specifying the TP1/Client/J environment definition

m Do not specify any characters other than the settings on any of thelinescontaining
TP1/Client/J environment definition operands. If a specified character isnot a
valid part of a setting, ther pcOpen method may return Er r Fat al Except i on.

m TPL/Client/J assumes that aline beginning with a TP1/Client/J environment
definition operand (spaces and tabs at the beginning of lines areignored) is
subject to definition analysis. TP1/Client/Jregardsall lines containing acharacter
string that isnot avalid TPL/Client/J environment definition operand as comment
lines.
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Chapter

6. Error Handling

This chapter describes how to handle errors.

6.1 Collecting trace information
6.2 Handling network errors
6.3 Validity of timer values

6.4 Handling other errors
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6. Error Handling

6.1 Collecting trace information

The troubleshooting facility of TP1/Client/J allows you to collect the following types
of trace information:

 UAPtraces

» Datatraces

 Error traces

e Memory traces

* Method traces

» Debug traces

» Performance analysis traces

» Performance verification traces

The troubleshooting facility of TPL/Client/J enables you to collect UAP, data, error,
method, debug, and memory traces. To simplify troubleshooting, we recommend that
you collect trace information. In the event of an error, you can determine the cause of
the error from the trace information. If an error occurs but trace information has not
been collected, set the system to collect traces, repeat the event that resulted in the
error, and then refer to the collected trace information.

For details about trace information, see 2.11 Troubleshooting facility.
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6.2 Handling network errors

InaJDK 5.0 environment, it is not possible to collect adequate error information for
assistance in the event of a network error. We recommend that you use anetwork in a
non-Java environment to check for the cause of an error.
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6.3 Validity of timer values

320

In asystem that uses TCP/IP for communication, you cannot detect errorsin real time
dueto TCP/IPlimitations. Therefore, atime-monitoring timeout triggersthe systemto
assume that an error has been detected. The OpenTP1 system enables you to specify
timer monitoring for each type of processing. You should set an optimum value for
each setting.

If an error such as system shutdown occursin the RAP-processing server system while
connection with the RAP-processing server isbeing established, Java cannot detect the
disconnection. In such acase, TPY/Client/Jwaitsuntil the response wait time specified
withtheset Dcwat cht i mmethod is reached, then returns an error with the exception
Err Ti medQut Excepti on.



6. Error Handling

6.4 Handling other errors

Errors may result from malfunctions in the RAP-processing server in the TPL/Server
system or in the target TP1/Server whose serviceis requested or from invalid
definition values. In such cases, you should check such information as the TPL/
Server'slog files to determine the cause.
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A. Changes During Upgrading

A. Changes During Upgrading

The changes between versions are categorized as follows:
« Additions/deletions of APIs, definitions, and commands
» Changesto operation
» Changesin the default values for APIs, definitions, and commands
A.1 Changes in 07-02

The following table shows the additions and del etions that were made to APIs,
definitions, and commands in TPL/Client/J 07-02.

Table A-1: Additions/deletions to APIs, definitions, and commandsin TP1/

Client/J 07-02
Classification | Category Description
Addition API TP1C i ent class

e accept Notificati on method

cancel Noti fi cati on method
openNot i fi cati on method

accept Not i fi cati onChai ned method
cl oseNoti fi cati on method

Err Ver si onExcept i on class

Err Accept Cancel edExcept i on class

Definition TPL/Client/J environment definition
e dcscdnul ti operand
dcscdnul ti count operand
dccl t cupsndhost operand
dccl t cupr cvport operand
dccl ttrcnpl mtt moperand

Command None

Deletion None

The following table shows the changes to operation in TP1/Client/J 07-02.
Table A-2: Changesto operation in TPL/Client/J 07-02

Category Description

API A change was made so that UAP traces are acquired by the set UapTr aceMode,
set Error Tr aceMode, set Met hodTr aceMode, and set Dat aTr aceMode methods.
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Category Description
Definition None
Command None
Other A change was made so that identification information unique to each instance of TP1/Client/J

is output to the TP1/Server performance verification trace by the PRC using the remote API
facility.

A change was made so that identification information unique to each instance of TP1/Client/J
isoutput to UAP traces.

There were no changes in the default values for APIs, definitions, and commandsin
TP1/Client/J 07-02.

A.2 Changes in 07-01

The following table shows the additions and deletions that were made to APIs,
definitions, and commands in TP1/Client/J 07-01.

Table A-3: Additions/deletionsto APIs, definitions, and commandsin TP1/

Client/J07-01
Classification | Category Description
Addition API TP1C i ent class
e set Connect | nf or mat i on method
Definition TPL/Client/J environment definition
e dccl t dat aconp operand
e dccl tconnecti nf operand
Command None
Deletion None
The following table shows the changes to operation in TP1/Client/J 07-01.
Table A-4: Changesto operation in TP1/Client/J 07-01
Category Description
API None
Definition None
Command None
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Category Description
Other A change was made so that retry processing is performed when an error

(i ava. net . Bi ndExcept i on exception) occurs dueto an insufficient number of ports having
been allocated automatically in the local system when a connection is established from TPL/
Client/J to TPL/Server.

A correction was made to a problem with the Er r C i ent Ti medQut Except i on exception
that resulted when atemporary close request message was received from SPP during reply
message reception processing, because the temporary close request message was discarded in
order to receive the original reply message, and then reception was further attempted illegally.

A correction was made so that aninvalid Er r RVEr r Except i on exception is not thrown from
TPL/Client/J when the XA resource service facility is used.

There were no changes in the default values for APIs, definitions, and commandsin
TP1/Client/J 07-01.

A.3 Changes in 07-00

The following table shows the additions and del etions that were made to APIs,
definitions, and commands in TPL/Client/J 07-00.

Table A-5: Additions/deletions to APIs, definitions, and commandsin TP1/

Client/J 07-00
Classification | Category Description
Addition API None

Definition TP1/Client/J environment definition
e dccl tnanmi t host operand

Command None

Deletion None

The following table shows the changes to operation in TP1/Client/J 07-00.
Table A-6: Changesto operation in TP1/Client/J 07-00

Category Description
API None
Definition None
Command None
Other The JDK versions supported by TP1/Client/J were changed to Java(TM)2 Software
Development Kit, Standard Edition, and Version 5.0 (JDK 5.0) or later.
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There were no changes in the default values for APIs, definitions, and commandsin
TP1/Client/J 07-00.
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A

abbreviations defined iii
acceptNotification 213
acceptNotification method, information for 99
acceptNotificationChained 218
acceptNotificationChained method, information
for 101
API
how to use 144
listof 140
using connect method 66
API, execution order of 144
calling remote service (RPC) 146
connecting to TPL/Server's RAP-processing
server 146
creating instance of TP1Client class 144
initializing RPC environment 145
preparing to use TP1/Client/J 144
releasing permanent connection with RAP-
processing listener or server 147
releasing RPC environment 148
assembly facility, received message 52
auto connect mode 12

C

cache-expiration-time 310
cancelNotification 216

cancelNotification method, information for 100
chained RPC 17

closeConnection 171

closeConnection method, information for 90
closeNotification 221

cltAssemReceive 209

cltAssemReceive method, information for 98
cltAssemSend 207

cltAssemSend method, information for 97
cltReceive 202

cltReceive method, information for 96

cltSend 205
cltSend method, information for 97
code
correspondence to exception name 112
correspondence to method name 108
commit 37
in chained mode 37
in unchained mode 37
connect method 66

APl using 66
exceptions when connect method times
out 67
connect mode
auto 12
non-auto 12
conventions
abbreviations iii
diagrams vi

fonts and symbols vi
KB, MB, GB, and TB viii
version numbers viii
Cosminexus Application Server
collating, with OpenTP1 trace 116

outputting performance analysistraceon 115

D

data compression facility 128, 312
effectsof 129
datatrace 105
collecting 298
data-trace-file-size 298
dccache 292
dccltcachetim 310
dccltconnectinf 312
dccltconnecttimeout 310
dccltcuprcvport 314
dccltcupsndhost 313
dccltdatacomp 312
dccltdbgtrcfilecount 307
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dccltdelay 291
dccltextend 292
dccltinquiretime 290
decltloadbalance 310
decltnammithost 311
dccltprfinfosend 311
dccltprftrace 311
dccltrpcmaxmsgsize 308
dcclttremplmttm 314
dcclttrcputm 305
dcclttrexpsp 305
dcclttrexptm 305
dcclttrlimittime 301
dcclttroptiitem 299
dcclttrrbinfo 301
dcclttrrbrev 302
dcclttrrecoverytype 303
dcclttrstatisitem 298
dcclttrwatchtime 300
DCCM3

connection facility 70

issuing ROCto 70

TCP/IP communication with 75
DCCM3 logica terminal, sending terminal
identification informationto 75
dcdatatrace 298
dcdatatracemaxsize 298
dcdatatracepath 298
dcdatatracesize 298
dcerrtrace 297
dcerrtracepath 297
dcerrtracesize 297
dchost 289
dchostselect 292
dcmethodtrace 297
dcmethodtracepath 297
dcmethodtracesize 297
dcnamport 289
dcnamuse 288
dcrapautoconnect 294
dcrapdirect 294
dcrapport 294
dcrevport 306
DCRpcBindThl 223
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descddirect 293
dcscdhostchange 309
dcscdloadpriority 293
descdmulti 312
descdmulticount 313
descdport 293
desdlint 292
dcsndhost 307
dcsndport 307
dcsndrevtype 306
dcsockopenatrcv 307
dcuaptrace 297
dcuaptracepath 298
dcuaptracesize 298
dewatchtim 290
dewatchtiminherit 291
dewatchtimrpcinherit 291
deweburl 307
debug trace 114
definition 279

overview of 280

rulesfor 284
diagram conventions vi
directory-for-data-trace-file 298
directory-for-error-trace-file 297
directory-for-method-trace-file 297
directory-for-UAP-trace-file 298
dynamic definition changing facility 65

E

ErrAcceptCanceledException 224
ErrBufferOverflowException 225
ErrClientTimedOutException 227
ErrCollisionM essageException 226
ErrConnfreeException 228
ErrConnRefusedException 229
ErrFatalException 230
ErrHazardException 231
ErrHazardNoBeginException 232
ErrHeuristicException 233
ErrHeuristicNoBeginException 234
ErrHostUndefException 235
ErrlnitializingException 237
ErrinvalidArgsException 238



ErrinvalidMessageException 239
ErrinvalidPortException 240
ErrinvalidReplyException 242
ErrlOErrException 243
ErrMessageTooBigException 244
ErrNetDownAtClientException 245
ErrNetDownAtServerException 246
ErrNetDownException 247
ErrNoBeginException 248
ErrNoBufsAtServerException 249
ErrNoBufsException 250
ErrNoSuchServiceException 251
ErrNoSuchServiceGroupException 252
ErrNotTrnExtendException 253
ErrNotUpException 254
error handling 317
error information, collecting 149
error trace 105

collecting 297
error-trace-file-size 297
ErrProtoException 255
ErrReplyTooBigException 256
ErrRMException 257
ErrRollbackException 258
ErrRollbackNoBeginException 259
ErrSecchkException 260
ErrSecurityException 261
ErrServerBusyException 262
ErrServerTimedOutException 263
ErrServiceClosedException 264
ErrServiceNotUpException 265
ErrServiceTerminatedException 266
ErrServiceTerminatingException 267
ErrSyserrAtServerException 268
ErrSyserrException 269
ErrTestmodeException 270
ErrTimedOutException 271
ErrTMException 273
ErrTrnchkException 274
ErrTrnchkExtendException 275
ErrVersionException 276
exception name, correspondence to code 112
expiry-time-in-transaction-branch 305

Index

=

facility extension level, setting 292
facility, adjusting 149

file access authority, specifying 9

firewall 19

font conventions Vi

function for alocating afixed terminal 76

G
GB meaning viii
getTrniD 201
getTrnID method, information for 95

H

heuristic situation, handling of 40
host-name-of-node-on-which-MHP-exists 307
host-name-of-TP1/Server-as-a-gateway 289

identifiers of current transaction, acquiring 42
important note on thismanua  viii
inter-node load-balancing facility 18

K

KB meaning viii

M

master scheduler daemon 31

maxi mum-communication-delay-time 291
maxi mum-communi cati on-wait-time-during-
transaction-synchroni zation-point-processing 300
maximum-data-size-for-data-trace 298

maxi mum-entries-count-in-name-cache 292
maxi mum-executabl e-time-for-transaction-
branch 301

maxi mum-number-of-debug-trace-files 307
maxi mum-permanent-connection-inquiry-
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maxi mum-size-of -messages-sent-or-received-by-
RPC 308

maxi mum-time-all owed-for-compl etion-of -
transaction 314
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maximum-ti me-for-monitoring-connection-
establishment 310
maximum-time-to-wait-for-a-response 290
MB meaning viii
memory trace 105
message
bidirectional receiving 50
bidirectional sending 50
notes on receiving of 53
notes on sending of 53
unidirectional receiving of 47
unidirectional sending of 46
method name, correspondence to code 108
method trace 114
collecting 297
method-trace-file-size 297
multi-scheduler daemon 31
multi-scheduler facility 31, 313

N

network error, handling 319
non-auto connect mode 12
non-response type RPC 16
relationship with synchronization point 41

(0]

openConnection 166, 168, 170
openConnection() method, information for 84
openConnection(host, port) method, information
for 84
openConnection(url, flags) method, information
for 86
openNotification 217
openNotification method, information for 100
OpenTP1 client

featureof 2

functionality 11

overview of 1
OpenTP1, load-balancing facility 18
operand 288

P
performance analysistrace 115
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collecting, of Cosminexus Application

Server 311

collection point 117

example of outputting 116

information collected in 116

outputting, on Cosminexus Application

Server 115
performance verification trace 116

adding identification information inside TP/

Client/J asinformation output to 311

identification informationisadded to 117
permanent connection 12

automatically establishing 294

establishing 12

releasing 12
port-number-of-M HP-to-be-connected 307
port-number-of-name-service 289
port-number-of-RAP-processing-listener 294
port-number-of-schedule-service 293
port-number-of-the-receiving-CUP 306
port-number-used-for-reception-of-CUP 314
PRF trace 115
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program interface 139

R

RAP-processing listener, releasing permanent
connection with 147
RAP-processing server
connecting to TPL/Server's 146
releasing permanent connection with 147
whether or not RAP-processing server isto
inherit CUP's maximum time to wait for
response 291
receive port fixing facility 133
received message assembly facility 52
reception socket, trigger for opening 307
remote API facility 19, 294
rollback 38
completion report, receiving 302
in chained mode 39
in unchained mode 39
logging information about cause of 301
RPC 15



caling 146
chained 17
issuing RPC using name serviceto TP1/Server
in multi-homed host environment 311
issuing, to TPL/Server in multi-homed host
environment 25
non-response type 16
synchronous-response 16
time monitoring of 19
using multi-scheduler facility 31
using name service 22, 288
using remote API facility 19
using scheduler direct facility 21, 293
using ServerSocket for 30
with communication destination specified 27
RPC environment
initidlizing 145
releasing 148
rpcCall 172, 180
rpcCall method, information for 86
rpcCallTo 188
rpcCallTo method, information for 88
rpcClose 166
rpcOpen 164, 165
rpcOpen method, information for 93

S

scheduler direct facility 21
scheduling facility 18
service request target scheduler
distributing to RPCs 309
storing in cache information on, with smallest
workload 310
setConnectinformation 212
setConnectl nformation method, information for 98
setDataTraceMode 162
setDataTraceM ode method, information for 103
setDcecltdelay 156
setDccltdelay method, information for 91
setDccltextend 158
setDccltextend method, information for 91
setDcecltinquiretime 155
setDccltinquiretime method, information for 91
setDchost 159
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setDchost method, information for 92
setDeselint 157
setDcselint method, information for 91
setDewatchtim 157
setDcwatchtim method, information for 90
setErrorTraceMode 163
setErrorTraceM ode method, information for 102
setMethodTraceMode 161
setM ethodTraceM ode method, information for 102
setRpcextend 158
setRpcextend method, information for 92
setScdDirectObject 191
setTraceArray 160
setUapTraceMode 160
setUapTraceMode method, information for 101
source host specification facility 131
SPP 2
statistical-information-item 298
symbol conventions vi
synchronization point acquisition 37
synchronization point processing, methodtobeusedin
the event of aUAP error 303
synchronous-response RPC 16
relationship with synchronization point 41
timeout, reduction of server workload in event
of 29
syntax conventions Vvii

T
TB meaning viii
TCP/IP communication facility 46
environment to initialize when being
used 306
TCP/IP connection, facility for monitoring
establishment 66
terminal identification information setting facility 76
terminal-identification-information 312
time monitoring 18, 19
timer value, vaidity of 320
TPL/Client/J
adjustment during execution 148
classes used with 153
development environment 9
environment definition 287
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environment definitions, list of 280
environment of 8
execution environment 10
installation 8
operation, mechanism of 5
preparing to use 144
relationship with TP1/Server 2
TP1l/Server
asgateway 5
as gateway, having priority for load
balancing 293
as gateway, selecting randomly 292
connecting to RAP-processing server 146
in multi-homed host environment, issuing
RPCto 25
in multi-homed host environment, issuing
RPC using name serviceto 311
inheriting CUP's maximum time to wait for
response 291
relationship with TPL/Client/J 2
scheduling facility of 18
TP1/Web
connecting to (starting session) 59
connection facility 59
releasing connection (ending session) 60
RPC facility for connectingto 60
servicerequeststo 59
TP1Client 154
TPA1Client class, creating instance of 144
TP1ClientException 277
trace information, collecting 318
trace output, instructing 150
transaction
reporting information about current 42
verifying synchronization point in event of
error 42
transaction branch processing, monitoring 306
transaction branch, type of statistical information to be
acquired for 298
transaction control 35
transaction-branch-CUP-monitoring-interval 305
transaction-optimization-item 299
transmission-source-host 313
trnBegin 192
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trnBegin method, information for 93
trnChainedCommit 193

trnChainedCommit method, information for 104
trnChainedRollback 196

trnChainedRollback method, information for 104
trninfo 201

trnlnfo method, information for 95
trnUnchainedCommit 198

trnUnchainedCommit method, information for 104
trnUnchainedRollback 199

trnUnchainedRollback method, information for 104
troubleshooting facility 82
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UAPtrace 83
collecting 297
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